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Introduction

SRC is an intelligent sensor management solution that serves as a central connection point for
environmental monitoring, asset location, physical access, and other monitoring and security sensors.

In addition, you can even control the access to cabinets with Legrand's door handles (or SmartLock kit).

Important: Asset management feature and door handles (or SmartLock kit) are
mutually exclusive. You cannot have both devices connected simultaneously.

» Environmental monitoring and/or system control:

At least one Legrand DX or DX2 environmental sensor package is required for this
feature.

After connecting Legrand environmental sensor package(s) to SRC, you can remotely
monitor surrounding conditions in the data center, such as temperature or humidity,
or control a system if actuators are connected.

Note: SRC does NOT support DPX, DPX2, or DPX3 environmental sensor packages.

» Cabinet access control:

Legrand's door handles or SmartLock kit is required, which is model dependent.

® You only need two door handles when your SRC model has onboard door handle ports, such as
SRC-0102.

If you want to increase the number of door handles from two to four, you can purchase a
SmartLock kit and then connect it to this SRC's SENSOR port.

® You must purchase the SmartLock kit if your model does NOT have onboard door handle ports, such
as SRC-0100.

Legrand'’s SmartLock kit contains one DX2-DH2C2 and a pair of door handles.

After properly connecting and configuring door handles or the SmartLock kit you can
control the access to the selected cabinet via SRC.

» Asset management:

You can remotely track the location of IT equipment after tagging IT devices
electronically. This feature is especially useful when there are a number of IT devices
to administer.

The following are required for setting up the asset management system:
® Raritan asset tags: You tag an IT device by sticking an electronic asset tag on it.

® Raritan asset management strips (asset strips): Each asset strip transmits the tag and position
information to SRC.

® An SRC device: You can remotely locate each tagged IT device through SRC.
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» Image surveillance:

With a Logitech® webcam connected, a simple camera and video surveillance system
is established so that you can remotely view real-time snapshots or videos of the
data center.

» Event notifications:

Event rules and actions that are triggered when an event occurs are supported by
SRC.

Email messages, log events, syslog messages, webcam snapshots, SNMP traps and
SMS messages can be triggered when the events you define occur.

In addition, images captured by the webcam can be emailed to users in response to a
specific event.

In This Chapter

Product Models. . .. ..ot e 10
Package Contents. .. ..ot e 15
Before You Begin. . ...t 15

Product Models

e SRC-0100
e SRC-0102
e SRC-0103
e SRC-0800
e SRC-0803

SRC-0100

SRC-0100 has the following ports and components:

0
—

Rrzeg T 34-, 5 400 Y NaE

To control access to a cabinet via this model, you must purchase a SmartLock kit.

> o DUAL INLETS:

Dual inlets can supply redundant power to this model.
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> 9 STANDARD CONNECTION PORTS:

SEMS0R CONSOLEMODEM usa-g ETHEADAID

la

1

EXPAMSION EEATURE

ETHE1 D108/ 1080
UEB-AL

CONSOLE/MODEM port x 1 (blue)
e Sensor port x 1 (yellow)

USB-A port x 2

USB-B portx 1

e Feature port x 1 (red)

e Ethernet port x 2 (green and white)
For details, see Connection Ports.

> B FRONT PANEL DISPLAY and CONTROL BUTTONS:

Front panel LCD and buttons let users view real-time device information and/or
alerts without logging in to the SRC software.

SRC-0102

SRC-0102 has the following ports and components:

(1] (2]

Pirmg T 2 ML A2k T

> o DUAL INLETS:

Dual inlets can supply redundant power to this model.

> 9 ONBOARD DOOR HANDLE PORTS and CONTACT CLOSURE TERMINALS:

These ports support the cabinet access control feature and contact closure sensors.
See Onboard Door Handle Ports and Contact Closure Terminals (on page 49).
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> B STANDARD CONNECTION PORTS:

SEMS0R CONSOLEMODEM usa-g ETHEADAID

la

EXPAMSION EEATURE

1

UEE-AL Frane
e CONSOLE/MODEM port x 1 (blue)
e Sensor port x 1 (yellow)
e USB-A port x 2
e USB-Bportx1
e Feature port x 1 (red)
e Ethernet port x 2 (green and white)
For details, see Connection Ports.

> e FRONT PANEL DISPLAY and CONTROL BUTTONS:

Front panel LCD and buttons let users view real-time device information and/or
alerts without logging in to the SRC software.

SRC-0103

SRC-0103 has the following ports and components:
N T a - 7|
‘ o i o - ym ag
| * S ==~ o® |

| 2 o DUAL INLET DC POWER:
Redundant (Input 1 and Input 2) DC power inputs for typical DC48V power inputs.

> e ONBOARD DOOR HANDLE PORTS and CONTACT CLOSURE TERMINALS:

These ports support the cabinet access control feature and contact closure sensors.
See Onboard Door Handle Ports and Contact Closure Terminals (on page 49).

Raritan.
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> 6 STANDARD CONNECTION PORTS:

SEMEOR CONSOLE/MODEM usgE-p ETHEADADD

ik ik ©
wy =

U5E-AC
UEE-AC

1

EFANSION FEATURE = ETHE1 1081080

CONSOLE/MODEM port x 1 (blue)
e Sensor port x 1 (yellow)

USB-A port x 2

e USB-Bportx1

e Feature port x 1 (red)

e Ethernet port x 2 (green and white)
For details, see Connection Ports.

> e FRONT PANEL DISPLAY and CONTROL BUTTONS:

Front panel LCD and buttons let users view real-time device information and/or
alerts without logging in to the SRC software.

SRC-0800

SRC-0800 has the following ports and components:

1) 2]

> o DUAL INLETS:

Dual inlets can supply redundant power to this model.

» @ ENVIRONMENTAL SENSOR READY WITH REMOTE HUB EXPANSION:
Eight RJ-45 Sensor ports, plus 2 Remote ports for external hub expansion.

Raritan.
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> e STANDARD CONNECTION PORTS:

SEMEOR CONSOLE/MODEM usgE-p ETHEADADD

EFANSION FEATURE

4k

ETHET B 108 1080

i0a

CONSOLE/MODEM port x 1 (blue)
e Sensor port x 1 (yellow)

USB-A port x 2

e USB-Bportx1

e Feature port x 1 (red)

e Ethernet port x 2 (green and white)
For details, see Connection Ports.

> e FRONT PANEL DISPLAY and CONTROL BUTTONS:

Front panel LCD and buttons let users view real-time device information and/or alerts without logging in
to the SRC software.

SRC-0803

SRC-0803 has the following ports and components:

[ fATATATA] 50
o T §v.v.v.v ‘ o®
) o) o

» o DUAL INLET DC POWER:
Redundant (Input 1 and Input 2) DC power inputs for typical DC48V power inputs.

» 9 ENVIRONMENTAL SENSOR READY WITH REMOTE HUB EXPANSION:
Eight RJ-45 Sensor ports, plus 2 Remote ports for external hub expansion.

Raritan.
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> 6 STANDARD CONNECTION PORTS:

SEMEOR CONSOLE/MODEM usgE-p ETHEADADD

ik ik ©
wy =

U5E-AC

EFANSION FEATURE = ETHE1 1081080

UEE-AC

1

CONSOLE/MODEM port x 1 (blue)
e Sensor portx 1
USB-A port x 2
e USB-Bportx1

e Feature port x 1 (red)

e Ethernet port x 2 (green and/or white)

> 6 FRONT PANEL DISPLAY and CONTROL BUTTONS:

Front panel LCD and buttons let users view real-time device information and/or
alerts without logging in to the SRC software.

Package Contents

The following lists the equipment shipped with SRC. If anything is missing or damaged, contact the local
dealer or Raritan Technical Support for help.

e One SRC device

e Bracket pack and screws

Quick Setup Guide

Optional Accessories

Optional accessories shipped on demand only.

® Asset management strips and asset tags
e Door handles or SmartLock kit
e Environmental sensor packages, DX or DX2 series

e Sensor hubs

Before You Begin

Prepare the installation site. Make sure the installation area is clean and not exposed to extreme
temperatures or humidity. Allow sufficient space around the SRC for cabling and equipment
connections.

Raritan.
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Rackmounts

In This Chapter

Rackmount Safety Guidelines. . ........ ... . i 16
Rackmounting SRC. . ... ..ot e e 16

Rackmount Safety Guidelines

Operating temperature in a closed rack environment may be greater than room temperature. Do
not exceed the rated maximum ambient temperature of the Power Distribution Units. See
Specifications (on page 408) in the User Guide.

Ensure sufficient airflow through the rack environment.
Mount equipment in the rack carefully to avoid uneven mechanical loading.
Connect equipment to the supply circuit carefully to avoid overloading circuits.

Ground all equipment properly, especially supply connections, to the branch circuit.

Rackmounting SRC

You can rackmount an SRC device in OU or 1U style, using the same Raritan rackmount brackets.

» To mount like a 1U device:

Align the two edge slots of the L-bracket with two of the screw holes on one end of the SRC device.

Screw the L-brackets to the device ends and ensure the bracket is fastened securely.

After both L-brackets are installed, fasten the device to the rack, using rack screws, through two
identical round holes of each L-bracket.

» To mount SRC like a OU device:

16

Raritan.

Abrand of [1legrand



Wiy

Align the two round holes of the L-bracket with two of the screw holes on the top of the device.

Screw the L-brackets to the ends of the device and ensure the bracket is fastened securely.

3. After both L-brackets are installed, fasten the device to the rack, using rack screws, through slots of
each L-bracket.

Raritan.
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Initial Installation and Configuration

This chapter explains how to install your device and configure network connectivity.

In This Chapter

Connecting SRCto an AC POWer SOUICe. . .. ..o vt it 18
DC Power Connection for SRC-0103and SRC-0803. .. ..........coviunenn... 18
Connecting to Your Network . .. ...t i e et 19
Configuring the SRC. . .. ..ot e e e e e e 20
Bulk Configuration Methods. . ... .. ... i 28
Cascading for Shared Ethernet Connectivity. ........... ... ... ... .. 29

Connecting SRC to an AC Power Source

SRC supports redundant power with two inlets.
You can connect one or both inlets to proper power sources.

1. Connect each inlet to an appropriately rated branch circuit. Refer to the label or nameplate affixed
to your product for appropriate input ratings or range of ratings.

2. When SRC powers up, it proceeds with the power-on self test and software loading for a few
moments.

3. When the software has completed loading, the front panel display illuminates.

]

Fting 100-260V~-. 50608z 054 x 2

DC Power Connection for SRC-0103 and SRC-0803

SRC-0103 and 0803 include redundant (Input 1 and Input 2) DC power inputs for typical DC48V power
inputs. Each input is capable of powering the system. If one fails, the SRC will not shut down.

Input 1 Input 2

O o[:I-Jo] [olI]e
+ -

L i

- I/P; 36-T5V — 0.4A
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Strip the insulation around 12 mm from the end of each wire of the power source.

Turn off power source before wiring the connection.

Using provided connectors (not shown), fully insert each wire into the correct termination point.
Make sure DC48V(+) wire is connected to “+” of Input (1 or 2) and DC48V(-) connects to “-” of Input
(1 or2).

3. Use a screwdriver with a 2.5 mm wide shaft to tighten the screws above each termination point to
secure the wires, using a torque of 0.196 N-m (2 kgf-cm).

4. GND symbol marks the protective earth connection. The fixed screw for PE is included with the
product.

Connecting to Your Network

To remotely administer the SRC, you must connect it to your local area network (LAN). Wired or wireless
networks are supported.

Ethernet port is enabled by default. Port layouts, labels, speeds, and number of Ethernet ports vary by
model.

» To make a wired connection:

1. Connect a standard network patch cable to one or both Ethernet ports on the PDU.
¢ If the two Ethernet ports have different speeds, use the higher speed port for network connection.

2. Connect the other end of the cable to your LAN.

Warning: Accidentally plugging an RS-232 RJ-45 connector into the Ethernet port can cause permanent
damage(s) to the Ethernet hardware.

» To make a wireless connection:

Do one of the following:
e Plug a supported USB wireless LAN adapter into the USB-A port on your PDU.

e Connect a USB hub to the USB-A port on the PDU. Then plug the supported USB wireless LAN
adapter into the appropriate USB port on the hub.

USB Wireless LAN Adapter - DX2-WIFI-KIT

The Legrand DX2-WIFI-KIT is the supported wireless LAN adapter.

Wi-Fi LAN adapter Supported 802.11 protocols  Supported Xerus releases  Supported controllers

Legrand DX2-WIFI-KIT  AC/A/B/G/N Release 4.1.0 and later iX7 and later

Raritan.
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Supported Wireless LAN Configuration

If wireless networking is preferred, ensure that the wireless LAN configuration of your SRC matches the
access point. The following is the wireless LAN configuration that the SRC supports.

e Supported 802.11 protocols: AC/A/B/G/N

e Protocol: WPA2 (RSN)

e Key management: WPA-PSK, or WPA-EAP with PEAP and MSCHAPv2 authentication
e Encryption: CCMP (AES)

Tips: Supported 802.11 network protocols vary according to the wireless LAN
adapter being used.

Dual Ethernet Connection

Models with two Ethernet ports may have ports supporting different speeds. Note if your Ethernet port
is marked with speed. Port layouts and labels may vary by model.

e ETH1 or ETH2 marked 10/100/1000 supports up to 1000 Mbps.

Exception: USB-cascading chains have different requirements.

Check list when connecting both ports to the networks:

e Both Ethernet interfaces are connecting to different subnets.
e Both Ethernet interfaces have been enabled. By default both are enabled.
e Both Ethernet interfaces are configured with proper IPv4 and/or IPv6 settings.

e |t is NOT required that the two Ethernet interfaces share similar network settings. For example,
you can enable IPv4 settings in one interface but enable IPv6 settings in the other, or apply static
IP to one but DHCP IP to the other.

e The cascading mode is disabled. By default it is disabled. Go to Device Settings > Network.
Configuring the SRC

You can initially configure via one of the following:

e A TCP/IP network that supports DHCP
e A mobile device with PDView installed

e A computer physically connected to the PDU

Basic configuration process overviews:

» Configuration via a DHCP-enabled network:

1. Connect the SRC to a DHCP IPv4 network.
2. Use the front panel LCD display to retrieve the IP address.
3. Launch a web browser to configure the SRC.
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» Configuration via a connected mobile device:

1. Download the PDView app to your mobile device.
2. Connect the mobile device to SRC via USB.
3. Launch PDView to configure the SRC.

» Configuration via a connected computer:

1. Connect the SRC to a computer.
2. Use the connected computer to configure via the command line or web interface.
e Command line interface: See Initial Network Configuration via CLI.

e Web interface: Launch a web browser on the computer, and enter the link-local IP address or
pdu.local.

Connecting a Mobile Device

Raritan's PDView is a free app that turns your iOS or Android mobile device into a local display for SRC.

PDView is especially helpful when your SRC is not connected to the network but you need to check
status, retrieve information, or change settings.

Raritan.
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» Requirements for using PDView:

e If using an Android device, it must support USB "On-The-Go" (OTG).
e An appropriate USB cable is required.

» Step A: Download and install PDView

1. Visit either Apple App or Google Play Store.
e https://itunes.apple.com/app/raritan-pdview/id780382738

2. Install PDView.

» Step B: Connect the mobile device to SRC

1. Getan appropriate USB cable for your mobile device.
e jOS: Use the regular USB cable shipped with your iOS mobile device.
e Android: Use a USB OTG adapter cable.
2. Connect the mobile device to the appropriate USB port on the SRC.
® jOS: USB-A port.
® Android: USB-B port

Raritan.
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» Step C: Launch PDView

1. Launch the PDView app from your mobile device. Below illustrate iPad's PDView screens.
a. The "Disconnected" message displays first when PDView has not detected the SRC yet.

A diagram in PDView indicates the appropriate USB port your mobile device should
connect according to your mobile operating system.

il ™
Us8-A
Disconnected
- Please connect your device to the
USB-A port on your PDUL
. 1 A

Note: PDView also shows the 'Disconnected’ status during the firmware upgrade. If so, wait until
the firmware upgrade finishes.

b. The PDView shows the "Connected" message when it detects the connected SRC.
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Connected

- Authenticating

2. |If the factory-default login credentials remain unchanged, or if PDView has been configured with
accurate login credentials, PDView automatically logs in to the web interface.

If PDView can't log in automatically, the login screen displays instead and you must enter
appropriate user credentials for login.

3. The web interface opens and prompts to change the password if this is the first time login.

Tip: You can store the updated "admin" or other user credentials in PDView so that automatic login
always functions properly upon detection of the SRC.

Saving User Credentials for PDView's Automatic Login

When PDView detects SRC for the first time, it automatically attempts to log in with the factory-default
user credentials.

If you have modified the factory-default user credentials, PDView's automatic login fails and the login
screen displays for you to manually enter user credentials.

To make automatic login work again, you can save the modified admin credentials or any custom user
credentials in PDView. A maximum of 5 user credentials can be saved, and PDView will try these
credentials one by one until the login succeeds.

The following procedure illustrates iPad only, but the procedure applies to any iOS or Android mobile
device.

» To save user credentials in PDView:
1. Make sure your mobile device is NOT connected to the SRC so that PDView does NOT perform the

automatic login feature after it is launched.

2. Launch PDView on your mobile device.
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3. Tap the top-right Settings icon : (i0S) or E] (Android).

Raritan. rovew

LE3E-A

Disconnected

E Please connect your davice 1o the
USE-A porl on your PDU

4. The user credentials setup page opens.
e Per default, three administrator user credentials are pre-configured for three Legrand brands:
= Raritan
= Legrand

= Server Technology
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Username 1:  adman

Username 2: admin

Username 3: adméin

Username 4:

Username 5:

Settings

Password:

Password:

Password:

Password:

Password:

Default Username/Password Credentials:

Raritsn Wlanded paidmsed

Legrand standard passwoed

ServerTech standard passwoed

5. Modify existing user credentials or type new ones, and tap Save. The pre-configured admin
credentials can be removed or overwritten to meet your needs.

Connecting to a Computer

The SRC can be connected to a computer for configuration via one of the following ports.

e Ethernet ports
e USB-B port
e RS-232 serial port (RJ-45)

» Zero U models:

[UE-EI-EI I | ETH2-10/10:0/100

RS-232 (RJ-45)
_\‘5 ’

oX
QO

ETH1-10v1 0001000

To use the command line interface (CLI) for configuration, establish an RS-232 or USB connection.

26
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To use a web browser for configuration, make a network connection to the computer. The following link-
local addressing is available in any network without DHCP available:

® https://169.254.x.x Use the front panel display to find the address.
e https://pdu.local

Establish one of the following connections to a computer.

» Direct network connection:

Connect one end of a standard network patch cable to either Ethernet port of the device.
Connect the other end to a computer's Ethernet port.

On the connected computer, launch a web browser to access using either link-local addressing:
pdu.local or 169.254.x.x.

» USB connection:

1. A USB-to-serial driver is required in Windows". Install this driver before connecting the USB cable.
2. Connect a USB cable between a computer's USB-A port and the USB-B port of the device.
3. Perform initial network configuration via CLI.

» Serial connection for "RJ-45" RS-232 connector:

1. Connect the RJ-45 end of the RJ45-to-DB9 adapter cable to the RJ-45 port labeled CONSOLE /
MODEM on the device.

Connect the DB9 end to your computer's RS-232 port (COM).
Perform initial network configuration via CLI.

» Initial network configuration via CLI sample:

These sample commands set up the ETH1 interface with static IP address, gateway, and DNS server
settings.

#config
config:# network bridge enabled false
config:# network ipv4 interface ETH1 enabled true
config:# network ipv4 interface ETH1 configMethod static
config:# network ipv4 interface ETH1 address 192.168.56.80/24
config:# network dns firstServer 1.1.1.1 secondServer 1.0.0.1

config:

#
#
#
#
config:# network ipv4 interface ETH]1 gateway 192.168.56.128
#
# network ethernet Ethl speed 100Mbps duplexMode full
#

config:# apply

RJ45-to-DB9 Cable Requirements for Computer Connections

For devices with a console port, an RJ45-to-DB9 adapter/cable is required for connecting the SRC to a
computer, if the use of a USB cable is not wanted.
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A third party RJ45-to-DB9 adapter/cable needs to meet the following requirements.

e RJ-45 to "DB9 female"
e RX/TX and according control pins are CROSSED

The widespread blue Cisco RJ-45 to DB9 adapter cable is highly recommended, which has the following
pin assignments:

DB9 pin signal DB9 pin No. RJ-45 pin No. RJ-45 pin signal
CTS 8 1 RTS
DSR 6 2 DTR
RxD 2 3 TxD
GND 5 4 GND
GND 5 5 GND
TxD 3 6 RxD
DTR 4 7 DSR
RTS 7 8 CTS
DCD 1 (Not connected)

N/A
RI 9 (Not connected)

Note: The blue Cisco RJ-45 to DB9 adapter cable CANNOT be used for connecting a modem.

Bulk Configuration Methods

If you have to set up multiple devices, you can use one of the following configuration methods to save
time.

» A bulk configuration file downloaded from SRC:

e Requirement: All devices to configure are of the same model and firmware.

® Procedure: First finish configuring one SRC. Then download the bulk configuration file from it and
copy this file to all of the other SRC devices.

See Bulk Configuration (on page 266).
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For the remaining methods, see Special Configuration and Upgrade Methods (on page 412).

» A TFTP server:

e Requirement: DHCP is enabled in your network and a TFTP server is available.

® Procedure: Prepare special configuration files, which must include fwupdate.cfg, and copy them to
the root directory of the TFTP server. Re-boot all SRC devices after connecting them to the network.

» Curl command:

e Requirement: Two files are required -- one is a configuration file in TXT and the other is a devices list
file in CSV. See config.txt and devices.csv.

®  Procedure: Upload both files to all of SRC devices one by one, using the appropriate curl command.
» SCP or PSCP command:

e Requirement: Two files are required -- one is a configuration file in TXT and the other is a devices list
file in CSV.

®  Procedure: Upload both files to all of SRC devices one by one, using the appropriate SCP or PSCP
command.

» A USB flash drive:

e Requirement: A FAT32- or superfloppy-formatted USB flash drive containing two special
configuration files and one device list file is required.

e Procedure: Plug this USB drive into the SRC. When a happy smiley is shown on the front panel
display, press and hold one of the control buttons on the front panel until the display turns blank.

Cascading for Shared Ethernet Connectivity

See the Cascading Solution Guide for full details on network setup, physical setup, and supported
configurations for all cascades across products. The sections documented here are a brief overview. See
Cascading Solutions for Xerus.

You can have multiple devices share one Ethernet connection by cascading them using either the USB
interface or Ethernet interface

The first one in the cascade is the primary device and all the other devices follow it in the cascade. Only
the primary device is physically connected to the LAN -- wired or wireless.
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Each device in the cascade is accessible over the network, with Bridging or Port-Forwarding cascading
mode activated on each device.

e Bridging: Each device in the cascading chain is accessed with a different IP address.

e Port Forwarding: Each device in the cascading chain is accessed with the same IP address(es) but
with a different port number assigned.

Basic cascading restrictions:

e All devices in the chain must run compatible firmware versions of 3.3.10 or later.
e The cascading mode of all devices in the chain must be the same.

e Inthe Bridging mode, the primary device can have only one connection to the network. DO NOT
connect both Ethernet ports to the network(s) unless your network has the R/STP protocol enabled.

Note: The Port Forwarding mode does NOT have this restriction. In this mode, you can enable two
wired and one wireless network connections.

e Do NOT connect cascaded devices other than primary to the LAN or WLAN.

e (WIFI only) You must use Raritan's USB WIFI wireless LAN adapter instead of other WIFI adapters for
wireless network connection.

Best Practices for Cascading

One Ethernet connection per cabinet is better:

One Ethernet connection per cabinet is better than one Ethernet connection across cabinets because of
these advantages:

e More reliable connectivity.

e Easier to manage or maintain one cabinet when all of the cabling and connections are located in the
same cabinet.

e Reduces the cross-cabinet cabling.

When to establish a chain comprising 32 devices:

A chain consisting of 32 devices saves the most Ethernet connections and costs, and it is recommended
only when:

e External Ethernet ports are expensive or limited.

e Available IP addresses are limited.

Ethernet cascading is recommended for supported devices with Dual Ethernet ports:

If all the devices in the intended cascade have dual Ethernet ports, cascading them via Ethernet is better
than via USB. The Ethernet interface offers the following benefits:
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e Longer cabling distance
e Lower latency

e Connection more reliable with RJ-45 connectors
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Linking Units

The Linking feature allows the linking configuration of a single Primary unit to multiple link units so that
you can view and manage them all in one place. The primary unit has full knowledge of the location of
the connected link units, as well as the power and/or environmental information of all link units. The
primary unit provides visibility and control both the primary unit and the link units from within the GUI,
SNMP, and CLI.

The default password is only tried when connecting two PDUs using their Link ports. If the designated
link unit has a different password then the connection will fail. When linking PDUs over any other
interface the administrator must specify the link unit's password.

Communication between primary and link units happen via HTTPS. When establishing the connection
the link unit to be added must have HTTPS enabled at the default port 443. For added security,
certificates are checked. Link units must have the demo certificate, or if custom certificates are set, the
CA certificate must be installed onto the primary unit. (Go to PDU > Link Units page > "TLS Certificate"
button.)

All network modes are supported. Network and physical configurations must be completed before
configuring Linking.

The administrator privilege is required for all management actions (adding, configuring, releasing) of the
Linking feature. Each unit in the chain can be monitored and managed from anywhere by the network

protocols HTTP(S), SNMP, SSH, and Telnet.

All units in the linked chain must be the same model. All units must run the same firmware version,
which can be upgraded respectively for each unit in the chain.

In This Chapter

A, vt e e e e 32
Linkinginthe Web Interface. . ... i i 35
Linkinginthe CLL. . ... . i e e e e 44
FAQs

What's the difference between a "primary unit" and a "link unit"?

Primary and link units are the same model SRC that are equal to each other, and each has its own IP
address. You designate a SRC as the primary unit by logging into it and then adding a link unit. The first
unit becomes the primary, and when the first link unit is added, the primary unit is automatically
assigned ID "1", which is reserved to identify a primary unit only, and the ID "1" cannot be edited. A
connection between the primary and the link unit has now occurred and the chain is formed.

As you continue to add link units to the chain as desired (up to seven link units), you select Link ID "2"
through "8" for the Link ID numbers. Note that the Link ID "2-8" is the sequential number of each link
unit that you select as you add the unit to the chain, and once selected, the Link ID cannot be edited.
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When the chain is established with a single primary unit, and one or more link units, communication
occurs with the primary unit through its IP address. The primary unit, in turn, communicates to the
other link units in the chain through their individual IP addresses, which optimizes monitoring and
management.

» Which models can be linked?

Linking is supported on various products, but all devices in the chain should be the same models,
running the same firmware version.

» Which network setup modes are supported?
For the underlying network, the Linking feature can use the typical network setup modes:

Independent Setup: All units have their own regular IP address. They don't need to be in a physical
chain to be logically chained. You communicate only to the primary using its normal IP address.
Configure networking of the units, and then add link units using the Web GUI, CLI, or USB.

Bridged Setup: Same as Independent Setup, but the units are physically connected as a chain, either by
ethernet or USB. The configuration steps are the same as with Independent Setup.

Port Forwarding Cascade: The units are physically connected as a chain (either by Ethernet or USB).
Only the first primary unit is connected to your network with the IP address you assigned. The other
units will get automatically-assigned private IP addresses. When a Cascading in Port Forwarding mode
configuration is detected, you can automatically convert the cascaded units into Link Units using the
GUI in the primary unit, or add link units with the other methods in the Web GUI, CLI, or USB.

See Cascading Solutions for Xerus.

» Can primary units be linked together?

No. Once a unit is designated as the primary unit in a chain, it cannot be linked to a primary unit in
another chain. A primary unit can only be linked to one or more link units in a chain.

» How many units can be linked?

Including the primary, a full chain can include a total of eight units. The first unit added is designated as
the primary unit with the ID "1". Each unit you then add to the chain is designated as a link unit,
beginning with ID "2" and ending with ID "8".

» What is re-linking?

Re-linking is a required function when a link unit no longer recognizes or responds to the primary unit,
most likely caused by the link unit being reset to factory defaults. The status of the disassociated link
unit will be displayed as "Access Denied". Selecting the link unit when in this status displays the Re-link
button that allows reconnection of the link unit in the chain for regaining device control.

Note: Re-linking uses the same Link Unit ID and hostname, but you will need to reauthenticate with
your login credentials.
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» What user privileges are required for managing the Linking configuration?

Administrative privileges are required for both the primary unit and link unit. To add a link, your
administrative login account is required, but after that you only log in to the primary to manage the
chain, as all link units in the chain are visible in the user interface from the primary unit view.

»  What happens if the connection is lost between the primary and link units?

The primary unit's dashboard displays information about unreachable link units in the Link Unit Failures
section.

Link Uinit Failures

i Ham b

If the network connection is lost, these link unit functions will still work:

1. Front panel display
2. Energy accumulation and outlet states (not applicable to SRC)

and these link unit functions will stop working:

Event log entries are lost

Event rules, actions and alarms

Remote access to the link unit

Synchronization of primary settings and time when not using NTP

W N e

» Which system areas of the primary and link units are automatically synchronized?

The primary unit periodically checks link unit reachability. You can define rules to be alerted when
communication with a link unit fails, such as a system alarm. Some link unit settings are automatically

synchronized with the primary:

Peripheral device settings

Front panel privileges and default view
USB host port lockdown

Time and date settings

General data logging settings

vk wN R

» How are firmware updates handled?

Uploaded firmware images in the GUI are automatically distributed to all link units at the same time.
Starting a firmware update requires the automatic image upload on the link units to be finished first.
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Firmware version must match between primary units and link units to function normally. If the primary
unit is updated before the link units, for example, you will see a "Firmware version mismatch" message
in the Link Units section. When this occurs, link unit data will not display. You will not be able to switch
to the mismatched link unit. Upon update of the linked unit to the matching firmware version, normal

data displays will resume.

» Does Linking support mass deployment?

Yes, mass deployment has been extended to support a setup for the Linking feature (multi-IP or single-
IP) via the Mass Deployment Utility, which provides the Excel spreadsheet process used for bulk
configuration. For information about using the utility, see Configuration or Firmware Upgrade with a
USB Drive.

Linking in the Web Interface

The following topics describe how to configure and use Linking in the web interface.

Options for Adding Link Units

To start configuring the Primary Unit with Link Units, your options in the web interface depend on the
network and physical configuration of units.

e If you configured units in Independent or Bridging Mode, where they may or may not be physically
cascaded, and each one is assigned its own IP address, you can manually add each link unit. You can
use this manual function anytime to add link units. See Adding a Link Unit (on page 35).

e If you configured units in a Port-Forwarding Cascade Mode configuration, in which they are
physically cascaded and only the first unit is connected to the network, you can automatically link
the cascaded units. See Linking Cascaded Units (on page 37)

Adding a Link Unit

A link unit (up to seven units) can be added to a single primary unit.

On the SRC page, the Link Units section will contain all link units. The Add Link Unit button, highlighted
in green in the screen example, also displays in the Link Units section.

Link Units
24 Name Host Madel Status Firmware

2 My PDU {2) G2 168629 Fd-5057-E7 Ok 4.1.0.5-494640

» To add a link unit:

e Primary and link units must be the same model, running the same firmware versions.
1. Login to the primary unit and go to the SRC page.
2. Click Add Link Unit. The following add box displays:
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Add Link Unit

F address/ Nostname
Administrator logen

Password

3. The Link ID is populated as the next available ID number (2-8), assigned sequentially as each link unit
is added to the chain to identify the link unit in the user interfaces. Note: From the drop-down, you
can manually select the desired Link ID to order the link units in the chain as desired. Once
associated with a link unit, the Link ID cannot be edited.

4. Provide the IP address of the link unit.

5. Provide the login credentials for the link unit. Note: If the link unit has factory settings, you will be
prompted to set the new password.

6. Click Add.

e The link unit's firmware version is checked to ensure it matches the primary unit. If a mismatch is
found, a message appears and the link unit is not added.

7. When the firmware matches, the new link unit is added in a list in the Link Units section. All link
units added to the chain are now managed by the single primary unit.

The SRC page displays the following information about the link unit:

e LinkID
e Host/IP address
e Communication status

e Firmware version

About the Link ID

The Link ID "1" is automated and reserved internally for the primary unit. The primary unit’s ID "1"
cannot be edited.

The Link ID "2-8" is available for you to select as the ID for each of the link units you add to the chain.
From the Link ID drop-down, you can select the desired Link ID to manage the link units in the chain.
Once selected, the Link ID cannot be edited.
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Add Link Unit

Link ID 3 v
IP address/hostname E

Administratos ir,_;u'l o

Pagaword T

Linking Cascaded Units

When units have been configured in a physically-connected cascade in Port Forwarding mode, SRC can
detect expansion units via the primary unit, and link these cascaded units.

While a cascaded chain supports up to 32 units, and may include different products and different
models, Linking can only accommodate a maximum of 8 units linked, and all units must the same
models running the same firmware version.

Link units can be added by different methods, so remember that 8 total is the maximum overall.
You can link cascaded units in two ways:

e Link All Cascaded Units (Automatic method): Use this method when your cascade's 1 through 8
expansion units are same product/model/firmware, and you want that configuration simply and
directly converted to Linking.

The automatic option will attempt to link all cascaded units, assigning each either a link-
local IPv6 address or node-index-dependent URL as it is discovered and linked. The process
begins with the first expansion unit connected to the primary, and proceeds through the
cascade in order. The process ends when all 8 Link unit IDs have been filled, or when a link
attempt fails.

e Custom: Use this method when you want to selectively add only some expansion units from the
cascade, or otherwise customize how expansion units are linked, and in what order.

The Custom settings option requires that you to select each cascaded unit by its node
number, and map it to a Link ID manually. You must also select a hostname type for each
link. The linking process follows your customized list and attempts to add all selected
expansion units.

» To link all cascaded units (Automatic method):

On the SRC page, click the Link Cascaded Units button. The Link Cascaded Units dialog opens.

Enter the administrator user name and password assigned to all designated link units. Must be the
same credentials for all units.

3. Select "Link all Cascaded Units" for automatic linking.
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4. Select the Hostname type to be assigned to all link units:
e Link-local IPv6 address: Units are assigned IPv6 addresses that are accessible from the primary unit.

e Dependent on node index: Units are assigned a URL that includes their node index number, for

example "expansion-1.pf-cascade", "expansion-2.pf-cascade", "expansion-3.pf-cascade", where the
node number indicates the expansion unit's position in the chain related to the primary unit.

5. The table shows the process that will run: Node Index indicates the expansion unit number to be
linked, Link ID shows the link ID to be assigned, and Hostname shows the hostname type for all, as
specified.

Link Cascaded Units

Administrator login admin

Password 00| serme

l—b ® Link all cascaded Units

Hostname
Cascade o
Link-local IPv6 addresses v

Custom seftings

Mode Index  Link ID Hostname

1 2 Link-local IPv6 addresses
2 3 Link-local IPv6 addresses
3 4 Link-local IPvé addresses
4 3 Link-local IPvS addresses
3 & Link-local IPvé addresses

= 1V imle Do 5% maldmmm e am

Cancel RS

6. Click Link to start the linking process. The table shows progress and then final results. In the example
below, expansion unit 1 was linked successfully. Expansion unit 2 failed--the connection may have
failed, or this result may also indicate there was no unit at that position. Expansion units 3-7 were
skipped because the process stops upon first failure.
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Mode Index

1

v ]

Link 1D

2

Hostname

Link-local IPvé
addresses

Link-local IPvwh
addresses

Link-local IPvé
addresges

Link-local IPvwé
addresses

Link-local IPv6
addresses

Link-local IPwh

addresses

Link-lacal IPvb
addresses

» To link cascaded units (Custom method):

PwnN e

Select Custom Settings.

Link State

" Linked

X Connection 1o the link unit

failed

¥ Skipped

X Skipped

X Skipped

X Skipped

X Skipped

On the SRC page, click the Link Cascaded Units button. The Link Cascaded Units dialog opens.
Enter the Primary Unit's administrator user name and password.

Click Append Node to add a row to the table, then complete each field in the row to describe how
the expansion unit should be linked. Repeat this step as needed to create a table of all nodes to link.

* Node Index: Select the node index for the expansion unit you want to add. Node index 1 indicates
the first expansion unit connected to the primary unit, then expansion units are numbers

sequentially as you go down the cascaded chain.

e Link ID: Select the Link ID that this expansion unit will be mapped to once linked.

e Hostname: Select the hostname type to be assigned to this link unit.

= Link-local IPv6 address: Units are assigned IPv6 addresses that are accessible from the primary

unit.

= Dependent on node index: Units are assigned a URL that includes their node index number, for

example "expansion-1.pf-cascade", "expansion-2.pf-cascade", "expansion-3.pf-cascade", where
the node number indicates the expansion unit's position in the chain related to the primary

unit.
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5. The completed table you create shows the process that will run.

Link Cascaded Units

Administrator login admin

Password ~ ewees

Link all cascaded Units

'—" @ Custom settings

Node Index  Link ID Hostname

Cascade

1 3 Link-local IPvé addresses

Dependent on node index

2 5 Link-local IPv6 addresses

Append Node

e

Cancel

6. Click Link to start the linking process. The table shows progress and then final results.

Link Cascaded Units

Administrator login admin

Passward T

Link all cascaded units

Cascade

® Custom settings

Node Index  Link ID Hostname

2 Link-local IPvE addresses

Append Node

Link State
+ Linked

Cancel

Note: If a unit is removed from a linked cascade, a reset to defaults is necessary to access the unit.

Primary Units Manage Link Units

The primary unit manages the following functions for the entire chain of linked units:
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e User management and authentication — configured only on the primary.

e Date and time — the primary synchronizes its date and time settings to link units. If NTP is not used,
then the synchronization interval is every 10 minutes.

e Device settings — only the primary device settings are configurable, except for Network Settings.
Some settings will be synced to link units. The serial port is configurable for the primary only; link
units use the console.

e Data model settings — such as outlet names, thresholds, peripherals, etc., are configured on the
primary and stored on link units. Features vary by model.

e Lua scripts — Communication with link units in a Lua script is possible.

Releasing a Link Unit

Releasing a link unit means the unit is separated from the chain and the unit then becomes standalone.
The primary unit no longer has access to the released link unit.

» To release a link unit from the Primary Unit's web interface:

Note: If a release action is attempted on a link unit when the unit is an unreachable state, a warning
message displays, and the primary will not recognize the link unit.

1. From the SRC page, in the Link Units section, click a link unit to select it.
2. Click Release Link Unit.

3. A confirmation prompts to cancel or release.

If released, the link unit is removed from the page.

Link Units
V| #a Name Host Model Status Firmware
2 My PDU (2) 192.168.6.29 PX4-5057-E7 0K 4.2.0.5-49997

TLS Certificate Add Link Unit Release Link Unit

» To release a link unit directly:

Caution: Should be used only in a emergency situation.

If you navigate to a link unit directly, in a web browser, a Release Link option is available instead of a
login option.

e Enter the username and password, then click Release Device.
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This device is part of a cascade and managed by

192.168.2.122

User Name

Password

Switching to a Different Unit

Switching your view to a different unit is a control function noted by the Switch control in the upper left
corner of the pages that display primary and link unit information.

Displayed data in the GUI defaults to the primary unit. The Switch control allows you to switch from a
primary page to a link unit page, and back again to the primary.

A

My Link Unit (2)

My Link Unit (2)

» To switch to a different unit:
Click the Switch control.
Select one of the link units from the drop-down list. Link number "2-8" appears in parentheses.

The page displays data for the selected link unit.

P w N e

To return to the page for the primary, select the primary unit. Primary number "1" appears in
parentheses.
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» Configure load shedding on linked units

You can switch between units in the GUI and setup / activate load shedding separately for every link
unit. Activating load shedding on the primary unit will not activate load shedding for the whole cascade.

Re-linking a Link Unit

Re-link is a required function when a link unit no longer recognizes or responds to the primary unit,
most likely caused when the link unit has been reset to factory defaults. Resetting to factory defaults
causes the linked unit in the chain to be unreachable, and it would have to be removed from the chain
manually.

If reset to factory defaults, the status of the disassociated link unit will be displayed as "Access Denied",
shown below.

Link Units
v HA Name Host Model Status Firmware
w2 My Link Unit (2) unknowm unknigwn Access Denied unknown

TLS Certificate | Release Link Unit ~ Re-Link Unit

» To re-link a link unit:

1. When you select the link unit in the "Access Denied" status, the Re-link button displays, as noted
above.

To reconnect the link unit in the chain, and to regain full control of the unit, click Re-Link Unit.

Although re-linking uses the same Link Unit ID and hostname of the unreachable unit, you will need
to reauthenticate with your login credentials.

4. Click the Re-link button.
5. The status of the link unit changes to "OK".

Peripherals Page

The Peripherals Page shows peripheral devices connected to the primary or link unit.
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s My Unit (1) Peripheral Devices
# Hame
1 temperature 1
2 Relative Humidity 1
3 Door State 1
4 Door Handle 1
5 Door Lock 1

Asset Strips Page

Reading

25.0°C

40 %

State

above upper
warming

normal

closed

cloged

closed

Type

Temperature

Hurmidity

Door State

Door Handle

Door Lock

The Asset Strips page shows all rack unit information from both the primary and link units.

Asset Strips
T Name Port
141 Asset Strip (1) Feature
2-] Asset Strip (1) Feature

Device

My Unit (1)

My Link Unit (2)

State

available

available

Linking in the CLI

The CLl is disabled on link units. Access to the link unit via the CLI is available only through the primary
CLL. If any link units are configured, the CLI prompt includes the currently selected unit and Link ID, such

as My Unit (1) or My Unit (2).

Some commands are not available for link units:

e Authentication settings

e Security settings (login, role-based access control, user blocking, and strong passwords.)

e Server monitor
e User management

e Data logging

Linking CLI Commands

Commands for Linking begin with pdu.

» List the Units in the Linked Chain

Displays the following information for each unit:

44
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e LinkID

e Communication status (for link unit only)
e Device name

e Model name

e Serial number

e Firmware version

# pdu list

» Switch Unit

Switch between the primary and link units. The Link ID must be 1 (primary) or 2-8 (link units).

# pdu [id]
» Add a New Link Unit

Add a link unit to a primary unit. Only available when ID 1 (primary) is selected. The command can be
used to re-establish a connection to an existing link unit if the Link ID and host match exactly. The
command requires admin privileges and prompts for the user’s password.

# pdu link [id] [host] [login]
id: New link ID (IDs 2-8)
host: Host name or IP address

e |ogin: Name of user with admin privileges

» Release a Link Unit

Release a link unit from a chain until the unit becomes standalone. The primary unit does not have
access to a released link unit. The command is only available when ID 1 (primary) is selected. The
command requires admin privileges, and prompts for confirmation unless the “/y” is specified.

# pdu release [id] {/y}
e id: Link ID of the unit to be released (IDs 2-8).
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Using the Hardware Features

Xerus firmware runs on various hardware designs, including different sizes and controllers.

In This Chapter

Standard Connection Ports. .. ... ot 46
Additional Sensor Ports and Remote Hub Ports. .. ......... ... ... ... ...... 48
Onboard Door Handle Ports and Contact Closure Terminals. . ................ 49
2772 o 1= 50
Front Panel Display. .. ....oo it e e e 50
Reset Button. ... ... e 68

Standard Connection Ports

All SRC models have the following 9 standard ports.

SEMEOR CORSOLEMMODEM use-p ETHEADMD

ih ik ©
L JL J=

5e-A2
ENFANSION EEATURE = ETHE1 10841080
5E-AC
Port Used for...
USB-B e Cascading for sharing a network connection.
e Establishing a USB connection with a computer:

e Using the command line interface.
e Performing the disaster recovery. Contact Technical Support for instructions.

e Connecting to an Android mobile device

USB-A e Thisis a "host" port, which is powered, per USB 2.0 specifications.
e Connecting to an iOS mobile device.
e Connecting a USB device, such as a webcam or wireless LAN adapter.

e (Cascading for sharing a network connection.
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Port

FEATURE

CONSOLE/
MODEM

(RJ-45)

SENSOR
(RJ-45)

ETH ©
10/100/1000,

ETH @
10/100/1000

EXPANSION

Raritan.
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Used for...

e Connection to one of the following devices:
e A Raritan KVM product with the use of a power CIM.
e An external beeper with the RJ-45 socket.

® An AMS-series asset management strip.

Warning: This is not an RS-232 port so do NOT plug in an RS-232 device, or damages
can be caused to the device.

Establishing a serial connection with a computer or modem.

e Connection to one of the following devices:
e Legrand's environmental sensor package(s).
e Legrand's sensor hub which provides four more sensor ports.

® An AMS2-series asset management strip

Two Ethernet ports for connecting to your company's network via a standard
network patch cable (Cat5e/6).

There are two small LEDs adjacent to the port:
e Green indicates a physical link and activity.

¢ Yellow indicates communications at 10/100 BaseT speeds.

You can use either Ethernet port for network connection or cascading.

e Expansion port: Power sharing is NOT SUPPORTED on SRC.
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Additional Sensor Ports and Remote Hub Ports

REMOTE HUB '

SENSOR 1

SENSOR2? SEMSOR3 SEMSOR&

[ ]

.:]_LL

:

T

P

{:ri

bWy

I

o

s

REMOTEHUB 2

SENSORS SENSORG SENSORT SEMNSORA

Only SRC-0800 models have additional sensor ports and remote hub ports.

Port Description

0
B ®

Sensor ports 8 additional sensor ports can be used for connecting environmental sensors or a DX2-
ENVHUB4 external hub.

Door handles and asset strips CANNOT be connected simultaneously.

Remote ports yoy can connect a DX2-REMHUB4 to each Remote port. The DX2-REMHUB4 can

support up to 8 door handles.

Sensor Hubs

DX2-ENVHUB4

The DX2-ENVHUB4 Sensor Hub is designed to increase the number of DX/DX2 SmartSensors
deployments, where each of the hub's downstream RJ45 ports can support up to 32 sensor or actuator
functions or up to 12 sensor packages*. The hub has two types of ports: upstream one (1) x RS485 and

downstream four (4) x RJ45 ports.

Note: The DX2-ENVHUB4 does not support DPX-xx, DPX2-xx, DPX3-xx, DX2-PD2C5, or DX2-DH2C2

sensors.

*Sensor packages may contain one or multiple sensors or actuators, such as a DX2-T1H1 sensor, which
is one (1) package with two (2) sensors.
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» DX2-REMHUB4

The DX2-REMHUB4 Remote Hub is an accessory to Raritan SRC-0800 and SRC-0803 Smart Rack
Controller devices. When an SRC-0800 and/or SRC-0803 device is deployed, the DX2-REMHUB4 is
designed to connect to its dedicated RJ45 Remote Hub port(s) to increase the number of DX/DX2
SmartSensor and SmartLock deployments. The hub has two types of ports: upstream one (1) x RS485
and downstream four (4) x RJ45 ports and is powered by an external 12V AC power adapter.

The DX2-REMHUB4 is best used for powering longer-distance sensor deployments—it can extend
sensors up to 50m away from a compatible Raritan Smart Rack Controller device. Each of the DX2-
REMHUBA4's RJA5 Sensor ports can handle up to 32 sensor or actuator functions or up to 12 sensor
packages and can support DX2-DH2C2 controllers and up to eight (8) SmartLock handles. When the
SRC-0800 or SRC-0803 deploys two Remote Hubs, it turns an 8-port Raritan Smart Rack Controller into a
16-port Raritan Smart Rack Controller.

Onboard Door Handle Ports and Contact Closure Terminals

Some models like SRC-0102/SRC-0103 have onboard door handle ports and contact closure terminals.
These ports are functionally identical to DX2-DH2C2.

Port Description

Door handle ports  You can connect a maximum of two door handles supported by DX2-DH2C2 for cabinet
access control.

Door handles and asset strips CANNOT be connected simultaneously.
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Port Description

Cont.j:\ct closure You can connect a maximum of two contact closure sensors to monitor a selected
terminals door's status.

Beeper

The SRC includes an internal beeper, which can issue an audible alarm if configured as part of an event
rule.

Front Panel Display

The front panel display will vary by model.

The following diagram shows a sample OU front panel display. 1U/2U displays are horizontal.
» 4 P
O v

Use the front panel display to view information and even administer features on supported models. It
consists of:

e LCDdisplay
e Four control buttons

Zero U models automatically adjust the orientation of the content shown after detecting the direction
of installation. You can also manually change the orientation. 1U and 2U models do NOT adjust the
content's orientation.

Note: All front panel display images in the User Guide are for Zero U models with the LCD front panel
display. Displays may differ slightly by model and on 1U and 2U models.

Automatic and Manual Modes

After powering on or resetting, the front panel display first shows some dots, then logo and finally
enters the automatic mode.
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» Automatic mode without alerts available:
In this mode, the display cycles through information as long as there are no alerts.
» Manual mode:

To view more information or control outlets, enter manual mode.

Press : or ® to enter the manual mode, where the Main Menu is first displayed.

To return to the automatic mode, press ® until you return to the main display.
» Alerts:

¢ In the automatic mode, when an alert occurs, the display stops cycling through information, and
warns you by showing the alerts notice in a yellow or red background.

To enter the manual mode, press ® .

® |nthe manual mode, both the top and bottom bars will turn yellow or red to indicate the presence
of any alert.

Control Buttons

Use the control buttons to navigate to the menu in the manual mode.

Button Function
~ "

Down

©

o °
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Button Function
® Back
--0OR --
Switch between automatic and manual modes

Operating the Front Panel Display
Enter manual mode when you want to operate the front panel display.

» Color changes of the display's top and bottom bars:

* In manual mode, both the top and bottom bars will turn yellow or red to indicate the presence of
any alert.

e These examples are generic model samples. Information categories vary by model.

Screen with yellow bars Screen with red bars
All alerts enter the warning level only. Partial or all alerts enter the critical level.
Main Menu 2/10
Alerts Alerts
X Auto 957PM  Select ©

e Both bars turn black when there are NO alerts.

Screen with black bars
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Main Menu

Alerts

X Auto 9:57 PM Select O

Main Menu

The Main Menu commands depend on the model.

The system time and the X and O buttons and their action on each page are shown at the bottom of the
display.

For example, "X Auto" means you can press the X button to enter automatic mode. "Select 0" means
you can press O to select an option. Always use the arrow buttons to navigate lists and options.

The currently-selected item's number and total of menu items are indicated in the top-right corner of

the display.
Main Menu
Alerts
SRC
Peripherals
Assets
Device Info
x ;'ll—.'q,l__]t 0 1 : . EII 1 F'. r-']
Alerts
Select Alerts in the Main Menu to view a list of alerted sensors, including both internal and external
sensors.
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e Numeric sensors in the warning or critical range of an enabled threshold.
e Alarmed state sensors

e Tripped circuit breakers or blown fuses

If there are no alerted sensors, the display shows the message "No Alerts."

» Alerted sensors:

¢ The top and bottom bars on the LCD display may be yellow or red, depending on the type(s) of
available alerts.

Alert List 1/2
L Iy System Tamper Alarm
Appeared at 22:10
© ———Felnlet1 L1 RMS Current
15.784 A

Upper Warning

Inlet 11 L1 RMS Current
15.784 A
Upper Warning — O
X Back 9:57 PM Details O

l

Number Description

o Alarm names.

9 The time the alarm occurred.

If the alarm occurred at least two times, then more information is shown.

e Number of alarms
e The first occurrence time

e The last occurrence time

6 Alerted sensor names.
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Number Description

6 Sensor readings and/or states.

A numeric sensor shows both the reading and state. A state sensor or actuator shows the state
only.

Available states:
e Alarmed
e Lower Critical = below lower critical
e Lower Warning = below lower warning
e Upper Warning = above upper warning
e Upper Critical = above upper critical

e Open (only available for overcurrent protectors)

6 The 'Details' command appears for alarms only.

1. Press : or @ to view additional pages. When there are multiple pages, page numbers
appear in the top-right corner of the display.

2. (Optional) If there are alarms in the Alert List, you can perform the following operations.

a. Press : to view detailed information of the alarm.
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Alarm System Tamper 1/
Alarm 2

Peripheral device
‘Tamper Detector 1’
in slot 9 is alarmed.

Last appearance:

Z018-10-10 22:10
X Back ¢57 PM Ackno... O

b. (Optional) If the alarm occurred more than one time, the numbers of current page and total

pages are shown in the top-right corner, similar to the above diagram. Press @ or @

to view the information of other occurrences.

C. To acknowledge all alarms now, press : .

SRC

Depending on model, the "SRC" menu includes:

e Device info
e Internal beeper states -- Active or Off

e 12V power supply status

To view all SRC information:

e Use the arrow buttons to scroll the pages
Device Info page:

e SRCname
e Firmware version
e Model name

e Serial number

Raritan.

A brand of [llegrand



Device Info

My SRC

4.0.10.5-48597
SRC-0800

1BZA4B3D78

» Beeper Info page:

e Beeper State: Off or Active

¢ In the Active state, the reason is indicated, and the top/bottom bars turn red.

e By default, the beeper's mute control feature via front panel is enabled.

¢ To mute the beeper, press the Select button. The beeper stops beeping, and the Beeper State
shows "Active (Muted)". Muting the beeper does not change the alarm state.

Beeper Info

X Back

» Power Supply Status:

e The controller power supply status
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Off

1:06 PM
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Power Supply Status:
oK

Peripherals

If there are no environmental sensor packages connected, the display shows the message "No managed
devices" for the "Peripherals" menu command.

» To show environmental sensor or actuator information:

1. Select "Peripherals" in the Main Menu, and press : .
2. The display shows a list of environmental sensors/actuators.

e When the list exceeds one page, the currently-selected sensor/actuator's ID number and total of
managed sensors/actuators are indicated in the top-right corner of the display.

¢ If any sensor enters warning, critical, or alarmed state, like 'Tamper Detector 1' shown below, it is
highlighted in yellow or red.

The top and bottom bars also turn yellow or red.

Periheral Devices 1/32

(1) Dry Contact 1 Off (2]
Tamper Detector 1
Alarmed
On/Off 1 Normal
© | Temperature 2
24.5C Normal &——
Relative Humidity 1
42 % Normal

X Back 9:57 PM Details ©
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Number Description

0 Sensor or actuator names.
9 Sensor or actuator states:
® n/a = unavailable
e Normal
e Alarmed

e Lower Critical = below lower critical

e Lower Warning = below lower warning
e Upper Warning = above upper warning
e Upper Critical = above upper critical

e On

o Off

® Open

e Closed

A numeric sensor shows both the reading and state. A state sensor or actuator shows the
state only.

3. Toview an environmental sensor or actuator's detailed information, select it, and press : LA
screen similar to the following is shown.

__Peripheral ensor 3 - EER3

On/Off1 e O
QMQ4392432
Port 1, Chain Pos. 1 &—— @
Channel 5
Normal «——— (®

Number Description

6 The ID number assigned to this sensor or actuator.
e A sensor shows "Peripheral Sensor x" (x is the ID number)

e An actuator shows "Peripheral Actuator x"
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Number Description

@ Sensor or actuator name.

6 The following information is listed.

e Serial number

1

e Chain position, which involves the following information:

® Port <N>: <N> is the number of the sensor port where this sensor or actuator is
connected.

® Chain Pos. <n>: <n> is the sensor or actuator's position in a sensor daisy chain.

e If this sensor or actuator is on a sensor package with multiple channels, its channel number
is indicated.

@ Depending on the sensor type, any of the following information is displayed:
e State of a state sensor: Normal, Alarmed, Open or Closed.
e State of an actuator: On or Off.

e Reading of a numeric sensor.

6 X, Y, and Z coordinates which you specify for this sensor or actuator.

» To switch on or off an actuator:
By default peripheral actuator control is disabled. You have to enable it in the web interface.

See:Peripherals (on page 75)

1. Select "Peripherals" in the Main Menu, and press :

(0)

. Select an actuator to switch and press
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Peripheral Actuator &

Powered Dry Contact 1
Q74592507

Port 1, Chain Pos. 1
Channel 1

Off

Switch O

2. Press : to turn on or off the actuator. A confirmation message similar to the following is
shown.

Peripheral Actuator &

Do you really want
to switch on
Powered Dry

Contact 1?7

957 FM

3.

Use the arrow buttons to select Yes or No, and then press : .
4. \Verify that the actuator status shown has been changed.

Assets

After connecting asset strips, information of the rack units with detected asset tags is shown.
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» To show asset strip information:

1. Select "Assets" in the Main Menu, and press : .

2. The display shows the available asset strip, and indicates how many rack units and tags are detected
on this strip.

e The number of tags includes both the tags attached to the asset strip and those attached to the
blade extension strip, if any.

Asset Strips

Asset strip 1
available
48 rack units, 32 tags

ack

3. Press @ to show this asset strip's details, including:
e State - strip status.
e Main Tags - number of the tags attached to the asset strip.
In the following diagram, this number is 30.
¢ Blade Tags - number of the tags attached to the blade extension strip(s), if any.
In the following diagram, this number is 2.

Note: The 'Blade Tags' information appears only when there are tags detected on the connected
blade extension strip.

e Type - the asset strip type.
e Numbering - the numbering mode. See Asset Strip.
e Offset - the starting number of the rack unit numbering.

¢ Orientation - the strip's orientation.
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State: available
Main Tags: 30/48
Blade Tags: 2/128

Type: simple

Numbering: bottom-up,
Offset: 1
Orientation: bottom
connector

9:57 FM Tags ©

4. Press : again to show a list of available tags and their information.

e When the list exceeds one page, the currently-selected main tag and total of available main tags
are indicated in the top-right corner of the display.

e If the desired tag is not visible, press : or @ to scroll up or down.

4]

Asset Strip 1 Tags 1/30

RU (Index) / LED Tag ID
1(1) 000015B9158C 6

(N

Name: Mail server

Z(2ym 000015891610
Mame: Windows XP

3(3) M SHkqXBKGIZMWLLT
9 @ blade extension: 2/16

4 (4) ®  000015BS152E

Mame: Linux
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Number Description

@

®@ © &6 ®

Two numbers are displayed for each tag.

e Rack unit number: The number assigned to this tag based on the selected numbering
mode.

e The index number in parentheses: The physical port number printed on the asset strip.

The asset tag's name if you have specified. This field does not show up when no name is
available.

If the connected tag is the blade extension strip, it shows 'blade extension' and indicates how
many tags and slots are available on this extension strip.

A color box, which represents the current LED color of the tag port where this asset tag is
connected. The default is green.

® You can customize the color.

The connected asset tag's ID number (barcode).

5. If any blade extension strip is connected to this asset strip, select it and Press : to view a list
of available tags and asset IDs on this extension strip.

Number

6]

64

(6 RU 4 (Index 4) M SHkgXSKGIZMWLET

Slot Tag ID

(7 _ 000015B91546 (8

8 000015851600

Description

The information of the selected blade extension strip, including:
e Rack unit number
® Index number in parentheses
e Current LED color of the tag port where it is connected

e Extension strip's ID number (barcode)
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Number Description

e The slot number of each asset tag

@ The connected asset tag's ID number (barcode).

Port Overload - Reset Fuse

If an overload condition is detected on an external port, an alert notification is displayed in the front
panel. The notification includes a list of ports that may have caused the overload.

This alert cannot be dismissed without resolving the overload condition and resetting the fuse.
» To resolve a Port Overload condition:

1. Remove all attached devices from the ports listed in the alert.

2. Press the Select button on the front panel to reset the fuse.

An over-current condition
whias detected on the
device's Sensor port.

Please rermove all attached
devaces from those pors and use
the button to reset the port

state.

Alerts Notice in a Yellow or Red Screen

In the automatic mode, if an alert occurs, the LCD display automatically shows a yellow or red screen
which indicates the total number of alerted sensors and information on the latest transitions.

e When all alerted sensors enter the warning levels, the screen's background turns yellow.

e When at least one of the alerted sensors enters the critical level or there is any "alarm", the screen's
background turns red.

The following illustrates the alerts notices in red.
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» When there are only alerted sensors -- NO ALARMS are present:

1 critical
3 warned

Recent transitions

Temperature 1 ©

Relative Humidity 1

X Menu

Number Description

o The total of alerted sensors in critical and warning levels.
9 A list of alerted sensors.

9 The latest reading/status time related to each alerted sensor.

» When there is any alarm present:

The display shows the alarm(s) and the available command in the bottom-right corner is 'Actions'.
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Alerts

1 alarms
1 critical
3 warned

Recent transitions

System Tamper Alarm

Relative Humidity 1

X Menu 7:30 PM Actions O)

» Available operations:

e For alerted sensors only, press : to view a list of all alerted sensors. You do not have to
acknowledge alerted sensors.

e When an alarm is present, press © to view the options. Use the arrow buttons to select an

option, and press © .

e Show alert list: View a list of alerted sensors and alarms. You still can choose to acknowledge
alarms after viewing the list.

e Acknowledge all alarms: This option immediately acknowledges all existing alarms, without
showing the list of alarms. When you select this option, you must next select Yes to confirm.
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Show alert list

Acknowledge all
alarms

X Back 7:30 PM

Acknowledge Alarms

Do you really want
to acknowledge
alarm ‘System
Tamper Alarm’™?

Yes

X Back 7:57 PM

Showing the Firmware Upgrade Progress

When upgrading the SRC, the firmware upgrade progress will be displayed as a percentage on the LCD

display, similar to the following diagram.

Firmware U

Firmware update in
progress

Updating main controller

Please do not power off the device
while the update is in progress!

38%

ndate

In the end, a message appears, indicating whether the firmware upgrade succeeds or fails.

Reset Button

The reset button is located inside the small hole labeled RESET near the display panel.

Pressing this reset button restarts the Xerus software.
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Using the Web Interface

This chapter explains how to use the product web interface for administration.

In This Chapter

Supported Web Browsers and Mobile Devices. .. .......... ..., 69
Login, Logout and Password Change. .. ...ttt 69
Dashboard - SRC. . ..o it e e 71
Peripherals. ... ... e 75
Serial Access With Dominion Serial Access Module. ........................ 93
ASSEL SHriPS. « vttt e e e e e e e 100
External BEeper. ..ot e 108
User Management. . . ...t e e e e e 109
DeVvice SetliNgS. . o vt e e e e 118
Using Prometheusand Grafana. ......... ... ... ... .. . i ... 246
Webcam Management. . . ...t e 247
SMAMTLOCK. .« v vttt e 255
MaintenanCe. . . ..ot e 260
Card REaders. . o .ottt e 275

Supported Web Browsers and Mobile Devices

e Firefox” 100 and later

e Safari® (Mac)

e Google” Chrome® 100 and later

e Android 8.1 and later

e j0S12.5and later

e Edge (Windows 10, 11 (chrome-based versions))

Login, Logout and Password Change

The first time you log in, use the factory default user credentials. For details, refer to the Quick Setup
Guide accompanying the product. Password change is forced upon first login.

Login and Logout

You must enable JavaScript in the web browser for proper operation.
» Tolog in to the web interface:

1. Inasupported browser go to the IP address of your SRC

e If the link-local addressing has been enabled, you can type pdu.local instead of an IP address.
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| MewTab ® |+

192.168.84.92]

2. If any security alert message appears, accept it.

3. You can set contrast polarity by clicking on Dark and Light icon @ Dark or on
bottom left of the login screen.

4. Enter your user name and password, accept any security agreement displayed, and click Login.

Note: To configure the security agreement, go to Device Settings > Security > Service Agreement.

5. The web interface opens.

After finishing your tasks, you should log out to prevent others from accessing the web
interface.

e Click Logout in the top right corner, or close the tab or browser.

Changing Your Password

You need appropriate permissions to change your password or others’ passwords.
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» Password requirements:

e (Case sensitive.

e 4to 64 characters.

» Password change required on first login:
® On first login, password change is forced and strong passwords are enabled by default. The new

password must be at least 8 characters and contain at least one upper case letter, one lower case
letter, and one digit.

e Change the default password and click OK.

» To change your password via the Change Password command:
You must have the Change Own Password permission to change your own password.

e Choose User Management > Change Password. Change the password and click Save.

Change Password - admin

Old passweord required
Mew password required
Confirm password required

Logout

After finishing your tasks, you should log out to prevent others from accessing the web interface.

e C(lick Logout in the top right corner, or close the tab or browser.

Dashboard - SRC

e The Dashboard page gives you an overview of your SRC in various sections, depending on your
model.

e C(lick any blue hyperlink to go to the main page for that information.

e If you have connected Door Handles, Asset Strips, and Peripherals, details for each also display.
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» What to look for:

e Red or Yellow status bars indicate alerts or alarms.

e Check the Alerted Sensors and Alarms sections for any issues that need attention.

e Alarms are listed if there are events that must be acknowledged according to your configurations.
e Alerts are listed when sensor thresholds are entered according to your configurations.

e The Hardware Failures section appears if SRC detects any internal hardware issues.

Tempeunsy

Dashboard - Alerted Sensors

When any internal sensors or environmental sensor packages connected to the SRC enter an abnormal
state, the Alerted Sensors section in the Dashboard shows them for alerting users. This section also lists
tripped circuit breakers or blown fuses, if available.

To view detailed information or configure each alerted sensor, click each sensor's name to go to
individual sensor pages. See Individual Sensor/Actuator Pages (on page 86).

Alerted Sensgors (1 Critical, 0 Warmed) Alarms

ey Alar
Sensor Value State i Mo Alarms

prapa atiane 1

» Summary in the section title:

Information in parentheses adjacent to the title is the total number of alerted sensors.

Raritan.

72 Abrand of [1legrand



For example:

e 1 Critical: 1 sensor enters the critical or alarmed state. 1 Warned: 1 'numeric' sensor enters the
warning state.

e Numeric sensors enter warning or critical states, as their values enter the threshold ranges.

e State sensors enter an alarmed state.

See Sensor/Actuator States (on page 81) for more details.

Numeric sensors:

e Warning

Numeric sensors:

A e Critical

State sensors:

e Alarmed state

Dashboard - Alarms

If configuring any event rules which create or emit device alarms, the Alarms section will list any event
that hasn't been acknowledged yet.

Note: For information on event rules, see Event Rules and Actions (on page 174).

You must have the 'Acknowledge Alarms' permission to manually acknowledge an alarm.

Alarms

Name: System Tamper Alarm

First Appearance: 5/13/2022, 9:.13:45 AM UTC+0200

Last Appearance: 5/13/2022, 3:14:36 AM UTC+0200 Acknowledge
Reasons: 2 reasons, 3 events total

show details™

» To acknowledge an alarm:

e Click Acknowledge, and that alarm then disappears from the Alarms section.
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Alarms

Name: System Tamper Alarm

First Appearance; 5/13/2022, 91345 AM UTC+0200
Last Appearance: 57132022, 9:14:36 AM UTC+0200
Reasons: 2 reasons, 3 events total

hide detailza
Acknowledge
Reason; Peripheral device Tamper Detector 1" in PDU 1
shol 20 s alosmeed
First Appeatance; 5/13/2022, 9:13:45 AM UTC+0200

Last Appearance: 5/13/2022, 9:13:56 AM UTC+0200
Count: 2

Reason: A test event was triggered by wser "admin’
First Appearance: 5/13/2022, :14:36 AM UTC+0200
Last Appearance: 571372072, 9:14:36 AM UTC+0200
Count: 1

This table explains each field of the alarms list.

Field
Name

Reason

Reasons

First
Appearance
Last Appearance

Count

Show details

Description
Custom name of the Alarm action.

Shows the log message if the alarm was only triggered by one
specific event.

Short summary if there were multiple different events.

Date and time when the event indicated in the Reason column
occurred for the first time.

Date and time when the event indicated in the Reason column
occurred for the last time.

Number of times the event indicated in the Reason column has
occurred.

This field appears only when there are multiple types of
events triggering the same alert.

If there are other types of events (that is, other reasons)
triggering the same alert, the total number of additional reasons
is displayed. You can click it to view a list of all events.

The date and time shown on the web interface are automatically converted to your computer's time
zone. To avoid time confusion, it is suggested to apply the same time zone settings to your computer or

mobile device.

Tip: You can also acknowledge all alarms in the front panel display.
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Peripherals

If there are environmental sensor packages connected, they are listed on the Peripherals page.
An environmental sensor package may contain:

e Numeric sensors: Detectors that show both readings and states, such as temperature sensors.
e State sensors: Detectors that show states only, such as contact closure sensors.

e Actuators: An actuator controls a system or mechanism so it shows states only.

SRC communicates with managed sensors/actuators only and retrieves their data. One SRC can manage
a maximum of 64 sensors/actuators.

Open the Peripheral Devices page by clicking Peripherals in the Menu. Then you can:

e Perform actions on multiple sensors/actuators by using the control/action icons on the top-right
corner.

® Goto an individual sensor's or actuator's data/setup page by clicking its name.
» Sensor/actuator overview on this page:

If any sensor enters an alarmed state, it is highlighted in yellow or red. An actuator is never highlighted.

Column Description

Name By default, the name assigned contains:

e Sensor/actuator type, such as "Temperature" or "Dry Contact."

e Sequential number of the same sensor/actuator type, like 1, 2,
3 and so on.

You can customize the name. Customize names on the
individual sensor page.

Reading Numeric sensors, such as temperature and humidity, show the
reading.

Maximum Maximum reading of all previously seen values since last reset.

Minimum Minimum reading of all previously seen values since last reset.

State Available for all sensors and actuators. Sensor/Actuator States (on
page 81)

Type Sensor or actuator type.

Serial This is the serial number printed on the sensor package's label.

Number

Position Position indicates where this sensor or actuator is located in the

sensor chain.

Identifying the Sensor Position and Channel (on page 83)
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Column Description

Actuator Indicates whether this sensor package is an actuator or not. If yes,

the checkmark symbol v is shown.

To release or manage sensors/actuators:

You can multi-select sensors to release or manage them. Releasing is necessary when the maximum
number of managed sensors are in use, and you need to make a change, such as replacing old sensors
with new ones, or making space by removing an unneeded type and adding a different type. When you
manage sensors individually, you can manually select ID numbers--this allows you to simultaneously
release an old sensor if you select to reuse its assigned ID: Managing One Sensor or Actuator (on page
84). When you manage multiple sensors at once, ID numbers are automatically assigned, and nothing

else is changed or released.

1. Select the sensors/actuators that you want to manage/release from management.

-
L
2. Click * toview options and select Manage or Release.

e Release: The items are automatically released, and you return to the list. Newly released sensors
show at the end of the list as "Manage Device" if they are still physically connected, otherwise they

disappear.

* Manage: "Manage Peripheral Device" dialog opens. Click Manage to accept automatic sensor
numbers. If a single item was selected, you can choose the ID number by selecting "Manually select
a sensor number." Click Manage and you return to the list. Newly managed sensors appear and will
show a status in the State column. They can now be renamed and configured.

i bl D —
Marre Tty Sranr Trpe Serial Murmber Proition
Chuien o
1
P T o Contact g ALEose ':'“"“‘Mm"'
L CanaT o CALEOCPO

e
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Manage Peripheral Device

@ Automatically assign a sensor number

Manually select a senscr number

» To configure sensor/actuator-related settings:

L
1. Click * > Peripheral Device Setup.

Field Function Note

Peripheral device Options to describe the vertical locations (Z Every sensor has a Z Coordinate field. The format
Z coordinate coordinates) of environmental sensor setting specifies whether those coordinates are
format packages. required to be rack unit numbers or can contain

® Rack units or Free-form arbitrary text.

See Z Coordinate Format (on page 91).

Peripheral device Enables or disables the automatic Automatic Management of Sensors (on page
auto management feature for Raritan 84)
management environmental sensor packages.

e Default is Enabled.

Mute other door ¢ |f selected, one door handle will be e This option helps to avoid overload in
handle completely powered down (including any power-limited setups with two door handles.
attached card reader or keypad) before
opening the other lock of the same DX2-

DH2C2.
Altitude Specify the altitude of SRC above sea level e The device's altitude is associated with the
when a differential air pressure sensor is altitude correction factor.
attached. e The default altitude measurement unit is
e Range: -425 to 3000 meters (-1394 to meter.
9842 feet) e Your user preference for measurements will
e Negative numbers indicate locations take effect here.

below sea level.
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Field Function Note

Active powered  Determines the maximum number of "active"  ® An "active" actuator is turned ON, or, for a
dry contact limit  powered dry contact actuators that is door handle, door is OPENED.
permitted concurrently. e This setting only applies to "powered dry
® Range: 0 to 24 contact" (PD) actuators rather than normal
o Default: 1 dry contact" actuators.
® You need either 'Change Peripheral Device
Configuration' privilege or 'Administrator
Privileges' to change the setting.

2. Click Save.

To configure default threshold settings:

Note that default threshold settings affect all sensors already being managed, and establish the initial
settings for any sensor added from now on. To customize the threshold settings on a per-sensor basis,

go to Individual Sensor/Actuator Pages (on page 86).

1. Click : > Default Threshold Setup.
2. Click a sensor to open the threshold settings.
3. Make changes as needed.
¢ To enable any threshold, select the corresponding checkbox.

e Type a new value in the accompanying text box.
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Lower critical v 2 g/m?

Lower warning | 4 g/m?

Upper warning | 20 g/m?*

Upper critical | 22 g/m?

Deassertion hysteresis 1 g/m?

Assertion timeout 0 Samples
M Cance

4. Deassertion hysteresis: An alarm is cleared when the sensor reading normalizes the specified
amount away from the threshold. In the screenshot example above, if temperature normalizes by
more than 1 degree of the threshold, the alarm is cleared. When the reading is within 1°C from the
threshold, the alarm will remain active. For example: A warning is raised when the temperature
exceeds 30°C. It has to drop to 29°C to clear the warning.

5. Assertion timeout: An alarm is raised when the sensor reading exceeds a threshold for more than
the specified number of samples. In the screenshot example above, timeout is set to Zero. An alarm
would be raised immediately when the reading exceeds the threshold. If the timeout were set for
20, the sensor reading would have to persist in exceeding a threshold for 20 data samples before an
alarm would be raised.

6. Click Save.

» To turn on or off any actuator:

1. Select one or multiple actuators . This activates the power buttons at the top right corner in the web
interface.

2. Click On or Off. For Door Handles, click Open or Close.

Note: Per default you can turn on as many dry contact actuators as you want, but only one "powered dry

L
contact" actuator can be turned on at the same time. Change this settingin * > Peripheral Device
Setup.

3. Confirm the operation when prompted.

Yellow- or Red-Highlighted Sensors

The SRC highlights those sensors that enter the abnormal state with a yellow or red color. Note that
numeric sensors can change colors when thresholds are enabled.

Tip: When an actuator is turned ON, it is also highlighted in red for drawing attention.
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Poreomad Oy Coréact D000 Port 1, Chain pasfion 1 Chamns -

In the following table, "R" represents any numeric sensor's reading. The symbol <= means "smaller

than" or "equal to."

Sensor status Color States shown in the interface Description

Unknown unavailable
I:I unmanaged
Normal normal
Warning above upper warning

below lower warning

Critical above upper critical
. below lower critical

Alarmed alarmed

OCP alarm Open

Sensor state or readings cannot be detected.

Sensors are not being managed.

e Numeric or state sensors are within the normal range.
- OR --

e No thresholds have been enabled for numeric sensors.

Upper Warning threshold < "R" <= Upper Critical threshold

Lower Critical threshold <= "R" < Lower Warning threshold

Upper Critical threshold < "R"

"R" < Lower Critical threshold

State sensors enter the abnormal state.

e (Circuit breaker trips.
- OR --

e Fuse blown.

Managed vs Unmanaged Sensors/Actuators

» Managed sensors/actuators:

e SRC communicates with managed sensors/actuators and retrieves their data.

* Managed sensors/actuators are always listed on the Peripheral Devices page whether they are

physically connected or not.
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Mame Reading Lale Type ¥

e They show one of the managed states.

e For managed 'numeric' sensors, their readings are retrieved and displayed. If any numeric sensor is
disconnected or its reading cannot be retrieved, it shows "unavailable" for its reading.

» Unmanaged sensors/actuators:

e SRC does NOT communicate with unmanaged sensors/actuators.

* Unmanaged sensors/actuators are listed only when they are physically connected to SRC.
They disappear from the web interface when they are no longer connected.

e They do not have an ID number.

e They show the "unmanaged" state.

Sensor/Actuator States

An environmental sensor or actuator shows its real-time state after being managed.

Available sensor states depend on the sensor type -- numeric or state sensors. For example, a contact
closure sensor is a state sensor so it switches between three states only -- unavailable, alarmed and
normal.

Sensors will be highlighted in yellow or red when they enter abnormal states.

An actuator's state is marked in red when it is turned on.

» Managed sensor states:

In the following table, "R" represents any numeric sensor's reading. The symbol <= means "smaller
than" or "equal to."
State Description

normal e For numeric sensors, it means the readings are within the
normal range.

e For state sensors, it means they enter the normal state.
below lower critical = "R" < Lower Critical threshold

below lower Lower Critical threshold <="R" < Lower Warning threshold
warning
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State

above upper
warning

above upper critical
alarmed

unavailable

Note that for a contact closure sensor, the normal state depends on the normal setting you have

configured.

Description

Upper Warning threshold < "R" <= Upper Critical threshold

Upper Critical threshold < "R"
The state sensor enters the abnormal state.

e Communication with the managed sensor is lost.
- OR --

e Sensor packages are upgrading their sensor firmware.
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» Managed actuator states:

State Description

on The actuator is turned on.

off The actuator is turned off.

unavailable ® Communication with the managed actuator is lost.
--OR --

® Sensor packages are upgrading their sensor firmware.

» Unmanaged sensor/actuator states:

State Description

unmanaged Sensors or actuators are physically connected to the SRC but not
managed yet.

Note: Unmanaged sensors or actuators will disappear from the web interface after they are no longer
physically connected.

Finding the Sensor's Serial Number

A sensor package has a serial number tag attached to its rear side.

The serial number for each sensor or actuator appears listed in the web interface when it is detected.
Match the serial number from the tag to those listed in the sensor table.

L Hame Rie-aadineg Flate Typs Serial Humbaer 4

Identifying the Sensor Position and Channel

The Peripheral Devices page shows where each sensor or actuator is connected.

4 My PDU (1) Peripheral Devices Oon Qoff i
Name Reading Serial Number Position Actuator E
Temperature 2 2a0°C QMT0000005 Port 1, Chain position 5
Temperature 1 250°C QMS0000004 Port 1, Chain position 4
Powered Dry Contact 2 QU70000003 Port 1, Ghain position 3, Channel 2 b
Powered Dry Contact 1 QU70000003 Port 1, Ghain position 3, Channel 1 b
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e The position information includes the port name and the sensor's position in a sensor chain.
For example: Port Sensor, Chain Position 3

e Ifasensor hub is involved, the hub port information is also indicated for most sensors.
For example: Port Sensor, Hub port 2, Chain Position 3

e If a sensor/actuator contains channels, such as a contact closure sensor or dry contact actuator, the
channel information is included.

For example, Port ‘Sensor, Hub port 2, Chain Position 3, Channel 1

Automatic Management of Sensors

To configure automatic management, go to Peripherals > > Peripheral Device Setup.
» After enabling the automatic management function:

When the maximum number of sensors are not yet managed, newly-connected environmental sensors
and actuators are automatically managed upon detection.

» After disabling the automatic management function:

You must manually manage all sensors to start communications. Until you do this, they will not have ID
numbers or show sensor readings or states.

Managing One Sensor or Actuator

If you are managing only one sensor or actuator, you can assign the desired ID number to it. When
managing multiple sensors/actuators at a time, the IDs are automatically assigned.

Tip: When the total of managed sensors/actuators reaches the maximum value, you cannot manage
additional ones. The only way to manage any sensor/actuator is to release or replace the managed
ones. To replace a managed one, assign an ID number to it by following the procedure below.

» To manage only one sensor/actuator:

1. Click Peripherals in the Menu.

2. Unmanaged sensors/actuators appear at the end of the list as "Manage Device". You can identify
the sensor/actuator by the Type, Serial Number, and Position columns.
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i Maragpr Device U AR GpEd Absshite Hamidity CMSO000004 5‘5(
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o
ook 2 wravallsble Door Lock 1GEQOOO30T ¥
F
Dioor Lock 1 umavailanle Dkoor Liock 1GEQDDC001 !
1

3. Click the Manage Device link, and the Manage Peripheral Device dialog appears.

Manage Peripheral Device

(®) Automatically assign a sensor number

Manually select a sensor number

1
L ]

i

e Select "Automatically assign a sensor number" to assign an unused ID number. This method does
not release any managed sensor or actuator.

e Select "Manually select a sensor number" to select a desired ID number from the list. Selecting an
ID already in use will release the sensor currently managed with that ID. IDs already in use show
the sensor package's serial number. Available IDs show "unused."

4. Click Manage.
» Special note for Legrand humidity sensors:

A Legrand humidity sensor is able to provide three measurements - relative and absolute, and humidity
values.

e A relative humidity value is measured in percentage (%).

e An absolute humidity value is measured in grams per cubic meter (g/m3).

e Adew point is measured in degree celsius (°c).

However, only relative humidity sensors are "automatically" managed if the automatic management
function is enabled. You must "manually"” manage absolute humidity sensors as needed.

Note: Relative and absolute values of the same humidity sensor do NOT share the same ID number
though they share the same serial number and position.
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Individual Sensor/Actuator Pages

A sensor's or actuator's data/setup page is opened after clicking any sensor or actuator name on the
Peripheral Devices page.

Note that only a numeric sensor has threshold settings, while a state sensor or actuator has no
thresholds.

Threshold settings, if enabled, help you identify whether any numeric sensor enters the warning or

critical level. In addition, you can have SRC automatically generate alert notifications for any warning or
critical status.

To configure a numeric sensor's threshold settings:

1. Click Edit Thresholds.

Sengo
Value Last time chamged or reset
Actual 240°¢
Fate mormal

Tip: The date and time shown on the SRC web interface are automatically converted to your computer's
time zone. To avoid time confusion, it is suggested to apply the same time zone to your computer or
mobile device.

2. Select or deselect 'Use default thresholds' according to your needs.
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Sensor

Use default thresholds %

Lower critical 0 S
Lower warning 5 i
Upper warning 30 S
Upper critical 35 S
Deassertion hysteresis i
Assertion timeout 0 Samples

M Cance

¢ To have this sensor follow the default threshold settings configured for its own sensor type, select
the 'Use default thresholds' checkbox.

The default threshold settings are configured on the page of Peripherals.

¢ To customize the threshold settings for this particular sensor, deselect the 'Use default thresholds
checkbox, and then modify the threshold fields below it.

Note: For concepts of thresholds, deassertion hysteresis and assertion timeout, see Sensor
Threshold Settings (on page 494).

3. Click Save.

» To set up a sensor's or actuator's physical location and additional settings:

1. Click Edit Settings.
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Settings

>
Name Temperature 2
Description
Location (X)
Location (Y)
Location (Z: Rack Units)
XK Cance

2. Make changes to available fields, and then click Save.

Fields
Name
Description

Location (X, Y
and Z)

Alarmed to
Normal Delay

Binary Sensor
Subtype

88

Description
A name for the sensor or actuator.
Any descriptive text you want.

Describe the sensor's or actuator's location in the data center by typing alphanumeric values for the
X, Y and Z coordinates. See Sensor/Actuator Location Example: X, Y, Z Coordinates (on page 91)

If the term "Rack Units" appears in parentheses in the Z location, you must type an integer number.
The Z coordinate's format is determined on the page of Peripherals.

This field is available for the DX2-PIR presence detector only.

It determines the wait time before the SRC announces that the presence detector is back to normal
after it already returns to normal.

Adjust the value in seconds.

This field is available for any Legrand contact closure sensor except for DX2-DH2C2's
contact closure sensors.

Determine the sensor type of your contact closure detector.

e (Contact Closure detects the door lock or door open/closed status.
e Smoke Detection detects the appearance of smoke.

e Water Detection detects the appearance of water on the floor.

e Vibration detects the vibration of the floor.
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Fields Description

Sensor Polarity

This field is available for DX2-CC2 contact closure sensors only.

Determine the normal state of your DX2-CC2.

e Normal Open: The open status of the connected detector/switch is considered normal. An alarm
is triggered when the detector/switch turns closed.

e Normal Closed: The closed status of the connected detector/switch is considered normal. An
alarm is triggered when the detector/switch turns opened.

» To view a numeric sensor's chart

This sensor's data within the past tens of minutes is shown in the chart. Note that only a numeric sensor
has this diagram. State sensors and actuators do not have such data.

Sensor History

e To retrieve the exact data at a particular time, hover your mouse over the data line in the chart.
Both the time and data are displayed as illustrated below.
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Sensor History

» To turn on or off an actuator:

1. Click the desired control button.

[T—y Er gl gy Frpe [ -
|
O on
: Turn ON.
1
O off
: Turn OFF.

2. Confirm the operation on the confirmation message.

Fort 1, B prmton 2 Coans |

Ll Tt

Note: Per default you can turn on as many dry contact actuators as you want, but only one "powered
dry contact" actuator can be turned on at the same time. To change this limitation of "powered dry
contact" actuators, modify the active powered dry contact setting on the Peripherals page.

90
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» Other operations:

You can go to another sensor's or actuator's data/setup page by clicking the selector EI on the top-
left corner.

+ My PDU(1) m Temperature 2

Z Coordinate Format

Z coordinates refer to vertical locations of environmental sensor packages. You can use either the
number of rack units or a descriptive text to describe Z coordinates.

» To configure Z coordinates:

1. Determine the Z coordinate format in the main Peripheral Device Setup page. Available Z coordinate
formats include:

e Rack Units: Measurement of the height is in standard rack units. Number from 0-60.

® Free-form: Enter any alphanumeric string to describe the Z coordinate. Up to 24 characters.
Example, "Top of Rack", "Bottom of Rack".

2. Enter the Z coordinates in the individual sensor settings.

Sensor/Actuator Location Example: X, Y, Z Coordinates

Use the X, Y and Z coordinates to describe each sensor's or actuator's physical location in the data
center.

The X, Y and Z values act as additional attributes and are not tied to any specific measurement scheme.
Therefore, you can use non-measurement values.
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» Example:

X = Brown Cabinet Row
Y = Third Rack
Z = Top of Cabinet

» Values of the X, Y and Z coordinates:

e XandY: They can be any alphanumeric values comprising 0 to 24 characters.

e 7Z:When the Z coordinate format is set to Rack units, it can be any number ranging from 0 to 60.
When its format is set to Free-form, it can be any alphanumeric value comprising 0 to 24 characters.
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Serial Access With Dominion Serial Access Module

L
T-NVS0

Connecting a SRC and a Dominion Serial Access Module (DSAM) provides access to devices such as LAN
switches and routers that have a RS-232 serial port.

The DSAM is a 2- or 4 port serial module that derives power from the SRC.

Connect a maximum of 2 DSAM modules to the SRC using USB cables. DSAM can be mounted in a QU

configuration.

In This Chapter

DSAM CONNECHION. . . o\ttt e e e e e e e e e et e 94
DSAM LED Operation. ..ot i et ettt et e 94
View DSAM Serial POrts . ..o v e e e e e 95
Configure DSAM Serial Ports. .. ... o 95
Connect to DSAM Serial Targets in the Web Interface. . ..................... 97
DSAM CLI COMMANS. « .« vttt ettt et et et i e et 98
Connect to DSAM Serial TargetsviaSSH. . . ... ... ... i i 99
USB-MOD-Dongle Installation. . .......... oo i 100
View USBMOD Dongle. . ... oo e et et 100
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DSAM Connection

» To connect DSAM to SRC:

94

e Connect the DSAM unit's USB cable to the SRC USB-A ports. No USB Hubs are supported
e Connect the serial devices to the serial ports on the DSAM unit.

e The serial access ports of DSAM can operate in DTE (Data Terminal Equipment) or DCE (Data Circuit
Terminating Equipment) mode

USE-A ports to
connact DSAM

DSAM LED Operation

The DSAM unit has one LED for status, and 2 LEDs on each port.

Raritan DSAM-4
@  status 1 2 3 4 @1

g_"ﬁ’@‘f’“ﬁfﬁﬁ

» Status LED:

The Status LED is labeled on the unit front. Light is on back. The Status LED gives information at bootup
and upgrade.

e Green LED - Slow blink: DSAM booting up but not controlled by SRC.
e Blue LED - Slow blink: DSAM controlled by SRC.
e Blue LED - Fast blink: Firmware upgrade in progress.
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» USB Port LEDs:
Each USB port has a left Green LED and a right Yellow LED.

e Green LED: Port is set as DCE
e Yellow LED: Port is set as DTE
e LEDs off: Port is set as AUTO

View DSAM Serial Ports

When a DSAM unit is connected to the SRC, a DSAM Serial Ports page is available.

Dashboard DSAM Serial Pori Access
A Mame Type Statum Avaliability
i1 -F E bl | 3
M1 -F | ZeETEs
AM 1 Dis >
ocPs 14 DEAR - Port 4 i ey »Comect

Pevipheials

DEAM Serial Port Access

User Management

Device Settnga

Maintenance

» To view DSAM serial ports:
Click DSAM Serial Port Access. You can access and configure serial ports from this page.

e Ports are listed by physical USB position on the DSAM unit.
e # column indicates which SRC USB port DSAM is plugged into.
¢ Type column indicates port's DTE/DCE setting.

e Status and Availability columns show current activity.

Configure DSAM Serial Ports

You can rename serial ports and configure their settings.

» To configure DSAM serial ports:

1. Click DSAM Serial Port Access, then click the name of the port for the port you want to configure.
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2.

3.

In the General section:

4 DSAM Serial Port - DSAM 1- Port 1

Marme | DSAM1-Port 1

e Enter a Name for the port.

e Check the Current State of the port. Status and Availability are listed.
In the Serial Settings section, check or change the following settings:
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Serial Setinge

9

BoE Type

S5H DFA port enabled

S5 DPA port

Allow shared acoess

Connect to DSAM Serial Targets in the Web Interface

» To connect to DSAM serial targets in the web interface:

1. Click DSAM Serial Port Access to view the list of ports.

2. Click Connect button of the port you want to connect to.

Dashboard

POU

Iribert

Cartletn

Outiet Groups

DCPa

Feripheials

kA Serial Port Access

U Maragermen!

Dervice Settinga

Masnternanse

DSAM Serial Port Access

O5AM 1 - Fort 2

DSAM 1

Type

Status

Availability

P Conna
B o
B Caorinie
[ 2

HSC launches in a new window.
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DSAM CLI Commands

e show
e show sxport [<sxportid>]
Shows serial access port parameters
e sxportid Serial access port id (or 'all') (1.1/1.2/all) [all]
Shows DSAM serial port parameters

Example:

# show sxport 1.1
Port ID: 1.1
Name: DSAM 1 - Port 1
Device connected: No
Device interface type: Automatic
Baud rate: 9600
Parity: None
Data bits: 8
Stop bits: 1
Flow control: None
BREAK duration: 300 ms
SSH DPA port enabled: No
SSH DPA port: 10101
Allow shared access: No
Status: Available

® connect:
Connect to a DSAM serial port

* connect [<sxportid>]

Note: You have write access to this port
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During connecting to target, Pressing the escape sequence (CONTROL-]) the following
target port CLI command can be reached:

clientlist Display all users on the port
close Close this target connection
getwrite Get write access for the port
resetport Reset port
return Return to the target session
sendbreak Send a break to the connected target
writelock Lock write access to this port
writeunlock Unlock write access to this port
Pressing ? will provide help
e config
You can configure only connected DSAMs ports
= config:# sxport

sxport <sxportid> [name <name>] [devinterfacetype <deviftype>] [baudrate <baudrate>]
[parity <parity>] [stopbits <stopbits>] [flowcontrol <flowcontrol>] [breakduration
<breakduration>] [sshdpaportenabled <sshdpaportenabled>] [sshdpaport <sshdpaport>]
[allowsharedaccess <allowsharedaccess>]

Configure serial access port settings:

sxportid Serial access port id (1.1/1.2)

name Port name

devinterfacetype Device interface type (AUTO/DTE/DCE)

baudrate Serial port speed (baud rate) in bits-per-second
(1200/1800/2400/4800/9600/19200/38400/57600/115200/230400)

parity Parity type (none/odd/even)

stopbits Number of stop bits (1..2)

flowcontrol Flow control type (none/hw/sw)

breakduration Duration of BREAK signal in ms (0..1000)

sshdpaportenabled Enable direct port access via Secure Shell (SSH) (true/false)
sshdpaport TCP port for direct port access via Secure Shell (SSH) (1024..49999)
allowsharedaccess Allow shared (r/o) access (true/false)

Connect to DSAM Serial Targets via SSH

» To connect to DSAM serial targets via SSH:

Make sure that SSH Access is enabled in Device Settings > Network Services > SSH.
Connect to the port in two ways:

e Via configured SSH DPA port:
1. Type command ssh -p <SSH DPA port> user@device
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Note: Make sure SSH DPA port enabled is selected in DSAM Serial Port Access >DSAM Port #.

* Viaregular TCP port:
1. Type command ssh user:1.2@device
After login, user will enter CLI interface.
Press Escape Sequence 7]
Type commands See: DSAM CLI Commands (on page 98)

Example: show sxport 1.1

4. To exit serial target, type escape-key-sequence, default is Ctrl-], then enter port sub-menu CLI
interface.

5. Type "close", then enter main CLI interface.

USB-MOD-Dongle Installation

Plug the Mod Dongle USB connector to the USB Port A of the SRC. Connect your device to the green
connector of the USB MOD Dongle. Make sure that the three pins of the green connector are
galvanically isolated from the USB, but not from each other. You must ensure:

1. "C" must remain unconnected.

Note: Do not connect "C" to the local earthing or potential equalization point under any circumstances
or also not to the cable shield.

1. Atwo-wire cable must be connected to DO/D1 of the USB MOD Dongle and DO/D1 or D+/D- or A/B
at the remote Modbus device.

2. Modbus/RS485 requires a terminating resistor of 120 Ohm at each end of the wire. The dongle
already has this resistor integrated. You can switch this off if it is not present at the end of the wire.

View USB MOD Dongle

When a USB MOD Dongle is connected to the SRC, it will be seen under USB devices.
To view USB MOD Dongle

Click Maintenance > Device Information > USB Devices

e USB-MODBUS-DONGLE is listed.

Asset Strips

After connecting and detecting asset management strips (asset strips), the SRC shows 'Asset Strip' in the
menu.

On this page, you can configure the rack units of asset strips and asset tags. A rack unit refers to a tag
port on the asset strips. The "Change Asset Strip Configuration" permission is required.
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» To configure asset strip and rack unit settings:

1. Click Asset Strips in the menu, then click the Asset Strip you want to configure.
2. Click Edit Settings.

Settings L
Name
Number of rack units 64
Numbering mode Bottom-up v

Numbering offset 1

=
Calor with connected tag e

Color without connected tag

XcCancel

3. Make changes to the settings by directly typing a new value, or clicking that field to select a different

option.
Field
Name

Number of rack
units

Numbering mode

Numbering offset

Color with
connected tag
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Description
Name for this asset strip assembly.

The number of rack units is auto-detected for all supported
AMS, the input field is always disabled.

The rack unit numbering method in a rack/cabinet.

e Top-Down: The numbering starts from the highest rack unit
of a rack/cabinet.

e Bottom-Up: The numbering starts from the lowest rack unit
of a rack/cabinet.
The start number in the rack unit numbering.
For example, if this value is set to 3, then the first number is 3,
the second number is 4, and so on.
Click this field to determine the LED color denoting the
presence of an asset tag.

e Default is green.
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Field Description
Color without Click this field to determine the LED color denoting the absence
connected tag of an asset tag.

e Default is red.

For color settings, there are two ways to set the color.
e Click a color in the color palette.
e Type the hexadecimal RGB value of the color, such as #00FF0O.

Enter a color

Color code
#0D0FFOO

Cancel | Ok

4. Click Ok. The rack unit numbering and LED color settings are immediately updated on the Rack Units
list illustrated below.

e The 'Index' number is the physical tag port number printed on the asset strip, which is not
configurable. However, its order will change to reflect the latest rack unit position.
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* A blade extension strip and a programmable tag are marked with the word '‘programmable' in the
Asset/ID column. You can customize their Asset IDs.

Rack Units

Position &

(%]

Index Slot

(5]

Hame

Krizia |

Assel /1D

DEADBEEFQO0O

» To customize a single rack unit's settings:

You can make a specific rack unit's LED behave differently from the others on the asset strip, including
the LED light and color.

1. Click the desired rack unit position on the Rack Units list. The setup dialog for the selected one

appears.
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Operation Mode

Manual override

Auto (based on tag)
Auto {based on tag)
Auto (Based on tag)
Auto (based on tag)
Auto (based on tag)
Auto (based on tag)
Auto (based on tag)
Auto [baged on tag)
Auto (based on tag)

Auto (bazed on tag)

Program Agset IDs

o
o
o
o
2
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Setup of Rack Unit 3

Mame

Operation Mode

Auto (based on Tag) ¥
LED Mode
On v
LED Color
Cancel Save

2. Make changes to the information by typing a new value or clicking that field to select a different

option.
Field Description
Name Name for this rack unit.

For example, you can name it based on the associated IT device.

Operation Determine whether this rack unit's LED behavior automatically
Mode changes according to the presence and absence of the asset tag.

e Auto: The LED behavior varies, based on the asset tag's
presence.

e Manual Override: This option differentiates this rack unit's LED
behavior.

LED Mode

This field is configurable only after the Operation Mode is set
to Manual Override.

Determine how the LED light behaves for this particular rack unit.
e On: The LED stays lit.

e Off: The LED stays off.

e Slow blinking: The LED blinks slowly.

e Fast blinking: The LED blinks quickly.
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Field Description

LED Color

This field is configurable only after the Operation Mode is set
to Manual Override.

Determine what LED color is shown for this rack unit if the LED is lit.

» To expand a blade extension strip:

A blade extension strip, like an asset strip, has multiple tag ports. An extension strip is marked with a
grayer color on the Asset Strip page, and its tag ports list is collapsed by default.

Note: If you need to temporarily disconnect the blade extension strip from the asset strip, wait at least
1 second before re-connecting it back, or the SRC device may not detect it.

1. Locate the rack unit (tag port) where the blade extension strip is connected. Click its slot number,

whose format is similar to , Where N is the total number of its tag ports.
Rack Units
Program Asset IDs
Position & Index  Slot Hame Asset /1D Operation Mode LED Mode LED Coler
1 1 OODO1SE914BE  Auto on I
DOO0ABCT2345
g el
E & ! ];A (programmabbe) b o
3 3 00O01SB9ISZE  Auto on |
4 a Auto on =

2. All tag ports of the blade extension strip are listed below it. Their port numbers are displayed in the
Slot column.
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Program Asset IDs

Position & Index Slot Name Asset/ID Operation Mode LED Mode  LED Color
1 1 000015891488 Auto On [ —
2 2 116w mfﬂmms} Auto On | m—_ 1
Extension 1 000015891 60A
Extension 2 000015891610
Extension 3 000015891622
Extension 4 000015891 58C
Extension 5 000015891600
Extension & 000015891 546
Extension 7
Extension a
Extension 9
Extension 10
Extension 1
Extension 12
Extension 13
Extension 14
Extension 15
Extension 16
3 3 00001589152 Auto On [ —

* To hide the blade extension slots list, click

» To customize asset IDs on programmable asset tags:

1-N v

You can customize asset IDs only when the asset tags are "programmable" ones. Non-programmable
tags do not support this feature. In addition, you can also customize the ID of a blade extension strip.

If a barcode reader is intended, connect it to the computer you use to access the SRC.

1. Click Program Asset IDs.

106
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2. Inthe Asset/ID column, enter the customized asset IDs by typing values or scanning the barcode.

¢ When using a barcode reader, first click the desired rack unit, and then scan the asset tag. Repeat

Position &

10

m

index Slot Name  Asset/ID

16
15
14
13
12
1
i (programmable)
9

(programmable)
8

(programmable)
7 DO0D014928047
& D00071492CE50

this step for all desired rack units.

e An asset ID contains up to 12 characters that comprise only numbers and/or UPPER CASE letters.

Lower case letters are NOT accepted.
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Program Asset IDs

Operation Mode LED Mode LED Color

Ao on (—
s on —
puto o E—
P on =
o on E—
Auto on =]
Auto on i
Ao on —
o on —
o on —
uto on E—
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Rack Units

Rack Linits
Position & Index Slot Name Assel /1D
1 16
2 15
3 14
4 13
5 12
& 11
7 10 WINDOWS
B g LAMLX
9 8 ROUTER x
10 Fi GO ASZEDAT

3. \Verify the correctness of customized asset IDs and modify as needed.
4. Click Apply at the bottom of the page to save changes.
Asset Strip Automatic Firmware Upgrade

After connecting the asset strip, it automatically checks its own firmware version against the version of
the asset strip firmware stored in the SRC. If two versions are different, the asset strip automatically
starts downloading the new firmware from the SRC to upgrade its own firmware.

During the firmware upgrade, the following events take place:

e The asset strip is completely lit up, with the blinking LEDs cycling through diverse colors.
e Afirmware upgrade process is indicated in the web interface.

e An SNMP trap is sent to indicate the firmware upgrade event.

External Beeper

After connecting and detecting a supported external beeper, the SRC shows 'External Beeper' in the
menu.

The External Beeper page shows an external beeper's status, including:
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e Number of the FEATURE port where this external beeper is connected
e Device type
e Connection status

e The beeper's state - off or active

User Management

User Management deals with user accounts, permissions, and preferred measurement units on a per-
user basis.

SRC is shipped with one built-in administrator account. You cannot delete this administrator account or
change its roles, but you can rename it. Besides the default administrator account, you can create an
additional administrative user that can be disabled, renamed or removed. The Admin role is the system-
defined administrator role that includes all privileges. You can create additional users and roles. User
roles determine the tasks/actions a user is permitted to perform, so you must assign one or multiple
roles to each user.

If you are using remote authentication, you do not have to create users accounts locally. Settings are in
Device Settings > Security > Authentication. See Setting Up External Authentication (on page 160).

Creating Users

All local users must have a user account, containing the login name and password. Multiple users can
log in simultaneously using the same login name.

To add users, choose User Management > Users > then click the Add User icon + New User )
Users —e ¥ Mew User
User Name Full Neme Roles Enabled &
Adrministrato Agirmins Ed
Tz Alsrm Manpgement 4
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» User information:

Field/setting

User name

Full name

Password,

Confirm password

Telephone number

Email address

Enable

Force password
change on next
login

» SSH:

You need to enter the SSH public key only if public key authentication for SSH is enabled.

Description

The name the user enters to log in.
e 1to 32 characters
e Case sensitive
e Colon character :, forward slash /, and spaces are
NOT permitted.

The user's first and last names.

® 4 to 64 characters
e Case sensitive

e Spaces are permitted.
The user's telephone number

The user's email address
e Up to 128 characters

e (Case sensitive
When selected, the user can log in.

When selected, a password change request automatically
appears the next time the user logs in.

1. Open the SSH public key with a text editor.

2. Copy and paste all content in the text editor into the SSH Public Key field.

» SNMPv3:

110

The SNMPv3 access permission is disabled by default.

Field/
setting

Enable
SNMPv3

Description

Select this checkbox when intending to permit the SNMPv3 access by
this user.

Note: The SNMPv3 protocol must be enabled for SNMPv3
access.
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Field/ Description
setting

Security level Click the field to select a preferred security level from the list:
e None

e Authentication: Authentication and no privacy.

e Authentication & Privacy: Authentication protocol SHA-1, privacy
protocol AES-128. Default.

e Authentication Password: This section is configurable only when 'Authentication’ or 'Authentication
& Privacy' is selected.

Field/setting Description
Same as user Select this checkbox if the authentication password is identical
password to the user's password.
To specify a different authentication password, disable the
checkbox.
Password, Type the authentication password if the 'Same as User Password'

Confirm password checkbox is deselected.

The password must consist of 8 to 32 ASCII printable characters.

e Privacy Password: This section is configurable only when 'Authentication & Privacy' is selected.
Field/setting Description
Same as authentication Select this checkbox if the privacy password is identical to
password the authentication password.
To specify a different privacy password, disable the checkbox.

Password, Type the privacy password if the 'Same as Authentication

Confirm password Password' checkbox is deselected.

The password must consist of 8 to 32 ASCII printable
characters.

e Protocol: This section is configurable only when 'Authentication' or 'Authentication & Privacy' is
selected.

Field/setting Description
Authentication Click this field to select the desired authentication protocol. Two
protocols are available:
e MD5
SHA-1 (default)
SHA-224
SHA-256
SHA-384
SHA-512
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Field/setting Description
Privacy Click this field to select the desired privacy protocol. Two protocols
are available:
e DES
AES-128 (default)
AES-192
AES-256
AES-192 (3DES key extension)
AES-256 (3DES key extension)

» Preferences:

This section determines the measurement units displayed in the web interface and CLI for this user. The
user can also change these in the User Management > User Preferences page. SNMP uses the defaults
set in User Management > Default Preferences.

Field Description
Temperature unit o

Preferred units for temperatures -- C (Celsius) or
(Fahrenheit).

o

Length unit Preferred units for length or height -- Meter or Feet.

Pressure unit Preferred units for pressure -- Pascal or Psi.
e Pascal = one newton per square meter

e Psi=pounds per square inch

» Roles:

Select one or multiple roles to determine the user's permissions. A user can have a maximum of 32
roles. Note: With multiple roles selected, a user has the union of all roles' permissions.

If the built-in roles do not satisfy your needs, add new roles by clicking New Role. This newly-created
role will be then automatically assigned to the user account currently being created.

Built-in role Description

Admin Provide full permissions.
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Built-in role Description

Operator Provide frequently-used permissions, including:
e Acknowledge Alarms
e Change Own Password

e Change Pdu, Inlet, Outlet & Overcurrent Protector Configuration (if
your model is a PDU)

e Switch Outlet (if your model supports it)
e Switch Outlet Group (if your model supports it)

e Change PMC, PMB, & PMM Configuration (if your model is a branch
circuit monitor)

e View Event Settings

e View Local Event Log

Editing or Deleting Users

To edit or delete users, choose User Management > Users to open the Users page.

Users + New User
User Name Full Name Roles Enabled &
test Operator x
admin Administrator Admin
tom Tom Smith Alarm Management b

In the Enabled column:

. v
. X

e Sort the list by clicking the header.

: The user is enabled.

: The user is disabled.

» To edit or delete a user account:

1. Onthe Users page, click the desired user. The Edit User page for that user opens.
e You can rename the user. This action is logged.
e To change the password, type a new password in the Password and Confirm Password fields. If the
password field is left blank, the password remains unchanged.

K I Delete

e To delete this user, clic , and confirm the operation.
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2.

Edit User - tom —‘,‘ Delete

User
User npme tom
Full name Tom Smith
Paagword

Confam password

Talphare Aumbe

Ermail sddress

Enable |
Force passwoed change on nest login @) i

Click Save for changes.

» To delete multiple user accounts:

1.

2.

Click the Delete icon

On the Users page, select users by clicking the checkboxes.

I Delete then click to confirm.

Note: You cannot delete the original factory-default Administrator account, but you can disable it.

Users + New User B Delete

i AgT Adminagtrator Agdenin 4

Creating Roles

A role is a combination of permissions. Each user must have at least one role.

The SRC provides two built-in roles.

114

Built-in role Description

Provide full permissions.
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Built-in role Description

Operator Provide frequently-used permissions, including:
e Acknowledge Alarms
e Change Own Password

e Change Pdu, Inlet, Outlet & Overcurrent Protector
Configuration

e Switch Outlet (for supported models)

e Switch Outlet Group (for supported models)
e View Event Settings

e View Local Event Log

If the two roles do not satisfy your needs, add new roles. Up to 64 roles are supported.

» To create a role:

1. Choose User Management > Roles > New icon + New Role

Roles =g + Mew Role
Robs Name & Description

Adrmin System defined sdministrator role including all privileges

Predefined cperator role

2. Assign arole name.
e 1to 32 characters long
e Case sensitive
e Spaces are permitted
3. Type a description for the role in the Description field.
4. Select the desired privilege(s).
e The 'Administrator Privileges' includes all privileges.
e The 'Unrestricted View Privileges' includes all 'View' privileges.

5. Some privileges have additional selections. These rows contain a blue hyperlink and expand arrow.
Click either to view options.

* For example, in the Switch Actuator and Switch Outlet privileges, you can specify the actuators and
outlets that users can switch on/off.
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] My POU (1) Outiet 11 ] My PDU (1) Outlet 26 [ My POU (2) Outler § [ My POU (2) Outiet 20 ] My POU (Z) Outle 35

(] ey POU (1) Dutist 12 [ My POU (1) Oustet 27 [ My PoU (2 Dutiet & (71 My POU (2) Outiet 21 [ My PDU (2) Dutiet 36

(] ey POU 1) Outiet 13 {1 my POU (1) Dutier 28 [ My Pou (2) Outiet 7 ] My POU (2) Outier 22

[] My POU (1) Dutiet 14 ] My POUT) Outiet 29 [ My POU (2) Outiet B (] My POU (2) Outlet 23

6. Click Save. The role is created and you can assign it to any user.

Editing or Deleting Roles

Roles cannot be renamed, but you can delete them or change their included privileges.

Choose User Management > Roles to open the Roles page, which lists all roles.

The built-in Admin role displays the lock icon ﬂ . You cannot delete it or change it.

Roles + New Role B Delete
Role Name & Descripgtion
i Admin System defined administrator role including afl privileges:

Alarm Management

» To edita role:

1. Onthe Roles page, click the desired role. The Edit Role page opens.
® You can edit the description or change the privileges.

e To delete this role, click I D€1&t® 404 confirm the operation.
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2. Click Save.

Edit Role - Operator — 8 Delete
Sattings
Aole name

Deacripiic Predefned operator role

» To delete any roles:

1. Onthe Roles page, select the checkboxes for roles you want to delete.

2. Click the Delete icon I Delete then click Delete in the confirmation message.

Setting Your Preferred Measurement Units

You can change the measurement units shown in the user interface according to your own preferences

regardless of the permissions you have.

Measurement unit changes apply to the web interface and CLI. SNMP uses the default measurement

units. See Setting Default Measurement Units (on page 118).

Setting your own preferences does not change the default measurement units.

» To set user preferences:

1. Choose User Management > User Preferences.

2. Make changes as needed.

Field

Temperature unit

Length unit

Pressure unit

3. Click Save.
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Description

(=} =]
Preferred units for temperatures -- c (Celsius) or F

(Fahrenheit).
Preferred units for length or height -- Meter or Feet.

Preferred units for pressure -- Pascal or Psi.

e Pascal = one newton per square meter

® Psi = pounds per square inch
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Setting Default Measurement Units

User preferences apply to displays in the GUI and CLI for locally authenticated users. Default
preferences apply to the front panel and SNMP, and to remote-authenticated users.

» To set up default user preferences:
1. Click User Management > Default Preferences.
2. Make changes as needed.
Field Description
Temperature unit Preferred units for temperatures -- Celsius or Fahrenheit.
Length unit Preferred units for length or height -- Meter or Feet.

Pressure unit Preferred units for pressure -- Pascal or Psi.
e Pascal = one newton per square meter

e Psi = pounds per square inch

3. Click Save.

User Interfaces Showing Default Units

Default measurement units will apply to the following user interfaces or data:

e Web interface for "newly-created" local users when they have not configured their own preferred
measurement units.

e Web interface for users who are remotely authenticated.

e The sensor report triggered by the "Send Sensor Report" action.
* Front panel LCD display.

Device Settings

Click 'Device Settings' in the Menu.

Raritan.

118 Abrand of [1legrand



Device Setlings

Metwork

Natwork Services

Security

Dt Tirme

Event Rules

Data Logging

Data Push

Server Reachabil ity

Front Panal

Serial Port

Lua Scripts

Mizcellanecus

Network Settings

Configure wired, wireless, and Internet protocol-related settings on the Network page after connecting
the SRC to your network.

You can enable both the wired and wireless networking so that there are multiple IP addresses -- wired
and wireless IP. For example, you can obtain one IPv4 and/or IPv6 address by enabling one Ethernet
interface, and obtain one more IPv4 and/or IPv6 address by enabling/configuring the wireless interface.
This also applies in port forwarding mode so that SRC has more than one IPv4 or IPv6 address.

However, in the BRIDGING mode, there is only one IP address for wired networking. Wireless
networking is NOT supported in this mode.

Default gateways are configured per interface.

Important: In the bridging mode, only the IP parameters of the BRIDGE interface
function. The IP parameters of ETH1/ETH2 and WIRELESS interfaces do NOT
function.

» After enabling either or both Internet protocols:

After enabling IPv4 and/or IPv6, all but not limited to the following protocols will be compliant with the
selected Internet protocol(s):
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e LDAP

e NTP

e SMTP

e SSH

e Telnet
e FTP

e SSL/TLS
e SNMP
e Syslog

Note: SRC disables TLS 1.0 and 1.1 by default. It enables only TLS 1.2 and 1.3.

Common Network Settings

Common Network Settings are OPTIONAL, not required. Therefore, leave them unchanged if there are
no specific local networking requirements.

Field

Cascading
mode

DNS resolver
preference

DNS suffixes
(optional)

120

Cascading mode Mone ¥

DS renctoer prefevence P& address i

Description

Leave it to the default "None" unless you are establishing a
cascading chain.

e Setting the Cascading Mode (on page 134)

Determine which IP address is used when the DNS resolver returns
both IPv4 and IPv6 addresses.

e |Pv4 address: Use the IPv4 addresses.
e |Pv6 address: Use the IPv6 addresses.

Specify a DNS suffix name if needed.
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Field Description

First/Second/ Manually specify static DNS server(s).

Third DNS server If any static DNS server is specified in these fields, it will

override the DHCP-assigned DNS server.

e |f DHCP (or Automatic) is selected for IPv4/IPv6 settings, and
there are NO static DNS servers specified, DHCP-assigned DNS
servers are used.

You can manually configure or the route information using IPv4 and IPv6 static routes. See Static Route
Examples (on page 131) and Static Route Interface Names (on page 133).

802.1x Security Overview

You can configure IEEE 802.1X authentication separately on each LAN port to give the SRC a secure
access on your LAN or WLAN. This authentication protocol will authenticate a user's identity based on
their credentials or certificate, which will be verified by their RADIUS authentication server. 802.1X uses
the uploaded certificate from the Certificate Repository to verify the user's identity. EAP_TLS or
EAP_PEAP are two authentication methods used in SRC to exchange the secure information. See Setting
Up a TLS Certificate (on page 156) to configure and upload the proper certificate.

Ethernet (Wired) Interface Settings

On the Network page, click the ETHERNET section if the SRC has one port or click ETH1 and ETH2
sections respectively to configure each port. By default, both ETH1 and ETH2 interfaces are enabled.

» Bridging Cascading mode:

If the device's cascading mode is set to 'Bridging', the BRIDGE section appears. Then you must click the
BRIDGE section for IPv4/IPv6 settings.

Raritan.

A brand of Ellegrand

121



» |IPv4 settings:
Field/setting Description

Enable IPv4 Enable or disable the IPv4 protocol.

IP auto configuration  Select the method to configure IPv4 settings.
® DHCP: Auto-configure IPv4 settings via DHCP servers.
® Static: Manually configure the IPv4 settings.

Preferred hostname Enter the hostname you prefer for IPv4 connectivity

e DHCP settings: Optionally specify the preferred hostname, which must meet the following
requirements:
e Consists of alphanumeric characters and/or hyphens

e Cannot begin or end with a hyphen
e Cannot contain more than 63 characters
e Cannot contain punctuation marks, spaces, and other symbols

e Static settings:
e Assign a static IPv4 address, which follows this syntax "IP address/prefix length".

Example: 192.168.84.99/24
e Assign a Default Gateway.

» |IPv6 settings:
Field/setting Description

Enable IPv6 Enable or disable the IPv6 protocol.

IP auto configuration  Select the method to configure IPvé6 settings.
® Automatic: Auto-configure IPv6 settings via DHCPv6.
® Static: Manually configure the IPv6 settings.
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Field/setting Description

Preferred hostname ® Enter the hostname you prefer for IPv6 connectivity

e Automatic settings: Optionally specify the preferred hostname, which must meet the above
requirements.

e  Static settings:
e Assign a static IPv6 address, which follows this syntax "IP address/prefix length".
Example: fd07:2fa:6¢ff:1111::0/128

e Assign a Default Gateway.
» Enable Interface:

Make sure the Ethernet interface is enabled, or all networking through this interface fails. This setting is
available in the ETH1/ETH2 or ETHERNET section, but not available in the BRIDGE section.

Enable interface b
» Other Ethernet settings:
Field Description
Speed Select a LAN speed.

e Auto: System determines the optimum LAN speed
through auto-negotiation.

e 10 MBit/s: Speed is always 10 Mbps.
e 100 MBit/s: Speed is always 100 Mbps.
e 1 GBit/s: Speed is always 1 Gbps (1000 Mbps).

Duplex Select a duplex mode.

e Auto: Selects the optimum transmission mode through
auto-negotiation.

e full: Data is transmitted in both directions
simultaneously.

e Half: Data is transmitted in one direction at a time.

Current state Show the LAN's current status, including the current speed and
duplex mode.

MTU e Setthe MTU from 1280 to 1500.
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Field

Enable LLDP

Authentication

Outer
authentication

Inner
authentication

Identity

Password

124

Description

e Defaultis enabled.

When LLDP is enabled, device discovery is possible with
LLDP management software that is often present in network
switches.

Select an authentication method.
e No Authentication: No authentication data is required.

e EAP: SRC supports 802.1X (EAP) Network Authentication. You
must have a client-side certificate to communicate with the
authentication server. Enter required authentication data in the
fields that appear.

This field appears when 'EAP' is selected.

There are two authentication methods for EAP.

e PEAP: ATLS tunnel is established, and an inner authentication
method can be specified for this tunnel.

e TLS: Authentication between the client and authentication
server is performed using TLS certificates.

This field appears when both 'EAP' and 'PEAP' are selected.

e MS-CHAPv2: Authentication based on the given password
using MS-CHAPv2 protocol.

e TLS: Authentication between the client and authentication
server is performed using TLS certificates.

This field appears when 'EAP' is selected.

Type your user name.

This field appears only when 'EAP', 'PEAP' and 'MS-CHAPv2'
are all selected.

Type your password.
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Field Description

Client certificate,

Client private key, A client certificate is required for two scenarios: (1)

Client private key EAP+TLS, (2) EAP+PEAP+TLS .

password

PEM encoded X.509 certificate and PEM encoded private key are
required for certification-based authentication methods. Private
key password is optional.

e Private keys in PKCS#1 and PKCS#8 formats are supported.

e Client Private Key Password should be entered only when your
private key is encrypted with a password.

e To view the uploaded certificate, click Show Client Certificate.

e Toremove the uploaded certificate and private key, click 'Clear
Key/Certificate selection'.

CA certificate

This field appears when 'EAP' is selected.

CA certificate is required when "Enable verification of TLS
certificate chain" is selected by default; and strongly recommended

RADIUS
authentication
server name

This field appears when 'EAP' is selected.

Type the name of the RADIUS server if it is present in the TLS
certificate.

e The name must match the fully qualified domain name (FQDN)
of the host shown in the certificate

Do not leave this field blank as it reduces security.

Note: Auto-negotiation is disabled after setting both the speed and duplex settings to NON-Auto values,
which may result in a duplex mismatch.

® Available settings for the CA Certificate:

If the required certificate file is a chain of certificates, and you are not sure about the requirements of a
certificate chain, see TLS Certificate Chain.

Field/setting Description

Enable Select this checkbox to verify the certificate of the EAP
verification of TLS authentication server. Then you must upload the certificate of the
certificate chain  issuing CA in the next field.
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Field/setting

Browse button

Allow expired and
not yet valid
certificates

Allow connection
if system clock is
incorrect

Description

Click this button to import the certificate of the issuing CA. Then
you can:

e Click Show to view the certificate's content.

e Click Remove to delete the installed certificate if it is
inappropriate.

e Select this checkbox to make the authentication succeed
regardless of the certificate's validity period.

e After deselecting this checkbox, the authentication fails
whenever any certificate in the selected certificate chain is
outdated or not valid yet.

If powered off for a long time, the system time may be incorrect.

When this checkbox is deselected, and if the system time is
incorrect, the installed TLS certificate is considered not valid yet
and will cause the network connection to fail.

When this checkbox is selected, it will make the network
connection successful when the system time is earlier than
the firmware build before synchronizing with any NTP
server.

Wireless Network Settings

Wireless network is not supported for Bridging mode or for Expansion units in port forwarding mode.

Wireless interface is disabled by default. Enable it to use wireless networking.

On the Network page, click the WIRELESS section to configure wireless and IPv4/IPv6 settings.

» Interface Settings:

126

Field/setting

Enable interface

Hardware state

SSID
Force AP BSSID

BSSID

Description

Enable or disable the wireless interface.

When disabled, the wireless networking fails.

Check this field to ensure that a wireless USB LAN adapter is
detected. If not, verify that the USB LAN adapter is firmly

connected or that it is supported.

Type the name of the wireless access point (AP).
If the BSSID is available, select this checkbox.

Type the MAC address of an access point.
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Field/setting
MTU

Enable High
Throughput
(802.11n)

Authentication

Pre-Shared Key

Outer
authentication

Inner
authentication

Identity

Password

Raritan.

A brand of Ellegrand

Description

Set the Maximum Transmission Unit from 1280 to 1500.

Enable or disable 802.11n protocol.

Select an authentication method.
e No Authentication: No authentication data is required.
e PSK: A Pre-Shared Key is required.

e FAP: SRC supports 802.1X (EAP) Network Authentication.
Enter required authentication data in the fields that appear.

This field appears only when PSK is selected.

Type the PSK string.

This field appears when 'EAP' is selected.

There are two authentication methods for EAP.

® PEAP: ATLS tunnel is established, and an inner
authentication method can be specified for this tunnel.

e TLS: Authentication between the client and authentication
server is performed using TLS certificates.

This field appears when both 'EAP' and 'PEAP' are selected.

e MS-CHAPv2: Authentication based on the given password
using MS-CHAPv2 protocol.

e TLS: Authentication between the client and authentication
server is performed using TLS certificates.

This field appears when 'EAP' is selected.

Type your user name.

This field appears only when 'EAP', 'PEAP' and 'MS-
CHAPv2' are all selected.

Type your password.
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Field/setting

Client certificate,
Client private key,

Client private key
password

CA certificate

RADIUS
authentication
server name

Description

This field appears when 'EAP', 'PEAP' and 'TLS' are all
selected.

PEM encoded X.509 certificate and PEM encoded private key are
required for certification-based authentication methods. Private
key password is optional.

e Private keys of PKCS#1 and PKCS#8 formats are supported.

e (Client Private Key Password should be entered only when
your private key is encrypted with a password.

e To view the uploaded certificate, click Show Client Certificate.

e Toremove the uploaded certificate and private key, click
'Clear Key/Certificate selection'.

This field appears when 'EAP' is selected.

A third-party CA certificate may or may not be needed. If needed,
follow the steps below.

This field appears when 'EAP' is selected.

Type the name of the RADIUS server if it is present in the TLS
certificate.

e The name must match the fully qualified domain name
(FQDN) of the host shown in the certificate.

e Available settings for the CA Certificate:

If the required certificate file is a chain of certificates, and you are not sure about the requirements of a
certificate chain, see TLS Certificate Chain.

Field/setting

Enable
verification of TLS
certificate chain

Browse button

128

Description

Select this checkbox for the SRC to verify the validity of the TLS
certificate that will be installed.

e For example, the certificate's validity period against the

system time is checked.

Click Browse to import a certificate file. Then you can:
e Click Show to view the certificate's content.

e Click Remove to delete the installed certificate if it is

inappropriate.
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Field/setting Description

Allow expired and ® Select this checkbox to make the authentication succeed
not yet valid regardless of the certificate's validity period.

certificates e After deselecting this checkbox, the authentication fails
whenever any certificate in the selected certificate chain is
outdated or not valid yet.

Allow connection  When this checkbox is deselected, and if the system time is
if system clock is  incorrect, the installed TLS certificate is considered not valid yet
incorrect and will cause the wireless network connection to fail.

When this checkbox is selected, it will make the wireless network
connection successful when the SRC system time is earlier than
the firmware build before synchronizing with any NTP server.

» |Pv4 settings:

Field/setting Description

Enable IPv4 Enable or disable the IPv4 protocol.

IP auto configuration  Select the method to configure IPv4 settings.
® DHCP: Auto-configure IPv4 settings via DHCP servers.
® Static: Manually configure the IPv4 settings.

Preferred hostname Enter the hostname you prefer for IPv4 connectivity

e DHCP settings: Optionally specify the preferred hostname, which must meet the following
requirements:

e Consists of alphanumeric characters and/or hyphens
e Cannot begin or end with a hyphen
e Cannot contain more than 63 characters
e Cannot contain punctuation marks, spaces, and other symbols
e Static settings: Assign a static IPv4 address, which follows this syntax "IP address/prefix length".
Example: 192.168.84.99/24

» |Pv6 settings:
Field/setting Description

Enable IPv6 Enable or disable the IPv6 protocol.

IP auto configuration  Select the method to configure IPvé6 settings.
® Automatic: Auto-configure IPv6 settings via DHCPv6.
® Static: Manually configure the IPvé6 settings.
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Field/setting Description

Preferred hostname ® Enter the hostname you prefer for IPv6 connectivity

e Automatic settings: Optionally specify the preferred hostname, which must meet the above
requirements.

e Static settings: Assign a static IPv6 address, which follows this syntax "IP address/prefix length".
Example: 7d07:2fa:6c¢ff:1111::0/128

» (Optional) To view the wireless LAN diagnostic log:

e Click Show WLAN Diagnostic Log. See Diagnostic Log for Network Connections (on page 130)

WIRELESS Ll

Diagnostic Log for Network Connections

A diagnostic log for inspecting connection errors that occurred during the EAP authentication or the
wireless network connection is provided. The information is useful for technical support.

The diagnostic log shows data only after connection errors are detected.
Each entry in the log consists of:

e |ID number
e Date and time

e Description
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» To view the log:

1. Access the diagnostic log with either method below.
e Choose Device Settings > Network > ETH1/ETH2 > Show EAP Authentication Log.
e Choose Device Settings > Network > WIRELESS > Show WLAN Diagnostic Log.

2. Thelogis refreshed automatically at a regular interval of five seconds.

e To avoid any new events' interruption during data browsing, you can suspend the automatic update
by clicking Pause.

¢ To restore automatic update, click Resume. Those new events that have not been listed yet due to
suspension will be displayed in the log now.

» To clear the diagnostic log:

-

: W Clear Log

1. On the top-right corner of the log, click *
2. Click Clear Log on the confirmation message.

Static Route Examples

This section describes two static route examples: IPv4 and IPv6. Both examples assume that two
network interface controllers (NIC) have been installed in one network server, leading to two available
subnets, and IP forwarding has been enabled. All of the NICs and SRC devices in the examples use static
IP addresses.

Most of local multiple networks are not directly reachable and require the use of a gateway. Therefore,
we will select Gateway in the following examples. If your local multiple networks are directly reachable,
you should select Interface rather than Gateway.

Note: If Interface is selected, you should select an interface name instead of entering an IP address.

» |Pv4 example:

e Your SRC: 192.168.100.64

e Two NICs: 192.168.200.75 and 192.168.100.88

e Two networks: 192.168.200.0 and 192.168.100.0
e Prefix length: 24
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NIC -1 NIC-2

I
|
|
192.168.200.75 | 192.168.100.88
|
|

N

192.168.200.0 192.168.100.0
192.168.200.X 192.168.100.64

In this example, NIC-2 (192.168.100.88) is the next hop router for your SRC to communicate with any
device in the other subnet 192.168.200.0.

In the IPv4 "Static Routes" section, you should enter the data as shown below. Note that the address in
the first field must be of the Classless Inter-Domain Routing (CIDR) notation.

8h

1 192.168.200.0/24 Gateway v 192.168.100.88 1t +

Tip: If you have configured multiple static routes, you can click on any route and then make changes,

+ + m

use or to re-sort the priority, or click to delete it.

» IPv6 example:

Your SRC: fd07:2fa:6cff:2405::30

Two NICs: fd07:2fa:6cff:1111::50 and fd07:2fa:6¢ff:2405::80

e Two networks: fd07:2fa:6¢ff:1111::0 and fd07:2fa:6¢cff:2405::0
e Prefix length: 64
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NIC -1 NIC -2

I
|
|
fd07:2fa:60ff:1111::50 | fd07:2fa:6cff:2405::80
|
|

fd07:2fa:6¢ff:1111::0 fd07:2fa:6cff:2405::0

fd0T:2fa:6cf1111::X fd07:2fa:6cff:2405::30

In this example, NIC-2 (fd07:2fa:6cff:2405::80) is the next hop router for your SRC to communicate with
any device in the other subnet fd07:2fa:6¢ff:1111::0.

In the IPv6 "Static Routes" section, you should enter the data as shown below. Note that the address in
the first field must be of the Classless Inter-Domain Routing (CIDR) notation.

1 fd07:2fa:6eff:2405:0/64 Gateway v | fd07:2abef2405:80 X + + w

Tip: If you have configured multiple static routes, use the arrow buttons to sort the priority, or click

—1

to delete it.

Static Route Interface Names

When your local multiple networks are "directly reachable", you should select Interface for static
routes. Then choose the interface where another network is connected.

192.168.200.0/24 Interface v

BRIDGE

ETH1
ETHZ
WIRELESS
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» Interface list:

134

Interface Description
name
BRIDGE When another wired network is connected to the Ethernet port of

your SRC, and your SRC has been set to the bridging mode, select
this interface name instead of the Ethernet interface.

ETH1 When another wired network is connected to the ETH1 port of your
SRC, select this interface name.

ETH2 When another wired network is connected to the ETH2 port of your
SRC, select this interface name.

WIRELESS When another wireless network is connected to your SRC, select this
interface name.

Setting the Cascading Mode

See the Cascading Solution Guide for full details on network setup, physical setup, and supported
configurations for all cascades across products. The sections documented here are a brief overview.

The cascading mode configured on the primary device determines the Ethernet sharing method, which
is either network bridging or port forwarding. The cascading mode of all devices in the chain must be
the same.

You must have the Change Network Settings permission to configure the cascading mode.

Note: Port Forwarding mode does not support APIPA.

To configure the cascading mode:

1. Choose Device Settings > Network > Common Network Settings section.
2. Select the preferred mode in the Cascading Mode field.

Mode Description

None No cascading mode is enabled. This is the default.

Bridging Each device in the cascading chain is accessed with a different
IP address.

Port Forwarding Each device in the cascading chain is accessed with the same
IP address(es) but with a different port number assigned.

Tip: If selecting Port Forwarding, the Device Information page will show a list of port numbers for all
cascaded devices. Choose Maintenance > Device Information > Port Forwarding.

1. Forthe Port Forwarding mode, you must also configure the following settings.
Note that if either setting below is incorrectly configured, a networking issue occurs.
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Field

Port forwarding role
(available on all cascaded
devices)

Downstream interface

(available on the primary
device only)

Description

Primary or Expansion.

This is to determine which device is the primary and
which ones are expansion devices.

USB or ETH1/ETH2.

This is to determine which port on the primary
device is connected to Expansion 1.

If ETH1 or ETH2 is selected as the downstream
interface, make sure the selected Ethernet interface
is enabled.

2. (Optional) Configure the network settings by clicking the BRIDGE, ETH1/ETH2, or WIRELESS section

on the same page.

¢ In the Bridging mode, each cascaded device can have different network settings. You may need to
configure each device's network settings in the BRIDGE section.

¢ In the Port Forwarding mode, all cascaded devices share the primary device's network settings. You
only need to configure the primary device's network settings in the ETH1/ETH2 and/or WIRELESS

section.

Tip: You can enable/configure multiple network interfaces in the Port Forwarding mode so that the
cascading chain has multiple IP addresses.

3. Click Save.

» Recommendations for cascade loops:

You can connect both the first and the last PDU to your network (cascade loop) under the following

conditions:

e Bridging mode only.

e The remaining network MUST use R/STP to avoid network loops.

AND

e Both the first and the last PDUs MUST either attach to the same switch or, if they are attached to
two separate switches, you must configure both ports of these switches so that the STP costs are
high. This prevents the STP protocol from sending unrelated traffic through the PDU cascade, which
can cause bottlenecks that lead to connectivity issues in the whole network.

Cascading Modes Overview

The cascading mode is a network configuration setting that determines how each device in the chain is

accessed.

There are two cascading modes: Bridging and Port Forwarding.

In the following illustration, it is assumed that users enable the DHCP networking for the cascading

chain comprising four devices. In the diagrams, "P" is the primary device and "E" is an expansion device.

» "Bridging" mode:
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In this mode, the DHCP server communicates with every cascaded device
respectively and assigns four different IP addresses. Each device has its own IP
address.

The way to remotely access each cascaded device is completely the same as
accessing a standalone device in the network.
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» "Port Forwarding" mode:

DHCP

100.1.1.1 100.1.1.1  100.1.1.1

In this mode, the DHCP server communicates with the primary device alone and
assigns one IP address to the primary device. All expansion devices share the same
IP address as the primary device.

You must specify a 5SXXXX port number (where X is a number) when remotely
accessing any expansion device with the shared IP address. See Port Number Syntax
(on page 137).

» Comparison between cascading modes:

e The Bridging mode supports the wired network only, while the Port Forwarding mode supports both
wired and wireless networks.

e Both cascading modes support a maximum of 32 devices in a chain.
e Both cascading modes support both DHCP and static IP addressing.
* Inthe Bridging mode, each cascaded device has a unique IP address.

In the Port Forwarding mode, all cascaded devices share the same IP address(es) as the
primary device.

¢ |nthe Bridging mode, each cascaded device has only one IP address.

In the Port Forwarding mode, each cascaded device can have multiple IP addresses as long
as the primary device has multiple network interfaces enabled/configured properly.

For example:

e When the primary device has two Ethernet ports (ETH1/ETH2), you can enable ETH1, ETH2 and
WIRELESS interfaces so that the Port-Forwarding chain has two wired IP addresses and one
wireless IP address.

Port Number Syntax

In the Port Forwarding mode, all devices in the cascading chain share the same IP address(es). To access
any cascaded device, you must assign an appropriate port number to it.

® Primary device: The port number is either 5SNNXX or the standard TCP/UDP port.
e Expansion device: The port number is 5SNNXX.

» 5SNNXX port number syntax:

e NN is a two-digit number representing the network protocol as shown below:
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e XXis a two-digit number representing the device position as shown below.

For example, to access the Expansion 4 device via Modbus/TCP, the port number is 50604.

Protocols
HTTPS
HTTP

SSH
TELNET
SNMP

MODBUS

Position
Primary device
Expansion 1
Expansion 2
Expansion 3
Expansion 4
Expansion 5
Expansion 6

Expansion 7

NN

00

01

02

03

05

06

XX

00

01

02

03

04

05

06

07

Position
Expansion 8
Expansion 9
Expansion 10
Expansion 11
Expansion 12
Expansion 13
Expansion 14

Expansion 15

XX

08

09

10

11

12

13

14

15

Tip: The full list of each cascaded device's port numbers can be retrieved from the web interface.

Choose Maintenance > Device Information > Port Forwarding.

Standard TCP/UDP ports:

The primary device can be also accessed through standard TCP/UDP ports as listed in the following

table.

Protocols

HTTPS 443
HTTP 80
SSH 22
TELNET 23
SNMP 161

Port Numbers
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Protocols Port Numbers

MODBUS 502

In the Port Forwarding mode, the cascaded device does NOT allow you to modify the standard TCP/UDP
port configuration, including HTTP, HTTPS, SSH, Telnet and Modbus/TCP.

Port Forwarding Examples

In this example, Port Forwarding mode is applied to a cascading chain comprising three devices. The IP
address is 192.168.84.77.

» Primary device:

Position code for the primary device is '00' so each port number is 5NNOO as listed below.

Protocols Port numbers
HTTPS 50000
HTTP 50100
SSH 50200
TELNET 50300
SNMP 50500
MODBUS 50600

Examples using "5NNO0Q" ports:

e To access the primary device via HTTPS, the IP address is:
https.//192.168.84.77:50000/

e To access the primary device via HTTP, the IP address is:
http.//192.168.84.77:50100/

e To access the primary device via SSH, the command is:

ssh -p 50200 192.168.84.77
Examples using standard TCP/UDP ports:

e To access the primary device via HTTPS, the IP address is:
https://192.168.84.77:443/

e To access the primary device via HTTP, the IP address is:
http://192.168.84.77:80/

e To access the primary device via SSH, the command is:

ssh-p 22 192.168.84.77
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» Expansion 1 device:

Position code for Expansion 1 is '01' so each port number is 5NNO1 as shown below.

Protocols Port numbers
HTTPS 50001

HTTP 50101

SSH 50201

TELNET 50301

SNMP 50501
MODBUS 50601
Examples:

e To access Expansion 1 via HTTPS, the IP address is:
https.//192.168.84.77:50001/

e To access Expansion 1 via HTTP, the IP address is:
http://192.168.84.77:50101/

e To access Expansion 1 via SSH, the command is:

ssh -p 50201 192.168.84.77
» Expansion 2 device:

Position code for Expansion 2 is '02' so each port number is 5SNNO2 as shown below.

Protocols Port numbers
HTTPS 50002

HTTP 50102

SSH 50202

TELNET 50302

SNMP 50502
MODBUS 50602
Examples:

e To access Expansion 2 via HTTPS, the IP address is:
https://192.168.84.77:50002/
e To access Expansion 2 via HTTP, the IP address is:

Raritan.

140 A brand of [llegrand



http.//192.168.84.77:50102/
e To access Expansion 2 via SSH, the command is:

ssh -p 50202 192.168.84.77
Adding, Removing or Swapping Cascaded Devices

Change a device's cascading mode first before adding that device to a cascading chain, or before
disconnecting that device from the chain.

If you only want to change the cascading mode of an existing chain, or swap the primary and expansion
device, always start from the expansion device.

Note: If the following procedures are not followed, a networking issue occurs. When a networking issue
occurs, check the cascading connection and/or software settings of all devices in the chain.

» To add a device to an existing chain:

Connect the device you will cascade to the LAN and find its IP address, or connect it to a computer.

Log in to this device and set its cascading mode to be the same as the existing chain's cascading
mode.

3. (Optional) If this device will function as an expansion device, disconnect it from the LAN after
configuring the cascading mode.

4. Connect this device to the chain, using either a USB or Ethernet cable.

» To remove a device from the chain:

1. Login to the desired cascaded device, and change its cascading mode to None.

Exception: If you are going to connect the removed device to another cascading chain, set its cascading
mode to be the same as the mode of another chain.

2. Now disconnect it from the cascading chain.
» To swap the primary and expansion device:

¢ In the Bridging mode, you can swap the primary and expansion devices by disconnecting ALL
cascading cables from them, and then reconnecting cascading cables. No changes to software
settings are required.

® Inthe Port Forwarding mode, you must follow the procedure below:
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a. Access the expansion device that will replace the primary device, and set its role to
'Primary', and correctly set the downstream interface.

b. Access the primary device, set its role to 'Expansion'.
C. Swap the primary and expansion device now.

* You must disconnect the LAN cable and ALL cascading cables connected to the two devices
first before swapping them, and then reconnecting all cables.

» To change the cascading mode applied to a chain:

1. Access the last expansion device, and change its cascading mode.
¢ If the new cascading mode is 'Port Forwarding', you must also set its role to 'Expansion’.

2. Access the second to last, third to last and so on until the first expansion device to change their
cascading modes one by one.

3. Access the primary device, and change its cascading mode.

¢ |f the new cascading mode is 'Port Forwarding', you must also set its role to 'Primary', and correctly
select the downstream interface.

The following diagram indicates the correct sequence. 'N' is the final one.

e P =Primary device

e E =Expansion device

N €' ¢34 2 €1

Configuring Network Services

SRC supports the following network communication services.
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Network Services

HTTP

55H

Telnet

Modbus

Redfish

Service Advertising

HTTPS and HTTP enable the access to the web interface. Telnet and SSH enable the access to the
command line interface.

By default, SSH is enabled, Telnet is disabled, and all TCP ports for supported services are set to
standard ports. You can change default settings if necessary.

Important: SRC uses TLS rather than SSL.

Changing HTTP(S) Settings

HTTPS uses Transport Layer Security (TLS) technology to encrypt all traffic to and from the SRC so it is a
more secure protocol than HTTP. SRC disables TLS 1.0 and 1.1 by default. It enables only TLS 1.2 and 1.3.

By default, any access to the SRC via HTTP is automatically redirected to HTTPS. You can disable this
redirection if needed.

» HTTP and HTTPS settings:

1. Choose Device Settings > Network Services > HTTP.
2. HTTP settings:

e Enable or disable HTTP access.

e Default port is 80. You can enter a custom port.

e Enforce use of HTTPS: Select the checkbox to Redirect HTTP connections to HTTPS.
3. HTTPS settings:
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e Enable or disable HTTPS access.
e Enable HSTS: Default is enabled.
e Default port is 443. You can enter a custom port.

Warning: Different network services cannot share the same TCP port.

» Special note for AES ciphers:

The SRC device's TLS-based protocols support AES 128- and 256-bit ciphers. The exact cipher to use is
negotiated between SRC and the client (such as a web browser), which is impacted by the cipher priority
of SRC and the client's cipher availability/settings.

Tip: To force SRC to use a specific AES cipher, refer to your client's user documentation for information
on configuring AES settings. For example, you can enable a cipher and disable the other in the browser
via the "about:config" command.

Regaining Access with HSTS and Expired Certificate

HSTS is enabled by default in the Device Settings > Security > HTTP settings. When HSTS is enabled, you
can only access SRC via web browser when a valid, unexpired certificate is installed. HSTS removes the
ability for users to click through warnings about invalid certificates.

If access is lost due to HSTS restrictions, there are 2 methods to regain access.

» Replace the certificate locally on the SRC:

1. Save the new key and certificate to a USB drive.
2. Use one of the USB configuration methods to upload the new certificate to the device.

» Replace the certificate over an insecure connection:

1. Disable the client web browser HSTS security, and then access the SRC "insecurely."

2. Replace the certificate in Device Settings > Security > TLS Certificates, then enable the HSTS security.

Configuring SNMP Settings

You can enable or disable SNMP communication between an SNMP manager and the SRC. Enabling
SNMP communication allows the manager to retrieve and even control the power status of each outlet.

You may also need to configure the SNMP destination(s) if the built-in "System SNMP Notification Rule"
is enabled and the SNMP destination has not been set yet. See Event Rules and Actions (on page 174).

» To configure SNMP communication:

1. Choose Device Settings > Network Services > SNMP.
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Enable SNMP v1

MIE-Il Systemn Group
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User ID equire
S e suthPriv
dusthe o protoco SHA-T
Agthentication passphrass
Confirm authentication passphrase equire
Privacy protoc AES128
Privacy passphrage
Confirm privacy passphrase mquired

Piwninad MiRs

2. Enable or disable "SNMP v1 / v2c" and/or "SNMP v3" by clicking the corresponding checkbox.
e The SNMP v1/v2c read-only access is enabled by default. The default 'Read community string' is

"public."

¢ To enable read-write access, type the '"Write community string.' Usually the string is "private."

3. Enter the MIB-II system group information, if applicable.
e sysContact - the contact person in charge of the system
® sysName - the name assigned to the system
e sysLocation - the location of the system

4. To configure SNMP notifications:

a. Select the 'Enable SNMP notifications' checkbox.

b. Select a notification type -- SNMPv2c trap, SNMPv2c inform, SNMPv3 trap, and SNMPv3 inform.

C. Specify the SNMP notification destinations and enter necessary information. For details, refer to:

= SNMPv2c Notifications
= SNMPv3 Notifications
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Note: Any changes made to the 'SNMP Notifications' section on the SNMP page will update
the settings of the System SNMP Notification Action, and vice versa. To add more than three
SNMP destinations, you can create new SNMP notification actions.

5. You must download the SNMP MIB for your SRC to use with your SNMP manager.
a. Click the Download MIBs title bar to show the download links.

Download MIBs L

L3

b. Click the PDU2-MIB download link. See Downloading SNMP MIB.
6. Click Save.

Configuring SMTP Settings

The SRC can be configured to send alerts or event messages to a specific administrator by email. To
send emails, you have to configure the SMTP settings and enter an IP address for your SMTP server and
a sender's email address.

If any email messages fail to be sent successfully, the failure event and reason are available in the event
log.

» To set SMITP server settings:

1. Choose Device Settings > Network Services > SMTP Server.

2. Enter the information needed.

Field Description
IP address/host name Type the name or IP address of the mail server.
Port Type the port number.

e Default is 25

Sender email address Type an email address for the sender.
Number of sending Type the number of email retries.
retries

e Default is 2 retries

Time between sending Type the interval between email retries in minutes.

retries e Default is 2 minutes.
Server requires Select this checkbox if your SMTP server requires password
authentication authentication.

Raritan.

146 A brand of [llegrand



Field Description

User name, Type a user name and password for authentication after

Password selecting the above checkbox.

e The length of user name and password ranges between
4 and 64. Case sensitive.

e Spaces are not allowed for the user name, but allowed
for the password.

Enable SMTP over TLS If your SMTP server supports the Transport Layer Security
(StartTLS) (TLS), select this checkbox.

e Settings for the CA Certificate:
If the required certificate file is a chain of certificates, and you are not sure about the
requirements of a certificate chain, see TLS Certificate Chain.

Field/setting Description

Click this button to import a certificate file. Then you can:
Browse... e Click Show to view the certificate's content.
e Click Remove to delete the installed certificate if it is
inappropriate.
Allow expired and not yet @ Select this checkbox to make the authentication

valid certificates succeed regardless of the certificate's validity period.

e After deselecting this checkbox, the authentication
fails whenever any certificate in the selected certificate
chain is outdated or not valid yet.

3. Now that you have set the SMTP settings, you can test it to ensure it works properly.

a. Type the recipient's email address in the 'Recipient email addresses' field. Use a comma to
separate multiple email addresses.

b. Click Send Test Email.
C. Check if the recipient(s) receives the email successfully.
4. Click Save.

» Special note for AES ciphers:

The SRC device's TLS-based protocols support AES 128- and 256-bit ciphers. The exact cipher to use is
negotiated between SRC and the client (such as a web browser), which is impacted by the cipher priority
of SRC and the client's cipher availability/settings.

Tip: To force SRC to use a specific AES cipher, refer to your client's user documentation for information
on configuring AES settings.

Changing SSH Settings

You can enable or disable the SSH access to the command line interface, change the TCP port, or set a
password or public key for login over the SSH connection.
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To change SSH settings:

Choose Device Settings > Network Services > SSH.
To enable or disable the SSH access, select or deselect the checkbox.
To use a different port, type a port number.
Select one of the authentication methods.
e Password authentication only: Enables the password-based login only.

e Public key authentication only: Enables the public key-based login only. You must enter a valid SSH
public key for each user profile to log in over the SSH connection.

e Password and public key authentication: Enables both the password- and public key-based login.
This is the default.

5. Click Save.

W nN e

Changing Telnet Settings

You can enable or disable the Telnet access to the command line interface, or change the TCP port.

To change Telnet settings:

Choose Device Settings > Network Services > Telnet.
To enable the Telnet access, select the checkbox.

To use a different port, type a new port number.
Click Save.

el S

Changing Modbus Settings

The SRC supports both the Modbus/TCP and Modbus Gateway features. Enable either or both Modbus
features according to your needs.

Modbus/TCP Access:

You can enable or disable the Modbus/TCP access to SRC, set it to the read-only mode, or change the
TCP port.

Choose Device Settings > Network Services > Modbus.

To enable the Modbus/TCP access, select the Enable Modbus/TCP access checkbox.

To use a different port, type a new port number.

To enable the Modbus read-only mode, select the "Enable read-only mode" checkbox. To enable the
read-write mode, deselect it.

Ll S

» Modbus Gateway:

148

You can connect Raritan's USB-MOD-DONGLE to the USB-A Port of the SRC and the green connector to
an external third-party device terminal. The gateway service runs on a dedicated TCP port and forwards
incoming requests to the Modbus/RTU bus. Enable the Modbus Gateway feature and configure the
Modbus gateway service independent of the Modbus/TCP service. The Modbus TCP clients on your
network will be able to communicate with the Modbus RTU devices connected to SRC.
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Once configured, connected devices appear in the Peripherals page.

1. To allow the Modbus TCP clients on the network to communicate with the Modbus RTU devices
connected to the SRC, select the 'Enable Modbus gateway' checkbox.

Modbus Gateway
Ennbie Mocbun gatesay
TGP port

Aa gomed

Defauit address

2. Now configure the fields shown.
Field Description

TCP port Use the default port 503, or assign a different port. Valid range is 1 to 65535.

Note: Port 502 is the default Modbus/TCP port for SRC, so you
cannot use that port for the Modbus Gateway.

Parity, Use the default values, or update if the Modbus RTU devices are using

Line Speed different communication parameters.
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Field Description

Default If the Modbus TCP client does not support Modbus RTU unit identifier
address addressing, enter a Default Address.

If you must provide a unit identifier address:
e Only one Modbus RTU device is supported.

e The unit identifier address you provide is applied to the Modbus RTU
device connected to SRC.

Note that each Modbus RTU device's unit identifier address must be
unique.

Warning: If the connected Modbus RTU device's address does not
match the address entered in this field, communications between
the Modbus TCP clients and Modbus RTU device fail.

Enabling Service Advertising

The SRC advertises all enabled services that are reachable using the IP network. This feature uses DNS-
SD (Domain Name System-Service Discovery) and MDNS (Multicast DNS). The advertised services are
discovered by clients that have implemented DNS-SD and MDNS.

The advertised services include the following:

e HTTP
e HTTPS

e Telnet

e SSH

e Modbus
e JSON-RPC
e SNMP

By default, this feature is enabled.

Enabling this feature also enables Link-Local Multicast Name Resolution (LLMNR) and/or MDNS, which
are required for resolving APIPA host names. See APIPA and Link-Local Addressing.

The service advertisement feature supports both IPv4 and IPv6 protocols.

If you have set a preferred host name for IPv4 and/or IPv6, that host name can be used as the zero
configuration .local host name, that is, <preferred_host_name>.local, where <preferred_host_name> is
the preferred host name you have specified for SRC. The IPv4 host name is the first priority. If an IPv4
host name is not available, then use the IPv6 host name.
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» To enable or disable service advertising:

1. Choose Device Settings > Network Services > Service Advertising.
2. To enable the service advertising, select either or both checkboxes.

e To advertise via MDNS, select the Multicast DNS checkbox.

e To advertise via LLMNR, select the Link-Local Multicast Name Resolution checkbox.
3. Click Save.

Configuring Security Settings

The SRC provides tools to control access. You can enable the internal firewall, create firewall rules, and
set login limitations. In addition, you can create and install the certificate or set up external
authentication servers for access control. This product supports SHA-2 TLS certificates.

Security

IP Access Control

Role Based Access Control
TLS Certificate
Authentication

LOAP

RADILES

TACACS+

Login Soitings

Password Folicy

Service Agreement

Creating IP Access Control Rules

IP access control rules (firewall rules) determine whether to accept or discard traffic to/from the SRC,
based on the IP address of the host sending or receiving the traffic. When creating rules, keep these
principles in mind:

e Rule order is important.

When traffic reaches or is sent from the SRC, the rules are executed in numerical order.
Only the first rule that matches the IP address determines whether the traffic is accepted or
discarded. Any subsequent rules matching the IP address are ignored.

e Prefix length is required.

When typing the IP address, you must specify it in the CIDR notation. That is, BOTH the
address and the prefix length are included. For example, to specify a single address with
the 24-bit prefix length, use this format:

XX.XX/24
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/24 = the prefix length.

Note: Valid IPv4 addresses range from 0.0.0.0 through 255.255.255.255.

» To configure IPv4 or IPv6 access control rules:

=

Choose Device Settings > Security > IP Access Control.

N

Select the 'Enable IPv4 access control' or "Enable IPv6 access control" checkboxes to enable the
access control rules.

3. For either type, determine the default policy.
e Accept: Accepts traffic from all IPv4 OR IPv6 addresses.

e Drop: Discards traffic from all IPv4 OR IPv6 addresses, without sending any failure notification to
the source host.

e Reject: Discards traffic from all IPv4 OR IPv6 addresses, and an ICMP message is sent to the source
host for failure notification.

4. Go to the Inbound Rules section or the Outbound Rules section according to your needs.
¢ Inbound rules control the data sent to the SRC.
e Qutbound rules control the data sent from the SRC.

5. Create rules.

e Click Append to add a row, then add the IP address and subnet mask. Select Policy. For each rule,
the policy affects only the specified IP address.

e Click Insert Above to add a rule above another rule.
e The system automatically numbers the rules.
e Use the arrow buttons to sort the priority order.
6. Click Save. The rules are applied. Make sure to click Save in each section if changes are made.
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IPvd

Enable IPvd access conirol L

Inbound Rules

Default policy Drop v
# IF/Mask Palicy
192.168.8.8/32 Accept
5 192 Drop
3 192,168.53.38/24 Rejuct
Append
Outbound Rules
Default policy Accept -
[ IP/Mask Palicy
192.168.69. 100,24 Drop
Append

Editing or Deleting IP Access Control Rules

When an existing IP access control rule requires updates of IP address range and/or policy, modify them
accordingly. Or you can delete any unnecessary rules.

» To modify or delete a rule:

1. Choose Device Settings > Security > IP Access Control.
2. Go to the IPv4 or IPv6 section.
3. Select the desired rule in the list.
e Ensure the IPv4 or IPv6 checkbox has been selected, or you may not edit or delete any rule.

4. Perform the desired action.
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* Make changes to the selected rule, and then click Save.

=
m
e Click to remove it.
e To re-sort its order, click or
5. Click Save.

e |Pv4 rules: Make sure you click the Save button in the IPv4 section, or the changes made to IPv4
rules are not saved.

¢ |Pv6 rules: Make sure you click the Save button in the IPv6 section, or the changes made to IPv6
rules are not saved.

Creating Role Based Access Control Rules

Role-based access control rules are similar to IP access control rules, except that they are applied to
members of a specific role. This enables you to grant system permissions to a specific role, based on
their IP addresses.

Same as IP access control rules, the order of role-based access control rules is important, since the rules
are executed in numerical order.

» To create IPv4 role-based access control rules:

1. Choose Device Settings > Security > Role Based Access Control.
2. Select the 'Enable role based access control for IPv4' checkbox to enable IPv4 access control rules.
3. Determine the IPv4 default policy.

e Accept: Accepts traffic when no matching rules are present.

® Deny: Rejects any user's login attempt when no matching rules are present.

4. Create rules. Refer to the tables below for different operations.
ADD a rule to the end of the list

e Click Append.

e Type a starting IP address in the Start IP field.

e Type an ending IP address in the End IP field.

e Select a role in the Role field. This rule applies to members of this role only.
e Select an option in the Policy field.

e Accept: Accepts traffic from the specified IP address range when the user is a member of
the specified role.

e Deny: Rejects the login attempt of a user from the specified IP address range when that
user is a member of the specified role.

INSERT a rule between two rules
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#3 and #4, select #4.

e Click Insert Above.

e Type a starting IP address in the Start IP field.

e Type an ending IP address in the End IP field.

e Select a role in the Role field. This rule applies to members of this role only.

e Select Accept or Deny in the Policy field. Refer to the above table for details.

The system automatically numbers the rule.
5. When finished, the rules are listed on this page.

® You can select any existing rule and then click

6. Click Save. The rules are applied.

IPvd

Enable IPvd access control

nbound Rules

Default

& P Mask
1

192.768.8.34/24

5]

T

Outbound Rules

Dirap

+

or

Palicy

Crop

Append Ndert Abdve

Accepl

Policy

» To configure IPv6 access control rules:

1. Onthe same page, select the 'Enable role based access control for IPv6' checkbox to enable IPv6

access control rules.

Select the rule above which you want to insert a new rule. For example, to insert a rule between rules

to change its priority.

Follow the same procedure as the above IPv4 rule setup to create IPv6 rules.

Make sure you click the Save button in the IPv6 section, or the changes made to IPv6 rules are not

saved.
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Editing or Deleting Role Based Access Control Rules

You can modify existing rules to update their roles/IP addresses, or delete them when they are no
longer needed.

» To modify a role-based access control rule:

1. Choose Device Settings > Security > Role Based Access Control.
2. Go to the IPv4 or IPv6 section.
3. Select the desired rule in the list.
e Ensure the IPv4 or IPv6 checkbox has been selected, or you may not edit or delete any rule.
4. Perform the desired action.

e Make changes to the selected rule, and then click Save.

-
m
e Click to remove it.
e To resort its order, click or
5. Click Save.

¢ |Pv4 rules: Make sure you click the Save button in the IPv4 section, or the changes made to IPv4
rules are not saved.

® |Pv6 rules: Make sure you click the Save button in the IPv6 section, or the changes made to IPv6
rules are not saved.

Setting Up a TLS Certificate
To obtain a CA-signed certificate:
Create a Certificate Signing Request (CSR) in Device Settings > TLS Certificates.

Submit it to a certificate authority (CA). After the CA processes the information in the CSR, it
provides you with a certificate.

3. Install the CA-signed certificate onto the SRC.

Note: If you are using a certificate that is part of a chain of certificates, each part of the chain is signed
during the validation process.

A CSR is not required in either scenario below:

e Make the SRC create a self-signed certificate.

e Appropriate, valid certificate and key files are already available, and you only need to import them.
Creating a CSR

Follow this procedure to create the CSR.
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» To create a CSR:

1. Choose Device Settings > Security > TLS Certificate.
2. Inthe New TLS Certificate or CSR section, provide the information requested.

e Subject:
Field Description
Country The country where your company is located. Use the standard ISO country code, which

comprises two uppercase letters. For a list of ISO codes, google ISO 3166 country codes.
State or province | The full name of the state or province where your company is located.
Locality The city where your company is located.
Organization The registered name of your company.
Organizational unit  The name of your department.
Common name The fully qualified domain name (FQDN) of your SRC.

Email address An email address where you or another administrative user can be reached.

Warning: If you generate a CSR without values entered in the required fields, you cannot obtain third-
party certificates.

e Subject Alternative Names:

If you want a certificate to secure multiple hosts across different domains or subdomains,
you can add additional DNS host names or IP addresses of the wanted hosts to this CSR
so that a single certificate will be valid for all of them.

Click Add Name when there are more than one additional hosts to add.

= Examples of subject alternative names: support.raritan.com, help.raritan.com, help.raritan.net,
and 192.168.77.50.

e Key Creation Parameters:
Field Description

Key Type/Key Length  Key type RSA requires you to select Key Length:
e 2048 bits
e 3072 bits

Key Type/Elliptic Curve ' Key type ECDSA requires you to select the elliptic curve:
e NIST-P-256
e NIST P-384
e NIST P-521

Self-sign For requesting a certificate signed by the CA, ensure this checkbox is NOT selected.
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Field Description
Challenge, Type a password. The password is used to protect the certificate or CSR. This

information is optional.

Confirm challenge
The value should be 4 to 64 characters long. Case sensitive.

1. Click Create New TLS Key to create both the CSR and private key. This may take several minutes to
complete.
2. Click Download Certificate Signing Request to download the CSR to your computer.
a. You are prompted to open or save the file. Click Save to save it onto your computer.

b. Submit it to a CA to obtain the digital certificate.
C. If the CSR contains incorrect data, click Delete Certificate Signing Request to remove it, and then
repeat the above steps to re-create it.
1. To store the newly-created private key on your computer, click Download Key in the New TLS
Certificate section.

Note: The Download Key button in the Active TLS Certificate section is for downloading the private key of
the currently-installed certificate rather than the newly-created one.

® You are prompted to open or save the file. Click Save to save it onto your computer.

Installing a CA-Signed Certificate

To get a certificate from a certificate authority (CA), first create a CSR and send it to the CA. See Creating
a CSR (on page 156).

After receiving the CA-signed certificate, install it onto the SRC.

» To install the CA-signed certificate:

1. Choose Device Settings > Security > TLS Certificate.

Click to navigate to the CA-signed certificate file.

Click Upload to install it.
4. To verify whether the certificate has been installed successfully, check the data shown in the Active
TLS Certificate section.

Creating a Self-Signed Certificate

When appropriate certificate and key files for SRC are unavailable, the alternative, other than
submitting a CSR to the CA, is to generate a self-signed certificate.

» To create and install a self-signed certificate:

1. Choose Device Settings > Security > TLS Certificate.

2. Enter information.
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Field Description

Country The country where your company is located. Use the standard ISO country code, which
comprises two uppercase letters. For a list of ISO codes, google ISO 3166 country
codes.

State or province The full name of the state or province where your company is located.

Locality The city where your company is located.

Organization The registered name of your company.

Organizational unit The name of your department.

Common name The fully qualified domain name (FQDN) of your SRC.

Email address An email address where you or another administrative user can be reached.

Key Type/Key Length  Key type RSA requires you to select Key Length:
e 2048 bits
e 3072 bits

Key Type/Elliptic Curve Key type ECDSA requires you to select the elliptic curve:
e NIST-P-256
e NIST P-384
e NIST P-521

Self-sign Ensure this checkbox is selected, which indicates that you are creating a self-signed
certificate.

Validity in days This field appears after the Self-sign checkbox is selected.

Type the number of days for which the self-signed certificate will be valid.

A password is not required for a self-signed certificate so the Challenge and Confirm Challenge
fields disappear.

3. Click Create New TLS Key to create both the self-signed certificate and private key. This may take
several minutes to complete.

4. Once complete, do the following:
a. Double check the data shown in the New TLS Certificate section.

b. If correct, click "Install Key and Certificate" to install the self-signed certificate and private key.

Tip: To verify whether the certificate has been installed successfully, check the data shown in the
Active TLS Certificate section.

If incorrect, click "Delete Key and Certificate" to remove the self-signed certificate and
private key, and then repeat the above steps to re-create them.

5. (Optional) To download the self-signed certificate and/or private key, click Download Certificate or
Download Key in the New TLS Certificate section.

® You are prompted to open or save the file. Click Save to save it onto your computer.
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Note: The Download Key button in the Active TLS Certificate section is for downloading the private
key of the currently-installed certificate rather than the newly-created one.

Installing or Downloading Existing Certificate and Key

You can download the already-installed certificate and private key from any SRC for backup or file
transfer. For example, you can install the files onto a replacement SRC, add the certificate to your

browser and so on.

If valid certificate and private key files are already available, you can install them on the SRC without
going through the process of creating a CSR or a self-signed certificate.

Note: If you are using a certificate that is part of a chain of certificates, each part of the chain is signed
during the validation process.

To download active key and certificate files from SRC:

1. Choose Device Settings > Security > TLS Certificate.
2. Inthe Active TLS Certificate section, click Download Key and Download Certificate respectively.

Note: The Download Key button in the New TLS Certificate section, if present, is for downloading the
newly-created private key rather than the one of the currently-installed certificate.

3. You are prompted to open or save the file. Click Save to save it onto your computer.

To install available key and certificate files onto SRC:

Choose Device Settings > Security > TLS Certificate.
Select the "Upload key and certificate" checkbox at the bottom of the page.
The 'Key File' and 'Certificate file' buttons appear. Click each button to select the key and/or
certificate file.

4. Click Upload. The selected files are installed.

5. To verify whether the certificate has been installed successfully, check the data shown in the Active
TLS Certificate section.

Setting Up External Authentication

Important: Make sure your network infrastructure uses TLS rather than SSL.

SRC supports the following authentication mechanisms:

e Local user database

e LDAP
e RADIUS
e TACACS+
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Local authentication is the default method. If you use this method, you only need to create user
accounts. See User Management (on page 109).

If you prefer external authentication, you must provide information about the external Authentication
and Authorization (AA) server.

If both local and external authentication is needed, create user accounts on the SRC in addition to
providing the external AA server data.

When configured for external authentication, all users must have an account on the external AA server.
Local-authentication-only users will have no access to the SRC except for the admin, who always can
access.

If the external authentication fails, an "Authentication failed" message is displayed. Details regarding
the authentication failure are available in the event log.

You must have the "Change Authentication Settings" permission to configure or modify the
authentication settings.

Adding LDAP/LDAPS Servers

To use LDAP authentication, enable it in the Device Settings > Authentication page, and enter the
information about the LDAP server in the LDAP page.

Note: If the SRC clock and the LDAP server clock are out of sync, the installed TLS certificates, if any, may
be considered expired. To ensure proper synchronization, administrators should configure the SRC and
the LDAP server to use the same NTP server(s).

» To add LDAP/LDAPS servers:

1. Choose Device Settings > Security > LDAP.
2. Click New.
3. Enter information.

Field/setting Description
IP address / The IP address or hostname of your LDAP/LDAPS server.
hostname

e Without the encryption enabled, you can type either the domain name or IP address
in this field, but you must type the fully qualified domain name if the encryption is
enabled.

Copy settings from | This checkbox appears only when there are existing AA server settings on the SRC. To

existing LDAP duplicate any existing AA server's settings, refer to the duplicating procedure below.
server

Type of LDAP Choose one of the following options:

server e OpenLDAP

® Microsoft Active Directory.
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Field/setting

Security

Port (None/
StartTLS)

Port (TLS)

Enable verification
of LDAP server
certificate

CA certificate

Allow expired and
not yet valid
certificates

Anonymous bind

Bind DN

Bind password,

Confirm bind
password

Base DN for search

162

Description

Determine whether you would like to use Transport Layer Security (TLS) encryption, which
allows the SRC to communicate securely with the LDAPS server.

Three options are available:

StartTLS

e TLS

® None

The default Port is 389. Either use the standard LDAP TCP port or specify another port.

Configurable only when "TLS" is selected in the Security field.

The default is 636. Either use the default port or specify another one.

Select this checkbox if it is required to validate the LDAP server's certificate by the SRC
prior to the connection.

If the certificate validation fails, the connection is refused.

Consult your AA server administrator to get the CA certificate file for the LDAPS server.
Click Browse to select and install the certificate file.
e Click Show to view the installed certificate's content.

e Click Remove to delete the installed certificate if it is inappropriate.

Note: If the required certificate file is a chain of certificates, and you are not
sure about the requirements of a certificate chain, see TLS Certificate Chain.

e Select this checkbox to make the authentication succeed regardless of the certificate's
validity period.

o After deselecting this checkbox, the authentication fails whenever any certificate in
the selected certificate chain is outdated or not valid yet.
Use this checkbox to enable or disable anonymous bind.
¢ To use anonymous bind, select this checkbox.
e When a Bind DN and password are required to bind to the external LDAP/LDAPS
server, deselect this checkbox.
Required after deselecting the Anonymous Bind checkbox.

Distinguished Name (DN) of the user who is permitted to search the LDAP directory in the
defined search base.

Required after deselecting the Anonymous Bind checkbox.

Enter the Bind password.

Distinguished Name (DN) of the search base, which is the starting point of the LDAP
search.

e Example: ou=dev, dc=example, dc=com
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Field/setting

Login Name
Attribute

User entry object
class

User search
subfilter

Group lookup
using memberOf
attribute

Group member
attribute

Support nested
groups

Group entry object
class

Group search
subfilter

Active Directory
domain

Description

The attribute of the LDAP user class which denotes the login name.

Usually itis the uid.

The object class for user entries.

Usually itis inetOrgPerson.

Search criteria for finding LDAP user objects within the directory tree.

Select this checkbox to determine group membership by consulting the user's
memberOf attribute(s).

Deselect this checkbox to determine group membership by doing a non-recursive
search for groups containing the user's DN as member.
Required only when "Group lookup using memberOf attribute" is not selected.

Required for OpenLDAP only.

Select this checkbox to support the Active Directory LDAP nested groups.

Deselect this checkbox means no support.

Required only when "Group lookup using memberOf attribute" is not selected.

Required for OpenLDAP only.

Required only when "Group lookup using memberOf attribute" is not selected.

Required for OpenLDAP only.

The name of the Active Directory Domain.

Example: testradius.com

Click Add Server. The new LDAP server is listed. To verify, click Test Connection to check whether the

SRC can connect to the new server successfully.

To add more servers, repeat the same steps.

In the LDAP page, use the arrow buttons to arrange the servers in the order they should be
accessed, then click Save.

Make sure LDAP is enabled: Go to Device Settings > Security > Authentication, and select LDAP as

the Authentication Type.
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Authentication

» To duplicate LDAP/LDAPS server settings:

If you have added any LDAP/LDAPS server to the SRC, and the server you will add shares identical
settings with an existing one, the most convenient way is to duplicate that LDAP/LDAPS server's data

and then revise the IP address/host name.

Choose Device Settings > Security > LDAP, then click New.
Select the "Copy settings from existing LDAP server" checkbox.
Select the LDAP/LDAPS server whose settings you want to copy.
Modify the IP Address/Hostname field.

Click Add Server.

vk wN e

Adding Radius Servers

To use Radius authentication, enable it and enter the information you have gathered.

Note: The RADIUS NAS Ildentifier is "DPC PDU SN:<device serial number>".

» To add Radius servers:

1. Choose Device Settings > Security > RADIUS.
2. Click New.
3. Enter information.

Field/setting Description

IP address / hostname The IP address or hostname of your Radius server.
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Field/setting

Type of RADIUS
authentication

Authentication port,

Accounting port

Accounting Enabled?

Timeout

Retries

Shared secret,

Confirm shared secret

To verify settings, click Test Connection to check if you can connect to the new server successfully.

Description

Select an authentication protocol.
e PAP (Password Authentication Protocol)
e CHAP (Challenge Handshake Authentication Protocol)
e MS-CHAPv2 (Microsoft Challenge Handshake Authentication Protocol)

CHAP is generally considered more secure because the user name and password
are encrypted, while in PAP they are transmitted in the clear.

MS-CHAPvV2 provides stronger security than the above two. Selecting this option
will support both MS-CHAPv1 and MS-CHAPv2.

Note: All authentication methods are insecure. It is strongly recommended
to use RADIUS only in a secure networking environment. A warning
displays for all methods.

The defaults are standard ports -- 1812 and 1813.

To use non-standard ports, type a new port number.

Default is enabled.
Accounting allows you to log activity executed on the RADIUS server.

When RADIUS accounting is enabled and the RADIUS server does not support
accounting, then authentication will fail.

This sets the maximum amount of time to establish contact with the Radius server
before timing out.

Type the timeout period in seconds.
Type the number of retries.

The shared secret is necessary to protect communication with the Radius server.

To add more servers, repeat the same steps.

4
5. Click Add Server. The new Radius server is listed on the RADIUS page.
6
7

In the RADIUS page, use the arrow buttons to arrange the servers in the order they should be
accessed, then click Save.

8. Make sure RADIUS is enabled: Go to Device Settings > Security > Authentication, and select RADIUS

as the Authentication Type.

Authentication
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Adding TACACS+ Servers

To use TACACS+ authentication, add the server information and enable TACACS+.

Note: You need to create a new custom service attribute called Xerus on the
TACACS+ server. This attribute value will match the role name (case sensitive) on
the SRC. In the authorization request to the TACACS+ server, the SRC will send a
request for Xerus as a custom service attribute. TACACS+ server then returns the
roles of the authenticated user in the Xerus: roles attribute. Returning multiple
roles separated by a slash, for example, rolel/role2, is supported. See Cisco ISE
Xerus TACACS+ Authentication (on page 478) for configuration.

» To add TACACS+ servers:

1. Choose Device Settings > Security > TACACS+.

2. Click New.

3. Enter information.
Field/setting
IP address / hostname

Type of TACACS+
authentication

Port

Enable Accounting?

Timeout

Retries

166

Description
The IP address or hostname of your TACACS+ server.

Select an authentication protocol.

e ASCl

e PAP (Password Authentication Protocol)

e CHAP (Challenge Handshake Authentication Protocol)

e MS-CHAP (Microsoft Challenge Handshake Authentication Protocol)

CHAP is generally considered more secure because the user name and password
are encrypted, while in PAP they are transmitted in the clear.

MS-CHAP provides stronger security than the other options.

Note: All authentication methods are insecure. It is strongly recommended
to use TACACS+ only in a secure networking environment. A warning
displays for all methods.

The default port is 49

To use non-standard port, type a new port number.

Default is enabled.

Accounting allows you to log activity executed on the TACACS+ server.

Default is 10 seconds.
Maximum amount of time to establish contact with the server before timing out.

Enter the timeout period in seconds.

Default is 3.

Enter the number of retries.
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Field/setting Description

Shared secret, The shared secret is necessary to protect communication with the server.
Confirm shared secret

Click Add Server or Test Connection to verify the settings.
To add more servers, repeat the same steps.
In the TACACS+ page, use the arrow buttons to arrange the servers in the order they should be
accessed, then click Save.

4. To begin using the configuration, make sure TACACS+ is enabled: Go to Device Settings > Security >
Authentication, and select TACACS+ as the Authentication Type.

Authentication

Configuring Login Settings

Choose Device Settings > Security > Login Settings to open the Login Settings page, where you can:

e Configure the user blocking feature.

Note: The user blocking function applies only to local authentication instead of external
authentication through AA servers.

e Determine the timeout period for any inactive user.

e Prevent simultaneous logins using the same login name.

» To configure user blocking:

1. To enable the user blocking feature, select the 'Block user on login failure' checkbox.

2. Inthe 'Block timeout' field, select a time option. This setting determines how long the user is
blocked.
¢ If you type a value, the value must be followed by a time unit, such as '4 min.'
3. Inthe 'Maximum number of failed logins' field, type a number. This is the maximum number of login
failures the user is permitted before the user is blocked from accessing the SRC.

4. Timeout for Failed Login Attempts: select a time option after which a failed attempt no longer
counts against the user. For example, if "Maximum number of failed logins" is 3, but the "Timeout
for Failed Login Attempts" has passed since the last failed attempt, the counter of failed logins
restarts.

5. Click Save.

Raritan.

A brand of Ellegrand

167



Tip: If any user blocking event occurs, you can unblock that user manually by using the "unblock" CLI
command over a local connection. See Unblocking a User.

» To set limitations for login timeout and use of identical login names:

v
1. Inthe "Idle timeout period" field, type a value or click to select a time option. This setting

determines how long users are permitted to stay idle before being forced to log out.

¢ [f you type a value, the value must be followed by a time unit, such as '4 min."' See Time Units.

e Keep the idle timeout to 20 minutes or less if possible. This reduces the number of idle sessions
connected, and the number of simultaneous commands sent to the SRC.

2. Select the 'Prevent concurrent login with same username' checkbox to prevent multiple users from
using the same login name simultaneously.

3. Click Save.
Configuring Password Policy
Choose Device Settings > Security > Password Policy to open the Password Policy page, where you can:

e Force users to use strong passwords.
e Force users to change passwords at a regular interval -- that is, password aging.

» To configure password aging:

1. Select the 'Enabled' checkbox of Password Aging.

2. Inthe 'Password aging interval' field, type a value or select a time option. This setting determines
how often users are requested to change their passwords.

¢ If you type a value, the value must be followed by a time unit, such as '10 d."'

3. Click Save.

» To force users to create strong passwords:

1. Select the 'Enabled' checkbox of Strong Passwords to activate the strong password feature. The
following are the default settings:

Minimum length = 8 characters
Maximum length =32 characters
At least one lowercase character = Required

At least one uppercase character = Required

At least one numeric character = Required

At least one special character = Required
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Number of forbidden previous passwords

2. Make changes to the default settings as needed.
3. Click Save.

Enabling the Restricted Service Agreement

The restricted service agreement feature, if enabled, forces users to read a security agreement when
they log in to the SRC. Users must accept the agreement, or they cannot log in. You can configure an
event notifying you if a user has accepted or declined the agreement.

» To enable the service agreement:

1. Click Device Settings > Security > Service Agreement.
2. Select the 'Enforce restricted service agreement' checkbox.
3. Edit or paste the content as needed.

e A maximum of 10,000 characters can be entered.

4. Click Save.

» Login manner after enabling the service agreement:

After the Restricted Service Agreement feature is enabled, the agreement's content is displayed on the

login screen.

Unauthorized a rohibited; all access and
thorzed by management are
monitoned and logged.

tem. Linauthorized
acchss and activitie ¢ criminal act ivity will b
reporied to appropriate authorities

1 understand and accepl the restricied senvice

agreament
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To log in when a restricted service agreement appears:

e Inthe web interface, select the checkbox labeled "I understand and accept the restricted service
agreement."

e Inthe CLI, type y when the confirmation message "l understand and accept the restricted service
agreement" is displayed.

Setting the Date and Time

Set the internal clock manually, or link to a Network Time Protocol (NTP) server.

SRC follows the NTP server sanity check per the IETF RFC.

Note: If you are using Sunbird's” Power 1Q°, you must configure Power IQ and the SRC to have the same
date/time or NTP settings.

» To set the date and time:

Choose Device Settings > Date/Time.
Click the 'Time zone' field to select your time zone from the list.

If the daylight saving time applies to your time zone, verify the 'Automatic daylight saving time
adjustment' checkbox is selected.

4. Select the method for setting the date and time. Choose settings and click Save.

Customize the date and time

e Select 'User specified time'.

e Enter the date or click the calendar icon to select a date.
e Click 12H/24H button to toggle time formats.

e Click the AM/PM button to toggle.

e Enter the time or click the arrows to set it.

User Specified Time
Date (M/DOOYYY) QM 2027 E +
P A S
Time (hh:mmss) 2 18 23 AM +
W W W
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Use the NTP server

e Select "Synchronize with NTP server."

e The DHCP-assigned NTP servers are available when DHCP is enabled. The IP
address appears as Active NTP Server. To use this server, leave the primary and
secondary server fields blank.

e To specify NTP servers, enter the primary NTP server in the "First time server"
field. A secondary NTP server is optional.

Click Check NTP Servers to verify accessibility.
NTF Settings
First time server 192,168 56.60
Second time server

Check NTP Servers

Active NTP servers 192.168.56.69

Windows NTP Server Synchronization Solution

The NTP client on the SRC follows the NTP RFC so the SRC rejects any NTP servers whose root dispersion
is more than one second. An NTP server with a dispersion of more than one second is considered an
inaccurate NTP server by the SRC.

Note: For information on NTP RFC, visit http://tools.ietf.org/html/rfc4330 - http://tools.ietf.org/html/
rfc4330 to refer to section 5.

Windows NTP servers may have a root dispersion of more than one second, and therefore cannot
synchronize with the SRC. When the NTP synchronization issue occurs, change the dispersion settings to
resolve it.

» To change the Windows NTP's root dispersion settings:

1. Access the registry settings associated with the root dispersion on the Windows NTP server.
HKEY _LOCAL_MACHINE|SYSTEM)|CurrentControlSet|Services|W32Time|Config
2. AnnounceFlags must be set to 0x05 or 0x06.

e 0x05 = 0x01 (Always time server) and 0x04 (Always reliable time server)

e 0x06 = 0x02 (Automatic time server) and 0x04 (Always reliable time server)
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Note: Do NOT use 0x08 (Automatic reliable time server) because its dispersion starts at a high value
and then gradually decreases to one second or lower.

3. LocalClockDispersion must be set to 0.

Door Access

SmartLock enabled cabinets integrated with PowerlQ or other third party systems authorize door access
remotely. In the event that the remote authorization is not accessible, you can configure local door
access rules as a fallback method.

A door access rule can contain the following components:

Selected door locks: must be configured in advance.

Authorization via card: specify which card ID and card reader must be used

Authorization via keypad: specify the PIN and keypad that must be used

Two-factor authorization: a timeout that requires both card and keypad conditions to be met. For
example: when a certain card is inserted, the correct PIN must be entered in the next 10 seconds.

Absolute time conditions: grant access for a specific date and time

e Periodic time conditions: grant access on certain days of the week and certain times

» To create a door access rule:

1. Choose Device Settings > Door Access.

2. Click New Access Rule.

Door Access Rules & Mew Access Rule

[ D

MO ACCess KUules Avallable

3. The New Door Access Rule page opens. Enter a name for the rule. 128 characters maximum.

4. Select the door locks this rule applies to in the Available Door Handle Locks list. Each selected door
lock appears in the Selected Locks section.

Mew Door Access Rule

Mame Arccess Rule 1

Door Lock Information

Selected Locks Mty PO (1) Door Lock 13 My PDU (1) Door Lock 2
oraidable Locks — Select an e - ¥
Select Al Deselect &
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5. To allow authorization via card reader, select the Card Access checkbox, then select the correct Card
Reader and click Read Card to retrieve the Card ID. Card IDs are hidden for security. Click the eyeball
icon to reveal and verify the Card ID.

Authorization via Card

Card Access |E|
Card Reader - Select a Card Reader - L 4
Card ID o

6. To allow Authorization via Keypad, select the Keypad Access checkbox, then select the correct
keypad and enter the PIN. PINs are hidden for security. Click the eyeball icon to reveal and verify the
PIN. PIN length varies by keypad, and a minimum PIN length of 4 is required.

Authorization via Keypad

Keypad Access [+]
Keypad — Select a Keypad - v
PIN ®

7. When both Card and Keypad authorization are required, the Two-Factor Configuration controls are
required. Enter a Timeout in seconds during which both Card and Keypad authorization must occur.

TwerFactor Configuration

Timeaut foar matching a card and 8 keypad suthonzation in ssconds

8. To allow authorization with an Absolute Time Condition, select the Absolute Time checkbox, then
use the calendar tool to set the start and end dates, and the clock tools to set the start and end
times during which access is granted. Note: Click the 12H/24H icon to toggle between clock styles.
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9. To allow authorization with a Periodic Time Condition, select the Periodic Time checkbox, then
select the Days of Week and range of hours on which access is granted. Note: Click the 12H/24H icon
to toggle between clock styles.

10. Click Create to save the rule. All rules appear on the main Door Access Rule page.

hame o Lncin Canll i Card Reader Prrind Tim Alreohste Teme

Tram
# 45 AL U

Event Rules and Actions

Crete event rules and actions to notify you of or react to a change in conditions.
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An event rule consists of two parts:

e Event: This is the situation where the SRC or a device connected to it meets a certain condition. For
example, the inlet's voltage reaches the warning level.

e Action: This is the response to the event. For example, the system administrator is notified of the
event via email.

Some actions can be scheduled at regular intervals instead of occurring in reaction to an event. For
example, you can schedule the emailing of the temperature report every hour.

You must have the Administrator Privileges to configure event rules.
» To create an event rule:

1. Choose Device Settings > Event Rules.
2. If the needed action is not available yet, click New Action to create it.
a. Assign a name to this action.
b. Select the desired action and configure it as needed.
C. Click Create.
3. Click New Rule to create a new rule.
a. Assign a name to this rule.
b. Make sure the Enabled checkbox is selected, to make the new rule active.
C. Inthe Event field, select the event to react to.
d. Inthe 'Available actions' field, select the desired action(s) to respond to the selected event.
€. Click Create.

» To create a scheduled action:

1. Click New Scheduled Action to schedule the desired action.
a. Assign a name to this scheduled action.
b. Make sure the Enabled checkbox is selected to make the scheduled action active.
C. Set the interval time, which ranges from every minute to yearly.
d. Inthe 'Available actions' field, select the desired action(s).
€. Click Create.

Built-in Rules and Rule Configuration

There are several built-in event rules, which cannot be deleted. If the built-in event rules do not satisfy
your needs, create new rules.

» Built-in rules:
e System Event Log Rule:

This causes ANY event occurred to the SRC to be recorded in the internal log. It is enabled
by default.
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Note: Default log messages are generated for each event.

e System SNMP Notification Rule:

This causes SNMP traps or informs to be sent to specified IP addresses or hosts when ANY
event occurs to the SRC. It is disabled by default.

e System Tamper Detection Alarmed:

This causes alarm notifications if a connected tamper sensor is detected to be in an
alarmed state. It is enabled by default.

e System Tamper Detection Unavailable:

This causes alarm notifications if a previously available tamper sensor is not detected. It is
enabled by default.

» Event rule configuration illustration:

1. Choose Device Settings > Event Rules > New Rule.

N

Click the Event field to select an event type.
e <Any sub-event> means all events shown on the list.

e <Any Numeric Sensor> means all numeric sensors, including internal and environmental sensors.
<Any Numeric Sensor> is especially useful if you want to receive the notifications when any
numeric sensor's readings pass through a specific threshold.

3. Inthis example, the Peripheral Device Slot is selected, which is related to the environmental sensor
packages. Then a sensor ID field for this event type appears. Click this additional field to specify
which sensor should be the subject of this event.

4. Inthis example, sensor ID 3 (Slot 3) is selected, which is a temperature sensor. Then a new field for
this sensor appears. Click this field to specify the type of event(s) you want.

5. In this example, Numeric Sensor is selected because we want to select numeric-sensor-related
event(s). Then a field for numeric-sensor-related events appears. Click this field to select one of the
numeric-sensor-related events from the list.

6. In this example, 'Above upper critical threshold' is selected because we want the SRC to react only
when the selected temperature sensor's reading enters the upper critical range. A "Trigger
condition" field appears, requiring you to define the "exact" condition related to the "upper critical"
event.

7. Select the desired radio button to finish the event configuration. Refer to the following table for
different types of radio buttons.

e See Sample Event Rules (on page 220).

8. Add and/or remove actions to configure the rule. Select actions from the 'Available actions' list to
create the Select actions list.
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Deselect A
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» Radio buttons for different events:

Some events require you to configure the "Trigger condition".

Event types Radio buttons

Numeric sensor e Asserted: action occurs only when the selected event
threshold-crossing occurs. That is, the status of the event transits from FALSE
events, or the to TRUE.

occurrence of the .
selected event --

Deasserted: action occurs only when the selected event
disappears or stops. That is, the status of the selected event
true or false transits from TRUE to FALSE.

e Both: action occurs both when the event occurs (asserts)
and when the event stops/disappears (deasserts).

State sensor state  ® Alarmed/Open/On: action occurs only when the chosen
change sensor enters the alarmed, open or on state.

* No longer alarmed/Closed/Off: action occurs only when the
chosen sensor returns to the normal, closed, or off state.

e Both: action occurs whenever the chosen sensor switches
its state.
Sensor availability = ® Unavailable: action occurs only when the chosen sensor is
NOT detected and becomes unavailable.

e Available: action occurs only when the chosen sensor is
detected and becomes available.

e Both: action occurs both when the chosen sensor becomes
unavailable or available.

Raritan.
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Event types

Network interface
link state

Function enabled
or disabled

Restricted service
agreement

Server monitoring
event

Server reachability

Device connection
or disconnection,
suchas a
USB-cascaded
device

Radio buttons

Link state is up: action occurs only when the network link
state changes from down to up.

Link state is down: action occurs only when the network
link state changes from up to down.

Both: action occurs whenever the network link state
changes.

Enabled: action occurs only when the chosen function is
enabled.

Disabled: action occurs only when the chosen function is
disabled.

Both: action occurs when the chosen function is either
enabled or disabled.

Accepted: action occurs only when the specified user
accepts the restricted service agreement.

Declined: action occurs only when the specified user rejects
the restricted service agreement.

Both: action occurs both when the specified user accepts or
rejects the restricted service agreement.

Monitoring started: action occurs only when the
monitoring of any specified server starts.

Monitoring stopped: action occurs only when the
monitoring of any specified server stops.

Both: action occurs when the monitoring of any specified
server starts or stops.

Unreachable: action occurs only when any specified server
becomes inaccessible.

Reachable: action occurs only when any specified server
becomes accessible.

Both: action occurs when any specified server becomes
either inaccessible or accessible.

Connected: action occurs only when the selected device is
physically connected to it.

Disconnected: action occurs only when the selected device
is physically disconnected from it.

Both: action occurs both when the selected device is
physically connected to it and when it is disconnected.
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Event types

+12V Supply 1
Status

Radio buttons

Available radio buttons include "Fault," "OK" and "Both."

Fault: action occurs only when the selected 12V power

supply to the controller enters the fault state.

OK: action occurs only when the selected 12V power supply

to the controller enters the OK state.

Both: action occurs whenever the selected 12 power

supply's status changes.

Xerus Default Log Messages for All Products

Listed here are all default messages for all Xerus events, including all supported products. Not all
products support all events, and events are marked here with the supported model type.

Default message on event

Model

Raritan.

Event/context Default message on event assertion .
deassetion Type
le:gz l;/lxatzsfiir:ent g Blade extension overflow occurred on strip Blade extension overflow cleared for
[AMSNUMBER] ('[AMSNAMET]'). strip [AMSNUMBER] ('[AMSNAME]').
Overflow
é;?;mizafsstfg:gp Composition changed on composite asset
Composition Changed strip [AMSNUMBER] ('[AMSNAME]'").
Config parameter '[CONFIGPARAM]' of asset
gseflfzeMcaonnaﬁge?hea"; >e 4 |strip [AMSNUMBER] ('[AMSNAME]') changed
8 LNANBEA 1 4 ' [CONFIGVALUE]' by user '[USERNAME]".
Asset Management > Firmware update for asset strip
Firmware Ugdate [AMSNUMBER] ('[AMSNAMET]'): status
P changed to '[AMSSTATE]'.
. . , , Blade extension with ID
Asset Management > Scl)idneezzjnastlorgc\livﬁ:i!clj [AMSTAGID] '[AMSTAGID]' disconnected at rack
S oS on oy | AT
[AMSNUMBER] ('[AMSNAMET]'). (TAMSNAMET).
Asset Management > Asset tag with ID [AMSTAGID]' connected at Qisssci;cr::Sc\fcvelzihaltDra[i'\ﬂ?i?GID]
. g rack unit [AMSRACKUNITPOSITION], slot
Rack Unit > Tag . [AMSRACKUNITPOSITION], slot
[AMSBLADESLOTPOSITION] of asset strip
Connected [AMSNUMBER] ([AMSNAME]) [AMSBLADESLOTPOSITION] of asset
: strip [AMSNUMBER] ('[AMSNAME]').
Config of rack unit [AMSRACKUNITPOSITION]
of asset strip [AMSNUMBER] ('[AMSNAME]'")
Asset Management > changed by user '[USERNAME]' to: Name
Rack Unit Config '[AMSRACKUNITNAME]', LED Operation Mode
Changed '[AMSLEDOPMODE]', LED Color
'[AMSLEDCOLOR]', LED Mode
'[AMSLEDMODE]'
179
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Asset Management >
State

State of asset strip [AMSNUMBER]
('[AMSNAME]') changed to '[AMSSTATE]".

Card Reader
Management > Card
Reader > Card inserted

Card of type '[SMARTCARDTYPE]' inserted at
Card Reader
'[FORMATTEDCARDREADERPATH]'.

Card Reader
Management > Card
Reader > Card removed

Card of type '[SMARTCARDTYPE]' removed at
Card Reader
'[FORMATTEDCARDREADERPATH]'.

Card Reader
Management > Card
Reader attached

Card Reader
'[FORMATTEDCARDREADERPATH]' connected.

Card Reader
Management > Card
Reader detached

Card Reader
'[FORMATTEDCARDREADERPATH]'
disconnected.

Card Reader
Management > Card
Reader settings
changed

Settings with name '[CARDREADERNAME]'
and description '[CARDREADERDESCRIPTION]'
set at Card Reader
'[FORMATTEDCARDREADERPATH]' by user
'[USERNAME]' from host '[USERIP]'.

Device > Event log
cleared

Event log cleared by user '[USERNAME]' from
host '[USERIP]".

Device > Bulk
configuration copied

[LINKIDTAG]Bulk configuration copied by user
'[USERNAME]' from host '[USERIP]'.

Device > Bulk
configuration saved

[LINKIDTAG]Bulk configuration saved by user
'[USERNAME]' from host '[USERIP]'.

Device > Device clock
changed

The device clock was changed from
[OLDDATETIME] to [DATETIME].

Device > Data push
failed

Data push to URL [DATAPUSHURL] failed.
[ERRORDESC]

Device > Device settings
restored

[LINKIDTAG]Device settings restored by user
'[USERNAME]' from host '[USERIP]'.

Device > Device settings
saved

[LINKIDTAG]Device settings saved by user
'[USERNAME]' from host '[USERIP]'.

Device > Firmware
update completed

[LINKIDTAG]Firmware upgraded successfully
from version '[OLDVERSION]' to version
'[VERSION]' by user '[USERNAME]' from host
'[USERIP]".

Device > Firmware
update failed

[LINKIDTAG]Firmware upgrade failed from
version '[OLDVERSION]' to version '[VERSION]'
by user '[USERNAME]' from host '[USERIP]'.

Raritan.
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Device > Firmware
update started

[LINKIDTAG]Firmware upgrade started from
version '[OLDVERSION]' to version '[VERSION]'
by user '[USERNAME]' from host '[USERIP]'.

Device > Firmware
validation failed

[LINKIDTAG]Firmware validation failed by user
'[USERNAME]' from host '[USERIP]".

Device > Hardware
failure present

[LINKIDTAG]Failure '[FAILURETYPESTR]'
asserted for component '[COMPONENTID]'.

[LINKIDTAG]Failure
'[FAILURETYPESTR]' deasserted for
component '[COMPONENTID]".

Device > Device
identification changed

Config parameter '[CONFIGPARAM]' changed
to '[CONFIGVALUE]' by user '[USERNAME]'
from host '[USERIP]".

Device > An LDAP error
occurred

An LDAP error occurred: [ERRORDESC].

Device > Network
interface link state is up

The [IFNAME] network interface link is now
up.

The [IFNAME] network interface link
is now down.

Device > Peripheral
Device Firmware
Update

Firmware update for peripheral device
[EXTSENSORSERIAL] from [OLDVERSION] to
[VERSION] [SENSORSTATENAME].

Device > A Radius error
occurred

A Radius error occurred: [ERRORDESC].

Device > Raw
configuration
downloaded

[LINKIDTAG]Raw configuration downloaded by
user '[USERNAME]' from host '[USERIP]'.

Device > Raw
configuration updated

[LINKIDTAG]Raw configuration updated by
user '[USERNAME]' from host '[USERIP]".

Device > Sending SMS
message failed

Sending SMS message to '[PHONENUMBER]'
failed. [ERRORDESC]

Device > Sending SMTP
message failed

Sending SMTP message to '[SMTPRECIPIENTS]'
using server '[SMTPSERVER]' failed.
[ERRORDESC]

Device > Sending SNMP
inform failed or no
response

Sending SNMP inform to manager
[SNMPMANAGER]:[SNMPMANAGERPORT]
failed or no response. [ERRORDESC]

Device > Sending Syslog
message failed

Sending Syslog message to server
[SYSLOGSERVER]:[SYSLOGPORT]
(ISYSLOGTRANSPORTPROTO]) failed.
[ERRORDESC]

Device > System reset

[LINKIDTAG]System reset performed by user
'[USERNAME]' from host '[USERIP]".

Device > System started
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Device > A TACACS+
error occurred

A TACACS+ error occurred: [ERRORDESC].

Device > Unknown
peripheral device
attached

An unknown peripheral device with rom code
'[ROMCODE]' was attached at position
'[PERIPHDEVPOSITION]'".

Device > Expansion unit
connected

Expansion unit connected.

Expansion unit disconnected.

Device > Wired network
authentication result

The network authentication on interface
[IFNAME] [NETAUTHRESULTSTR].

Door Access Control >
Door access denied

Door access was denied:
[DOORACCESSDENIALREASON]

Door Access Control >
Door access granted

Door access was granted, rule
'[DOORACCESSRULENAME]'
(IDOORACCESSRULEID])

Door Access Control >
Door access rule added

Door access rule '[DOORACCESSRULENAME]'
([IDOORACCESSRULEID]) was added by user
'[USERNAME]' from host '[USERIP]'

Door Access Control >
Door access rule
changed

Door access rule '[DOORACCESSRULENAME]'
([IDOORACCESSRULEID]) was changed by user
'[USERNAME]' from host '[USERIP]'

Door Access Control >
Door access deleted

Door access rule [DOORACCESSRULENAME]'
(IDOORACCESSRULEID]) was deleted by user
'[USERNAME]' from host '[USERIP]'

Door Access Control >
Door Handle > (handle
name) > Door Forced
Open

[LINKIDTAG]Door '[DOORSTATENAME]' was
opened without unlocking the door handle.

Door Access Control >
Door Handle > (handle
name) > Mechanically
Unlocked

[LINKIDTAG]Door handle
'[DOORHANDLENAME]' was opened without
being electronically unlocked.

Peripheral Device Slot >
Numeric Sensor >
Above upper critical
threshold

Peripheral device '[EXTSENSORNAME]'" in
[FORMATTEDEXTSENSORSLOT] asserted
'above upper critical' at [SENSORREADING]
[SENSORREADINGUNIT].

Peripheral device
'[EXTSENSORNAME]" in
[FORMATTEDEXTSENSORSLOT]
deasserted 'above upper critical' at
[SENSORREADING]
[SENSORREADINGUNIT]; it is now
[SENSORSTATENAME].

Peripheral Device Slot >
Numeric Sensor >
Above upper warning
threshold

Peripheral device '[EXTSENSORNAME]' in
[FORMATTEDEXTSENSORSLOT] asserted
'above upper warning' at [SENSORREADING]
[SENSORREADINGUNIT].

Peripheral device
'[EXTSENSORNAME]'" in
[FORMATTEDEXTSENSORSLOT]
deasserted 'above upper warning' at
[SENSORREADING]
[SENSORREADINGUNIT]; it is now
[SENSORSTATENAME].
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Peripheral Device Slot >
Numeric Sensor >
Below lower critical
threshold

Peripheral device '[EXTSENSORNAME]'" in
[FORMATTEDEXTSENSORSLOT] asserted
'below lower critical' at [SENSORREADING]
[SENSORREADINGUNIT].

Peripheral device
'[EXTSENSORNAME]" in
[FORMATTEDEXTSENSORSLOT]
deasserted 'below lower critical' at
[SENSORREADING]
[SENSORREADINGUNIT]; it is now
[SENSORSTATENAME].

Peripheral Device Slot >
Numeric Sensor >
Below lower warning
threshold

Peripheral device '[EXTSENSORNAME]' in
[FORMATTEDEXTSENSORSLOT] asserted
'below lower warning' at [SENSORREADING]
[SENSORREADINGUNIT].

Peripheral device
'[EXTSENSORNAME]' in
[FORMATTEDEXTSENSORSLOT]
deasserted 'below lower warning' at
[SENSORREADING]
[SENSORREADINGUNIT]; it is now
[SENSORSTATENAME].

Peripheral Device Slot >
Numeric Sensor >
Unavailable

Peripheral device '[EXTSENSORNAME]' in
[FORMATTEDEXTSENSORSLOT] has become
unavailable.

Peripheral device
'[EXTSENSORNAME]" in
[FORMATTEDEXTSENSORSLOT] is no
longer unavailable; it is now
[SENSORSTATENAME].

Peripheral Device Slot >
State Sensor / Actuator
> Alarmed

Peripheral device '[EXTSENSORNAME]'" in
[FORMATTEDEXTSENSORSLOT] is
[SENSORSTATENAME].

Peripheral device
'[EXTSENSORNAME]" in
[FORMATTEDEXTSENSORSLOT] is
[SENSORSTATENAME].

Peripheral Device Slot >
State Sensor / Actuator
> Switched by user

Peripheral device '[EXTSENSORNAME]' in
[FORMATTEDEXTSENSORSLOT] has been
switched to [SENSORSTATENAME] by user
'[USERNAME]' from host '[USERIP]'.

Peripheral Device Slot >
State Sensor / Actuator
> Unavailable

Peripheral device '[EXTSENSORNAME]'" in
[FORMATTEDEXTSENSORSLOT] has become
unavailable.

Peripheral device
'[EXTSENSORNAME]" in
[FORMATTEDEXTSENSORSLOT] is no
longer unavailable; it is now
[SENSORSTATENAME].

Keypad Management >
Keypad > PIN entered

PIN entered at Keypad
'[FORMATTEDKEYPADPATH]'.

Keypad Management >
Keypad attached

Keypad '[FORMATTEDKEYPADPATH]'
connected.

Keypad Management >
Keypad detached

Keypad '[FORMATTEDKEYPADPATH]'
disconnected.

Keypad Management >
Keypad settings
changed

Settings with name '[KEYPADNAME]' and
description '[KEYPADDESCRIPTION]' set at
Keypad '[FORMATTEDKEYPADPATH]' by user
'[USERNAME]' from host '[USERIP]".

Linking > Link unit
added

Link unit [LINKID] ([LINKUNITHOST]) has been
added by user '[USERNAME]' from '[USERIP]".

Linking > Link unit
communication failed
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Communication with link unit [LINKID]
([LINKUNITHOST]) failed.

Communication with link unit
[LINKID] ([LINKUNITHOST]) is OK.
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Linking > Link unit
released

Link unit [LINKID] ([LINKUNITHOST]) has been
released by user '[USERNAME]' from
'[USERIP]".

Outlet Grouping >
Outlet Group > Outlet
Group Modified

Outlet group '[OUTLETGROUPID]' was
modified.

Outlet Grouping >
Outlet Group > Power
control > Power cycled

Outlet group '[OUTLETGROUPID]' power cycle
initiated by user '[USERNAME]' from host
'[USERIP]".

Outlet Grouping >
Outlet Group > Power
control > Powered off

Outlet group '[OUTLETGROUPID]' has been
powered off by user '[USERNAME]' from host
'[USERIP]'.

Outlet Grouping >
Outlet Group > Power
control > Powered on

Outlet group '[OUTLETGROUPID]' has been
powered on by user '[USERNAME]' from host
'[USERIP]".

Outlet Grouping >
Outlet Group > Sensor >
Above upper critical
threshold

Sensor '[OUTLETGROUPSENSOR]' on outlet
group '[OUTLETGROUPID]' asserted 'above
upper critical' at [SENSORREADING]
[SENSORREADINGUNIT].

Sensor '[OUTLETGROUPSENSOR]' on
outlet group '[OUTLETGROUPID]'
deasserted 'above upper critical' at
[SENSORREADING]
[SENSORREADINGUNIT]; it is now
[SENSORSTATENAME].

Outlet Grouping >
Outlet Group > Sensor >
Above upper warning
threshold

Sensor '[OUTLETGROUPSENSOR]' on outlet
group '[OUTLETGROUPID]' asserted 'above
upper warning' at [SENSORREADING]
[SENSORREADINGUNIT].

Sensor '[OUTLETGROUPSENSOR]' on
outlet group '[OUTLETGROUPID]'
deasserted 'above upper warning' at
[SENSORREADING]
[SENSORREADINGUNIT]; it is now
[SENSORSTATENAME].

Outlet Grouping >
Outlet Group > Sensor >
Below lower critical
threshold

Sensor '[OUTLETGROUPSENSOR]' on outlet
group '[OUTLETGROUPID]' asserted 'below
lower critical' at [SENSORREADING]
[SENSORREADINGUNIT].

Sensor '[OUTLETGROUPSENSOR]' on
outlet group '[OUTLETGROUPID]'
deasserted 'below lower critical' at
[SENSORREADING]
[SENSORREADINGUNIT]; it is now
[SENSORSTATENAME].

Outlet Grouping >
Outlet Group > Sensor >
Below lower warning
threshold

Sensor '[OUTLETGROUPSENSOR]' on outlet
group '[OUTLETGROUPID]' asserted 'below
lower warning' at [SENSORREADING]
[SENSORREADINGUNIT].

Sensor '[OUTLETGROUPSENSOR]' on
outlet group '[OUTLETGROUPID]'
deasserted 'below lower warning' at
[SENSORREADING]
[SENSORREADINGUNIT]; it is now
[SENSORSTATENAME].

Outlet Grouping >
Outlet Group > Sensor >
Reset

Sensor '[OUTLETGROUPSENSOR]' on outlet
group '[OUTLETGROUPID]' has been reset by
user '[USERNAME]' from host '[USERIP]".

Outlet Grouping >
Outlet Group > Sensor >
Unavailable

Sensor '[OUTLETGROUPSENSOR]' of outlet
group '[OUTLETGROUPID]' has become
unavailable.

Sensor '[OUTLETGROUPSENSOR]' on
outlet group '[OUTLETGROUPID]' is
no longer unavailable; it is now
[SENSORSTATENAME].
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Outlet Grouping >
Outlet Group Created

Outlet group '[OUTLETGROUPID]' was created.

Outlet Grouping >
Outlet Group Deleted

Outlet group '[OUTLETGROUPID]' was deleted.

PDU > Controller >
Communication failed

Communication with PDU [PDUNUMBER]
controller '[CONTROLLER]' (board ID
[BOARDID]) failed

Communication with PDU
[PDUNUMBER] controller
'[CONTROLLER]' (board ID
[BOARDID]) restored

PDU > Controller >
Firmware update

PDU [PDUNUMBER] controller
'[CONTROLLER]' with board ID [BOARDID] has
started firmware update

PDU [PDUNUMBER] controller
'[CONTROLLER]" with board ID
[BOARDID] has completed firmware
update

PDU > Controller >
Incompatible

PDU [PDUNUMBER] controller
'[CONTROLLER]' with board ID [BOARDID] is
incompatible

PDU [PDUNUMBER] controller
'[CONTROLLER]' with board ID
[BOARDID] is no longer incompatible

PDU > Controller > OK

PDU [PDUNUMBER] controller
'[CONTROLLER]' with board ID [BOARDID] is
OK

PDU [PDUNUMBER] controller
'[CONTROLLER]" with board ID
[BOARDID] is no longer OK

A dip event occurred on PDU [PDUNUMBER]

Raritan.

PDU > Inlet > Dip inlet '[INLET]' for [DIPSWELLDURATION] s with E)é‘éj)r(
a minimum voltage of [DIPSWELLVOLTAGE] V.
. The dip/swell event list for PDU
:\[,)eun:|::tlit|e>arD;z/SW8“ [PDUNUMBER] inlet '[INLET]' was cleared by E)égz;
user '[USERNAME]' from host '[USERIP]'.
PDU [PDUNUMBER] inlet '[INLET]' has been | PDU [PDUNUMBER] inlet '[INLET]'
PDU > Inlet > Enabled enabled by user '[USERNAME]' from host has been disabled by user
'[USERIP]". '[USERNAME]' from host '[USERIP]'.
Sensor '[PDULINEPAIRSENSOR]' on
PDU > Inlet > Line Pair > | 25ns0 '[PDULINEPAIRSENSOR]' on line I[IFT;U[II\I’\:JLI\E/ILLI;E]E;AIL?]'[Iol\]:LPE?'?J'
'[INLETLINEPAIR]' of PDU [PDUNUMBER] inlet , T
Sensor > Above upper |, \ , S deasserted 'above upper critical' at
critical threshold [INLET]" asserted 'above upper critical' at [SENSORREADING]
[SENSORREADING] [SENSORREADINGUNIT]. [SENSORREADINGUNIT]; it is now
[SENSORSTATENAME].
Sensor '[PDULINEPAIRSENSOR]' on
PDU > Inlet > Line Pair > | 2<ns0" '[PDULINEPAIRSENSOR]' on line I[ISSU[ILTJL&LLEIE]E;A}LF:]'[mLPE[#
'[INLETLINEPAIR]' of PDU [PDUNUMBER] inlet X o
Sensor > Above upper |, \ , o deasserted 'above upper warning' at
warning threshold [INLET]' asserted 'above upper warning' at [SENSORREADING]
[SENSORREADING] [SENSORREADINGUNIT]. [SENSORREADINGUNIT]; it is now
[SENSORSTATENAME].
185
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PDU > Inlet > Line Pair >
Sensor > Below lower
critical threshold

Sensor '[PDULINEPAIRSENSOR]' on line
'[INLETLINEPAIR]' of PDU [PDUNUMBER] inlet
'[INLET]' asserted 'below lower critical' at
[SENSORREADING] [SENSORREADINGUNIT].

Sensor '[PDULINEPAIRSENSOR]' on
line '[INLETLINEPAIR]' of PDU
[PDUNUMBER] inlet '[INLET]'
deasserted 'below lower critical' at
[SENSORREADING]
[SENSORREADINGUNIT]; it is now
[SENSORSTATENAME].

PDU > Inlet > Line Pair >
Sensor > Below lower
warning threshold

Sensor '[PDULINEPAIRSENSOR]' on line
'[INLETLINEPAIR]' of PDU [PDUNUMBER] inlet
'[INLET]" asserted 'below lower warning' at
[SENSORREADING] [SENSORREADINGUNIT].

Sensor '[PDULINEPAIRSENSOR]' on
line '[INLETLINEPAIR]' of PDU
[PDUNUMBER] inlet '[INLET]'
deasserted 'below lower warning' at
[SENSORREADING]
[SENSORREADINGUNIT]; it is now
[SENSORSTATENAME].

PDU > Inlet > Line Pair >
Sensor > Unavailable

Sensor '[PDULINEPAIRSENSOR]' on line
'[INLETLINEPAIR]' of PDU [PDUNUMBER] inlet
'[INLET]' has become unavailable.

Sensor '[PDULINEPAIRSENSOR]' on
line '[INLETLINEPAIR]' of PDU
[PDUNUMBER] inlet '[INLET]' is no
longer unavailable; it is now
[SENSORSTATENAME].

A dip event occurred on pole '[INLETPOLE]' of

cleared

'[USERIP]".

PDU > Inlet > Pole > Di PDU [PDUNUMBER] inlet '[INLET]' for PX4 or
P [DIPSWELLDURATION] s with a minimum PRO4X
voltage of [DIPSWELLVOLTAGE] V.
The dip/swell event list for pole '[INLETPOLE]'
E?L;N';'Ie;vz:to:ii: of PDU [PDUNUMBER] inlet '[INLET]' was PX4 or
P. cleared by user '[USERNAME]' from host PRO4X

PDU > Inlet > Pole >
Sensor > Above upper
critical threshold

Sensor '[PDUPOLESENSOR]' on pole
'[INLETPOLE]' of PDU [PDUNUMBER] inlet
'[INLET]' asserted 'above upper critical' at
[SENSORREADING] [SENSORREADINGUNIT].

Sensor '[PDUPOLESENSOR]' on pole
'[INLETPOLE]' of PDU [PDUNUMBER]
inlet '[INLET]' deasserted 'above
upper critical' at [SENSORREADING]
[SENSORREADINGUNIT]; it is now
[SENSORSTATENAME].

PDU > Inlet > Pole >
Sensor > Above upper
warning threshold

Sensor '[PDUPOLESENSOR]' on pole
'[INLETPOLE]' of PDU [PDUNUMBER] inlet
'[INLET]' asserted 'above upper warning' at
[SENSORREADING] [SENSORREADINGUNIT].

Sensor '[PDUPOLESENSOR]' on pole
'[INLETPOLE]' of PDU [PDUNUMBER]
inlet '[INLET]' deasserted 'above
upper warning' at
[SENSORREADING]
[SENSORREADINGUNIT]; it is now
[SENSORSTATENAME].

PDU > Inlet > Pole >
Sensor > Below lower
critical threshold

186

Sensor '[PDUPOLESENSOR]' on pole
'[INLETPOLE]' of PDU [PDUNUMBER] inlet
'[INLET]" asserted 'below lower critical' at
[SENSORREADING] [SENSORREADINGUNIT].

Sensor '[PDUPOLESENSOR]' on pole
'[INLETPOLE]' of PDU [PDUNUMBER]
inlet '[INLET]' deasserted 'below
lower critical' at [SENSORREADING]
[SENSORREADINGUNIT]; it is now
[SENSORSTATENAME].
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PDU > Inlet > Pole >
Sensor > Below lower
warning threshold

Sensor '[PDUPOLESENSOR]' on pole
'[INLETPOLE]' of PDU [PDUNUMBER] inlet
'[INLET]' asserted 'below lower warning' at
[SENSORREADING] [SENSORREADINGUNIT].

Sensor '[PDUPOLESENSOR]' on pole
'[INLETPOLE]' of PDU [PDUNUMBER]
inlet '[INLET]' deasserted 'below
lower warning' at [SENSORREADING]
[SENSORREADINGUNIT]; it is now
[SENSORSTATENAME].

PDU > Inlet > Pole >
Sensor > Critical

Sensor '[PDUPOLESENSOR]' on pole
'[INLETPOLE]' of PDU [PDUNUMBER] inlet
'[INLET]' entered critical state.

Sensor '[PDUPOLESENSOR]' on pole
'[INLETPOLE]' of PDU [PDUNUMBER]
inlet '[INLET]' exited critical state; it
is now [SENSORSTATENAME].

PDU > Inlet > Pole >
Sensor > Failed

Sensor '[PDUPOLESENSOR]' on pole
'[INLETPOLE]' of PDU [PDUNUMBER] inlet
'[INLET]' entered failed state.

Sensor '[PDUPOLESENSOR]' on pole

'[INLETPOLE]' of PDU [PDUNUMBER]
inlet '[INLET]' exited failed state; it is
now [SENSORSTATENAME].

PDU > Inlet > Pole >
Sensor > Normal

Sensor '[PDUPOLESENSOR]' on pole
'[INLETPOLE]' of PDU [PDUNUMBER] inlet
'[INLET]' entered normal state.

Sensor '[PDUPOLESENSOR]' on pole

'[INLETPOLE]' of PDU [PDUNUMBER]
inlet '[INLET]' exited normal state; it
is now [SENSORSTATENAME].

PDU > Inlet > Pole >
Sensor > Self-Test

Sensor '[PDUPOLESENSOR]' on pole
'[INLETPOLE]' of PDU [PDUNUMBER] inlet
'[INLET]' started self test.

Sensor '[PDUPOLESENSOR]' on pole
'[INLETPOLE]' of PDU [PDUNUMBER]
inlet '[INLET]' finished self test; it is
now [SENSORSTATENAME].

PDU > Inlet > Pole >
Sensor > Unavailable

Sensor '[PDUPOLESENSOR]' on pole
'[INLETPOLE]' of PDU [PDUNUMBER] inlet
'[INLET]' has become unavailable.

Sensor '[PDUPOLESENSOR]' on pole
'[INLETPOLE]' of PDU [PDUNUMBER]
inlet '[INLET]" is no longer
unavailable; it is now
[SENSORSTATENAME].

PDU > Inlet > Pole >
Sensor > Warning

Sensor '[PDUPOLESENSOR]' on pole
'[INLETPOLE]' of PDU [PDUNUMBER] inlet
'[INLET]' entered warning state.

Sensor '[PDUPOLESENSOR]' on pole
'[INLETPOLE]' of PDU [PDUNUMBER]
inlet '[INLET]' exited warning state; it
is now [SENSORSTATENAME].

A swell event occurred on pole '[INLETPOLE]'

Raritan.

PDU > Inlet > Pole > of PDU [PDUNUMBER] inlet '[INLET]' for PX4 or
Swell [DIPSWELLDURATION] s with a maximum PRO4X
voltage of [DIPSWELLVOLTAGE] V.
Sensor '[INLETSENSOR]' on PDU
PDU > Inlet > Sensor > | 5€nsor 'INLETSENSOR]' on PDU [PDUNUMBER] inlet '[INLET]'
Above upper critical [PDUNUMBER] inlet '[INLET]' asserted 'above | deasserted 'above upper critical' at
threshold upper critical' at [SENSORREADING] [SENSORREADING]
[SENSORREADINGUNIT]. [SENSORREADINGUNIT]; it is now
[SENSORSTATENAME].
Sensor '[INLETSENSOR]' on PDU
PDU > Inlet > Sensor > | 5€nsor 'INLETSENSOR]' on PDU [PDUNUMBER] inlet '[INLET]'
Above upper warning [PDUNUMBER] inlet '[INLET]" asserted 'above | deasserted 'above upper warning' at
threshold upper warning' at [SENSORREADING] [SENSORREADING]
[SENSORREADINGUNIT]. [SENSORREADINGUNIT]; it is now
[SENSORSTATENAME].
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PDU > Inlet > Sensor >
Below lower critical
threshold

Sensor '[INLETSENSOR]' on PDU
[PDUNUMBER] inlet '[INLET]" asserted 'below
lower critical' at [SENSORREADING]
[SENSORREADINGUNIT].

Sensor '[INLETSENSOR]' on PDU
[PDUNUMBER] inlet '[INLET]'
deasserted 'below lower critical' at
[SENSORREADING]
[SENSORREADINGUNIT]; it is now
[SENSORSTATENAME].

PDU > Inlet > Sensor >
Below lower warning
threshold

Sensor '[INLETSENSOR]' on PDU
[PDUNUMBER] inlet '[INLET]' asserted 'below
lower warning' at [SENSORREADING]
[SENSORREADINGUNIT].

Sensor '[INLETSENSOR]' on PDU
[PDUNUMBER] inlet '[INLET]'
deasserted 'below lower warning' at
[SENSORREADING]
[SENSORREADINGUNIT]; it is now
[SENSORSTATENAME].

PDU > Inlet > Sensor >
Critical

Sensor '[INLETSENSOR]' on PDU
[PDUNUMBER] inlet '[INLET]' entered critical
state.

Sensor '[INLETSENSOR]' on PDU
[PDUNUMBER] inlet '[INLET]' exited
critical state; it is now
[SENSORSTATENAME].

PDU > Inlet > Sensor >
Failed

Sensor '[INLETSENSOR]' on PDU
[PDUNUMBER] inlet '[INLET]' entered failed
state.

Sensor '[INLETSENSOR]' on PDU
[PDUNUMBER] inlet '[INLET]' exited
failed state; it is now
[SENSORSTATENAME].

PDU > Inlet > Sensor >
Fault

Sensor '[INLETSENSOR]' on PDU
[PDUNUMBER] inlet '[INLET]' entered fault
state.

Sensor '[INLETSENSOR]' on PDU
[PDUNUMBER] inlet '[INLET]' exited
fault state; it is now
[SENSORSTATENAME].

PDU > Inlet > Sensor >
Normal

Sensor '[INLETSENSOR]' on PDU
[PDUNUMBER] inlet '[INLET]' entered normal
state.

Sensor '[INLETSENSOR]' on PDU
[PDUNUMBER] inlet '[INLET]' exited
normal state; it is now
[SENSORSTATENAME].

PDU > Inlet > Sensor >
OK

Sensor '[INLETSENSOR]' on PDU
[PDUNUMBER] inlet '[INLET]' entered OK
state.

Sensor '[INLETSENSOR]' on PDU
[PDUNUMBER] inlet '[INLET]" exited
OK state; it is now
[SENSORSTATENAME].

PDU > Inlet > Sensor >
Reset

Sensor '[INLETSENSOR]' on PDU
[PDUNUMBER] inlet '[INLET]' has been reset
by user '[USERNAME]' from host '[USERIP]'.

PDU > Inlet > Sensor >
Self-Test

Sensor '[INLETSENSOR]' on PDU
[PDUNUMBER] inlet '[INLET]' started self test.

Sensor '[INLETSENSOR]' on PDU
[PDUNUMBER] inlet '[INLET]'
finished self test; it is now
[SENSORSTATENAME].

PDU > Inlet > Sensor >
Unavailable

Sensor '[INLETSENSOR]' on PDU
[PDUNUMBER] inlet '[INLET]' has become
unavailable.

Sensor '[INLETSENSOR]' on PDU
[PDUNUMBER] inlet '[INLET]' is no
longer unavailable; it is now
[SENSORSTATENAME].

PDU > Inlet > Sensor >
Warning

Sensor '[INLETSENSOR]' on PDU
[PDUNUMBER] inlet '[INLET]' entered warning
state.

Sensor '[INLETSENSOR]' on PDU
[PDUNUMBER] inlet '[INLET]' exited
warning state; it is now
[SENSORSTATENAME].

Raritan.
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A swell event occurred on PDU [PDUNUMBER]

Raritan.

PDU > Inlet > Swell inlet '[INLET]' for [DIPSWELLDURATION] s with E)égz;
a maximum voltage of [DIPSWELLVOLTAGE] V.
. PDU [PDUNUMBER] placed in Load Shedding | PDU [PDUNUMBER] removed from
:ggtzdmad Shedding > Mode by user '[USERNAME]' from host Load Shedding Mode by user
'[USERIP]". '[USERNAME]' from host '[USERIP]".
Sensor '[PDUPOLESENSOR]' on pole
'[OUTLETPOLE]' of PDU
Sensor '[PDUPOLESENSOR]' on pole \ ,
PDU > Outlet > Pole > [OUTLETPOLE]' of PDU [PDUNUMBER] outlet [PDUNUMB'ER] outlet [OU'I.'L.ET]'
Sensor > Above upper |, , , T deasserted 'above upper critical' at
critical threshold [OUTLET]" asserted 'above upper critical' at [SENSORREADING]
[SENSORREADING] [SENSORREADINGUNIT]. [SENSORREADINGUNIT]; it is now
[SENSORSTATENAME].
Sensor '[PDUPOLESENSOR]' on pole
'[OUTLETPOLE]' of PDU
Sensor '[PDUPOLESENSOR]' on pole , ,
PDU > Outlet > Pole > '[OUTLETPOLE]' of PDU [PDUNUMBER] outlet [PDUNUMB‘ER] outlet [OUTLET] .
Sensor > Above upper |, , , o deasserted 'above upper warning' at
. [OUTLET]' asserted 'above upper warning' at
warning threshold [SENSORREADING] [SENSORREADINGUNIT], | DENSORREADING]
) [SENSORREADINGUNIT]; it is now
[SENSORSTATENAME].
Sensor '[PDUPOLESENSOR]' on pole
| \ '[OUTLETPOLE]' of PDU
Sensor '[PDUPOLESENSOR]' on pole \ ,
PDU > Outlet > Pole > {OUTLETPOLE]' of PDU [PDUNUMBER] outlet [PDUNUMB|ER] outlet [OUTITET]I
Sensor > Below lower , , , L deasserted 'below lower critical' at
critical threshold [OUTLET]' asserted 'below lower critical' at [SENSORREADING]
[SENSORREADING] [SENSORREADINGUNIT]. [SENSORREADINGUNIT]; it is now
[SENSORSTATENAME].
Sensor '[PDUPOLESENSOR]' on pole
'[OUTLETPOLE]' of PDU
Sensor '[PDUPOLESENSOR]' on pole \ ,
PDU > Outlet > Pole > '[OUTLETPOLE]' of PDU [PDUNUMBER] outlet [PDUNUMB‘ER] outlet [OUTLET] '
Sensor > Below lower , , , . deasserted 'below lower warning' at
warning threshold [OUTLET]" asserted 'below lower warning' at [SENSORREADING]
[SENSORREADING] [SENSORREADINGUNIT]. [SENSORREADINGUNIT]; it is now
[SENSORSTATENAME].
Sensor '[PDUPOLESENSOR]' on pole
Sensor '[PDUPOLESENSOR]' on pole '[OUTLETPOLE]' of PDU
:5;1;2“5':;;::;‘7: '[OUTLETPOLE]' of PDU [PDUNUMBER] outlet | [PDUNUMBER] outlet '[OUTLET]' is
'[OUTLET]' has become unavailable. no longer unavailable; it is now
[SENSORSTATENAME].
PDU [PDUNUMBER] outlet '[OUTLET]' power
:53;&“;5\;::‘:&; cycle initiated by user [USERNAME]' from
Y host '[USERIP]".
PDU > Outlet > power | PPU [PDUNUMBER] outlet| [OUTLET] h:—:\s
control > Powered off been powered off by user '[USERNAME]' from
host '[USERIP]'.
PDU > Outlet > Power | PPY [PDUNUMBER] outlet' [OUTLET] h?s
control > Powered on been powered on by user '[USERNAME]' from
host '[USERIP]".
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PDU > Outlet > Sensor >
Above upper critical
threshold

Sensor '[OUTLETSENSOR]' on PDU
[PDUNUMBER] outlet '[OUTLET]" asserted
'above upper critical' at [SENSORREADING]
[SENSORREADINGUNIT].

Sensor '[OUTLETSENSOR]' on PDU
[PDUNUMBER] outlet '[OUTLET]'
deasserted 'above upper critical' at
[SENSORREADING]
[SENSORREADINGUNIT]; it is now
[SENSORSTATENAME].

PDU > Outlet > Sensor >
Above upper warning
threshold

Sensor '[OUTLETSENSOR]' on PDU
[PDUNUMBER] outlet '[OUTLET]' asserted
'above upper warning' at [SENSORREADING]
[SENSORREADINGUNIT].

Sensor '[OUTLETSENSOR]' on PDU
[PDUNUMBER] outlet '[OUTLET]'
deasserted 'above upper warning' at
[SENSORREADING]
[SENSORREADINGUNIT]; it is now
[SENSORSTATENAME].

PDU > Outlet > Sensor >
Below lower critical
threshold

Sensor '[OUTLETSENSOR]' on PDU
[PDUNUMBER] outlet '[OUTLET]' asserted
'below lower critical' at [SENSORREADING]
[SENSORREADINGUNIT].

Sensor '[OUTLETSENSOR]' on PDU
[PDUNUMBER] outlet '[OUTLET]'
deasserted 'below lower critical' at
[SENSORREADING]
[SENSORREADINGUNIT]; it is now
[SENSORSTATENAME].

PDU > Outlet > Sensor >
Below lower warning
threshold

Sensor '[OUTLETSENSOR]' on PDU
[PDUNUMBER] outlet '[OUTLET]' asserted
'below lower warning' at [SENSORREADING]
[SENSORREADINGUNIT].

Sensor '[OUTLETSENSOR]' on PDU
[PDUNUMBER] outlet '[OUTLET]'
deasserted 'below lower warning' at
[SENSORREADING]
[SENSORREADINGUNIT]; it is now
[SENSORSTATENAME].

PDU > Outlet > Sensor >
On

PDU [PDUNUMBER] outlet '[OUTLET]' state
sensor changed to on.

PDU [PDUNUMBER] outlet
'[OUTLET]' state sensor is no longer
on; it is now [SENSORSTATENAME].

PDU > Outlet > Sensor >
Reset

Sensor '[OUTLETSENSOR]' on outlet
'[OUTLET]' has been reset by user
'[USERNAME]' from host '[USERIP]'.

PDU > Outlet > Sensor >
Unavailable

Sensor '[OUTLETSENSOR]' on PDU
[PDUNUMBER] outlet '[OUTLET]' has become
unavailable.

Sensor '[OUTLETSENSOR]' on PDU
[PDUNUMBER] outlet '[OUTLET]' is
no longer unavailable; it is now
[SENSORSTATENAME].

PDU > Outlet >
Suspended

PDU [PDUNUMBER] outlet '[OUTLET]' was
suspended after being suspected of having
caused an OCP trip event.

PDU > Overcurrent
Protector > Sensor >
Above upper critical
threshold

Sensor '[OCPSENSOR]' on PDU [PDUNUMBER]
overcurrent protector '[OCP]' asserted 'above
upper critical' at [SENSORREADING]
[SENSORREADINGUNIT].

Sensor '[OCPSENSOR]' on PDU
[PDUNUMBER] overcurrent
protector '[OCP]' deasserted 'above
upper critical' at [SENSORREADING]
[SENSORREADINGUNIT]; it is now
[SENSORSTATENAME].

Raritan.
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PDU > Overcurrent
Protector > Sensor >
Above upper warning
threshold

Sensor '[OCPSENSOR]' on PDU [PDUNUMBER]
overcurrent protector '[OCP]' asserted 'above
upper warning' at [SENSORREADING]
[SENSORREADINGUNIT].

Sensor '[OCPSENSOR]' on PDU
[PDUNUMBER] overcurrent
protector '[OCP]' deasserted 'above
upper warning' at
[SENSORREADING]
[SENSORREADINGUNIT]; it is now
[SENSORSTATENAME].

PDU > Overcurrent
Protector > Sensor >
Below lower critical
threshold

Sensor '[OCPSENSOR]' on PDU [PDUNUMBER]
overcurrent protector '[OCP]' asserted 'below
lower critical' at [SENSORREADING]
[SENSORREADINGUNIT].

Sensor '[OCPSENSOR]' on PDU
[PDUNUMBER] overcurrent
protector '[OCP]' deasserted 'below
lower critical' at [SENSORREADING]
[SENSORREADINGUNIT]; it is now
[SENSORSTATENAME].

PDU > Overcurrent
Protector > Sensor >
Below lower warning
threshold

Sensor '[OCPSENSOR]' on PDU [PDUNUMBER]
overcurrent protector '[OCP]' asserted 'below
lower warning' at [SENSORREADING]
[SENSORREADINGUNIT].

Sensor '[OCPSENSOR]' on PDU
[PDUNUMBER] overcurrent
protector '[OCP]' deasserted 'below
lower warning' at [SENSORREADING]
[SENSORREADINGUNIT]; it is now
[SENSORSTATENAME].

PDU > Overcurrent
Protector > Sensor >
Critical

Sensor '[OCPSENSOR]' on PDU [PDUNUMBER]
overcurrent protector '[OCP]' entered critical
state.

Sensor '[OCPSENSOR]' on PDU
[PDUNUMBER] overcurrent
protector '[OCP]' exited critical state;
it is now [SENSORSTATENAME].

PDU > Overcurrent
Protector > Sensor >
Failed

Sensor '[OCPSENSOR]' on PDU [PDUNUMBER]
overcurrent protector '[OCP]' entered failed
state.

Sensor '[OCPSENSOR]' on PDU
[PDUNUMBER] overcurrent
protector '[OCP]' exited failed state;
it is now [SENSORSTATENAME].

PDU > Overcurrent
Protector > Sensor >
Normal

Sensor '[OCPSENSOR]' on PDU [PDUNUMBER]
overcurrent protector '[OCP]' entered normal
state.

Sensor '[OCPSENSOR]' on PDU
[PDUNUMBER] overcurrent
protector '[OCP]' exited normal
state; it is now
[SENSORSTATENAME].

PDU > Overcurrent
Protector > Sensor >
Open

Sensor '[OCPSENSOR]' on PDU [PDUNUMBER]
overcurrent protector '[OCP]' is open.
[OCPTRIPCAUSEINFOQ]

Sensor '[OCPSENSOR]' on PDU
[PDUNUMBER] overcurrent
protector '[OCP]' is no longer open;
it is now [SENSORSTATENAME].

PDU > Overcurrent
Protector > Sensor >
Self-Test

Sensor '[OCPSENSOR]' on PDU [PDUNUMBER]
overcurrent protector '[OCP]' started self test.

Sensor '[OCPSENSOR]' on PDU
[PDUNUMBER] overcurrent
protector '[OCP]' finished self test; it
is now [SENSORSTATENAME].

PDU > Overcurrent
Protector > Sensor >
Unavailable

Raritan.
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Sensor '[OCPSENSOR]' on PDU [PDUNUMBER]
overcurrent protector '[OCP]' has become
unavailable.

Sensor '[OCPSENSOR]' on PDU
[PDUNUMBER] overcurrent
protector '[OCP]' is no longer
unavailable; it is now
[SENSORSTATENAME].

191



Sensor '[OCPSENSOR]' on PDU
[PDUNUMBER] overcurrent
protector '[OCP]' exited warning

PDU > Overcurrent
Protector > Sensor >

Sensor '[OCPSENSOR]' on PDU [PDUNUMBER]
overcurrent protector '[OCP]' entered warning

Warning

state.

state; it is now
[SENSORSTATENAME].

PDU > Sensor > Above
upper critical threshold

PDU [PDUNUMBER] sensor '[PDUSENSOR]'
asserted 'above upper critical' at
[SENSORREADING] [SENSORREADINGUNIT].

PDU [PDUNUMBER] sensor
'[PDUSENSOR]' deasserted 'above
upper critical' at [SENSORREADING]
[SENSORREADINGUNIT]; it is now
[SENSORSTATENAME].

PDU > Sensor > Above
upper warning
threshold

PDU [PDUNUMBER] sensor '[PDUSENSOR]'
asserted 'above upper warning' at
[SENSORREADING] [SENSORREADINGUNIT].

PDU [PDUNUMBER] sensor
'[PDUSENSOR]' deasserted 'above
upper warning' at
[SENSORREADING]
[SENSORREADINGUNIT]; it is now
[SENSORSTATENAME].

PDU > Sensor > Below
lower critical threshold

PDU [PDUNUMBER] sensor '[PDUSENSOR]'
asserted 'below lower critical' at
[SENSORREADING] [SENSORREADINGUNIT].

PDU [PDUNUMBER] sensor
'[PDUSENSOR]' deasserted 'below
lower critical' at [SENSORREADING]
[SENSORREADINGUNIT]; it is now
[SENSORSTATENAME].

PDU > Sensor > Below
lower warning
threshold

PDU [PDUNUMBER] sensor '[PDUSENSOR]'
asserted 'below lower warning' at
[SENSORREADING] [SENSORREADINGUNIT].

PDU [PDUNUMBER] sensor
'[PDUSENSOR]' deasserted 'below
lower warning' at [SENSORREADING]
[SENSORREADINGUNIT]; it is now
[SENSORSTATENAME].

PDU > Sensor > Fault

PDU [PDUNUMBER] sensor '[PDUSENSOR]'
entered fault state.

PDU [PDUNUMBER] sensor
'[PDUSENSOR]' exited fault state; it
is now [SENSORSTATENAME].

PDU > Sensor > Reset

PDU [PDUNUMBER] sensor '[PDUSENSOR]'
has been reset by user '[USERNAME]' from
host '[USERIP]".

PDU > Sensor >

PDU [PDUNUMBER] sensor '[PDUSENSOR]'

PDU [PDUNUMBER] sensor
'[PDUSENSOR]" is no longer

Unavailable has become unavailable. unavailable; it is now
[SENSORSTATENAME].
Active inlet on PDU [PDUNUMBER] transfer
PDU > Transfer Switch > | switch '[TRANSFERSWITCH]' changed to Transfer
Active inlet changed '[ACTIVEINLET]' due to switch
[TRANSFERSWITCHREASON].
Sensor '[TRANSFERSWITCHSENSOR]'
Sensor '[TRANSFERSWITCHSENSOR]' on PDU | on PDU [PDUNUMBER] transfer
PDU > Transfer Switch > | [PDUNUMBER] transfer switch switch '[TRANSFERSWITCH]' Transfer
Sensor > Above upper | '[TRANSFERSWITCH]' asserted 'above upper deasserted 'above upper critical' at switch

critical threshold

critical' at [SENSORREADING]
[SENSORREADINGUNIT].

[SENSORREADING]
[SENSORREADINGUNIT]; it is now
[SENSORSTATENAME].

Raritan.
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PDU > Transfer Switch >

Sensor '[TRANSFERSWITCHSENSOR]' on PDU
[PDUNUMBER] transfer switch

Sensor '[TRANSFERSWITCHSENSOR]'
on PDU [PDUNUMBER] transfer
switch '[TRANSFERSWITCH]'

Raritan.

Sensor > Above upper | '[TRANSFERSWITCH]' asserted 'above upper deasserted 'above upper warning' at I\:jizcs:]er
warning threshold warning' at [SENSORREADING] [SENSORREADING]
[SENSORREADINGUNIT]. [SENSORREADINGUNIT]; it is now
[SENSORSTATENAME].
Sensor '[TRANSFERSWITCHSENSOR]'
Sensor '[TRANSFERSWITCHSENSOR]' on PDU | on PDU [PDUNUMBER] transfer
PDU > Transfer Switch > | [PDUNUMBER] transfer switch switch '[TRANSFERSWITCH]' Transfer
Sensor > Below lower '[TRANSFERSWITCH]' asserted 'below lower deasserted 'below lower critical' at switch
critical threshold critical' at [SENSORREADING] [SENSORREADING]
[SENSORREADINGUNIT]. [SENSORREADINGUNIT]; it is now
[SENSORSTATENAME].
Sensor '[TRANSFERSWITCHSENSOR]'
Sensor '[TRANSFERSWITCHSENSOR]' on PDU | on PDU [PDUNUMBER] transfer
PDU > Transfer Switch > | [PDUNUMBER] transfer switch switch '[TRANSFERSWITCH]' Transfer
Sensor > Below lower '[TRANSFERSWITCH]' asserted 'below lower deasserted 'below lower warning' at switch
warning threshold warning' at [SENSORREADING] [SENSORREADING]
[SENSORREADINGUNIT]. [SENSORREADINGUNIT]; it is now
[SENSORSTATENAME].
. Sensor '[TRANSFERSWITCHSENSOR]' on DU | 2SnSO" '[TRANSFERSWITCHSENSOR]
PDU > Transfer Switch > . on PDU [PDUNUMBER] transfer Transfer
Sensor > Fault [PDUNUMBER] transfer switch switch '[TRANSFERSWITCH]' is switch
[TRANSFERSWITCH]' is [SENSORSTATENAME]. [SENSORSTATENAME].
Operational state of PDU
PDU > Transfer Switch > | Operational state of PDU [PDUNUMBER] [PDUNUMBER] transfer switch Transfer
Sensor > Non- transfer switch '[TRANSFERSWITCH]' is now '[TRANSFERSWITCH]' is no longer switch
redundant non-redundant. non-redundant; it is now
[SENSORSTATENAME].
Operational state of PDU
. Operational state of PDU [PDUNUMBER] [PDUNUMBER] transfer switch
PDU >Transfer Switch > | - ¢t switch '[TRANSFERSWITCH]' is now | '[TRANSFERSWITCH]' is no longer | "21fe"
Sensor > Normal . switch
normal. normal; it is now
[SENSORSTATENAME].
. Operational state of PDU
PDU > Transfer Switch > 'E)rgﬁg?:roswiltia?;';fAPNZIL:JE[I:S[\)/t/JI"\II':ZJm 'Bi?i]ow [PDUNUMBER] transfer switch Transfer
Sensor > Off off '[TRANSFERSWITCH]' is no longer switch
’ off; it is now [SENSORSTATENAME].
Sensor '[TRANSFERSWITCHSENSOR]'
. Sensor '[TRANSFERSWITCHSENSOR]' on PDU on PDU [PDUNUMBER] transfer
zgr:i;tagj:e;fss‘”xh ” | [PDUNUMBER] transfer switch switch '[TRANSFERSWITCH]' is no I\Ti:cslzer
y '[TRANSFERSWITCH]' is out of sync. longer out of sync; it is now
[SENSORSTATENAME].
Operational state of PDU
. Operational state of PDU [PDUNUMBER] [PDUNUMBER] transfer switch
PDU > Transfer Switch > | | cco - cwitch '[TRANSFERSWITCH]' is now | '[TRANSFERSWITCH]'is no longer | " 2nser
Sensor > Standby . switch
standby. standby; it is now
[SENSORSTATENAME].
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Sensor '[TRANSFERSWITCHSENSOR]' on PDU

Sensor '[TRANSFERSWITCHSENSOR]'
on PDU [PDUNUMBER] transfer

EeDri:rT:aJrf;i;ﬁ‘:JZh > | [PDUNUMBER] transfer switch switch '[TRANSFERSWITCH]' is no :\r,ji't’ier
'[TRANSFERSWITCH]' has become unavailable. | longer unavailable; it is now
[SENSORSTATENAME].
Port Fuse > Tripped Fuse of [FORMATTEDEXTPORT] is Fuse of [FORMATTEDEXTPORT] is
[FUSESTATENAME]. [FUSESTATENAME].
Sensor '[PDUPOLESENSOR]' on pole
Power Metering Sensor '[PDUPOLESENSOR]' on pole '[CIRCUITPOLE]' of panel
Controller > Power '[CIRCUITPOLE]' of panel '[POWERMETER]' '[POWERMETER]' circuit '[CIRCUIT]' BCM2 /
Meter > Circuit > Pole > | circuit '[CIRCUIT]" asserted 'above upper deasserted 'above upper critical' at PMC
Sensor > Above upper | critical' at [SENSORREADING] [SENSORREADING]
critical threshold [SENSORREADINGUNIT]. [SENSORREADINGUNIT]; it is now
[SENSORSTATENAME].
Sensor '[PDUPOLESENSOR]' on pole
Power Metering Sensor '[PDUPOLESENSOR]' on pole '[CIRCUITPOLE]' of panel
Controller > Power '[CIRCUITPOLE]' of panel '[POWERMETER]' '[POWERMETER]' circuit '[CIRCUIT]' BCM2 /
Meter > Circuit > Pole > | circuit '[CIRCUIT]' asserted 'above upper deasserted 'above upper warning' at PMC
Sensor > Above upper | warning' at [SENSORREADING] [SENSORREADING]
warning threshold [SENSORREADINGUNIT]. [SENSORREADINGUNIT]; it is now
[SENSORSTATENAME].
Sensor '[PDUPOLESENSOR]' on pole
Power Metering Sensor '[PDUPOLESENSOR]' on pole '[CIRCUITPOLE]' of panel
Controller > Power '[CIRCUITPOLE]' of panel '[POWERMETER]' '[POWERMETER]' circuit '[CIRCUIT]'
L - . BCM2 /
Meter > Circuit > Pole > | circuit '[CIRCUIT]' asserted 'below lower deasserted 'below lower critical' at PMC
Sensor > Below lower critical' at [SENSORREADING] [SENSORREADING]
critical threshold [SENSORREADINGUNIT]. [SENSORREADINGUNIT]; it is now
[SENSORSTATENAME].
Sensor '[PDUPOLESENSOR]' on pole
Power Metering Sensor '[PDUPOLESENSOR]' on pole '[CIRCUITPOLE]' of panel
Controller > Power '[CIRCUITPOLE]' of panel '[POWERMETER]' '[POWERMETER]' circuit '[CIRCUIT]' BCM2 /
Meter > Circuit > Pole > | circuit '[CIRCUIT]' asserted 'below lower deasserted 'below lower warning' at PMC
Sensor > Below lower warning' at [SENSORREADING] [SENSORREADING]
warning threshold [SENSORREADINGUNIT]. [SENSORREADINGUNIT]; it is now
[SENSORSTATENAME].
Power Metering Sensor '[PDUPOLESENSOR]' on pole
Controller > Power Sensor '[PDUPOLESENSOR]' on pole '[CIRCUITPOLE]' of panel BCM2 /
o '[CIRCUITPOLE]' of panel '[POWERMETER]' '[POWERMETER]' circuit '[CIRCUIT]'
Meter > Circuit>Pole> | =~ j . . . o PMC
Sensor > Unavailable circuit '[CIRCUIT]" has become unavailable. is no longer unavailable; it is now
[SENSORSTATENAME].
Power Metering Sensor '[CIRCUITSE!VSQR]' on panel
Controller > Power Sensor '[CIRCUITSENSOR]' on panel '[POWERMETER]' circuit '[CIRCUIT]'
Meter > Circuit > Sensor '[POWERMETER]' circuit '[CIRCUIT]" asserted deasserted 'above upper critical' at | BCM2 /
'above upper critical' at [SENSORREADING] [SENSORREADING] PMC

> Above upper critical
threshold

[SENSORREADINGUNIT].

[SENSORREADINGUNIT]; it is now
[SENSORSTATENAME].
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Power Metering
Controller > Power

Sensor '[CIRCUITSENSOR]' on panel

Sensor '[CIRCUITSENSOR]' on panel
'[POWERMETER]' circuit '[CIRCUIT]'

Raritan.

Meter > Circuit > Sensor '[POWERMETER]' circuit '[CIRCUIT]" asserted deasserted 'above upper warning' at | BCM2 /
. 'above upper warning' at [SENSORREADING] [SENSORREADING] PMC
> Above upper warning .
threshold [SENSORREADINGUNIT]. [SENSORREADINGUNIT]; it is now
[SENSORSTATENAME].
Power Metering Sensor '[CIRCUITSENSOR]' on panel
Controller > Power Sensor '[CIRCUITSENSOR]' on panel '[POWERMETER]' circuit '[CIRCUIT]'
Meter > Circuit > Sensor '[POWERMETER]' circuit '[CIRCUIT]" asserted deasserted 'below lower critical'at | BCM2 /
> Below lower critical 'below lower critical' at [SENSORREADING] [SENSORREADING] PMC
threshold [SENSORREADINGUNIT]. [SENSORREADINGUNIT]; it is now
[SENSORSTATENAME].
Power Metering Sensor '[CIRCUITSENSOR]' on panel
Controller > Power Sensor '[CIRCUITSENSOR]' on panel '[POWERMETER]' circuit '[CIRCUIT]'
Meter > Circuit > Sensor '[POWERMETER]' circuit '[CIRCUIT]" asserted deasserted 'below lower warning' at | BCM2 /
> Below lower warning 'below lower warning' at [SENSORREADING] [SENSORREADING] PMC
threshold [SENSORREADINGUNIT]. [SENSORREADINGUNIT]; it is now
[SENSORSTATENAME].
Power Metering Sensor '[CIRCUITSENSOR]' on panel
Controller > Power '[POWERMETER]' circuit '[CIRCUIT]" has been BCM2 /
Meter > Circuit > Sensor | reset by user '[USERNAME]' from host PMC
> Reset '[USERIP]'.
Power Metering , , Sensor '[CIRCUITSENSOR]' on panel
Controller > Power sensor '[CIRCUITSENSOR]' on panel '[POWERMETER]' circuit '[CIRCUIT]' | BCM2 /
L [POWERMETER]' circuit '[CIRCUIT]' has . . o
Meter > Circuit > Sensor become unavailable. is no longer unavailable; it is now PMC
> Unavailable [SENSORSTATENAME].
Power Metering . , , ,
Controller > Power Circuit '[CIRCUIT]' on panel '[POWERMETER] BCM2 /
Meter > Circuit Created | " created. PMC
Power Metering Circuit '[CIRCUIT]' on panel '[POWERMETER]' BCM2 /
Controller > Power
Meter > Circuit Deleted |V deleted. PMC
Power Metering
Controller > Power Circuit '[CIRCUIT]' on panel '[POWERMETER]' BCM2 /
Meter > Circuit was modified. PMC
Modified
Sensor '[PDUPOLESENSOR]' on pole
Power Metering Sensor '[PDUPOLESENSOR]' on pole '[POWERMETERPOLE]' of power
Controller > Power '[POWERMETERPOLE]' of power meter meter '[POWERMETER]' deasserted BCM2 /
Meter > Pole > Sensor > | '[POWERMETER]' asserted 'above upper 'above upper critical' at PMC
Above upper critical critical' at [SENSORREADING] [SENSORREADING]
threshold [SENSORREADINGUNIT]. [SENSORREADINGUNIT]; it is now
[SENSORSTATENAME].
195
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Power Metering
Controller > Power

Sensor '[PDUPOLESENSOR]' on pole
'[POWERMETERPOLE]' of power meter

Sensor '[PDUPOLESENSOR]' on pole
'[POWERMETERPOLE]' of power
meter '[POWERMETER]' deasserted

Meter > Pole > Sensor > | '[POWERMETER]' asserted 'above upper 'above upper warning' at Efﬂl\gz /
Above upper warning warning' at [SENSORREADING] [SENSORREADING]
threshold [SENSORREADINGUNIT]. [SENSORREADINGUNIT]; it is now
[SENSORSTATENAME].
Sensor '[PDUPOLESENSOR]' on pole
Power Metering Sensor '[PDUPOLESENSOR]' on pole '[POWERMETERPOLE]' of power
Controller > Power '[POWERMETERPOLE]' of power meter meter '[POWERMETER]' deasserted BCM2 /
Meter > Pole > Sensor > | '[POWERMETER]' asserted 'below lower 'below lower critical' at PMC
Below lower critical critical' at [SENSORREADING] [SENSORREADING]
threshold [SENSORREADINGUNIT]. [SENSORREADINGUNIT]; it is now
[SENSORSTATENAME].
Sensor '[PDUPOLESENSOR]' on pole
Power Metering Sensor '[PDUPOLESENSOR]' on pole '[POWERMETERPOLE]' of power
Controller > Power '[POWERMETERPOLE]' of power meter meter '[POWERMETER]' deasserted BCM2 /
Meter > Pole > Sensor > | '[POWERMETER]' asserted 'below lower 'below lower warning' at PMC
Below lower warning warning' at [SENSORREADING] [SENSORREADING]
threshold [SENSORREADINGUNIT]. [SENSORREADINGUNIT]; it is now
[SENSORSTATENAME].
Power Metering Sensor '[PDUPOLESENSOR]' on pole
Controller > Power Sensor '[PDUPOLESENSOR]' on pole '[POWERMETERPOLE]' of power BCM2 /
Meter > Pole > Sensor > '[POWERMETERPOLE]' of power meter meter '[POWERMETER]" is no longer PMC
Unavailable '[POWERMETER]' has become unavailable. unavailable; it is now
[SENSORSTATENAME].
Sensor '[POWERMETERSENSOR]' on
Power Metering Sensor '[POWERMETERSENSOR]' on power power meter '[POWERMETER]'
Controller > Power meter '[POWERMETER]' asserted 'above deasserted 'above upper critical' at | BCM2 /
Meter > Sensor > Above | upper critical' at [SENSORREADING] [SENSORREADING] PMC
upper critical threshold | [SENSORREADINGUNIT]. [SENSORREADINGUNIT]; it is now
[SENSORSTATENAME].
Power Metering Sensor '[POWERMETERSENSOR]' on
Controller > Power Sensor '[POWERMETERSENSOR]' on power power meter '[POWERMETER]'
meter '[POWERMETER]' asserted 'above deasserted 'above upper warning' at | BCM2 /
Meter > Sensor > Above o
upper warning upper warning' at [SENSORREADING] [SENSORREADING] N PMC
threshold [SENSORREADINGUNIT]. [SENSORREADINGUNIT]; it is now
[SENSORSTATENAME].
Sensor '[POWERMETERSENSOR]' on
Power Metering Sensor '[POWERMETERSENSOR]' on power power meter '[POWERMETER]'
Controller > Power meter '[POWERMETER]' asserted 'below lower | deasserted 'below lower critical' at | BCM2 /
Meter > Sensor > Below | critical' at [SENSORREADING] [SENSORREADING] PMC
lower critical threshold | [SENSORREADINGUNIT]. [SENSORREADINGUNIT]; it is now
[SENSORSTATENAME].
Power Metering Sensor '[POWERMETERSENSOR]' on
Controller > Power Sensor '[POWERMETERSENSOR]' on power power meter '[POWERMETER]'
Meter > Sensor > Below meter '[POWERMETER]' asserted 'below lower | deasserted 'below lower warning' at | BCM2 /
warning' at [SENSORREADING] [SENSORREADING] PMC

lower warning
threshold

[SENSORREADINGUNIT].

[SENSORREADINGUNIT]; it is now
[SENSORSTATENAME].
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Power Metering

Sensor '[POWERMETERSENSOR]' on power

Raritan.

Controller > Power meter '[POWERMETER]' has been reset by EEA'\QZ/
Meter > Sensor > Reset | user '[USERNAME]' from host '[USERIP]'".
Power Metering Sensor '[POWERMETERSENSOR]' on power Sensor [POWIERMETERSENSO}?]' on
Controller > Power , ) power meter '[POWERMETER]"isno |BCM2 /
meter '[POWERMETER]' has become . o
Meter > Sensor > unavailable longer unavailable; it is now PMC
Unavailable ’ [SENSORSTATENAME].
Power Metering BCM2 /
Controller > Power Power meter '[POWERMETER]' was created.
PMC
Meter Created
Power Metering BCM2 /
Controller > Power Power meter '[POWERMETER]' was deleted.
PMC
Meter Deleted
Power Metering BCM2 /
Controller > Power Power meter '[POWERMETER]' was modified.
- PMC
Meter Modified
Server Monitoring > Error monitoring server '[MONITOREDHOST]": BCM2 /
Error [ERRORDESC] PMC
Server Monitoring > Server '[MONITOREDHOST]' is now being Server '[MONITOREDHOST]" is no BCM2 /
Monitored monitored. longer being monitored. PMC
Server Monitoring > Power control operation for BCM2 /
Power control '[MONITOREDHOST]' finished with result: PMC
completed [SERVERPOWERRESULT]
Server Monitoring > User [FJSERN%ME] initiated a povsller control BCM2 /
Power control initiated operation for '[MONITOREDHOST]": PMC
[SERVERPOWEROPERATION]
Server Monitoring > Server '[MONITOREDHOST]' is unreachable. Server '[MONITOREDHOST]' is BCM2 /
Unreachable reachable. PMC
Server Monitoring > Connection to server '[MONITOREDHOST]' BCM2 /
Unrecoverable could not be restored. PMC
A test event was triggered by user
Test > Test Event '[USERNAME]".
Timer Event > Occurred | Timer event '[EVENTRULENAME]' occurred.
User Activity > Use'r User '[USERNAME]' from host '[USERIP]' IUser [USIERNAME] from hos_t
accepted the Restricted . . [USERIP]' declined the Restricted
. accepted the Restricted Service Agreement. .
Service Agreement Service Agreement.
User Activity > Authentication failed for user '[USERNAME]'
Authentication failure from host '[USERIP]'.
User Activity > User User '[USERNAME]' from host '[USERIP]' User '[USERNAME]' from host
logon state logged in. '[USERIP]' logged out.
197
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User Activity > Session
timeout

Session of user '[USERNAME]' from host
'[USERIP]' timed out.

User Activity > User
blocked

User '[USERNAME]' from host '[USERIP]' was
blocked.

User Administration >
Password changed

Password of user '[UMTARGETUSER]' changed
by user '[USERNAME]' from host '[USERIP]'.

User Administration >
Password settings
changed

Password settings changed by user
'[USERNAME]' from host '[USERIP]".

User Administration >
Role added

Role '[UMTARGETROLE]' added by user
'[USERNAME]' from host '[USERIP]'.

User Administration >
Role deleted

Role '[UMTARGETROLE]' deleted by user
'[USERNAME]' from host '[USERIP]'.

User Administration >
Role modified

Role '[UMTARGETROLE]"' modified by user
'[USERNAME]' from host '[USERIP]".

User Administration >
User added

User [UMTARGETUSER]' added by user
'[USERNAME]' from host '[USERIP]'.

User Administration >
User deleted

User [UMTARGETUSER]' deleted by user
'[USERNAME]' from host '[USERIP]'.

User Administration >
User modified

User '[UMTARGETUSER]' modified by user
'[USERNAME]' from host '[USERIP]'.

User Administration >
User renamed

User '[UMTARGETUSER]' renamed to
'[INEWUMTARGETUSER]' by user
'[USERNAME]' from host '[USERIP]".

Webcam Management
> Image upload started

A snapshot upload of webcam
'[WEBCAMNAME]' to folder
[WEBCAMSNAPSHOTFOLDERURL] was started.

Webcam Management
> Webcam attached

Webcam '[WEBCAMNAME]'
('[WEBCAMMODEL]') added to port
'[WEBCAMUSBPORT]'.

Webcam Management
> Webcam detached

Webcam '[WEBCAMNAME]'
('WEBCAMMODEL]') removed from port
'[WEBCAMUSBPORT]'.

Webcam Management
> Webcam settings
changed

Webcam '[WEBCAMNAME]' settings changed
by user '[USERNAME]'

Available Actions

There are several built-in actions, which cannot be deleted. You can create additional actions for

responding to different events.
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Some actions have messages that you can customize using placeholders that will populate with specific
information when the message is generated. Custom messages with placeholders can be used in these

actions: Log event message, Send SMS, Send email (subject+body), Send webcam image (subject+body).

» To test an action:

Click the Test button next to the Action. The action is triggered and you can verify it.

Actions & Naw Action
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» Built-in actions:

System Event Log Action:
This action records the selected event in the internal log when the event occurs.
System SNMP Notification Action:

This action sends SNMP notifications to one or multiple IP addresses after the selected
event occurs.

Note: No IP addresses are specified for this notification action by default so you must enter IP
addresses before applying this action to any event rule. Any changes made to the 'SNMP
Notifications' section on the SNMP page will update the settings of the System SNMP Notification
Action, and vice versa.

System Tamper Alarm:

This action causes the SRC to show the alarm for the tamper sensor, if any, on the
Dashboard page until a person acknowledges it. By default, this action has been assigned
to the built-in tamper detection event rules.

» Actions you can create:

1.
2.

Choose Device Settings > Event Rules > New Action.

Click the Action field to select an action type from the list.
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Mew Action

3. Available actions depend on your model. See next sections for details on each action you can
configure.

4. Click Create to save an action, then you can include it in an event rule.
Alarm

The Alarm is an action that requires users to acknowledge an alert. This helps ensure that the user is
aware of the alert.

If the Alarm action has been included in a specific event rule and no one acknowledges that alert after it
occurs, the SRC resends or regenerates an alert notification regularly until the alert is acknowledged or
the maximum number of alert notifications is sent. You can acknowledge an alert in the Dashboard.

» Operation:

== New Action .

Choose Device Settings > Event Rules >
Select Alarm from the Action list.

In the Alarm Notifications list box, specify one or multiple ways to issue the alert notifications.
Available methods vary, depending on how many notification-based actions have been created.
Notification-based action types include:

= External beeper
= Syslog message
* Send email

= Send SMS message

Internal beeper
If no appropriate actions are available, create them first.
a. To select any methods, select them one by one in the Available field.
To add all available methods, simply click Select All.

b. To delete any methods, click a method's P in the Selected field.
To remove all methods, simply click Deselect All.

4. To enable the notification-resending feature, select the 'Enable re-scheduling of alarm notifications'
checkbox.
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5. Inthe 'Re-scheduling period' field, specify the time interval (in minutes) at which the alert
notification is resent or regenerated regularly.

6. Inthe 'Re-scheduling limit' field, specify the maximum number of times the alert notification is
resent. Values range from 1 to infinite.

7. (Optional) You can instruct the SRC to send the acknowledgment notification after the alarm is
acknowledged in the 'Acknowledgment notifications' field. Available methods are identical to those
for generating alarm notifications.

a. In the Available field, select desired methods, or click Select All.

X

b. Inthe Selected field, click any method's to remove unnecessary ones, or click Deselect All.
Action Group

You can create an action group that performs up to 32 actions. After creating such an action group, you
can easily assign this set of actions to any event rule rather than selecting all needed actions one by one
per rule.

If the needed action is not available yet, create it first.

» Operation:

== New Action _

Select 'Execute an action group' from the Action list.

Choose Device Settings > Event Rules >

Select the actions to include in group from the 'Available actions' list, or click Select All.

To remove any action(s) from the 'Selected actions' field, click it's X.

vk wn e

Click Create to save the action.
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Change Load Shedding State

The "Change load shedding state" action is available only when your SRC is able to control outlet power.
Use this action to activate or deactivate the load shedding mode for responding to a specific event.
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» Operation:

1. Choose Device Settings > Event Rules > + New Action .
2. Select 'Change load shedding state' from the Action list.
3. Inthe Operation field, select either one below:
e Start load shedding: Enters the load shedding mode when the specified event occurs.

e Stop load shedding: Quits the load shedding mode when the specified event occurs.

External Beeper

If an external beeper is connected, you can change the beeper's behavior or status to respond to a
certain event.

» To control the connected external beeper:

202

Choose Device Settings > Event Rules > + New Action .
Select 'External beeper' from the Action list.
In the 'Beeper port' field, select the port where the external beeper is connected.

In the 'Beeper action' field, select an action for the external beeper to carry out.

Rl S

e Alarm: Causes the external beeper to sound an alarm cycle every 20 seconds - stays on for 0.7
seconds and then off for 19.3 seconds.

e On: Turns on the external beeper so that it buzzes continuously.

e Off: Turns off the external beeper so that it stops buzzing.

Warning: If you create an event rule for the external beeper but disconnect it when an event causes it
to beep, the beeper no longer beeps after it is re-connected even though the event triggering the
beeping action remains asserted.

Internal Beeper

You can have the built-in beeper of the SRC turned on or off when a certain event occurs.
Operation:

== New Action _

2. Select 'Internal beeper' from the Action list.

1. Choose Device Settings > Event Rules >

3. Select an option from the Operation field.
e Turn beeper on: Turns on the internal beeper to make it buzz.

e Turn beeper off: Turns off the internal beeper to make it stop buzzing.

Log an Event Message

The option 'Log event message' records the selected events in the internal log.

A default log message will be generated for each type of event, or you can create a custom log message.
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» Operation:

Choose Device Settings > Event Rules > New Action.

Select 'Log an event message' from the Action list.

Select the 'Use custom log message' checkbox, and then create a custom message in the provided
text box.

¢ To automatically insert message placeholders, open the Custom Log Message Help section. Search
for placeholders and click to include them in your message.

4. Click Create.

Push Out Sensor Readings

You can configure the SRC to push sensor log to a remote server after a certain event occurs, including
logs of internal sensors, environmental sensors and actuators.

If you have connected asset strips, you can also configure the SRC to push the data to a server.

Before creating this action, make sure that you have properly defined the destination servers and the
data to be sent on the Data Push page.

Tip: To send the data at a regular interval, schedule this action. Note that the "Asset management log" is
generated only when there are changes made to any asset strips or asset tags, such as connection or
disconnection events.

» Operation:

1. Choose Device Settings > Event Rules > + New Action .
2. Select 'Push out sensor readings' from the Action list.
3. Select a server or host which receives the data in the Destination field.
¢ If the desired destination is not available yet, go to the Data Push page to specify it.

Record Snapshots to Webcam Storage

This option allows you to define an action that starts or stops a specific webcam from taking snapshots.

Per default the snapshots are stored on the SRC. It is recommended to specify a remote server to store
as many snapshots as possible.

» Operation:
1. Choose Device Settings > Event Rules > + New Action .
2. Select 'Record snapshots to webcam storage' from the Action list.
3. Select a webcam in the Webcam field.
4. Select the action to perform - 'Start recording' or 'Stop recording.'

If 'Start recording' is selected, adjust the values of the following:
e Number of snapshots - the number of snapshots to be taken when the event occurs.
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The maximum amount of snapshots that can be stored on the SRC is 10. If you set it for a
number greater than 10 and the storage location is on the SRC, after the 10th snapshot is
taken and stored, the oldest snapshots are overwritten. Storing snapshots on a remote
server does not have such a limitation.

¢ Time before first snapshot - the amount of time in seconds between when the event is triggered
and the webcam begins taking snapshots.

® Time between snapshots - the amount of time in seconds between when each snapshot is taken.

e Folder - names of the folders that will be automatically created to store webcam snapshots after
the recording action is triggered by the rule you will configure.

Note that the Folder field is available only when the selected webcam has been configured
to store its snapshots on an "FTP" server.

Folder name Definition
options
Serial number / Two folders will be created.

Webcam name e The parent folder's name is the serial number of SRC.

e The subfolder's name is the selected webcam's name.

Serial number / Three folders will be created.
Webcam name / Rule e Definitions of the parent folder and first subfolder are the same as the first row.
name
e The final subfolder's name is the name of event rule that triggers this recording action.
Serial number / Three folders will be created.
_I\{\_/ebcim name / e Definitions of the parent folder and first subfolder are the same as the first row.
imestamp
e The final subfolder's name is the time when the recording event occurs, which is the
accumulated time in seconds since 1970/1/1.
Serial number / Four folders will be created.

Webcam name / Rule

. e Definitions of the parent folder and first subfolder are the same as the first row.
name / Timestamp

e The second subfolder's name is the name of event rule that triggers this recording action.

e The final subfolder's name is the time when the recording event occurs, which is the
accumulated time in seconds since 1970/1/1.

Serial number / Three folders will be created.
Webcam name /

. e Definitions of the parent folder and first subfolder are the same as the first row.
Formatted timestamp

e The final subfolder's name is the time when the recording event occurs, which is a format
comprising year, month, date, hour, minute, second and timezone.

Serial number / Four folders will be created.
Webcam name / Rule

name / Formatted
timestamp e The second subfolder's name is the name of event rule that triggers this recording action.

e Definitions of the parent folder and first subfolder are the same as the first row.

e The final subfolder's name is the time when the recording event occurs, which is a format
comprising year, month, date, hour, minute, second and timezone.

The timestamp is based on the time you have configured on the SRC.
To find the serial number of your SRC, go to Maintenance > Device Information.

Send Email

You can configure emails to be sent when an event occurs and can customize the message.
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Messages consist of a combination of free text and placeholders. The placeholders represent
information which is pulled from the SRC and inserted into the message.

For example:

[USERNAME] logged into the device on [DATETIME]

translates to
Mary logged into the device on 2022-January-30 21:00

» Operation:

== New Action '

Choose Device Settings > Event Rules >
Select 'Send email' from the Action list.

In the 'Recipient email addresses' field, specify the email address(es) of the recipient(s). Use a
comma to separate multiple email addresses.

4. By default, the SMTP server specified on the SMTP Server page will be the SMTP server for
performing this action.

To use a different SMTP server, select the 'Use custom settings' radio button.
Default messages are sent based on the event.
5. If needed, you can customize the subject and messages sent via this email.
e Select the 'Custom subject' checkbox, and enter the text you prefer as this email's subject.

e Select the 'Use custom log message' checkbox, and then create a custom message up to 1024
characters in the provided field.

e To automatically insert message placeholders, open the Custom Log Message Help section. Search
for placeholders and click to include them in your message.

6. Click Create.
Send SMS Message

You can configure SMS messages to be sent when an event occurs and can customize the message.

A supported modem, such as the Cinterion® GSM MC52i modem, must be plugged into the SRC in order
to send SMS messages.

Note: The SRC cannot receive SMS messages.

Only the 7-bit ASCII charset is supported for SMS messages. Messages consist of a combination of free
text and placeholders. The placeholders represent information retrieved from the device and inserted
into the message. For example:

[USERNAME] logged into the device on [TIMESTAMP]

translates to

Mary logged into the device on 2012-January-30 21:00
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» Operation:

== New Action _

Select 'Send SMS message' from the Action list.

Choose Device Settings > Event Rules >

In the 'Recipient phone number' field, specify the phone number of the recipient.

W nN e

Select the 'Use custom log message' checkbox, and then create a custom message in the provided
text box.

* To automatically insert message placeholders, open the Custom Log Message Help section. Search
for placeholders and click to include them in your message.

5. Click Create.
Send Snapshots via Email

This option notifies one or multiple persons for the selected events by emailing snapshots or videos
captured by a connected Logitech® webcam.

» Operation:

== New Action _

Select 'Send snapshots via email' from the Action list.

Choose Device Settings > Event Rules >

In the 'Recipient email addresses' field, specify the email address(es) of the recipient(s). Use a
comma to separate multiple email addresses.

4. By default, the SMTP server specified on the SMTP Server page will be the SMTP server for
performing this action.

To use a different SMTP server, select the 'Use custom SMTP server' checkbox. The fields for
customized SMTP settings appear.

5. Select the webcam that is capturing the images you want sent in the email.
6. Adjust the values of the following:

e Number of snapshots - the number of snapshots to be taken when the event occurs. For example,
you can specify 10 images be taken once the event triggers the action.

® Snapshots per mail - the number of snapshots to be sent at one time in the email.

¢ Time before first snapshot - the amount of time in seconds between when the event is triggered
and the webcam begins taking snapshots.

e Time between snapshots - the amount of time in seconds between when each snapshot is taken.
7. If needed, you can customize the subject and messages sent via this email.
e Select the 'Custom subject' checkbox, and enter the text you prefer as this email's subject.

e Select the 'Use custom log message' checkbox, and then create a custom message up to 1024
characters in the provided field.

¢ To automatically insert message placeholders, open the Custom Log Message Help section. Search
for placeholders and click to include them in your message.

8. Click Create.
Send an SNMP Notification

This option sends an SNMP notification to one or multiple SNMP destinations.
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» Operation:

1. Choose Device Settings > Event Rules > + New Action .
2. Select 'Send SNMP notification' from the Action list.

3. Select the type of SNMP notification. See either procedure below according to your selection.
» To send SNMP v2c notifications:

1. Inthe 'Notification type' field, select 'SNMPv2c trap' or 'SNMPv2c inform.'
2. For SNMP INFORM communications, leave the resend settings at their default or do the following:

a. In the Timeout field, specify the interval of time, in seconds, after which a new inform
communication is resent if the first is not received. For example, resend a new inform
communication once every 3 seconds.

b. Inthe 'Number of retries' field, specify the number of times you want to re-send the inform
communication if it fails. For example, inform communications are re-sent up to 5 times when
the initial communication fails.

3. Inthe Host fields, enter the IP address of the device(s) you want to access. This is the address to
which notifications are sent by the SNMP system agent.

4. Inthe Port fields, enter the port number used to access the device(s).

5. Inthe Community fields, enter the SNMP community string to access the device(s). The community
is the group representing the SRC and all SNMP management stations.

Tip: An SNMP v2c notification action permits only a maximum of three SNMP destinations. To assign
more than three SNMP destinations to a specific rule, first create several SNMP v2c notification actions,
each of which contains completely different SNMP destinations, and then add all of these SNMP v2c
notification actions to the same rule.

» To send SNMP v3 notifications:

1. Inthe 'Notification type' field, select 'SNMPv3 trap' or 'SNMPv3 inform.'
2. For SNMP TRAPs, the engine ID is prepopulated.
3. For SNMP INFORM communications, leave the resend settings at their default or do the following:

a. In the Timeout field, specify the interval of time, in seconds, after which a new inform
communication is resent if the first is not received. For example, resend a new inform
communication once every 3 seconds.

b. Inthe 'Number of retries' field, specify the number of times you want to re-send the inform
communication if it fails. For example, inform communications are re-sent up to 5 times when
the initial communication fails.

4. For both SNMP TRAPS and INFORMS, enter the following as needed and then click OK to apply the
settings:

a. Host name

b. Port number

C. User ID for accessing the host -- make sure the User ID has the SNMPv3 permission.
d. Select the host security level
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Security level Description

"noAuthNoPriv" Select this if no authorization or privacy protocols are
needed.

"authNoPriv" Select this if authorization is required but no privacy
protocols are required.

e Select the authentication protocol - MD5 or SHA

e Enter the authentication passphrase and then confirm
the authentication passphrase

"authPriv" Select this if authentication and privacy protocols are
required.

e Select the authentication protocol - MD5 or SHA

e Enter the authentication passphrase and confirm the
authentication passphrase

e Select the Privacy Protocol - DES or AES

e Enter the privacy passphrase and then confirm the
privacy passphrase

Send Sensor Report

You may set the SRC so that it automatically reports the latest readings or states of one or multiple
sensors by sending a message or email or simply recording the report in a log. These sensors can be
either internal or environmental sensors listed below.

® Inlet sensors, including RMS current, RMS voltage, active power, apparent power, power factor and
active energy.

e Qutlet sensors, including RMS current, RMS voltage, active power, apparent power, power factor,
active energy and outlet state (for outlet-switching capable PDUs only).

e Qvercurrent protector sensors, including RMS current and tripping state.
e Peripheral device sensors, which can be any environmental sensor packages connected to the SRC,
such as temperature or humidity sensors.

SeeSend Sensor Report Example (on page 212).

» Operation:

== New Action _

Select 'Send sensor report' from the Action list.

Choose Device Settings > Event Rules >

In the 'Destination actions' section, select the method(s) to report sensor readings or states. The
number of available methods varies, depending on how many messaging actions have been created.

The messaging action types include:
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® Log event message

Syslog message

Send email

Send SMS message
4. If no messaging actions are available, create them now.
5. Inthe 'Available sensors' field, select the desired target's sensor.

a. Click the first |E| to select a target component from the list.

s Peripheral Devices 3§ Temperarel @

L]

b. Click the second |E| to select the specific sensor for the target from the list.

% Peripheral Devices 3 Temperature1 @

L]

o

C. Click to add the selected sensor to the Report Sensors list box.

For example, to monitor the current reading of the Inlet 1, select Inlet 1 from the left field, and
then select RMS Current from the right field.

6. To report additional sensors simultaneously, repeat the above step to add more sensors.

@

* To remove any sensor from the 'Report sensors' list box, select it and click . To make
multiple selections, press Ctrl+click or Shift+click to highlight multiple ones.

Report sengony

Available sengors

7. Toimmediately send out the sensor report, click Send Report Now.
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Tip: When intending to send a sensor report using custom messages, use the placeholder
[SENSORREPORT] to report sensor readings.

Start or Stop a Lua Script

If you have created or loaded a Lua script file into the SRC, you can have that script automatically run or
stop in response to a specific event.

See Lua Scripts (on page 240).
» To automatically start or stop a Lua script:

== New Action _

Select 'Start/stop Lua script' from the Action list.

Choose Device Settings > Event Rules >

In the Operation field, select 'Start script' or 'Stop script."'

In the Script field, select the script that you want it to be started or stopped when an event occurs.
Scripts must be pre-loaded.

5. To apply different arguments than the default, do the following. Note that the newly-added
arguments will override this script's default arguments.

a. Click Add Argument.
b. Type the key and value.

W e

* To remove any existing argument, click adjacent to it.

Switch Peripheral Actuator

If you have any actuator connected to the SRC, you can set up the SRC so it automatically turns on or off
the system controlled by the actuator when a specific event occurs.

» Operation:

== New Action _

2. Select 'Switch peripheral actuator' from the Action list.
3. Inthe Operation field, select an operation for the selected actuator(s).

1. Choose Device Settings > Event Rules >

e Turn on: Turns on the selected actuator(s).
e Turn off: Turns off the selected actuator(s).

4. To select the actuator(s) where this action will be applied, select them one by one from the
'Available actuators' list.

e To add all actuators, click Select All.

x .

5. Toremove any selected actuator from the 'Selected actuators' field, click that actuator's

Syslog Message

Use this action to automatically forward event messages to the specified syslog server. Determine the
syslog transmission mechanism you prefer when setting it up - UDP, TCP or TLS over TCP.
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SRC may or may not detect the syslog message transmission failure. If yes, it will log this syslog failure as
well as the failure reason in the event log.

» Operation:
1. Choose Device Settings > Event Rules > New Action.
2. Select 'Syslog message' from the Action list.
3. Inthe 'Syslog server' field, specify the IP address to which the syslog is forwarded.
4. Inthe 'Transport protocol' field, select one of the syslog protocols: TCP, UDP or TCP+TLS. The default
is UDP.
Transport  Next steps
protocols
UDP e In the 'UDP port' field, type an appropriate port number. Default is 514.
e Select the 'Legacy BSD syslog protocol' checkbox if applicable.
TCP NO TLS certificate is required. Type an appropriate port number in the 'TCP port' field.
A TLS certificate is required. Do the following:
a. Type an appropriate port number in the 'TCP port' field. Default is 6514.
b. In the 'CA certificate' field, click Browse to select a TLS certificate. After importing the
certificate, you may:
e Click Show to view its contents.
TCP+TLS e Click Remove to delete it if it is inappropriate.

C. Determine whether to select the 'Allow expired and not yet valid certificates' checkbox.

e To always send the event message to the specified syslog server as long as a TLS
certificate is available, select this checkbox.

e To prevent the event message from being sent to the specified syslog server when any
TLS certificate in the selected certificate chain is outdated or not valid yet, deselect this
checkbox.

Scheduling an Action

An action can be regularly performed at a preset time interval instead of being triggered by a specific
event. For example, you can make the SRC report the reading or state of a specific sensor regularly by
scheduling the "Send sensor report" action.

When scheduling an action, make sure you have a minimum of 1-minute buffer between this action's
creation and first execution time. Otherwise, the scheduled action will NOT be performed at the
specified time when the buffer time is too short. For example, if you want an action to be performed at
11:00 am, you should finish scheduling it at 10:59 am or earlier.
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» Operation:

+ New Scheduled Action

2. To select any action(s), select them one by one from the 'Available actions' list.

1. Choose Device Settings > Event Rules >

e To select all available actions, click Select All.

x .

3. Toremove any action(s) from the 'Selected actions' field, click that action's
e To remove all actions, click Deselect All.

4. Select the desired frequency in the 'Execution time' field, and then specify the time interval or a
specific date and time in the field(s) that appear. Use the clock and calendar tools to choose the
schedule. Use the AM/PM button to toggle time settings.

Send Sensor Report Example
To create a scheduled action for emailing a temperature sensor report hourly, it requires:
e A'Send email' action

e A'Send sensor report' action

e Atimer - thatis, the scheduled action

» Steps:

L Click == New Action

recipient(s).

to create a 'Send email' action that sends an email to the desired

¢ In this example, this action is named Email a Sensor Report.

e The subject and content of this email can be customized.
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== New Action

Click to create a 'Send sensor report' action that includes the 'Email a Sensor
Report' action as its destination action.

® In this example, this action is named Send Temperature Sensor Readings.

® You can specify more than one temperature sensor as needed in this action.
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New Action

Action ngene Send Tempersture Sensor Readings

Send sensor neport

Selected Systern Event Log Action X
Destination scteony Awalabie ~ Select an item - L
Desalect ANl
Peripheral Devices - My PO {1) Temperature 1
Peripheral Devices - My PDU (1) Hall Effect 1
Peripheral Devices - My POU (1) On/0ff ¥
Feport sensars
BAvailable sensors * MyPDU{1) 3 Peripheral Devices 3 My PDU (1] On, +]
Send Report Now
Mote: Reporied sensor units can be changed in the Defsult Preferences
M lancel W Create

1. Click + New Scheduled Action to create a timer for performing the 'Send Temperature

Sensor Readings' action hourly.
In this example, the timer is named Hourly Temperature Sensor Reports.

To perform the specified action at 12:30 pm, 01:30 pm, 02:30 pm, and so on, select Hourly, and set

the Minute to 30.
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Mew Scheduled Action

Timer name

Enabled

Executtion time

Plinaite

Selected actions

Availale actions

e An email containing the specified temperature sensor readings will be sent hourly every day. If you
no longer need the report, you can disable the timer by clearing the Enabled checkbox.

Hourly Temperature Senaor Reports

Send Temperature Sensor Readings X

= Select an ifem -

Select il Ceselect Al

MCancel

Placeholders for Custom Messages

Actions that include messages allow you to customize text and include placeholders that retrieve system

information and include it in the message.
Supported actions:

e Send email
e Send snapshots via email
e Send SMS

® Logevent message

The following are placeholders that can be used in custom messages. Because the placeholders employ
square brackets, you must precede with a backslash any other square brackets that must be included in

your message. For example, \[ \].

If a placeholder is used in a situation where the information cannot be retrieved, it will be shown as

"unknown" in the message.

« Creale

Placeholder Definition

[AMSBLADESLOTPOSITION] The (horizontal) slot position inside a blade extension
[AMSLEDCOLOR] The RGB LED color

[AMSLEDMODE] The LED indication mode

[AMSLEDOPMODE] The LED operating mode

[AMSNAME] The name of an asset strip

[AMSNUMBER] The numeric ID of an asset strip
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Placeholder
[AMSRACKUNITPOSITION]
[AMSSTATE]

[AMSTAGID]
[CARDREADERCHANNEL]
[CARDREADERDESCRIPTION]
[CARDREADERID]
[CARDREADERMANUFACTURER]
[CARDREADERNAME]
[CARDREADERPRODUCT]
[CARDREADERSERIALNUMBER]
[COMPONENTID]
[CONFIGPARAM]
[CONFIGVALUE]

[DATETIME]

[DEVICEIP]

[DEVICENAME]
[DEVICESERIAL]
[DIPSWELLDURATION]

[DIPSWELLVOLTAGE]

[DOORACCESSDENIALREASON]
[DOORACCESSRULEID]
[DOORACCESSRULENAME]
[ERRORDESC]
[EVENTRULENAME]
[EXTPORTNAME]

[EXTSENSOR]
[EXTSENSORNAME]

[EXTSENSORSLOT]

Definition

The (vertical) rack unit position

The human-readable state of an asset strip

The asset tag ID

The channel number of a card reader

The custom description of a card reader

The id of a card reader

The manufacturer of a card reader

The custom name of a card reader

The product name of a card reader

The serial number of a card reader

The ID of a hardware component

The name of a configuration parameter

The new value of a parameter

The human readable timestamp of the event occurrence
The IP address of the device the event occurred on

The name of the device the event occurred on

The unit serial number of the device the event occurred on
The formatted duration of the dip/swell event in seconds

The formatted minimum/maximum voltage during the dip/swell event in
volts

The reason for the door access being denied
The id of a door access rule

The name of a door access rule

The error message

The name of the matching event rule

The name of an external port

The peripheral device identifier

The name of a peripheral device

The ID of a peripheral device slot
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Placeholder Definition

[FAILURETYPE] The numeric hardware failure type
[FAILURETYPESTR] The textual hardware failure type

[FUSESTATENAME] The human readable state of a fuse

[IFNAME] The human readable name of a network interface
[INLET] The inlet label

[INLETLINEPAIR] The inlet line pair identifier

[INLETPOLE] The inlet power line identifier

[INLETSENSOR] The inlet sensor name

[ISASSERTED] Boolean flag whether an event condition became true (1) or false (0)
[KEYPADCHANNEL] The channel number of a keypad
[KEYPADDESCRIPTION] The custom description of a keypad

[KEYPADID] The id of a keypad

[KEYPADMANUFACTURER] The manufacturer of a keypad

[KEYPADNAME] The custom name of a keypad

[KEYPADPIN] The PIN entered at a keypad

[KEYPADPRODUCT] The product name of a keypad
[KEYPADSERIALNUMBER] The serial number of a keypad

[LINKIDTAG] Link ID prefix for link unit events, empty otherwise
[LINKID] The link ID of a link unit

[LINKUNITHOST] The host name or IP address of a link unit
[LOGMESSAGE] The original log message

[MONITOREDHOST] The name or IP address of a monitored host
[NETAUTHRESULTSTR] The network authentication result string (‘succeeded' or 'failed')
[NEWUMTARGETUSER] The new target user of a user rename operation
[OCP] The overcurrent protector label

[OCPSENSOR] The overcurrent protector sensor name
[OCPTRIPCAUSELABEL] The label of the outlet that likely caused the OCP trip
[OCPTRIPCURRENT] The current flow before the trip event
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Placeholder
[OLDDATETIME]
[OLDVERSION]

[OUTLET]
[OUTLETGROUPID]
[OUTLETGROUPNAME]
[OUTLETGROUPSENSOR]

[OUTLETNAME]

[OUTLETPOLE]
[OUTLETSENSOR]
[PDULINEPAIRSENSOR]
[PDUNUMBER]
[PDUPOLESENSOR]
[PDUSENSOR]
[PERIPHDEVPOSITION]
[PHONENUMBER]
[PORTID]

[PORTTYPE]

[RADIUSERRORDESC]
[ROMCODE]
[SENSORREADING]
[SENSORREADINGUNIT]
[SENSORREPORT]
[SENSORSTATENAME]

[SENSORTHRESHOLDNAMIE]

Definition

The device date and time before a clock change

The firmware version the device is being upgraded from
The outlet label

The outlet group ID

The outlet group name

The outlet group sensor name

The outlet name

Note: If any outlet does not have a name, neither an outlet name
nor an outlet number will be shown in the custom message for it.
Therefore, it is recommended to check the availability of all outlet
names if intending to use this placeholder.

The outlet power line identifier

The outlet sensor name

The sensor name for a certain line pair

The PDU number in a cascade

The sensor name for a certain power line

The PDU sensor name

The position of an attached peripheral device

The destination phone number of an outgoing SMS message

The label of the external port the event-triggering device is connected to

The type of the external port (e.g. 'feature' or 'auxiliary') the event-
triggering device is connected to

The Radius error message

The romcode of an attached peripheral device
The value of a sensor reading

The unit of a sensor reading

The formatted sensor report contents

The human readable state of a sensor

The name of the threshold being crossed
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Placeholder

[SENSORTHRESHOLDVALUE]
[SERVERPOWEROPERATION]

[SERVERPOWERRESULT]

[SMARTCARDID]
[SMARTCARDTYPE]
[SMTPRECIPIENTS]
[SMTPSERVER]
[SYSCONTACT]
[SYSLOCATION]
[SYSNAME]

[TIMEREVENTID]

[TIMESTAMP]

[UMTARGETROLE]
[UMTARGETUSER]
[USERIP]
[USERNAME]

[VERSION]

Definition

The value of the threshold being crossed

The power control operation that was initiated on a server (on/off)

The result of a power control operation
The id of a smart card

The type of a smart card

The list of recipients of an outgoing mail
The name or IP address of an SMTP server
SNMP MIB-II sysContact field

SNMP MIB-II sysLocation field

SNMP MIB-II sysName field

The id of a timer event

The timestamp of the event occurrence

The target role of a user management operation
The target user of a user management operation
The IP address a user connected from
The user who performed an operation

The firmware version the device is upgrading to

Editing or Deleting a Rule/Action

You can change the settings of an event rule, action or scheduled action, or delete them.

Exception: Some settings of the built-in event rules or actions are not user-configurable. You cannot

delete built-in rules and actions.
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» To edit or delete an event rule, action or scheduled action:

1. Choose Device Settings > Event Rules.
2. Click an item in the list of rules, actions or scheduled actions to open its page.
¢ To modify settings, make changes and then click Save.

e To delete it, click the Delete icon then confirm.
Sample Event Rules

Sample PDU-Level Event Rule

In this example, we want the SRC to record the firmware upgrade failure in the internal log when it
happens.

The event rule involves:

e Event: Device > Firmware update failed

e Action: System Event Log Action

» To create this PDU-level event rule:

For an event at the PDU level, select "Device" in the Event field.

2. Select "Firmware update failed" so that the SRC responds to the event related to firmware upgrade
failure.

3. To make SRC record the firmware update failure event in the internal log, select "System Event Log
Action" in the 'Available actions' field.

Mew Rule
Rubke nasme Fawe Rule 1
Enabled w
Eve ayVICe ‘!‘ L
Finmrwane update Tadled ﬂ‘ -
Selected aclions System Ewent Log Action X E!
Axailable actions Select an item v

Select All Deselect All

Sample Outlet-Level Event Rule

In this example, we want the SRC to send SNMP notifications to the SNMP manager for any sensor
change event of outlet 3.
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The event rule involves:

e Event: Outlet > Outlet 3 > Sensor > Any sub-event
e Action: System SNMP Notification Action

» To create this outlet-level event rule:

For an event at the outlet level, select "Outlet" in the Event field.
Select "Outlet 3" because that is the desired outlet.

Select "Sensor" to refer to sensor-related events.

W e

Select "Any sub-event" to include all events related to all sensors of this outlet and all thresholds,
such as current, voltage, upper critical threshold, upper warning threshold, lower critical threshold,
lower warning threshold, and so on.

To make SRC send SNMP notifications, select "System SNMP Notification Action" in the 'Available
actions' field.

o

Note: The SNMP notifications may be SNMP v2c or SNMP v3 traps/informs, depending on the settings for
the System SNMP Notification Action. See Enabling and Configuring SNMP.

Evant Oustat 1 v
Oulet 3 2 v
Sensof 3 v
<y sub-gvent> 4 T

Sefected actions 5 System SHNMP Notification Action X

Avallable actions - Sedect an item - v

Select All Deselect All

M Cancel o Cregla

Then the SNMP notifications are sent when:
® Any numeric sensor's reading enters the warning or critical range.
e Any sensor reading or state returns to normal.
® Any sensor becomes unavailable.
e The active energy sensor is reset.
® Any state sensor changes its state.

For example, when the outlet 3's voltage exceeds the upper warning threshold, the SNMP
notifications are sent, and when the voltage drops below the upper warning threshold, the
SNMP notifications are sent again.
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Sample Inlet-Level Event Rule

In this example, we want the SRC to send SNMP notifications to the SNMP manager for any sensor
change event of the Inlet I1.

The event rule involves:

e Event: Inlet > Sensor > Any sub-event
e Action: System SNMP Notification Action

» To create the above event rule:

For an event at the inlet level, select "Inlet" in the Event field.
Select "Sensor" to refer to sensor-related events.

Select "Any sub-event" to include all events related to all sensors of this inlet and all thresholds,
such as current, voltage, upper critical threshold, upper warning threshold, lower critical threshold,
lower warning threshold, and so on.

4. To make the SRC send SNMP notifications, select "System SNMP Notification Action" in the
'Available actions' box.

Note: The SNMP notifications may be SNMP v2c or SNMP v3 traps/informs, depending on the settings for
the System SNMP Notification Action. See Enabling and Configuring SNMP.

Event Irdet 1 w
Sensor 2 v
< Afiy sub-dvints 3  J

Selected actions 4 System SHMFP Notification Action X

Available actions — Select an item — -
Select ANl Dezelect All

X Canced " Croate

Then the SNMP notifications are sent when:
® Any numeric sensor's reading enters the warning or critical range.
¢ Any sensor reading or state returns to normal.
e Any sensor becomes unavailable.
® The active energy sensor is reset.

For example, when the Inlet I1's voltage exceeds the upper warning threshold, the SNMP
notifications are sent, and when the voltage drops below the upper warning threshold, the
SNMP notifications are sent again.
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Sample Environmental-Sensor-Level Event Rule

This section applies to outlet-switching capable models only.

In this example, we want SRC to activate the load shedding function when a contact closure sensor
enters the alarmed state. This event rule requires creating a new action before creating the rule.

» Step 1: create a new action for activating the load shedding

Choose Device Settings > Event Rules > + New Action .

In this illustration, assign the name "Activate Load Shedding" to the new action.
In the Action field, select "Change load shedding state."
In the Operation field, select "Start load shedding."

W nN e

Mew Action

Aclion name Actvate Load Shedding Qi

Action Change load shedding stale QJ L
.

(Chps Ao S1art load shedding | ¥
Opstral i _:-I sad 5 dl"@_{

Selecied PDUs ey POU (7] 3

Available PDUs Selecl an ibem - ¥

MCancel »Creale

5. Click Create.

After the new action is created, follow the procedure below to create an event rule that triggers the

load shedding mode when the contact closure sensor enters the alarmed state. This event rule involves
the following:

Event: Peripheral Device Slot > Slot 1 > State Sensor/Actuator > Alarmed/Open/On
e Trigger condition: Alarmed

e Action: Activate Load Shedding
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» Step 2: create the contact closure-triggered load shedding event rule

aia I New Rule

In this illustration, assign the name "Contact Closure Triggered Load Shedding" to the new rule.

on the Event Rules page.

In the Event field, select "Peripheral Device Slot" to indicate we are specifying an event related to
the environmental sensor package.

4. Select the ID number of the desired contact closure sensor. In this illustration, the ID number of the
desired contact closure sensor is 1, so select Slot 1.

Note: ID numbers of all sensors/actuators are available on the Peripherals page.

Select "State Sensor/Actuator" because the contact closure sensor is a state sensor.

6. Select "Alarmed" since we want the SRC to respond when the selected contact closure sensor
changes its state related to the "alarmed" state.

7. Inthe 'Trigger condition' field, select the Alarmed/Open/On radio button so that the action is taken
only when the contact closure sensor enters the alarmed state.

8. Select "System Event log Action" from the 'Available actions' list.

Mew Rule
Rule name Mew Kule 1
Enabiled L
Event Peripheral Device Shot @ v
iy POU (1) On/oH 1 % i
”!51.'|‘.-‘ Sensof / Actuator @ L]
.r'nlarmen. Open / On @:.J v
Trgger condithon 6 ® Alarmed / open / on
o Mo longer alanmed | closed / off
Baith
Selecied actions Q, System Event Log Action X
Available actions = Sebect an item - ¥

X Cancel ~'Create

A Note about Infinite Loop

You should avoid building an infinite loop when creating event rules.
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The infinite loop refers to a condition where the SRC keeps busy because the action or one of the
actions taken for a certain event triggers an identical or similar event which will result in an action
triggering one more event.

» Example 1

This example illustrates an event rule which continuously causes the SRC to send out email messages.

Event selected Action included
Device > Sending SMTP message failed Send email
» Example 2

This example illustrates an event rule which continuously causes the SRC to send out SMTP messages
when one of the selected events listed on the Device menu occurs. Note that <Any sub-event> under
the Device menu includes the event "Sending SMTP message failed."

Event selected Action included
Device > Any sub-event Send email
» Example 3

This example illustrates a situation where two event rules combined regarding the outlet state changes
causes the SRC to continuously power cycle outlets 1 and 2 in turn.

Event selected Action included

Outlet > Outlet 1 > Sensor > Outlet State > On/Off >  Cycle Outlet 2

Both (trigger condition) (Switch outlets --> Cycle Outlet --> Outlet 2)

Outlet > Outlet 2 > Sensor > Outlet State > On/Off >  Cycle Outlet 1

Both (trigger condition) (Switch outlets --> Cycle Outlet --> Outlet 1)

A Note about Untriggered Rules

In some cases, a measurement exceeds a threshold causing an alert. The measurement then returns to
a value within the threshold, but the SRC does not generate an alert message for the Deassertion event.
Such scenarios can occur due to the hysteresis tracking the SRC uses. See "To De-assert" and
Deassertion Hysteresis.

Setting Data Logging

The data log stores records of each internal sensor's readings. You can configure the log capacity and
the frequency that measurements are taken and stored. The total size of the data log is limited due to
memory constraints. For example, for a PDU with 500 sensors, the effective log size cannot be more
than 200 records. A log capacity warning appears if the desired log capacity is higher than the effective
log capacity.
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You can configure how often measurements are written into the data log using the Measurements Per
Log Entry field. Since the internal sensors are measured every second, specifying a value of 60, for
example, would cause measurements to be written to the data log once every minute. Whenever
measurements are written to the log, three values for each sensor are written: the average, minimum
and maximum values. For example, if measurements are written every minute, the average of all
measurements that occurred during the preceding 60 seconds along with the minimum and maximum
measurement values are written to the log.

The device's SNMP agent must be enabled. In addition, using an NTP time server ensures accurately
time-stamped measurements.

By default, data logging is enabled. You must have the "Administrator Privileges" or "Change Pdu, Inlet,
Outlet & Overcurrent Protector Configuration" permissions to change the setting.

Important: The third-party management solutions like PowerlQ rely on the data logging feature, and the
settings should be changed only in accordance with those systems' requirements.

» To configure the data logging feature:

Choose Device Settings > Data Logging.

To enable the data logging feature, select the "Enable" checkbox in the General Settings section.
Measurements Per Log Entry: Valid range is from 1 to 600. The default is 60.

Log capacity: Valid range varies, from 60 to 20,000.

Enable data log backup: Select this checkbox to enable an automatic USB backup of your data log.
USB stick with specially configured file required, see procedure below.

6. Verify that all sensor logging is enabled. If not, click Enable All at the bottom of the page to have all
sensors selected.

7. Click Save.

vk wnN e

Data Logging

Enable data logging '
Measurements per log entry 60
Desired log capacity 120
Enable data log backup o
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+ My PDU (1) Logged Sensors # Enable All X Disable Al

Unit Sensors (1 of 1 enabled)
Inlet Sensors (15 of 15 enablaed)
Cutlet Sensors (612 of 612 enabled)

Cutlet Group Sensors (8 of 8 enabled)
Overcurrent Proteclor Sensors (4 of 4 enabled)

Peripheral Device Sensors (64 of 64 enabled)

» Enable Data Log Backup:

This feature allows backup of the data log on a USB drive. When the SRC reboots, e.g because of a

power outage, it will repopulate the data log from the backup on the USB Stick.

To Prepare USB:

Before connecting a USB drive to the SRC, configure a file with these details:

1. Create a text file containing:
e user=<admin_username>
e password=<admin_user_password>
e destroy_and_format_for_storage=true
2. Save the file as "fwupdate.cfg" on the USB drive.

3. Make sure the Enable Data log backup checkbox is selected in Device Settings > Data Logging.

4. Connect the USB drive to the device.

On the console of the SRC, you will see the USB drive is reformatted and existing contents are
removed. Once formatting is done, data is started to be backed up on the USB.

v

Note: Backed up data on the USB is in encrypted form.

Configuring Data Push Settings

You can push the sensor or asset strip data to a remote server for data synchronization. The destination

and authentication for data push have to be configured properly on the SRC.

The data will be sent in JSON format using HTTP POST requests. Each push message contains exactly one
JSON object. The data format is formally defined in IDL files, sharing several definitions from the JSON-
RPC data model. IDL files are available by launching JSON-RPC online help, which is available on the

Support site for your product.
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After configuring the destination and authentication settings, do either or both of the following:

e To perform the data push after the occurrence of a certain event, create the data push action and
assign it to an event rule.

e To push the data at a regular interval, schedule the data push action.

» To configure data push settings:

1. Choose Device Settings > Data Push.

4= New Destination

N

To specify a destination, click
Set up the URL field.
a. Select http or https.

w

b. Type the URL or host name in the accompanying text box.

4. |If selecting https, a CA certificate is required for making the connection. Click Browse to install it.
Then you can:

e Click Show to view the certificate's content.
e Click Remove to delete the installed certificate if it is inappropriate.

5. If the destination server requires authentication, select the 'Use authentication' checkbox, and enter
the following data.

e User name comprising up to 64 characters
e Password comprising up to 128 characters
6. Inthe 'Entry type' field, determine the data that will be transmitted.

® Asset management tag list: Transmit the information of the specified asset strip(s), including the
general status of the specified strip(s) and a list of asset tags. The asset tags list also includes the
tags on blade extension strips, if any.

* Asset management tag log: Transmit the log of all asset strips, which is generated when there are
changes made to asset tags and asset strips, including asset tag connection or disconnection
events.

e Sensor log: Transmit the record of all logged sensors, including their sensor readings and/or status.
Logged sensors refer to all internal and/or environmental sensors/actuators that you have selected
on the Data Logging page.

7. If 'Asset management tag list' is selected in the above step, specify the asset strip(s) whose
information to send. Depending on your PDU model, only one strip may be available.

¢ To specify the asset strip(s), select them one by one from the Available AMS Ports list. Or click
Select All to add all.

e To remove the asset strip(s), click that asset strip's X in the Selected AMS Ports field. Or click
Deselect All to remove all.

8. Click Create.

9. Repeat the same steps for additional destinations. Up to 64 destinations are supported.
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» To immediately push out the data:

1. Onthe Data Push page, choose the data source you want to push out.
2. Click the Push Now button.

» To cancel a data push:

e You can cancel the push in progress: Click Cancel.

» To modify or delete data push settings:

1. Onthe Data Push page, click the one you want in the list.
2. Perform either action below.

¢ To modify settings, make necessary changes and then click Save.

 Delete

e To delete it, click , and then confirm it on the confirmation message.

Data Push Format Examples

Sensor Log

The root object of the message is a SensorLogPushMessage structure. It comprises a list of sensor
descriptors and a list of log rows.

» Sensor descriptors:
The sensor descriptor vector contains static information of all logged sensors, including:

e The electrical component a sensor is associated with. For example, an inlet pole or an overcurrent
protector.

e The sensor's type. For example, RMS current or active energy.

e Unit and range of the sensor's readings.

» Log rows:

Each log row consists of a time stamp (accumulated seconds since 1/1/1970) and a list of log records --
one for each logged sensor.

The length and order of the record list is the same as the sensor descriptor vector.

Sensor Descriptors for Inlet Active Power

The following illustrates a descriptor for an inlet active power sensor.

The metadata field is relevant only to numeric sensors so the readingtype field is displayed twice
in the illustration.

The comment beginning with // in each line, is added to the following illustration to help explain it.
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Log Rows

Hdayica®: |

meypet: 0, 7,
"lakel™: vI1Y, i
"linat: 0 i

I

"id": "activePower", r

"readingtype™: 0, rr

“matadata®: |
neypets |

"readingtype": 0, I

"type": 5§, £

"unit™: 3 i
I
"decdigita™: 0, r
"accuracy": 1.0, "
"resclutien™: 1.0, rr
"tolerance: 1.5, i
“range™: |

"lower®: 0.0, i

"uppec”: I0000.0 rr

Inlet sensor (see DeviceType anumsration)
Inlec labal: Il
Power line; nor applicable for inler sensars

Senszor idencificaticn
Feading type: mmeric

Repding type: mmmaric
Sensor type: Active power
reading unit: wWatt

Ho decimal digics

Aocuracy: 1 parcant

Reading resolucion: 1 W
Ferding tolerance: +/- 1.5 W

Minimm reading: O W
Maximm reading: 30 kW

The following illustrates log rows with only one sensor record shown.

The actual length and order of log rows will be the same as those of sensors descriptors.

"rimescaEp™: 1334032832,
"recorda™: |
i
"available™: True,
“raksnValidSarplas™: &0,
=scace™: 5,
"mipValue™: S800.0,
=avgValue™: 5500.0,
“mawtalue™: €100.0

ff Time stamp (secords since 1/1/1970)

#/ This record is available

i Wumber of valld samples in this leog pericd
! Sensor was in normal Tange

#f Minimms ssnsor valoe: 5.8 kb

! RAwerage sensor value: 5.9 ki

FF Mawimgs sgnace valuos: 6.1 kW

£ [...] oecord for next sensor

Asset Management Tag List

illustration below.

The comment beginning with // in each line, is added to the following illustration to help explain it.

The root object of the asset management tag list message is an AssetStripsMessage structure. It
contains current data about all connected asset management strips and tags, which is similar to the
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"assetStripa®™: [

"seripInfo®: |
“bladedverflow®: falas,
"bladeTagtount™: 0O,
"cascadeScace”: 0,
"componantCount™: 1,
"majinTagCount™: 2,
"maxBladeTagCtount™: 128,
“macMainTaglount™: &4,
"rackUnitCount™: 48

| P

"deviceInfo": {
appversicn®: 24,
"bootVersion™: &,
“deviceld™: 48,
"hardwareld™: 2,
=iaCascadable": falss,
"orientaticnSensfvailable™: trus,
*protocolversion®: 257,
"rackinicCountConfigurable™: True

]'i

"sattinga: {
"rackinicCount™: 48,
“name": “Asset Strip 1",
"scanMode™: 0,

"defaultColorConnected™: { "z™: 0,
"dafaulecolarpisconnected": [ "rT:

“"mmberingMode™: 1,
*mumberingoffaec”: 1,
“crientaticn™: O

(Continued)

"cags™: [

"sackinickhumber™: 4,
"aletNumber®: 0,
“familyDesc™: “Unknown®™,
“rawld"; "DEADBEEFQO00",
"programmable®: 0

|

{
“rackUnitcihamber”: 5,
“slotHumber™: O,
"familyDesc®: "Unknown®,
"rawId": "DEADBEEFQS00",
“programmable™: 0

}

g 258, "L L0}
255, "g": 0, "B": 0 ],
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Asset Management Tag Log

The root object of the asset management log message is an AssetLogPushMessage structure. It
contains a list of tag or strip events since the last successful push.

The comment beginning with // in each line, is added to the following illustration to help explain it.

i
Arecords®;: [

[
=timeatamp®: 1334052852, fF Time stamp [secocds since 151719T4)
"eypaT: 1, 00 empty, 1: tag conmected, 2: tag disconpactad,

#f 3: asset strip scate changed
“asserCStripdumbart: 0O, #f maset strip number
"rackimiciesber™ @ 10, J/F Rack unit namber
“rackimitPosition® 1 12, #f Rack wnit position
“alotiasher=, /f Blade extension slot nuosher
“tagId®, {f Tha ID of the Asset management tag
“atate™: 5, Jf Sensor was in pormal raege
“parentBladeTd", #f ID of the parent blade sxtension tag
“state®: O AF 0 disconnectsd, 1: fiomars gpdate,
£ 2: unsupported, 3 availakle

ke

i
A [...] mase pecord

l

1
]

Monitoring Server Accessibility

You can monitor whether specific IT devices are alive by having the SRC continuously ping them. An IT
device's successful response to the ping commands indicates that the IT device is still alive and can be
remotely accessed.

This function is especially useful when you are not located in an area with Internet connectivity.

SRC can monitor any IT device, such as database servers, remote authentication servers, power
distribution units (PDUs), and so on. It supports monitoring a maximum of 64 IT devices.

To perform this feature, you need the Administrator Privileges.

The default ping settings may not be suitable for monitoring devices that require high connection
reliability so it is strongly recommended that you should adjust the ping settings for optimal results.

In addition, if your SRC is outlet switching capable, you can even connect a monitored IT device to one
or multiple outlets of SRC and then have SRC perform the following two actions as needed, in addition
to monitoring its status:

e  First shut down the monitored IT device.

e After the IT device is shut down, power off the outlet(s) where that device is connected.

Important: Not every IT device can be shut down by SRC so it is suggested to verify
whether the device can be shut down using a shutdown command. For example,
SRC cannot shut down a PDU with a shutdown command.
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» To add IT equipment for ping monitoring:

1. Choose Device Settings > Server Reachability.
aiec T Monitor New Server

By default, the "Enable ping monitoring for this server" checkbox is selected. If not, select it to

enable this feature.

4. Configure the following.
Field Description

IP address/hostname IP address or host name of the IT equipment which you
want to monitor.

Number of successful The number of successful pings required to declare
pings to enable feature  that the monitored equipment is "Reachable." Valid
range is 0 to 200.

Wait time after The wait time before sending the next ping if the
successful ping previous ping was successfully responded. Valid range
is 5 to 600 (seconds).

Wait time after The wait time before sending the next ping if the
unsuccessful ping previous ping was not responded. Valid range is 3 to
600 (seconds).

Number of consecutive ' The number of consecutive pings without any response
unsuccessful pings for | before the monitored equipment is declared

failure "Unreachable." Valid range is 1 to 100.

Wait time before The wait time before the SRC resumes pinging after the
resuming pinging after  monitored equipment is declared "Unreachable." Valid
failure range is 1 to 1200 (seconds).

Number of consecutive | The number of times the monitored equipment is

failures before disabling ' declared "Unreachable" consecutively before the SRC

feature (0 = unlimited)  disables the ping monitoring feature for it and shows
"Waiting for reliable connection." Valid range is 0 to
100.

5. On a PDU with outlet switching capability, there is one more checkbox available -- Power control
enabled.

To be able to shut down and power control the monitored IT device via the Server Reachability
page, enable this checkbox and configure related settings, which are explained in the following
table.

6. Click Create.
7. To add more IT devices, repeat the same steps.

» To configure the shutdown and power control settings:

Restriction: To make the power control feature work properly, the power cord(s) of the monitored IT
device must be connected to the same PDU which is monitoring the IT device.
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Field

Shutdown
command

User name,

Password

SSH port

Power target
to switch

Method of
checking

successful
shutdown

234

Description

This is the command which is sent to the monitored IT device via
SSH for shutting it down after you press the Shutdown button on

SRC.

e GNU/Linux:
This option sends the GNU/Linux shutdown
command.

e  Windows:
This option sends the Windows shutdown
command.

e Custom:

If the monitored device's system is neither GNU/
Linux nor Windows, choose this option to specify a
proper shutdown command, which can comprise a
maximum of 1024 ASCII characters.

Specify user credentials for logging in to the monitored device via
SSH.

e User name:
The name comprises up to 128 non-empty ASCII
characters.

e Password:

The password comprises up to 128 ASCII
characters.

The monitored device's SSH port.

e Defaultis 22.

Select the outlet or outlet group that is powering the monitored
device.

This field determines when SRC will power off the outlet(s) that
supplies power to the monitored device, after SRC issues the
shutdown command to that device.

e Timer:

e SRC will power off the selected outlet or outlet group after
the time specified in the 'Timer delay' field expires.Active
power drop:

SRC will power off the selected outlet(s) after the
active power value of the selected outlet or outlet
group drops below the value specified in the
'Active power threshold' field.

Note: Number of available methods is model dependent.
The 'Active power drop' method is available only on models
with outlet metering capability.
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Field Description

Timer delay

This field appears for the 'Timer' method.

Valid values range between 5 and 10,000 seconds.

Active power

threshold The field appears for the 'Active power drop' method.
Valid values range between 0 and 21,000 W.

Timeout for

SE“tiown This field appears for the 'Active power drop' method.

chec

Valid values range between 5 and 10,000 seconds.

The power-off operation is performed only when the active power
value of the selected outlet or outlet group drops below the
'Active power threshold' within the period of time specified in this
field.

If the active power value drops below the 'Active power
threshold' after the specified time expires, the power-off
operation will NOT be performed.

Server Status Checking or Power Control

Not all models supports the shutdown and power control features via the Server Reachability page.

After adding IT equipment for monitoring, all IT devices are listed on the Server Reachability page.

Server Reachability (O Power Up (D Shutdown B Delete 4 Monitor Mew Server
P Address/Hostname & Fing Enabled Status Power Cantrol
yes Waiting for reliable connection disablad
+ woww begrand cony yes Ermor Servet pawer is off

In the beginning, the status of the added IT equipment shows "Waiting for reliable connection," which
means the requested number of consecutive successful or unsuccessful pings has not reached before
SRC can declare that the monitored device is reachable or unreachable.

» To check the server monitoring states and results:

1. The column labeled "Ping Enabled" indicates whether the monitoring for the corresponding IT
device is activated or not.

2. The column labeled "Status" indicates the accessibility of monitored equipment.
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Status
Reachable
Unreachable

Waiting for reliable
connection

3. If your model

Power control
status

(disabled)

Server power is
on

Server power is
off

Server is shutting
down

Power state
unknown

Description
The monitored equipment is accessible.
The monitored equipment is inaccessible.

The connection between the device and the monitored
equipment is not reliably established yet.

supports outlet switching, one more column displays -- Power Control.

Description

Power control is not enabled for the monitored equipment.

The outlet or outlet group associated with the monitored
equipment is being powered on.

¢ In the scenario where an 'outlet group' is associated with the
equipment, the message 'Server power is on' is shown as long
as one of the outlets in the outlet group remains powered on.

The outlet or all outlets of the outlet group associated with the
monitored equipment are being powered off.

The shutdown command was sent to the monitored equipment,
but the shutdown operation has not completed or succeeded yet.

Cannot determine the power state of the outlet(s) associated
with the monitored device.

For example, maybe the outlet group associated with the
monitored device has been deleted.

» To shut down a monitored device:

1. Select the IT device that you want to shut down.
2. Click Shutdown.

3. Confirm the operation when prompted.

4

Observe the Power Control status of the monitored device to make sure the shutdown operation

succeeds.

» To power on a monitored device:

Select the IT device that you want to turn on.

Click Power Up.

1
2
3. Confirm the operation when prompted.
4

Observe the Power Control status of the monitored device to make sure the power-on operation

succeeds.

Editing or Deleting Ping Monitoring Settings

You can edit the ping monitoring settings of any IT device or simply delete it if no longer needed.

236
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» To modify or delete any monitored IT device:

1. Choose Device Settings > Server Reachability.
2. Click the desired one in the list.
3. Perform the desired action.

ﬁﬁ Delete

¢ To modify settings, make necessary changes and then click Save. To delete it, click
on the top-right corner.

Example: Ping Monitoring and SNMP Notifications

In this illustration, it is assumed that a significant PDU (IP address: 192.168.84.95) shall be monitored by
your SRC to make sure that PDU is properly operating all the time, and the SRC must send out SNMP
notifications (trap or inform) if that PDU is declared unreachable due to power or network failure. The
prerequisite for this example is that the power sources are different between your SRC and the
monitored PDU.

This requires the following two steps.

» Step 1: Set up the ping monitoring for the target PDU

1. Choose Device Settings > Server Reachability.

aie T Monitor New Server

Ensure the "Enable ping monitoring for this server" checkbox is selected.
Enter the data shown below.

e Enter the server's data.
Field Data entered

IP address/hosthame 192.168.84.95

¢ To make the SRC declare the accessibility of the monitored PDU every 15 seconds (3 pings * 5
seconds) when that PDU is accessible, enter the following data.

Field Data entered
Number of successful pings to enable feature 3
Wait time after successful ping 5

* To make the SRC declare the inaccessibility of the monitored PDU when that PDU becomes
inaccessible for around 12 seconds (4 seconds * 3 pings), enter the following data.

Field Data entered
Wait time after unsuccessful ping 4
Number of consecutive unsuccessful pings for failure 3

¢ To make the SRC stop pinging the target PDU for 60 seconds (1 minute) after the PDU inaccessibility
is declared, enter the following data. After 60 seconds, the SRC will re-ping the target PDU,
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Field Data entered

Wait time before resuming pinging after failure 60

e The "Number of consecutive failures before disabling feature (0 = unlimited)" can be set to any
value you want.

5. Click Create.
» Step 2: Create an event rule to send SNMP notifications for the target PDU

1. Choose Device Settings > Event Rules.

aia I New Rule

Select the Enabled checkbox to enable this new rule.

Configure the following.
Field/setting  Data specified

Rule name Send SNMP notifications for PDU (192.168.84.95)
inaccessibility

Event Choose Server Monitoring > 192.168.84.95 > Unreachable

Trigger condition ' Select the Unreachable radio button

This will make the SRC react only when the target PDU becomes inaccessible.
5. Select the System SNMP Notification Action.

Front Panel Settings

You can set up the default mode of the front panel display, and front panel functions for outlet
switching, actuator control, beeper mute or RCM self-test.

Note that available front panel settings are model dependent.

e Qutlet switching -- available on outlet-switching capable models only.
e Actuator control -- available on all models.
e Internal beeper's mute function -- available on all models

e Default front panel mode setup -- available on all models, except for the PX3-3000 series, which
does NOT provide inlet sensor information.

e RCM self-test -- available on those models which support residual current monitoring.
» To configure the front panel settings:

1. Choose Device Settings > Front Panel.
2. Configure the following:

¢ To configure the default view of the LCD display, select one mode below.

Note: The default view is shown in the automatic mode.
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Mode Data entered

Automatic mode The LCD display cycles through both the inlet and overcurrent
protector information. This is the default.
Overcurrent protector information is available only when your

SRC has overcurrent protectors.

Inlet overview The LCD display cycles through the inlet information only.

¢ To enable the front panel outlet-switching function, select the 'Outlet switching' checkbox.

¢ To enable the front panel actuator-control function, select the 'Peripheral actuator control'
checkbox.

® The built-in beeper's mute control function is enabled per default. To disable it, deselect the 'Mute
beeper' checkbox.

e By default the front panel RCM self-test function, if available, is enabled.
3. Click Save.

If the 'Mute beeper' feature is enabled, you can operate the front panel to mute it whenever it
beeps.

Or you can turn on or off outlets/actuators by operating the front panel.

Configuring the Serial Port

You can change the bit rate of the serial port labeled CONSOLE / MODEM that is present on some
models. The default bit rate for console and modem operation is 115200 bps.

The following devices are supported via the serial interface:

e A computer for console management.
e A Raritan KVM product.
e An analog modem for remote dial-in and access to the CLI.

e A GSM modem for sending out SMS messages to a cellular phone.

Bit-rate adjustment may be necessary. Change the bit rate before connecting the supported device to
the SRC through the serial port, or there are communication problems.

You can set diverse bit-rate settings for console and modem operations. Usually the SRC can detect the
device type, and automatically apply the preset bit rate.

The SRC will indicate the detected device in the Port State section of the Serial Port page.
To configure serial port and modem settings, choose Device Settings > Serial Port.
» To change the serial port's baud rate settings:

1. Click the 'Connected device' field to make the serial port enter an appropriate state.
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Options Description

Automatic The SRC automatically detects the type of the device connected to the
detection serial port.

Select this option unless your SRC cannot correctly detect the device type.

Force console The SRC attempts to recognize that the connected device is set for the
console mode.

Force analog The SRC attempts to recognize that the connected device is an analog
modem modem.

Force GSM modem | The SRC attempts to recognize that the connected device is a GSM
modem.

2. Click the 'Console baud rate' field to select the baud rate intended for console management.

Note: For a serial RS-232 or USB connection between a computer and the SRC, leave it at the default
(115200 bps).

3. Click the 'Modem baud rate' field to select the baud rate for the modem connected to the SRC.

The following modem settings/fields appear in the web interface after the SRC detects the connection
of an analog or GSM modem.

» To configure the analog modem:

1. Select the 'Answer incoming calls' checkbox to enable the remote access via a modem. Otherwise,
deselect it.

2. Type a value in the 'Number of rings before answering' field to determine the number of rings the
SRC must wait before answering the call.

» To configure the GSM modem:

1. Enter the SIM PIN code.
2. Select the 'Use custom SMS center number' checkbox if a custom SMS center will be used.
e Enter the SMS center number in the 'SMS center' field.

3. If needed, click Advanced Information to view detailed information about the modem, SIM and
mobile network.

4. To test whether the SRC can successfully send out SMS messages with the modem settings:
a. Enter the number of the recipient's phone in the Recipient Phone field.
b. Click Send SMS Test to send a test SMS message.

Lua Scripts

If you can write or obtain any Lua scripts, you can create or load them into the SRC to control its
behaviors.

Some Lua scripts examples are provided, which you can load as needed.
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Note: Not all Lua script examples can apply to your SRC model. You should read each example's
introduction before applying them.

You must have the Administrator Privileges to manage Lua scripts.

Writing or Loading a Lua Script

You can enter or load up to 4 scripts.

» To write or load a Lua script:

< Create New Script

1. Choose Device Settings > Lua Scripts >
2. Type a name for this script. Its length ranges between 1 to 63 characters.
The name must contain the following characters only.

e Alphanumeric characters

e Underscore (_)

e Minus (-)

Note: Spaces are NOT permitted.

3. Determine whether and when to automatically execute the loaded script.
Checkbox Behavior when selected

Start automatically at system  Whenever the SRC reboots, the script is automatically executed.
boot

Restart after termination The script is automatically executed each time after 10 seconds
since the script execution finishes.

4. (Optional) Determine the arguments that will be executed by default.

== Add argument
a. Click
b. Type the key and value.
C. Repeat the same steps to enter more arguments as needed.

= To remove any existing argument, click adjacent to it.

Note: The above default arguments will be overridden by new arguments specified with the
"Start with Arguments" command or with any Lua-script-related event rule.

5. Inthe Source Code section, do one of the following. It is recommended to leave the Enable Syntax
Highlighting checkbox selected unless you do not need different text colors to identify diverse code
syntaxes.
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e To write a Lua script, type the codes in the Source Code section.

Source Code

Blilcad Local File B Load Example

¥ | Enable syntax highlighting

-— Type your codes here.

A

¢ To load an existing Lua script file, click Load Local File.

* To use one of the default Lua script examples, click Load Example.

Warning: The newly-loaded script will overwrite all existing codes in the Source Code section.
Therefore, do not load a new script if the current script meets your needs.

6. If you chose to load a script or the example in the previous step, its codes are then displayed in the
Source Code section. Double check the codes. If needed, modify the codes to meet your needs.

7. Click Create.

Manually Starting or Stopping a Script

You can manually start or stop an existing Lua script at any time.

When starting a script, you can choose to start it either with its default arguments or with new
arguments.

Tip: To have the SRC automatically start or stop a script in response to an event, create an event rule.

» To manually start a script:

1. Choose Device Settings > Lua Scripts. The Lua scripts list displays.
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Lua Scripts <= Create New Scrint

Hame State Auatostary FAestart

2. Click the desired script whose state is either 'Terminated' or 'New.

P Start

3. To start with default arguments, click

To start with new arguments, click + > Start With Arguments. Newly-assigned arguments

will override default ones.

4. If you chose "Start With Arguments" in the above step, enter the key and value in the Start Lua

Script dialog.

+ Add argument

e Click if needing additional arguments.

€ Lua Scripts | New Seript

Settings

Restart afier termination

Default arguments Ky Value

5. Click Start.
6. The script output will be shown in the Script Output section.

Clear

¢ If needed, click = to delete the existing output data.

» To manually stop a script:

Choose Device Settings > Lua Scripts.
Click the desired script whose state is either 'Running' or 'Restarting.’

3. Click - Stﬂp

Click Stop on the confirmation message.

on the top-right corner.

Raritan.

A brand of Ellegrand

243



Checking Lua Scripts States

Choose Device Settings > Lua Scripts to show the scripts list, which indicates the current state and

settings of each script.

Lua Seripts
Hame State Autostart
T A% -
T stead
» State:
State Description
New The script is never executed since the device boot.

Running  The script is currently being executed.

Terminated The script was once executed, but stops now.

Restarting  The script will be executed. Only the scripts with the "Restart"

column set to "yes" will show this state.

» Autostart:

+ Create Mew Script

This column indicates whether the checkbox labeled "Start automatically at system boot" is enabled. .

» Restart:

This column indicates whether the checkbox labeled "Restart after termination" is enabled.
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Modifying or Deleting a Script

» To modify or replace a script:

1. Choose Device Settings > Lua Scripts.

2. Click the desired one in the scripts list.
H

3. Click * > EditScript.

4. Make changes to the information shown, except for the script's name, which cannot be revised.

e To replace the current script, click Load Local File or Load Example to select a new script.

» To delete a script:

1. Choose Device Settings > Lua Scripts.
2. Click the desired one in the scripts list.

L
3. Click * >Delete.

4. Click Delete on the confirmation message.

Miscellaneous

The Miscellaneous page contains some assorted settings.
» Enable USB Host Ports:

¢ |f you want to enable/disable your SRC USB host ports, use this checkbox.

When disabled, the following features are unavailable:

*  Wireless networking

e USB cascading

e USB configuration and firmware update
e Webcam support

e USB card reader support

e PDView mobile app for iOS

» Enable Crestron XiO Connection:

e |f the Crestron XiO connection is part of your configuration, you can enable/disable it here.
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Miscellaneous

USE Host Ports

m

wabile USE Hoat Ports b

= o® o= o o

Grestron X0 Gonnection

Enable Creatron )il Connection

Using Prometheus and Grafana

You can use the open-source tools Prometheus and Grafana to collect sensor data and visualize it. In
Prometheus, the sensor readings are stored locally as time series data, which can be visualized in graphs
created by Grafana or similar tools This information is displayed on dashboards, and you can create
multiple dashboards as needed.

Requirements for Prometheus and Grafana

Prometheus Requirements:

e Prometheus v2.0 or higher
e Install on a computer in the SRC network.

e Reference: https://prometheus.io/docs/introduction/first_steps/

Grafana requirements:

e Grafana v8.1.5 or higher
e [nstall on a computer in the network of the Prometheus instance.
e Reference: https://grafana.com/grafana/download?pg=get&plcmt=selfmanaged-box1-ctal

Collected Data

For integration into a Prometheus system, the PDU can output all measurements in a Prometheus-
compatible format that can be queried from the URL: 'https://<PDU_IP>/cgi-bin/
dump_prometheus.cgi'. The URL has one optional parameter, "include_names=1", to include PDU,
names for Inlet, Outlet, OCP, TransferSwitch,and Sensors as metric labels.

You can use cURL as follows to retrieve the data:
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1. curl -k https://username:password@[PDU_IP]/cgi-bin/dump_prometheus.cgi

2. curl -k https://username:password@[PDU_IP]/cgi-bin/dump_prometheus.cgi?include_names=1

Webcam Management

With a Logitech® webcam connected, you can visually monitor the environment around the SRC via
snapshots or videos captured by the webcam.

The 'Webcams' menu item appears when there is any webcam connected to the SRC, or when there are
snapshots saved onto already.

Dashboard

Webcams

User Monagement

Device Settings

Maintenance

» Permissions required:

To do... Permission(s) required

View snapshots and videos Either permission below:
e Change Webcam Configuration

e View Webcam Snapshots and Configuration

Configure webcam settings Change Webcam Configuration

Configuring Webcams and Viewing Live Images

To configure a webcam or view live snapshot/video sessions, choose Webcams in the Menu. Then click
the desired webcam to open that webcam's page.

Note that default webcam names are determined by the detection order. The one that is detected first
is named Webcam, and a second webcam detected later is named Webcam 2.
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Webcams

Hama & Location Resolution Mode

Webcam ~ 352288 Snapshaot

The Webcam page consists of three sections -- Live Preview, Image Controls and Settings.
» Live Preview:

1. By default the Live Preview section is opened, displaying the live snapshot/video session captured
by the webcam.

¢ The default is to show live snapshots. Interval time and capture date/time of the image are
displayed on the top of the image. In video mode, the number of frames per second (fps) and the
video capture date/time are displayed.

M Sxer Snapshor

w Liww Phivire Windos

Tip: The date and time shown on the SRC web interface are automatically converted to your
computer's time zone.

2. To save the current image onto SRC or a remote server, click Save Snapshot.

¢ The default storage location for snapshots is the SRC device. To save them onto a remote server,
you can change the storage settings.

¢ To download an image onto your computer, you can right-click it and save.
3. To have the same live session displayed in a separate window, click New Live Preview Window.

* A separate window appears, which is called the Primary Standalone Live Preview window in this
User Guide.

® You can send out this window's URL to share the live image with others.

* Note that your browser may block the pop-up window

» Image Controls:
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Image Controls Q «

1. Adjust the brightness, contrast, saturation and gain by modifying their values or adjusting the
corresponding slide bar.

® To customize the gain value, you must deselect the Auto Gain checkbox first.

¢ To restore all settings to this webcam's factory defaults, click Set to Webcam Defaults.
» Settings:

1. Click Edit Settings.
2. Enter a name for the webcam. Up to 64 ASCII printable characters are supported.

¢ If configured to store snapshots on a remote server, the webcam's name determines the name of
the folder where snapshots are stored.

e |t is suggested to customize a webcam's name before saving snapshots on the remote server. In
case you change the webcam's name after saving any snapshots, SRC will create a new folder with
the new webcam name while keeping the old folder with the old name.

3. Type the location information in each location field as needed. Up to 63 ASCII printable characters
are supported.

¢ Note that the location data you enter is not available in those snapshots stored on remote servers.

Tip: If the webcam's location is important, you can customize the webcam's name based on its
location.

4. Select a resolution for the webcam.

¢ |f you connect two webcams to one USB-A port using a powered USB hub, set the resolution to
352x288 or lower for optimal performance.

5. Select the webcam mode.
Mode Description

Video The webcam enters the video mode.
e Set the 'Framerate' (frames per second) as needed.
Snapshot The webcam shows static images captured by the webcam at a regular
interval.

e To determine the interval, set the 'Time Between Snapshots'
(seconds).

6. Click Save. The changes made to the settings are applied to the live session in the above Live Preview
section immediately.

Sending Links to Snapshots or Videos

When opening a Primary Standalone Live Preview window, a unique URL is generated for this window
session. You can email or instant message this URL to as many people as possible as long as your system
resources permit. Recipients can then click on the provided link and view live snapshots or videos
simultaneously in the Secondary Standalone Live Preview window(s).

Raritan.

A brand of Ellegrand

249



Tip: All Live Preview window sessions sharing the same URL, including one Primary Standalone Live
Preview window and multiple Secondary Standalone Live Preview windows, are identified as one single
"<webcam>" user in the Connected Users list. You can disconnect a "<webcam>" user to terminate all
sessions sharing the same URL.

» Best practice:

1. The sender opens the Primary Standalone Live Preview window, and sends the link to one or
multiple recipients.

2. The sender must wait until at least one recipient opens the Secondary Standalone Live Preview
window.

3. The recipient(s) should inform the sender that the link has been opened.

4. Now the sender can close the Primary Standalone Live Preview window.
» To send a snapshot or video link via email or instant message:

1. Choose Webcams in the Menu.
2. Click the desired webcam to open the Webcam page.

3. Click New Live Preview Window in the Live Preview section. The live snapshot or video in a
standalone window opens.

4. Copy the URL from that live preview window.
a. Select the URL shown on the top of the image.

& Webcam Live Provies - Wabcum - - i »

A Mot secure | hitps//192.168.3.23/webcam/live..,

] "y
= Interval 55 ; 8/28/2023. 1:00:31 PM J
— — w a

-+

b. Right click to copy the URL, or press CTRL+ C.
5. Send the URL link through an email or instant message application to one or multiple persons.
6. Leave the live preview window open until the recipient(s) opens the snapshot or video via the link.
How Long a Link Remains Accessible

For documentation purposes, the one who opens and sends the URL of the Primary Standalone Live
Preview window is called User A and the two recipients of the same URL link are called User B and C.
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User Cis able to access the snapshot or video image via the link when the URL link remains valid, which
can be one of these scenarios:

e The Primary Standalone Live Preview window remains open on User A's computer. If so, even
though User A logs out of the SRC or the login session times out, the link remains accessible.

e User B's Secondary Standalone Live Preview window remains open. If so, even though User A
already closes the Primary Standalone Live Preview window, the link remains accessible.

e Neither User A's Primary Standalone Live Preview window nor User B's Secondary Standalone Live
Preview window remains open, but it has not exceeded two minutes yet after the final live preview
window session was closed.

Note: The link is no longer valid after two minutes since the final live preview window is closed.

Viewing, Downloading, Deleting Locally-Saved Snapshots

This section describes the operation for snapshots saved onto the SRC device only.
When saving a snapshot, it is stored locally on the SRC device by default. Up to 10 snapshots can be
stored locally. The oldest snapshot is automatically overridden by the newest one when the total of

snapshots exceeds 10, if no snapshots are deleted manually.

When there is more than one webcam connected, then the oldest snapshot of the webcam with the
most snapshots is overwritten.

Snapshots are saved as JPG files, and named with sequential numbers, such as 1.jpg, 2.jpg, 3.jpg.

Warning: Rebooting the SRC deletes all webcam snapshots that are saved locally. If
needed, download important snapshots before rebooting the device.

» To view, refresh, download or delete saved snapshots:

1. Choose Webcams > Browse Snapshots. The Snapshots page opens.

¢ To view a snapshot, click the link in the list. The image, capture time and resolution is displayed on
the same page.

e To refresh the list, click the Refresh icon.
* To download an image file, click the Download icon.

¢ To delete an image, select the checkbox of the image and click the Delete icon.
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£ Webcam Management | Snapshots

+  Snapshot  Size Time ¥ Webcam
~  2ipg 19.157 ki BIIBII0ES, 1:04:39 PM UTC-0400 Webcam
| 1jpg 216088 B/2B/023, 170434 PM UTC-0400 Webcam

Changing Storage Settings

Important: The SRC web interface only lists the snapshots stored locally on the SRC device, but does
NOT list those saved onto remote servers. You must launch appropriate third-party applications, such as
an FTP client, to access and manage the snapshots stored on remote servers.

The default is to store snapshots locally on the device, which has a limitation of 10 snapshots. Note that
any operation involving device reboot, such as firmware upgrade, will remove the locally saved
snapshots.

If you need to keep more than 10 images or need to keep them permanently, configure the settings to
move images onto a remote FTP server.

» To configure the storage settings:

1. Choose Webcams > Edit Settings.

Snapshaol Storage
== Edit Settings

Storage type Lacal

Hrowse Snapshots

2. Click the Storage Type field to select the desired storage location and configure as needed.

Note: When entering user credentials for remote servers, make sure the user credentials you enter have
the write permission, or NO snapshots can be successfully saved onto remote servers.

Storage Description
location

Local 'Local' means the SRC. This is the default.

e |t can store a maximum of 10 snapshots only.

e The web interface can list and display all snapshots stored on the
SRC.

e All snapshots are CLEARED when the SRC is rebooted.
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Storage Description

location
FTP Snapshots are saved onto a FTP server.
e Total number of saved snapshots depends on the server's capacity
e Saved snapshots are not affected by reboots of the SRC.
e Configure the following fields:
* Server URL - the FTP server's path
* Username - for server access
* Password - for server access
1. Click Save.

Warning: Before disconnecting or powering off any remote server where the
webcam snapshots are being stored, you must first change the storage settings, or
the connectivity issue of the remote server may degrade the performance of the
SRC web interface. If this issue occurs, first restore the connectivity of the remote
server and then change the storage settings of the webcam snapshots.

» Tip for notifications showing the snapshots path on FTP:

If you are using SNMP to retrieve data, you can make SRC automatically send a notification containing
the full path or URL to the snapshots saved onto FTP with this SNMP code:
webcamStorageUploadStarted.

Identifying Snapshots Folders on Remote Servers

If saving snapshots onto a remote server, you can access those snapshots via an appropriate third-party
application, such as an FTP client.

All snapshots are saved as JPEG and named according to the date and time when saving the snapshots.
Note that the date and time of the filename are based on the time zone of the SRC rather than that of
the computer or mobile device you are operating.

Tip: To check the time zone, choose Device Settings > Date/Time.

The structure of a snapshots folder looks similar to the diagram below.

o ] —
e

-2 PHB3650005— o

5. 1) PH85350018 —
.. 2, Webcam ©
-2 Webcam2 —0©0)
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Number Folder name description

0 User-defined parent directory, whose name depends your server settings, such as
your FTP configuration.
9 Serial number of your SRC device where the webcam is connected. For example,
PH85350018.

e View your serial number in Device Information.

B The name of the webcam that your SRC detects first.
This is the folder where the snapshots captured by the first webcam are stored.
e The first webcam's default name is "Webcam".

e You can customize the webcam's name, which will change the snapshots
folder's name.

e |f the webcam's location is important, you can customize the webcam's name
based on its location when configuring SRC to save snapshots onto a remote
server.

9 The name of the webcam that your SRC detects later, if an additional webcam is
connected.

This is the folder where the snapshots captured by the second webcam are
stored.

e The second webcam's default name is "Webcam 2".

e Changing this webcam's name also changes the second snapshots folder's
name.

e |f the webcam's location is important, you can customize the webcam's name
based on its location when configuring SRC to save snapshots onto a remote
server.

Note: It is suggested to customize a webcam's name "prior to" saving snapshots on the remote server.
In case you change the webcam's name after saving any snapshots, SRC will create a new folder with
the new webcam name while keeping the old folder with the old name.

SmartLock and Card Reader

Raritan's SmartLock kits provide several cabinet access control solutions.

If you have purchased a SmartLock kit with the door handle controller "DX2-DH2C2", both menu items
"SmartLock" and "Card Readers" will appear in the menu after connecting and configuring properly
DX2-DH2C2 and the door handles included in the kit.

Note that "SmartLock" appears only when your door handles are connected via DX2-DH2C2, but "Card
Readers" appears as long as any card reader is detected, whether standalone USB card reader or a card
reader integrated with the door handles.
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SmartLock

Card Readers

User Management

Devion Settings

Maintenance

SmartLock
To open the martLock page, choose SmartLock in the Menu.
The page shows information of all DX2-DH2C2 modules connected, including its serial number, position

and its door configuration. When primary units and/or link units have SmartLock controllers connected,
this page includes all door information for both.

On this page you can:

e View the status of the cabinet door and card reader.
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Note: Data of "external” USB card readers is shown on the Card Readers page.

e Configure the doors connected to DX2-DH2C2. You must set this because the types of connected
door handles are not automatically detected.

e Control the doors connected to DX2-DH2C2.

¢ Manage the door access.

» To configure the doors:

There are two door sections per DX2-DH2C2 because a DX2-DH2C2 has two door handle ports.

=yt el 2ah -~

Hame S Tipe Hartre St Trae

1. Click Edit Settings in the Settings section.
2. Inthe 'Door handle type' field, select the door handle type you are using.

¢ If your specific Southco H3-EM model is listed, select it. For all other supported Southco H3-EM
models, select "Southco H3-EM".
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Section

Auto Relock
Time

Door sensor
polarity

Relock on
Handle Close

Connected
Device

Raritan.
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Doar 1 G open O

Harms State Type
cloaed Doer State
Dupar Handle 1 choged [oor Handle

cloged [Door Lock

Card Reader

Settings

Dot handle type SouthCo H3-EW-60

Mong
Aasio redock time EMEA-1150
| EMEA Agent-E
| SouthCo H3-EM

Do=gr sengor polarity

SouthCo H3-EM-G6
Dirak eline MLATDI0

Realock on handie cose

| Dirak eLine MLR2530
Dirak eline MLRZ S0P

| Legrand SML-AINIV-ADPT

Conmected device

3. Make changes to the remaining fields as needed, then click Save.

Description

Specify how long the lock can remain open after someone opens
the door handle lock via smart card or remote control without the
handle being opened during that period. When the timeout
expires, the lock will be automatically closed. Default is 600
seconds (that is, 10 minutes).

Choose the correct setting based on the type of contact closure
sensors used to monitor the door:

Normally closed: The contact is closed (conducting) when the
door is closed and open (not conducting) when the door is open.
Default.

Normally open: The contact is not conducting when the door is
closed and is conducting when the door is open.

Note: For both normally closed and normally open sensors, the
reported state is "open" when the door is open and "closed"
when the door is closed.

This setting controls auto-locking. Select "Only if door closed" to
delay auto-locking until "Door State" and "Door Handel State" are
both verified as "Closed". Select "Always" to relock automatically.

If your door handle has a connected device, such as a keypad,
select it from the list.
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» To manage the door access:

258

"Managed Door Access" link provides access to "Door Access Rules" where you can create new

rules.Door Access (on page 172)

SmariLock Controller (1GEDI00006)

Door Status and Control

After configuring the door handle type properly, you can see the Status and Card Reader sections.

Door 1

O open O Close

Name State Type

Door State 1 closed Door State |
Door Handle 1 open Door Handle I
Door Lock 1 cloged Door Lock

| Manufacturer/model
I Card type

Raritan SML-READER-1

| CcardiD
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» To view the status of the door and card reader:

Section Description

Status Shows all sensor states detected by DX2-DH2C2, including:

e Door State: States of contact closure sensors connected to DX2-DH2C2.
Contact closure sensors detect whether the door is physically opened or
closed.

e Door Handle: States of door locks integrated with the door handles.
e Door Lock: States of the door handle locks.

Door locks and door handle locks are interrelated so their states are
changed one after another. The door handle lock is opened first and
then the door lock.

Exception: If you manually open the door lock with the key shipped
with your door handle, the Door Lock state will enter the open state
while the Door Handle Lock state remains closed.

Card Shows the data of the smart card scanned by the internal or external card
Reader reader accompanying each door handle connected to DX2-DH2C2.

Tip: All sensors of the connected door handles are also listed on the Peripherals page. The same Card
Reader information is also available on the Card Reader page.

» To control the door:

Per default, only one door handle can be opened at the same time so you must close one door before
opening another. To increase the upper limit of concurrently opened doors, go to the Peripherals page.

1. Go to the proper door section, and click Open or Close.

Door 1 O open O Close

2. Confirm the operation when prompted.
3. Now you can physically open or close the door.

» Door Terms:

The following terms and definitions are helpful when discussing doors, door handles, and locks. Note
that all door sensors also display in the Peripherals page.

Raritan.

A brand of Ellegrand

259



e SmartLock Controllers: DX2-DH2C2

e Door Handle Assembly: Door Handle and Door Lock which are connected to the SmartLock
controller 8 pin connector, for example "door handle 1".

e Door: Door is the same as "Door Handle Assembly", but with optional contact closure sensor that is

connected to the SmartLock controller connector. The contact closure sensor status describes

whether the cabinet door is open or closed.

e Door Handle: The small grip on the front of the Door Handle Assembly, which is used to

mechanically open the door by hand if it's unlocked. Sensor status describes if the Door Handle is

pulled out (open) or closed.

e Door Lock: The small lock actuator inside of the Door Handle Assembly which locks or unlock the

Door Handle. Sensor status describes if the Door Handle is unlocked or locked.

Maintenance

Click 'Maintenance' in the Menu to view the options.

Maintenance
Device Information

Comnected Users

Event Log

Update Finmware

Firrrrerone History

Bulk Configuration
p I Restane

Netwaork Diagnostics

Devwnload Diagnostic

Hardware Failures
Uniit Rieset

About PDU

Device Information

The Device Information page displays hardware and software information of components or connected

peripheral devices.

Tip: If the information shown on this page does not match the latest status, press F5 to reload it.

260
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» To display device information:

1. Choose Maintenance > Device Information. Click any header to expand the information. Available
sections depend on your model.

Section title Information shown

Information General device information, such as model name, serial number,
firmware version, hardware revision, MIB download link(s) and so on.

Network The network information, such as the current networking mode, I1Pv4
and/or IPv6 addresses and so on.

Information on cascading configurations also shows here.

Port Forwarding If the port forwarding mode is activated, this section shows a list of
port numbers for all cascaded devices.

Outlets Each outlet's receptacle type, operating voltage and rated current.
Overcurrent Each overcurrent protector's type, rated current and the outlets that it
Protectors protects.

Controllers Each inlet or outlet controller's serial number, Device ID,Hardware ID,

Firmware Version and Status.

Peripheral Devices Serial numbers, model names, position and firmware-related
information of connected environmental sensor packages.

Note: Serial number when clicked provides the detail
information of the peripheral device.

Asset Management Each asset strip's ID, boot version, application version and protocol
version.

Security SSH host keys.

Viewing Connected Users

You can check which users are logged in and their status. If you have administrator privileges, you can
terminate any user's connection.

» To view and manage connected users:

1. Choose Maintenance > Connected Users. A list of logged-in users displays.

Connected Users

User Name & P Address Client Type Idie Time

. 92 168 £0.5 Web G
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Column  Description
User Name The login name of each connected user.

IP Address The IP address of each user's host.

For the login via a local connection (serial RS-232 or USB), <local> is
displayed instead of an IP address.

Client Type The interface through which the user is being connected to the SRC.

e Web GUI: Refers to the web interface.

e CLI: Refers to the command line interface (CLI).
The information in parentheses following "CLI" indicates
how this user is connected to the CLI.
- Serial: The local connection, such as the serial RS-232
or USB connection.
- SSH: The SSH connection.
- Telnet: The Telnet connection.

e Webcam Live Preview: Refers to the live webcam image sessions.
See below.

Idle Time  The length of time for which a user remains idle.

Disconnect

2. Todisconnect any user, click the corresponding

a. Click Disconnect on the confirmation message.

b. The disconnected user is forced to log out.

» [f there are live webcam sessions:

262

All Live Preview window sessions sharing the same URL, including one Primary Standalone Live Preview
window and multiple Secondary Standalone Live Preview windows, are identified as one single
"<webcam>" user in the Connected Users list. You can disconnect a "<webcam>" user to terminate all
sessions sharing the same URL.

Usar Name & IP Adress Cliant Typa Idla Tima

<webcams 192.168.84.22 Webcam Live Previeww 0 min Disconnect

The IP address refers to the IP address of the host where the Primary Standalone Live Preview window
exists, NOT the IP address of the other two associated sessions.

Viewing, Pausing, Resuming or Clearing the Local Event Log
By default, certain system events are captured and saved in a local event log.

You can view over 2000 historical events in the local event log. When the log size exceeds 256KB, each
new entry overwrites the oldest one.
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» To display the local event log:

1. Choose Maintenance > Event Log.
Each event entry consists of:

¢ D number of the event

¢ Date and time of the event

e Event type

e A description of the event

2. Tofilter the list, select the desired event type in the 'Filter event class' field, or enter keywords in the
'Filter by log message' field.

3. The logis refreshed automatically at a regular interval of five seconds. To avoid any new events'
interruption during data browsing, you can suspend the automatic update by clicking Pause.

¢ To restore automatic update, click Resume. Those new events that have not been listed yet due to
suspension will be displayed in the log now.

» To Pause & Resume the local log:

1. Click Pause on the top right corner.

Event Log N Pausze| B Clear Log 2 Export as CSV

dar b lmm e B
ter by log message

GUI temporarily stops displaying Event Log updates and button label shows 'Resume’.
2. Click Resume on the top right corner.

GUI continues displaying Event Log updates and shows also messages which were skipped
when paused. The Button label shows 'Pause’.

Note: After page change, Event Log list is automatically in 'Resumed' state again.

» To clear the local log:

1. Click Clear Log on the top-right corner.

2. Click Clear Log on the confirmation message.
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Event Log Nl Pause E Clear Log 2 Export as CSV

Eiler by o meee noe
ter by log message

» To export the log:

Click Export as CSV on top right corner.
2. CSV file gets downloaded to local machine.

Event Log Nl Pouse W Clear Log | & Export as C3V
Filimr mya A% %51 3
Fikter by log message

Updating the Firmware

When performing the firmware update, the SRC keeps each outlet's power status unchanged so no
server operation is interrupted. During and after the firmware update, outlets that have been powered
on prior to the update remain powered ON and outlets that have been powered off remain powered
OFF.

You must be the administrator or a user with the Firmware Update permission to update the firmware.

Before starting, read the release notes. If you have any questions or concerns, contact Technical Support
BEFORE updating.

On a multi-inlet PDU, all inlets must be connected to power for the PDU to successfully update its
firmware.

Note that firmware update via iOS mobile devices, such as iPad, requires the use of iCloud Drive or a file
manager app.

Firmware update can also be completed using methods other than the web interface. See Special
Configuration and Upgrade Methods (on page 412).

Warning: Do NOT perform the firmware update over a wireless network connection.

» To update the firmware:

1. Choose Maintenance > Update Firmware.
2. Click Browse to select an appropriate firmware file.
3. Click Upload. A progress bar appears to indicate the upload process.
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4. Select Free memory before upload to clear up the memory.

5. Once complete, information of both installed and uploaded firmware versions as well as
compatibility and signature-checking results are displayed.

e If anything is incorrect, click Discard Upload.
6. To proceed with the update, click Update Firmware.

Warning: Do NOT power off the SRC during the update.

7. During the firmware update:
e A progress bar appears on the web interface, indicating the update status.
¢ The front panel display shows the firmware upgrade message.

¢ The outlet LEDs flash if the relay boards are being updated. If the firmware update does not include
the update of the relay board firmware, outlet LEDs do NOT flash.

e No users can log in.
e Other users' operation, if any, is forced to suspend.

8. When the update is complete, the unit resets, and the Login page re-appears.

Important: If you are using the SRC with an SNMP manager, download its MIB
again after the firmware update to ensure your SNMP manager has the correct MIB
for the latest release you are using.

Upgrade Guidelines for Existing Cascading Chains

There are additional concerns when upgrading devices in a cascading chain. See Firmware Upgrade for
Cascading Chains

A Note about Firmware Upgrade Time

The PDU firmware upgrade time varies from unit to unit, depending on various external and internal
factors.

External factors include, but are not limited to: network throughput, firmware file size, and speed at
which the firmware is retrieved from the storage location. Internal factors include: the necessity of
upgrading the firmware on the microcontroller and the number of microcontrollers that require
upgrade (which depends on the number of outlets). The microcontroller is upgraded only when
required. Therefore, the length of firmware upgrade time ranges from approximately 3 minutes
(without any microcontroller updated) to almost 7 minutes (with all microcontrollers for 48 outlets
updated). Take the above factors into account when estimating the PDU's firmware upgrade time.

The time indicated in this note is for SRC web-interface-based upgrades. Upgrades through other
management systems, such as Sunbird's Power IQ, may take additional time beyond the control of the
PDU itself. This note does not address the upgrades using other management systems.

Full Disaster Recovery

If the firmware upgrade fails, causing the SRC to stop working, you can recover it by using a special
utility rather than returning the device.
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Contact Raritan Technical Support for the recovery utility. You will also need an appropriate firmware
file in the recovery procedure.

Viewing Firmware Update History

The firmware upgrade history is permanently stored. It remains available even though you perform a
device reboot or any firmware update.

To view the firmware update history:

1. Choose Maintenance > Firmware History.
Each firmware update event consists of:
e Update date and time
e Previous firmware version
e Update firmware version

e Update result

Bulk Configuration

The Bulk Configuration feature lets you save generic settings of a configured SRC device to your
computer. You can use this configuration file to copy settings to other devices of the same model and
firmware version.

A source device is the SRC device where the configuration file is downloaded/saved. A target device is
the SRC device that loads the configuration file.

By default the configuration file downloaded from the source device contains settings based on the
built-in bulk profile. The built-in bulk profile defines that all settings should be saved except for
device-specific settings, such as IP address or environmental sensor settings. If you need to load these
device-specific settings, you should use the Backup/Restore feature instead.

You can decide which settings are downloaded by creating your own bulk configuration profile.

When the date and time settings are included in the bulk configuration file, exercise caution when
distributing that file to target devices located in a different time zone than the source device.

This bulk configuration method can be employed through the web interface, USB, or SCP. See Special
Configuration and Upgrade Methods (on page 412).

Bulk configuration overview:

1. A built-in configuration profile is available, or you can customize your own bulk configuration profile.
2. Select and download the file from the source device.

3. Upload the file to perform the configuration on the target device.

Bulk Configuration Restrictions

Before performing bulk configuration, make sure your source and target devices are compatible devices
for sharing general settings.
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» Restrictions for bulk configuration:

The target device must be running the same firmware version as the source device.

The target device must be of the same model type as the source device.

Bulk configuration is permitted if the differences between the target and source devices are only
"mechanical" designs which are indicated in the model name's suffix.

For example, you can perform bulk configuration between PX3-4724-E2N1K2 and
PX3-4724-E2N1K9 since the only difference between the two models is their chassis colors

represented by K2 (blue) and K9 (gray).

» Mechanical design codes in model numbers:

These mechanical designs are represented by suffixes added to the model name. In the table, x
represents a number. For example, Ax can be A1, A2, A3, and so on.

Suffix Mechanical design

Ax

Bx

Cx

Dx

Ex

Gx

Nx

Ox

Px

Rx

The line cord's length in meters

Note: For an inline monitor, it is likely two
Ax's are added to the model name for
indicating the lengths of its inlets' and
outlets' line cords.

The line cord's color

Cord types or options

Plug types or options

Outlet types or options

Controller options

Chassis colors

The line cord's length in centimeters

Chassis dimensions or other mechanical changes
OCP brand options

Special requests for device painting or printing

Special requests for physical placement
arrangements

Custom logo
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Example

A20 = 3.3 meters

B501 = bright red orange

C4 = power cord with
the standard gauge

D1 =IP67 watertight
plug

E2 = Locking C13 or
Locking C19

GO = no controller

K6 = yellow
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Suffix Mechanical design Example

Ux Different power plug brands

Customizing Bulk Configuration Profiles

A bulk profile defines which settings are downloaded/saved from the source device and which are not.
The default is to apply the built-in bulk profile, which downloads all settings from the source device
except for device-specific data.

If the built-in profile does not meet your needs, you can create your own profiles.

» To create new bulk configurations profiles:

Log in to the source device whose settings you want to download.
Choose Maintenance > Bulk Configuration.
Click New Profile, then enter a Profile name and Description.

To make this new profile the default one for future bulk configuration operations, select the 'Select
as default profile' checkbox.

P wnNPE

5. Now decide which settings to include or exclude.

v
a. Click of the setting which you want to configure.

b. When the pop-up menu appears, select one of the options.
Note that the two options 'Inherited' and 'Built-in' are mutually exclusive.

Option Description
Excluded The setting will not be downloaded.
Included ' The setting will be downloaded.

Inherited The setting will follow its parent setting (that is, the upper-level setting).

e |f you select 'Excluded' for its upper-level setting, this setting will be also
excluded.

e |f you select 'Included' for its upper-level setting, this setting will be also
included.

The option inherited from its parent setting will be enclosed in parentheses.

Built-in  The setting will follow the same setting of Raritan's built-in profile.
e |f 'Excluded' is selected in the built-in profile, this setting will be also excluded.
e If 'Included' is selected in the built-in profile, this setting will be also included.

The option inherited from the built-in profile will be enclosed in parentheses.

Note: The option 'Built-in" is available in those settings whose
corresponding settings in the built in profile have been set to a non-
inherited option -- Excluded or Included.

6. Click Save.
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Performing Bulk Configuration

To perform the bulk configuration using the web interface, first select and download the bulk
configuration file, then upload it to the target device to configure it.

» Step 1: Save a bulk configuration file

You must have the Administrator Privileges or "Unrestricted View Privileges" to download the
configuration.

Log in to the source device.

Choose Maintenance > Bulk Configuration.

Select the profile of the configuration you want to use in the Bulk Profile field.

In the 'Bulk format' field select Encrypted or Cleartext, to specify the security of the file.

W N Pe

Option Description

Encrypted e Partial content is base64 encoded.
e |ts content is encrypted using the AES-128 encryption algorithm.
e The file is saved to the TXT format

Cleartext e Content is displayed in clear text.
The file is saved to the TXT format.

5. In Encrypted mode, you can password protect the file. Select the Use Password checkbox, then
enter a password. A password will be required when the file is uploaded on the target device.

6. Click Download Bulk Configuration. The file is named "bulk_config" with the source device serial
number and a creation date/time stamp, such as "bulk_config_1BZ31B603C_20210927". Your
browser's file download method determines download location. Save the file so that it's available to
be uploaded to the target device.

P Step 2: Upload the file to configure the target

You must have the Administrator Privileges to upload the configuration.

1. Login to the target device, which is of the same model and runs the same firmware as the source
device.

Choose Maintenance > Bulk Configuration.

In the Restore Bulk Configuration section, click Browse to select the configuration file.

Click 'Upload & Restore Bulk Configuration'.

Confirm the operation and enter the administrator password, then click Restore.

o vk wnN

Wait until the login page reappears.

Modifying or Deleting Bulk Configuration Profiles

You can modify or delete any bulk profile except for the built-in one.
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Note that a profile that has been set as the default cannot be deleted. To remove it, you have to remove
its default setting first.

Choose Maintenance > Bulk Configuration. A list of profiles displays and then do one of the following.

» To modify an existing profile:

1. Click on the row of the wanted profile in the list.
2. Change the settings you want.
3. Click Save.

» To delete profiles
-
1. Select one or multiple profiles, then click the Delete icon “Il] .

2. Click Delete in the confirmation message.

Backup and Restore of Device Settings

Unlike the bulk configuration file, the backup file contains ALL device settings, including device-specific
data like device names and all network settings. To back up or restore the device settings, you should
use the Backup/Restore feature. To perform bulk configuration among multiple SRC devices, use the
Bulk Configuration feature instead.

All SRC information is captured in the plain-TEXT-formatted backup file except for the device logs and
TLS certificate.

Backup/Restore can also be completed using other methods. See Special Configuration and Upgrade
Methods (on page 412).

» To download a backup file:

You must have the Administrator Privileges or "Unrestricted View Privileges" to download a backup file.

1. Choose Maintenance > Backup/Restore.
2. Check the 'Backup format' field. If the chosen value does not match your need, change it.
Option Description

Encrypted e Partial content is base64 encoded.
e |ts content is encrypted using the AES-128 encryption algorithm.
The file is saved to the TXT format

Cleartext e Content is displayed in clear text.
The file is saved to the TXT format.

3. Click Download Device Settings. Save the file onto your computer.
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» To restore using a backup file:

You must have the Administrator Privileges to restore the device settings.

1. Choose Maintenance > Backup/Restore.
2. Click Browse to select the backup file.
3. Click 'Upload & Restore Device Settings' to upload the file.

* A message appears, prompting you to confirm the operation and enter an administrator password.

4. Enter the password, then click Restore.
5. Wait until the SRC resets and the Login page re-appears, indicating that the restore is complete.

Network Diagnostics
SRC provides the following tools in the web interface for diagnosing potential networking issues.

e Ping: The tool is useful for checking whether a host is accessible through the network or Internet.
e Trace Route: The tool lets you find out the route over the network between two hosts or systems.

e List TCP Connections: You can use this function to display a list of TCP connections.

Tip: These network diagnostic tools are also available through the CLI.

Choose Maintenance > Network Diagnostics, and then perform any function below.

» Ping:

1. Type values in the following fields.
Field Description

Network host The name or IP address of the host that you want to check.

Number of requests A number up to 20.

This determines how many packets are sent for pinging the host.

2. Click Run Ping to ping the host. The Ping results are then displayed.

» Trace Route:

1. Type values in the following fields.
Field/setting Description
Hostname The IP address or name of the host whose route you want to check.

Timeout(s) A timeout value in seconds to end the trace route operation.
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Field/setting Description

Use ICMP packets To use the Internet Control Message Protocol (ICMP) packets to
perform the trace route command, select this checkbox.

2. Click Run. The Trace Route results are then displayed.
» Ljst TCP Connections:
1. Click the List TCP Connections title bar to show the list.

Downloading Diagnostic Information

Important: Use this function only when you are directed by Technical Support.

You can download the diagnostic file to a client machine. The file is compressed into a .tgz file and
should be sent to Technical Support.

This feature is accessible only by users with Administrative Privileges or Unrestricted View Privileges.

» To retrieve a diagnostic file:

1. Choose Maintenance > Download Diagnostic > Download Diagnostic.

2. The system prompts you to save or open the file. Save the file.

Hardware Issue Detection

This page lists any internal hardware issues SRC has detected, including current events and historical

records.

Choose Maintenance > Hardware Failures, and the page similar to either of the following diagrams
opens.

Current hardware failure events, if any, will also display on the Dashboard.

» NO hardware failures detected:

+ My PDU (1) Hardware Failures

L
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» Hardware failure(s) detected:

Haedware Failures

Curtpal Hardmare Failies

Fabure Mopiage

Pand Hardware Fadures

Faikire Message

retmdh, devee ETHD i il et e

» Hardware failure types:

Hardware issues

Network device not detected

12C Bus stuck

Sub controller not reachable
Sub controller malfunction

Outlet power state inconsistent

Sub controller incompatible

Rebooting

Last Avperied & Law! Deaveeried MNumber of Jcogrences
FTFITRE 1 TR AM UTCHH DD TR, 1 0000 AM UTC+0L00
Last Asseried & Lawt Deasseried Mumnbser of Doourrences
RS, Ao P LT G 00 ACREEAE, B 1S Pl UG s
Description

A specific networking interface is NOT detected.

A specific 12C bus is stuck, which affects the communication with
sensors.

Communication with a specific sub unit controller fails.
A specific sub unit controller does not work properly.

The physical power state of a specific outlet is different from the chosen
power state set by the software.

A specific sub unit controller is incompatible with the firmware.

You can remotely reboot the SRC via the web interface.

Resetting/rebooting does not interrupt the operation of connected servers because there is no loss of
power to outlets. During and after the reboot, outlets that have been powered on prior to the reboot
remain powered on, and outlets that have been powered off remain powered off.

Warning: Rebooting deletes all webcam snapshots that are saved locally. If needed, download
important snapshots before rebooting the device.
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» To reboot the device:

1. Choose Maintenance > Unit Reset > Reboot Unit.

Do you really want to reboot the selected devices?

:"--.¢ m

Click Reboot.

A message appears, with a countdown timer showing the remaining time of the operation. It takes
about one minute to complete.

4. When the restart is complete, the login page opens.

Tip: If you are not redirected to the login page after the restart is complete, click the text "this link" in
the countdown message.

Note: Device reset will cause CLI communications over an "USB" connection to be lost. Therefore, re-
connect the USB cable after the reset is complete.

Resetting All Settings to Factory Defaults

You must have the Administrator Privileges to reset all settings to factory defaults.

Resetting to factory default can also be completed in the CLI or with a Reset button on the unit. See
Resetting to Factory Defaults (on page 456)

Important: Exercise caution before resetting to factory defaults. This erases
existing information and customized settings, such as user profiles, threshold
values, and so on. Only active energy data and firmware upgrade history are
retained.

» To reset the device to factory defaults:

1. Choose Maintenance > Unit Reset > Reset to Factory Defaults.
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Reset to Factory Defaults

Do you really want to resel the selected devices to factory
defautts?
Saying yes will clear all settings, incheding the network satup

Please confirm with your password

Passwaord:

Type your password and then click Factory Reset.

A message appears, with a countdown timer showing the remaining time of the operation. It takes
about two minutes to complete.

4. When the reset is complete, the login page opens.

Tip: If you are not redirected to the login page after the reset is complete, click the text "this link" in the
countdown message.

Note: Device reset will cause CLI communications over an "USB" connection to be lost. Therefore, re-
connect the USB cable after the reset is complete.

Card Readers

To open the Card Readers page, choose Card Readers in the Menu.
This page lists all card readers connected, including:
e Standalone USB card readers
e (Card readers integrated with door handles
Card Readers

¥ & Manufacteres/Model Swerial Mumber Channel Card Type Card ID
1 EMEA Agent-E 1GEB200098 1

2 EMEA Agant-E 1GEBZ00068 2

When a user scans a smart card with the card reader, the card's type and ID are retrieved and shown in
the corresponding Card Type and Card ID column. If no data is shown in the two columns, it means the
scanned card may not be supported by the card reader.

Tip: You can use a third-party application, such as Power 1Q, to retrieve the card's data to perform
security features like cabinet access control. Refer to that application's user documentation for more
information.
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» Door handle-integrated card readers:

e This type of card reader is integrated in the door handle, which is any series below:
e Emka Agent E
e SouthCo H3-EM
e Dirak eLine MLR 2500

Note: Not every SouthCo H3-EM door handle has a card reader integrated.

e Itis connected via the DX2-DH2C2 module.
e The Channel column indicates which door handle port (channel) it is connected to.

* Note that the serial number displayed for this card reader is the same as DX2-DH2C2's serial
number.

Each DX2-DH2C2 module can show two card readers because they have two ports for
connecting two door handles with card readers integrated.

» Standalone USB card readers:

e Itis directly connected to SRC.

e The Channel column does not show any data.
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Using SNMP

This SNMP section helps you set up the SRC for use with an SNMP manager. The SRC can be configured
to send traps or informs to an SNMP manager, as well as receive GET and SET commands in order to
retrieve status and configure some basic settings.

In This Chapter

Enabling and Configuring SNMP. . ... ... i i i 277
SNMPV3 NoOtifications. . ... oot e e 277
SNMPV2c Notifications. . . ..ot e 279
Downloading SNMIP MIIB. . ... oot e e e 280
SNMP Gets and Sets. . ..ottt e 281

Enabling and Configuring SNMP

To communicate with an SNMP manager, you must enable SNMP protocols on the SRC. By default,
SNMP is disabled.

The SNMP v3 protocol allows for encrypted communication. To take advantage of this, you must
configure the users with the SNMP v3 access permission and set Authentication Pass Phrase and Privacy
Pass Phrase, which act as shared secrets between SNMP and the SRC.

Important: You must download the SNMP MIB for your SRC to use with your SNMP
manager.

» To enable SNMP v1/v2c and/or v3 protocols:

1. Choose Device Settings > Network Services > SNMP.

2. Inthe SNMP Agent section, enable SNMP v1/v2c or SNMP v3, and configure related fields, such as
the community strings.

e |f SNMP v3 is enabled, you must determine which users shall have the SNMP v3 access permission.

» To configure users for SNMP v3 access:

1. Choose User Management > Users.
2. Create or modify users to enable their SNMP v3 access permission.

¢ |f authentication and privacy is enabled, configure the SNMP password(s) in the user settings.

SNMPv3 Notifications

1. Choose Device Settings > Network Services > SNMP.
2. Inthe SNMP Agent, make sure the Enable SNMP v1/v2c checkbox is selected.
3. Inthe SNMP Notifications section, make sure the 'Enable SNMP notifications' checkbox is selected.

Raritan.

A brand of Ellegrand

277



SHMP Notifications

Enabie SNMP notifcations L

Nnhﬁcm:nngrpc CRMPY infloemn L
Haat | regquined |
Part 162

User IO | required |
Temeout 3 ]

Mumber of retries

i

Socurity bevel muthPriv v
Authentication protoced SHA L
Auhentication pagsphrage requined

Contim authenbicatan passphase

Privacy profocol AES T

Privacy passphrase regquined

Confiem privacy passphrase

4. Select 'SNMPv3 trap' or 'SNMPv3 inform' as the notification type.
5. For SNMP TRAPs, the engine ID is prepopulated.

6. Type values in the following fields.
Field Description

Host The IP address of the device(s) you want to access.

This is the address to which notifications are sent by the SNMP agent.
Port The port number used to access the device(s).

User ID User name for accessing the device.
e Make sure the user has the SNMP v3 access permission.
Timeout The interval of time, in seconds, after which a new inform communication is resent if the first
is not received.

® For example, resend a new inform communication once every 3 seconds.

Number of retries Specify the number of times you want to resend the inform communication if it fails.

e For example, inform communications are resent up to 5 times when the initial
communication fails.
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Field Description

Security level Three types are available.
® noAuthNoPriv - neither authentication nor privacy protocols are needed.
e authNoPriv - only authentication is required.

e authPriv - both authentication and privacy protocols are required.

Authentication The three fields are available when the security level is set to AuthNoPriv or authPriv.
protocol, e Select the authentication protocol - MD5 or SHA
Authentication e Enter the authentication passphrase
passphrase,
Confirm authentication
passphrase
Privacy protocol, The three fields are available when the security level is set to authPriv.
Privacy passphrase, e Select the Privacy Protocol - DES or AES
Confirm privacy e Enter the privacy passphrase and then confirm the privacy passphrase
passphrase
7. Click Save.

SNMPv2c Notifications

1. Choose Device Settings > Network Services > SNMP.
2. Inthe SNMP Agent, make sure the Enable SNMP v1/v2c checkbox is selected.
3. Inthe SNMP Notifications section, make sure the 'Enable SNMP notifications' checkbox is selected.

SNMP Notifications
Enabls SHMP notifications +
Natification type SHMPZ2e inform ¥
Timeout 3 3
Humbser of retries 3

¥ Host Part Coenmunity

1 162

2 162

E] 162

4. Select 'SNMPv2c trap' or 'SNMPv2c inform' as the notification type.
5. Type values in the following fields.

Raritan.

A brand of Ellegrand 279



Field Description

Timeout The interval of time, in seconds, after which a new inform
communication is resent if the first is not received.

® For example, resend a new inform communication once every 3

seconds.
Number of The number of times you want to resend the inform communication if
retries it fails.

e For example, inform communications are resent up to 5 times
when the initial communication fails.

Host The IP address of the device(s) you want to access. This is the address
to which notifications are sent by the SNMP agent.

You can specify up to 3 SNMP destinations.
Port The port number used to access the device(s).

Community The SNMP community string to access the device(s). The community
is the group representing the SRC and all SNMP management stations.

6. Click Save.

Downloading SNMP MIB

You must download an appropriate SNMP MIB file for successful SNMP communications. Always use the
latest SNMP MIB downloaded from the current firmware of your SRC.

You can download the MIBs from two different pages of the web interface.

» MIB download via the SNMP page:

1. Choose Device Settings > Network Services > SNMP.
2. Click the Download MIBs title bar.

Downlocad MIBs »

3. Select the desired MIB file to download.

e PDU2-MIB: The SNMP MIB file for SRC management.

e ASSETMANAGEMENT-MIB: The SNMP MIB file for asset management.
4. Click Save to save the file onto your computer.
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» MIB download via the Device Information page:

1. Choose Maintenance > Device Information.

2. Inthe Information section, click the desired download link:
e PDU2-MIB
e ASSETMANAGEMENT-MIB

3. Click Save to save the file onto your computer.

SNMP Gets and Sets

In addition to sending notifications, the SRC is able to receive SNMP get and set requests from third-
party SNMP managers.

e Get requests are used to retrieve information about the SRC, such as the system location, and the
current on a specific outlet.

e Set requests are used to configure a subset of the information, such as the SNMP system name.

Note: The SNMP system name is the SRC device name. When you change the SNMP system name,
the device name shown in the web interface is also changed.

The SRC does NOT support configuring IPv6-related parameters using the SNMP set
requests.

Valid objects for these requests are limited to those found in the SNMP MIB-II System Group and the
custom SRC MIB.

The MIB File
An SNMP MIB file describes the SNMP functions.

Opening the MIB reveals the custom objects that describe the SRC system at the unit level as well as at
the individual-outlet level.

As standard, these objects are first presented at the beginning of the file, listed under their parent
group. The objects then appear again individually, defined and described in detail.
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For example, the measurementsGroup group contains objects for sensor readings of SRC as a whole.
One object listed under this group, measurementsUnitSensorValue, is described later in the MIB as "The
sensor value". pduRatedCurrent, part of the configGroup group, describes the PDU current rating.

SNMP Sets and Thresholds

Some objects can be configured from the SNMP manager using SNMP set commands. Objects that can
be configured have a MAX-ACCESS level of "read-write" in the MIB.

These objects include threshold objects, which cause the SRC to generate a warning and send an SNMP
notification when certain parameters are exceeded. See Sensor Threshold Settings for a description of
how thresholds work.

Note: When configuring the thresholds via SNMP set commands, ensure the value of upper critical
threshold is higher than that of upper warning threshold.

Configuring NTP Server Settings

Using SNMP, you can change the following NTP server-related settings in the unitConfigurationTable:

e Enable or disable synchronization of the device's date and time with NTP servers
(synchronizeWithNTPServer)

e Enable or disable the use of DHCP-assigned NTP servers if synchronization with NTP servers is
enabled (useDHCPProvidedNTPServer)

e Manually assign the primary NTP server if the use of DHCP-assigned NTP servers is disabled
(firstNTPServerAddressType and firstNTPServerAddress)

e Manually assign the secondary NTP server (optional) (secondNTPServerAddressType and
secondNTPServerAddress)
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Tip: To specify the time zone, use the CLI or web interface instead.

When using the SNMP SET command to specify or change NTP servers, it is required that both the NTP
server's address type and address be set in the command line simultaneously.

For example, the SNMP command to change the primary NTP server's address from IPv4
(192.168.84.84) to host name looks similar to the following:

snmpset -v2c -c private 192.168.84.84 firstNTPServerAddressType = dns
firstNTPServerAddress = "angu.pep.com"
Retrieving Energy Usage

You can discover how much energy an IT device consumes by retrieving the Active Energy for the outlet
this IT device is plugged into. The Active Energy values are included in the
outletSensorMeasurementsTable, along with other outlet sensor readings.
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Using the Command Line Interface

This section explains how to use the command line interface (CLI) to administer the SRC.
Note that available CLI commands are model dependent.

CLI commands are case sensitive.

The CLI can be used to:

® Reset

e Display the device and network information, such as the device name, firmware version, IP address,
and so on

e Configure the device and network settings

e Troubleshoot network problems

You can access the interface over a local connection using a terminal emulation program such as
HyperTerminal, or via a Telnet or SSH client such as PuTTY.

Note: Telnet access is disabled by default. To enable Telnet, go to Device Settings > Network Services >
Telnet.

In This Chapter

Logging into CLL ... oot e e 284
TipsforUsingthe CLL .. ... ot e e e 287
Showing Information. . ... . i e 291
Clearing Information. . . ... ... . i e e 308
Configuring the Device and Network. . ...... .o 309
Network Troubleshooting in DiagnosticMode. ........................... 404

Logging in to CLI

Logging in via HyperTerminal over a local connection is a little different than logging in using SSH or
Telnet.

If a security login agreement has been enabled, you must accept the agreement in order to complete
the login. Users are authenticated first and the security banner is checked afterwards.

With HyperTerminal
You can use any terminal emulation programs for local access to the command line interface.

This section illustrates HyperTerminal, which is part of Windows operating systems prior to Windows
Vista.
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» To

1.
2.

log in using HyperTerminal:

Connect your computer to the product via a local connection.

Launch HyperTerminal on your computer and open a console window. When the window first
opens, it is blank.

Make sure the COM port settings use this configuration:

5.

Bits per second = 115200 (115.2Kbps)
Data bits = 8

Stop bits=1

Parity = None

Flow control = None

Tip: For a USB connection, you can determine the COM port by choosing Control Panel > System >
Hardware > Device Manager, and locating the "Device Serial Console" under the Ports group.

In the communications program, press Enter to send a carriage return to the SRC. The Username
prompt appears.

Type a name and press Enter. The name is case sensitive. Then you are prompted to enter a
password.

Type a password and press Enter. The password is case sensitive.

After properly entering the password, the SRC name appears at the prompt.

Tip:
was

The 'Last login' information, including the date and time, is also displayed if the same user account
used to log in to this product's web interface or CLI.

6.

W

You

You are now logged in to the command line interface and can begin using commands.

ith SSH or Telnet

can remotely log in to the command line interface (CLI) using an SSH or Telnet client, such as PuTTY.

Not

e: PUTTY is a free program you can download from the Internet. Refer to PuTTY's documentation for

details on configuration.

» To log in using SSH or Telnet:

1.

Ensure SSH or Telnet has been enabled.

2. Launch an SSH or Telnet client and open a console window. A login prompt appears.

login as: I

3. Type a name and press Enter. The name is case sensitive.

Note: If using the SSH client, the name must NOT exceed 25 characters. Otherwise, the login fails.
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Then you are prompted to enter a password.

login as: admin

adminf@ 19z .1658.834.858'3 password: I

4. Type a password and press Enter. The password is case sensitive.
5. After properly entering the password, the SRC name appears at the prompt.

Tip: The 'Last login' information, including the date and time, is also displayed if the same user account
was used to log in to this product's web interface or CLI.

6. You are now logged in to the command line interface and can begin administering this product.

With an Analog Modem

The SRC supports remote access to the CLI via a connected analog modem. This feature is especially
useful when the LAN access is not available.

» To connect to the SRC via the modem:

Make sure the SRC has an analog modem connected. See Connecting an Analog Modem.
Make sure the computer you are using has an appropriate modem connected.

Launch a terminal emulation program, and configure its baud rate settings according to the baud
rate set for the analog modem connected to the SRC. See Configuring the Serial Port.

4. Type the following AT command to make a connection with the SRC.
ATD<modem phone number>

5. The CLI login prompt appears after the connection is established successfully. Then type the user
name and password to log in to the CLI.

» To disconnect from the SRC:

1. Return to the modem's command mode using the escape code +++.

2. After the OK prompt appears, type the following AT command to disconnect from the SRC.
ATH

Different CLI Modes and Prompts

Depending on the login name you use and the mode you enter, the system prompt in the CLI varies. The
device name appears with the prompt.

Raritan.

Abrand of [1legrand



e User Mode: When you log in as a normal user, who may not have full permissions to configure the
SRC, the > prompt appears.

e Administrator Mode: When you log in as an administrator, who has full permissions to configure the
SRC, the # prompt appears.

e Configuration Mode: You can enter the configuration mode from the administrator or user mode. In
this mode, the prompt changes to config:# or config:> and you can change SRC device and network
configurations. See Configuring the Device and Network (on page 309).

e Diagnostic Mode: You can enter the diagnostic mode from the administrator or user mode. In this
mode, the prompt changes to diag:# or diag:> and you can perform the network troubleshooting
commands, such as the ping command. See Network Troubleshooting in Diagnostic Mode (on page
404).

Closing a Local Connection

Close the window or terminal emulation program when you finish accessing the SRC over the local
connection.

When accessing or upgrading multiple SRC devices, do not transfer the local connection cable from one
device to another without closing the local connection window first.

Logging out of CLI

After completing your tasks using the CLI, always log out of the CLI to prevent others from accessing the
CLI.

» To log out of the CLI:

1. Ensure you have entered administrator mode and the # prompt is displayed.
2. Type exit and press Enter.

Tips for Using the CLI

The ? Command for Showing Available Commands

When you are not familiar with CLI commands, you can press the ? key at anytime for one of the
following purposes.

e Show a list of main CLI commands available in the current mode.

e Show a list of available commands or parameters for the command you type.

» In the administrator mode:
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» In the configuration mode:

config:# ?

» In the diagnostic mode:
diag:# ?

Press Enter after pressing the ? command, and a list of main commands for the current mode is
displayed.

Querying Available Parameters for a Command

If you are not sure what commands or parameters are available for a particular type of CLI command or
its syntax, you can have the CLI show them by adding a space and the help command (?) or list
command (Is) to the end of that command. A list of available parameters and their descriptions will be
displayed.

The following shows a few query examples.

» To query available parameters for the "show" command:

# show ?

» To query available parameters for the "show user" command:

# show user ?

» To query available role configuration parameters:

config:# role ?

» To query available parameters for the "role create” command:

config:# role create ?

Retrieving Previous Commands
If you would like to retrieve any command that was previously typed in the same connection session,

press the Up arrow ( O ) on the keyboard several times until the desired command is displayed.
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Automatically Completing a Command

A CLI command always consists of several words. You can easily enter a command by typing first word(s)
or letter(s) and then pressing Tab or Ctrl+i instead of typing the whole command word by word.

» To have a command completed automatically:

1. Type initial letters or words of the desired command. Make sure the letters or words you typed are
unique so that the CLI can identify the command you want.

Press Tab or Ctrl+i until the complete command appears.

If there are more than one possible commands, a list of these commands is displayed. Then type the
full command.

» Examples:

e Example 1 (only one possible command):

a. Type the first word and the first letter of the second word of the "reset
factorydefaults" command -- thatis, reset f.

b. Then press Tab or Ctrl+i to complete the second word.
e Example 2 (only one possible command):

a. Type the first word and initial letters of the second word of the "security
strongPasswords" command -- thatis, security str.

b. Then press Tab or Ctrl+i to complete the second word.
e Example 3 (more than one possible commands):

a. Type only the first two words of the "network ipv4 gateway XxX.XXX.xXxX.xxx"
command -- that is, network ipv4.

b. Then press Tab or Ctrl+i one or two times, a list of possible commands displays as shown
below.

gateway interface staticRoutes

C. Type the full command "network ipv4 gateway xxx.xxx.xxx.xxx",according
to the onscreen command list.

Multi-Command Syntax

To shorten the configuration time, you can combine various configuration commands in one command
to perform all of them at a time. All combined commands must belong to the same configuration type,
such as commands prefixed with network, user modify, sensor externalsensor and so on.

A multi-command syntax looks like this:

<configuration type> <setting 1> <value 1> <setting 2> <value 2>
<setting 3> <value 3>
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» Example 1 - Combination of ETH1's Activation, Configuration Method and IP

The following multi-command syntax configures IPv4 address, configuration method and activation
status for ETH1's network connectivity simultaneously.

config:# network ipv4 interface ethl enabled true configMethod static
address 192.168.84.225/24

Results:

e The ETH1 interface is enabled.
e ETH1's configuration method is set to static IP address.
e ETH1's IPv4 address is set to 192.168.84.225/24.

» Example 2 - Combination of Upper Critical and Upper Warning Settings

The following multi-command syntax simultaneously configures Upper Critical and Upper Warning
thresholds for the RMS current of the 2nd overcurrent protector.

config:# sensor ocp 2 current upperCritical disable upperWarning 15

Results:

e The Upper Critical threshold of the 2nd overcurrent protector's RMS current is disabled.

e The Upper Warning threshold of the 2nd overcurrent protector's RMS current is set to 15A and
enabled at the same time.

» Example 3 - Combination of SSID and PSK Parameters

This multi-command syntax configures both SSID and PSK parameters simultaneously for the wireless
feature.

config:# network wireless SSID myssid PSK encryp key

Results:

e The SSID value is set to myssid.

e The PSK value is set to encryp_key.
» Example 4 - Combination of Upper Critical, Upper Warning and Lower Warning Settings

The following multi-command syntax configures Upper Critical, Upper Warning and Lower Warning
thresholds for the outlet 5 RMS current simultaneously.
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config:# sensor outlet 5 current upperCritical disable upperWarning enable
lowerWarning 1.0

Results:

e The Upper Critical threshold of outlet 5 RMS current is disabled.
e The Upper Warning threshold of outlet 5 RMS current is enabled.

e The Lower Warning threshold of outlet 5 RMS current is set to 1.0A and enabled at the same time.

Showing Information

You can use the show commands to view current settings or the status of the SRC device or part of it,
such as the IP address, networking mode, firmware version, states or readings of internal or external
sensors, user profiles, and so on.

Some "show" commands have two formats: one with the parameter "details" and the other without.
The difference is that the command without the parameter "details" displays a shortened version of

information while the other displays in-depth information.

After typing a "show" command, press Enter to execute it.

Note: Depending on your login name, the # prompt may be replaced by the > prompt.

Network Configuration

This command shows all network configuration and all network interfaces' information, such as the IP
address, MAC address, the Ethernet interfaces' duplex mode, and the wireless interface's status/
settings.

# show network

IP Configuration
This command shows the IP settings shared by all network interfaces, such as DNS and routes.
Information shown will include both IPv4 and IPv6 configuration.
# show network ip common
To show the IP settings of a specific network interface, use the following command.

# show network ip interface <ETH>

Variables:

e <ETH> is one of the network interfaces: ETH1/ETH2, WIRELESS, or BRIDGE. Note that you must
choose/configure the bridge interface if your SRC is set to the bridging mode.
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Note: In the bridging mode, only the IP parameters of the BRIDGE interface function. The IP

parameters of ETH1/ETH2 and WIRELESS interfaces do NOT function.

Interface Description

ethl Show the IP-related configuration of the ETH1 interface.
eth2 Show the IP-related configuration of the ETH2 interface.
wireless  Show the IP-related configuration of the WIRELESS interface.
bridge Show the IP-related configuration of the BRIDGE interface.

all Show the IP-related configuration of all interfaces.

Tip: You can also type the command without adding this
option "all" to get the same data. That is, show network ip
interface.

IPv4-Only or IPv6-Only Configuration

To show IPv4-only or IPv6-only configuration, use any of the following commands.

To show IPv4 settings shared by all network interfaces, such as DNS and routes:

# show network ipv4 common

To show IPv6 settings shared by all network interfaces, such as DNS and routes:

# show network ipv6 common

To show the IPv4 configuration of a specific network interface:

# show network ipv4 interface <ETH>

To show the IPv6 configuration of a specific network interface:

# show network ipvée interface <ETH>
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Variables:

e <ETH>is one of the network interfaces: ETH1/ETH2, WIRELESS, or BRIDGE. Note that you must
choose/configure the bridge interface if your SRC is set to the bridging mode.

Note: In the bridging mode, only the IP parameters of the BRIDGE interface function. The IP
parameters of ETH1/ETH2 and WIRELESS interfaces do NOT function.

Interface Description

ethl Show the IPv4 or IPv6 configuration of the ETH1 interface.
eth2 Show the IPv4 or IPv6 configuration of the ETH2 interface.
wireless  Show the IPv4 or IPv6 configuration of the WIRELESS interface.
bridge Show the IPv4 or IPv6 configuration of the BRIDGE interface.

all Show the IPv4 or IPv6 configuration of all interfaces.

Tip: You can also type the command without adding this
option "all" to get the same data. That is, show network ipv4
interface.

Network Interface Settings

This command shows the specified network interface's information which is NOT related to IP
configuration. For example, the Ethernet port's LAN interface speed and duplex mode, or the wireless
interface's SSID parameter and authentication protocol.

# show network interface <ETH>

Variables:

e <ETH>is one of the network interfaces: ETH1/ETH2, WIRELESS, or BRIDGE. Note that you must
choose/configure the bridge interface if your SRC is set to the bridging mode.

Note: In the bridging mode, only the IP parameters of the BRIDGE interface function. The IP
parameters of ETH1/ETH2 and WIRELESS interfaces do NOT function.

Interface Description
ethl Show the ETH1 interface's non-IP settings.

eth2 Show the ETH2 interface's non-IP settings.
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Interface Description
wireless  Show the WIRELESS interface's non-IP settings.
bridge Show the BRIDGE interface's non-IP settings.

all Show the non-IP settings of all interfaces.

Tip: You can also type the command without adding this
option "all" to get the same data. That is, show network
interface.

Network Service Settings

This command shows the network service settings only, including the Telnet setting, TCP ports for HTTP,
HTTPS, SSH and Modbus/TCP services, and SNMP settings.

# show network services <option>

Variables:

e <option> is one of the options: all, http, https, telnet, ssh, snmp, modbus and zeroconfig.
Option  Description

all Displays the settings of all network services, including HTTP, HTTPS,
Telnet, SSH and SNMP.

Tip: You can also type the command without adding this option
"all" to get the same data.

http Only displays the TCP port for the HTTP service.
https Only displays the TCP port for the HTTPS service.
telnet Only displays the settings of the Telnet service.
ssh Only displays the settings of the SSH service.
snmp Only displays the SNMP settings.

modbus  Only displays the settings of the Modbus/TCP service.
redfish Only displays the redfish service settings.

zeroconfig  Only displays the settings of the zero configuration advertising.
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Device Configuration

This command shows the device configuration, such as the device name, firmware version, model type
and upper limit of active powered dry contact actuators. The CLIl is supported by various Xerus products.

# show src
To show detailed information, add the parameter "details" to the end of the command.

# show srcdetails

Note: Your Xerus product may not support all commands.

Date and Time Settings

This command shows the current date and time settings on the SRC.
# show time
To show detailed information, add the parameter "details" to the end of the command.

# show time details

Note: If details is not specified, only the deviceTime, timeZone and setupMethod will be displayed.

Default Measurement Units

This command shows the default measurement units applied to the SRC web and CLI interfaces across
all users, especially those users authenticated through remote authentication servers.

# show user defaultPreferences

Note: If a user has set their own preferred measurement units or the administrator has changed any
user's preferred units, the web and CLI interfaces show the preferred measurement units for that user
instead of the default ones. See Existing User Profiles (on page 302) for the preferred measurement
units for a specific user.

Environmental Sensor Information

This command syntax shows the environmental sensor's information.
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# show externalsensors <n>

To show detailed information, add the parameter "details" to the end of the command.

# show externalsensors <n>details

Variables:
e <n>is one of the options: all, or a number.
Option Description

all Displays the information of all environmental sensors.

Tip: You can also type the command without adding
this option "all" to get the same data.

A specific Displays the information for the specified environmental
environmental sensor | sensor only.
number*

* The environmental sensor number is the ID number assigned to the sensor, which can be found on the
Peripherals page of the SRC web interface.

Displayed information:

e Without the parameter "details," only the sensor ID, sensor type and reading are displayed.
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Note: A state sensor displays the sensor state instead of the reading.

e With the parameter "details," more information is displayed in addition to the ID number and
sensor reading, such as the serial number, sensor position, and X, Y, and Z coordinates.

Environmental Sensor Package Information

Different from the "show externalsensors" commands, which show the reading, status and
configuration of an individual environmental sensor, the following command shows the information of
all connected environmental sensor packages, each of which may contain more than one sensor or
actuator.

# show peripheralDevicePackages

Information similar to the following is displayed. Peripheral Device Package refers to an environmental
sensor package.

Peripheral Device Package 1

Serial Number: 1GE7A00022

Package Type: DX2-T1H1

Position: Port 1, Chain Position 1
Package State: operational
Firmware Version: 33.0

Peripheral Device Package 2

Serial Number: 1GE7A00021

Package Type: DX2-T3H1

Position: Port 1, Chain Position 2
Package State: operational
Firmware Version: 33.0

Actuator Information

This command syntax shows an actuator's information.
# show actuators <n>

To show detailed information, add the parameter "details" to the end of the command.
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# show actuators <n>details

Variables:
e <n>is one of the options: all, or a number.
Option Description

all Displays the information for all actuators.

Tip: You can also type the command without adding this
option "all" to get the same data.

A specific Displays the information for the specified actuator only.
actuator
number*

* The actuator number is the ID number assigned to the actuator. The ID number can be found using
the SRC web interface or CLI. It is an integer starting at 1.

Displayed information:

e Without the parameter "details," only the actuator ID, type and state are displayed.

e With the parameter "details," more information is displayed in addition to the ID number and
actuator state, such as the serial number and X, Y, and Z coordinates.

Environmental Sensor Threshold Information

This command syntax shows the specified environmental sensor's threshold-related information.
# show sensor externalsensor <n>
To show detailed information, add the parameter "details" to the end of the command.

# show sensor externalsensor <n>details
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Variables:

e <n>is the environmental sensor number. The environmental sensor number is the ID number
assigned to the sensor, which can be found on the Peripherals page of the SRC web interface.

Displayed information:

e Without the parameter "details," only the reading, threshold, deassertion hysteresis and assertion
timeout settings of the specified environmental sensor are displayed.

e With the parameter "details," more sensor information is displayed, including resolution and range.

Note: For a state sensor, the threshold-related and accuracy-related data is NOT available.

Environmental Sensor Default Thresholds

This command syntax shows a certain sensor type's default thresholds, which are the initial thresholds
applying to the specified type of sensor.

# show defaultThresholds <sensor type>
To show detailed information, add the parameter "details" to the end of the command.

# show defaultThresholds <sensor type>details
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Variables:

e <sensor type> is one of the following numeric sensor types:

Sensor types Description
absoluteHumidity = Absolute humidity sensors

relativeHumidity  Relative humidity sensors

temperature Temperature sensors
airPressure Air pressure sensors

airFlow Air flow sensors

vibration Vibration sensors

all All of the above numeric sensors

Tip: You can also type the command without adding this
option "all" to get the same data.

Displayed information:

e Without the parameter "details," only the default upper and lower thresholds, deassertion
hysteresis and assertion timeout settings of the specified sensor type are displayed.

e With the parameter "details," the threshold range is displayed in addition to default thresholds
settings.

Security Settings

This command shows the security settings of the SRC.
# show security
To show detailed information, add the parameter "details" to the end of the command.

# show securitydetails

Raritan.

300 Abrand of [1legrand



Displayed information:

e  Without the parameter "details," the information including IP access control, role-based access
control, password policy, and HTTPS encryption is displayed.

e With the parameter "details," more security information is displayed, such as user blocking time,
user idle timeout and front panel permissions (if supported by your model).

Authentication Settings

» General authentication settings:

This command displays the authentication settings of the SRC, including LDAP, Radius,and TACACS+
settings.

# show authentication

» One LDAP server's settings:

To show the configuration of a specific LDAP server, assign the desired LDAP server with its sequential
number in the command. To get detailed information, add "details" to the end of the command.

# show authentication ldapServer <server num>
—-OR --

# show authentication ldapServer <server num> details

» One Radius server's settings:

To show the configuration of a specific Radius server, assign the desired Radius server with its
sequential number in the command. To get detailed information, add "details" to the end of the
command.

# show authentication radiusServer <server num>
--OR--

# show authentication radiusServer <server num> details
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» One TACACS+ server's settings:

To show the configuration of a specific TACACS+ server, assign the desired TACACS+ server with its
sequential number in the command. To get detailed information, add "details" to the end of the
command.

# show authentication tacplusServer <server num>
- OR--
# show authentication tacplusServer <server num> details

Variables:

e <server_num> is the sequential number of the specified authentication server on the LDAP or
Radius or TACACS+ server list.
Displayed information:

e Without specifying any server, SRC shows the authentication type and a list of LDAP, Radius, and
TACACS+ servers that have been configured.

* When specifying a server, only that server's configuration is displayed. For LDAP server IP address/
hostname, server type, security, and port number are displayed, whereas Radius or TACCS+ servers
show their IP address/host name Authentication type and Port/s.

With the parameter "details" added, detailed information of the specified server is displayed, such as an
LDAP server's bind DN and the login name attribute. Whereas Radius and Tacacs+ servers show
accounting, timeout, retries, and shared secret values.

Existing User Profiles

This command shows the data of one or all existing user profiles.
# show user <user name>
To show detailed information, add the parameter "details" to the end of the command.

# show user <user name>details
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Variables:

e <user_name> is the name of the user whose profile you want to query. The variable can be one of
the options: all or a user's name.

Option Description

all This option shows all existing user profiles.

Tip: You can also type the command without adding this
option "all" to get the same data.

a specific user's | This option shows the profile of the specified user only.
name

Displayed information:

e Without the parameter "details," only four pieces of user information are displayed: user name,
user "Enabled" status, SNMP v3 access privilege, and role(s).

e With the parameter "details," more user information is displayed, such as the telephone number,
e-mail address, preferred measurement units and so on.

Existing Roles

This command shows the data of one or all existing roles.
# show roles <role name>

Variables:

e <role_name> is the name of the role whose permissions you want to query. The variable can be one
of the following options:

Option Description

all This option shows all existing roles.

Tip: You can also type the command without adding this
option "all" to get the same data.

a specific role's | This option shows the data of the specified role only.
name

Displayed information:
e Role settings are displayed, including the role description and privileges.

Serial Port Settings

This command shows the baud rate setting of the serial port labeled CONSOLE / MODEM on the SRC.
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# show serial

Asset Strip Settings

This command shows the asset strip settings, such as the total number of rack units (tag ports), asset
strip state, numbering mode, orientation, available tags and LED color settings.

# show assetStrip <n>

Variables:
e <n>is one of the options: all, or a number.
Option Description

all Displays all asset strip information.

Tip: You can also type the command without adding this
option "all" to get the same data.

A specific Displays the settings of the asset strip connected to the specified

asset strip FEATURE port number.

number For the SRC device with only one FEATURE port, the valid number
is always 1.

Rack Unit Settings of an Asset Strip

A rack unit refers to a tag port on the asset strips. This command shows the settings of a specific rack
unit or all rack units on an asset strip, such as a rack unit's LED color and LED mode.

# show rackUnit <n> <rack unit>

Variables:

e <n>isthe number of the FEATURE port where the selected asset strip is physically connected. For
the SRC device with only one FEATURE port, the number is always 1.

e <rack_unit> is one of the options: all or a specific rack unit's index number.
Option Description

all Displays the settings of all rack units on the specified asset strip.

Tip: You can also type the command without adding this
option "all" to get the same data.

Raritan.

304 A brand of [llegrand



Option Description

A specific Displays the settings of the specified rack unit on the specified asset
number strip.

Use the index number to specify the rack unit. The index number is
available on the asset strip or the Asset Strip page of the web
interface.

Event Log

The command used to show the event log begins with show eventlog. You can add either the limit
or class parameters or both to show specific events.

» Show the last 30 entries:

# show eventlog

» Show a specific number of last entries in the event log:

# show eventlog limit <n>

» Show a specific type of events only:

# show eventlog class <event type>

» Show a specific number of last entries associated with a specific type of events only:
# show eventlog limit <n> class <event type>

Variables:

e <n>is one of the options: all or a number.

Option Description

all Displays all entries in the event log.

An integer Displays the specified number of last entries in the event log.
number The number ranges between 1 to 10,000.

e <event_type> is one of the following event types.
Event type Description

all All events.
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Event type Description

device Device-related events, such as system starting or firmware
upgrade event.

userAdministration = User management events, such as a new user profile or a new

role.
userActivity User activities, such as login or logout.
sensor Internal or external sensor events, such as state changes of

any sensors.

serverMonitor Server-monitoring records, such as a server being declared
reachable or unreachable.

assetManagement  Raritan asset management events, such as asset tag
connections or disconnections.

modem Modem-related events.

timerEvent Scheduled action events.

webcam Events for webcam management, if available.
cardReader Events for card reader management, if available.

Network Connections Diagnostic Log

This command shows the diagnostic log for both the EAP authentication and wireless LAN connection.

# show network diagLog

Server Reachability Information

This command shows all server reachability information with a list of monitored servers and status.

# show serverReachability

Server Reachability Information for a Specific Server

To show the server reachability information for a certain IT device only, use the following command.
# show serverReachability server <n>

To show detailed information, add the parameter "details" to the end of the command.
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# show serverReachability server <n> details

Variables:

e <n>is anumber representing the sequence of the IT device in the monitored server list.

You can find each IT device's sequence number using the CLI command of show
serverReachability as illustrated below.

i IP address Enabled Status
192.168.86.126  VYes Haiting for reliable connection
www . raritan, com Yes Haiting for reliable connection
Displayed information:

e Without the parameter "details," only the specified device's IP address, monitoring enabled/
disabled state and current status are displayed.

e With the parameter "details," more settings for the specified device are displayed, such as number
of pings and wait time prior to the next ping.

Peripheral Devices Settings

This command shows peripheral devices settings, including Z coordinate format of external sensors,
device altitude, peripheral device auto management, maximum number of concurrently active powered
dry contacts, and muting of other door handle.

# show peripheralDevicesSetup

Command History

This command shows the command history for current connection session.
# show history

Displayed information:
e Alist of commands that were previously entered in the current session is displayed.

Reliability Data

This command shows the reliability data.

# show reliability data
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Reliability Error Log

This command shows the reliability error log.
# show reliability errorlog <n>

Variables:
e <n>is one of the options: 0 (zero) or any other integer number.
Option Description

0 Displays all entries in the reliability error log.

Tip: You can also type the command without adding this
option "0" to get all data.

A specific Displays the specified number of last entries in the reliability
integer number error log.

Reliability Hardware Failures

This command shows a list of detected hardware failures.
# show reliability hwfailures

For details, see Hardware Issue Detection.

Clearing Information

You can use the clear commands to remove unnecessary data.

After typing a "clear" command, press Enter to execute it.

Note: Depending on your login name, the # prompt may be replaced by the > prompt.

Clearing Event Log

This command removes all data from the event log.
# clear eventlog
—-OR --

# clear eventlog/y
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If you entered the command without "/ y," a message appears, prompting you to confirm the
operation. Type y to clear the event log or n to abort the operation.

If you type y, a message "Event log was cleared successfully" is displayed after all data in the event log is
deleted.

Clearing Diagnostic Log for Network Connections

This command removes all data from the diagnostic log for both the EAP authentication and WLAN
connection.

# clear networkDiagLog

—-OR --
# clear networkDiagLog /y

If you entered the command without "/ vy," a message appears, prompting you to confirm the
operation. Type y to clear the log or n to abort the operation.

Configuring the Device and Network

To configure the device or network settings through the CLI, it is highly recommended to log in as the
administrator so that you have full permissions. If you enter configuration mode from user mode, you

may have limited permissions to make configuration changes.

To configure any settings, enter the configuration mode. Configuration commands are case sensitive.

» To enter configuration mode:

1. Ensure you have entered administrator mode and the # prompt is displayed.

2. Type config and press Enter.
3. The config:# prompt appears, indicating that you have entered configuration mode.

config:# _

4. Now you can type any configuration command and press Enter to change the settings.

Important: To apply new configuration settings, you must issue the "apply"
command before closing the terminal emulation program. Closing the program does

not save any configuration changes.

» To quit the configuration mode, use either "apply" or "cancel" command:

config:# apply
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--OR --

config:# cancel

The # or > prompt appears after pressing Enter, indicating that you have entered the administrator or
user mode.

Device Configuration Commands

Device configuration command begins with src. You can use the src configuration commands to change
the settings that apply to the whole device.

Configuration commands are case sensitive so ensure you capitalize them correctly.

Changing the Device Name

config:# src name "<name>"

Variables:

e <name> is a string comprising up to 64 ASCII printable characters. The <name> variable must be
enclosed in quotes when it contains spaces.

Enabling or Disabling Data Logging

This command enables or disables the data logging feature.
config:# src dataRetrieval <option>

Variables:

e <option> is one of the options: enable or disable.

Option Description
enable Enables the data logging feature.
disable Disables the data logging feature.

Setting Data Logging Measurements Per Entry

This command defines the number of measurements accumulated per log entry.

config:# src measurementsPerLogEntry <number>
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Variables:

e <number> is an integer between 1 and 600. The default is 60 samples per log entry.
Setting Log Capacity

This command defines the size of data log (records per sensor).

config:# src logCapacity <number>

Variables:

e <number>is an integer between 60 and 20,000. Desired default log capacity is 120.
Enabling or Disabling data backup

This command enables or disables the data backup feature.

config:# src dataBackup <option>

Variables:

e <option> is one of the options: enable or disable.

Option Description
enable Enables the data logging feature.
disable Disables the data logging feature.

Network Configuration Commands

A network configuration command begins with network. A number of network settings can be changed
through the CLI, such as the IP address, transmission speed, duplex mode, and so on.

Configuring IPv4 Parameters

An IPv4 configuration command begins with network ipv4.

Setting the IPv4 Configuration Mode

This command determines the IP configuration mode.

config:# network ipv4 interface <ETH> configMethod <mode>
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Variables:

e <ETH>is one of the network interfaces: ETH1/ETH2, WIRELESS, or BRIDGE. Note that you must
choose/configure the bridge interface if your SRC is set to the bridging mode.

Note: In the bridging mode, only the IP parameters of the BRIDGE interface function. The IP
parameters of ETH1/ETH2 and WIRELESS interfaces do NOT function.

Interface Description

ethl Determine the IPv4 configuration mode of the ETH1 interface (wired
networking).

eth2 Determine the IPv4 configuration mode of the ETH2 interface (wired
networking).

wireless  Determine the IPv4 configuration mode of the WIRELESS interface
(that is, wireless networking).

bridge Determine the IPv4 configuration mode of the BRIDGE interface (that
is, bridging mode).

e <mode> is one of the modes: dhcp or static.

Mode  Description
dhcp The IPv4 configuration mode is set to DHCP.

static The IPv4 configuration mode is set to static IP address.

Setting the IPv4 Preferred Host Name

After selecting DHCP as the IPv4 configuration mode, you can specify the preferred host name, which is
optional. The following is the command:

config:# network ipv4 interface <ETH> preferredHostName <name>

Variables:

e <ETH>is one of the network interfaces: ETH1/ETH2, WIRELESS, or BRIDGE. Note that you must
choose/configure the bridge interface if your SRC is set to the bridging mode.

Note: In the bridging mode, only the IP parameters of the BRIDGE interface function. The IP
parameters of ETH1/ETH2 and WIRELESS interfaces do NOT function.

Interface Description

ethl Determine the IPv4 preferred host name of the ETH1 interface (that
is, wired networking).
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Interface Description

eth2 Determine the IPv4 preferred host name of the ETH2 interface (that
is, wired networking).

wireless  Determine the IPv4 preferred host name of the WIRELESS interface
(that is, wireless networking).

bridge Determine the IPv4 preferred host name of the BRIDGE interface (that
is, bridging mode).

e <name> is a host name which:
e Consists of alphanumeric characters and/or hyphens
e Cannot begin or end with a hyphen
e Cannot contain more than 63 characters

e Cannot contain punctuation marks, spaces, and other symbols

Setting the IPv4 Gateway

After selecting the static IP configuration mode, you can use this command to specify the gateway.

config:# network ipv4 interface ethl gateway <ip
address>

Variables:

e <ip address> is the IP address of the gateway. The value ranges from 0.0.0.0 to 255.255.255.255.

Interface Description

ethl Determine the IPv4 address of the ETH1 interface (that is, wired
networking).

eth2 Determine the IPv4 address of the ETH2 interface (that is, wired
networking).

wireless  Determine the IPv4 address of the WIRELESS interface (that is,
wireless networking).

bridge Determine the IPv4 address of the BRIDGE interface (that is, the
bridging mode).

Setting the IPv4 Address

After selecting the static IP configuration mode, you can use this command to assign a permanent IP
address to the SRC.

config:# network ipv4 interface <ETH> address <ip address>
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Variables:

e <ETH>is one of the network interfaces: ETH1/ETH2, WIRELESS, or BRIDGE. Note that you must
choose/configure the bridge interface if your SRC is set to the bridging mode.

Note: In the bridging mode, only the IP parameters of the BRIDGE interface function. The IP
parameters of ETH1/ETH2 and WIRELESS interfaces do NOT function.

Interface Description

ethl Determine the IPv4 address of the ETH1 interface (that is, wired
networking).

eth2 Determine the IPv4 address of the ETH2 interface (that is, wired
networking).

wireless  Determine the IPv4 address of the WIRELESS interface (that is,
wireless networking).

bridge Determine the IPv4 address of the BRIDGE interface (that is, the
bridging mode).

e <ip address> is the IP address being assighed to your SRC. Its format is "IP address/prefix". For
example, 192.168.84.99/24.

Setting IPv4 Static Routes

If the IPv4 network mode is set to static IP and your local network contains two subnets, you can
configure static routes to enable or disable communications between the SRC and devices in the other
subnet.

These commands are prefixed with network ipv4 staticRoutes.

Depending on whether the other network is directly reachable or not, there are two methods for
adding a static route. For further information, see Static Route Examples.

» Method 1: add a static route when the other network is NOT directly reachable:

config:# network ipv4 staticRoutes add <dest-1> nextHop <hop>

» Method 2: add a static route when the other network is directly reachable:

config:# network ipv4 staticRoutes add <dest-1> interface <ETH>
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» Delete an existing static route:

config:# network ipv4 staticRoutes delete <route ID>

» Modify an existing static route:

config:# network ipv4 staticRoutes modify <route ID> dest <dest-2> nextHop

<hop>

—-OR--

config:# network ipv4 staticRoutes modify <route ID> dest <dest-2>

interface <ETH>

Variables:

<dest-1> is a combination of the IP address and subnet mask of the other subnet. The format is IP
address/subnet mask.

<hop> is the IP address of the next hop router.

<ETH> is one of the interfaces: ETH1/ETH2, WIRELESS and BRIDGE. Type "bridge" only when your
SRC is in the bridging mode.

<route_ID> is the ID number of the route setting which you want to delete or modify.

<dest-2> is a modified route setting that will replace the original route setting. Its format is IP
address/subnet mask. You can modify either the IP address or the subnet mask or both.

Configuring IPv6 Parameters

An IPv6 configuration command begins with network ipvé6.

Setting the IPv6 Configuration Mode

This command determines the IP configuration mode.

config:# network ipvé6 interface <ETH> configMethod <mode>

Variables:

<ETH> is one of the network interfaces: ETH1/ETH2, WIRELESS, or BRIDGE. Note that you must
choose/configure the bridge interface if your SRC is set to the bridging mode.

Note: In the bridging mode, only the IP parameters of the BRIDGE interface function. The IP
parameters of ETH1/ETH2 and WIRELESS interfaces do NOT function.
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Interface Description

ethl Determine the IPv6 configuration mode of the ETH1 interface (wired
networking).

eth2 Determine the IPv6 configuration mode of the ETH2 interface (wired
networking).

wireless  Determine the IPv6 configuration mode of the WIRELESS interface
(that is, wireless networking).

bridge Determine the IPv6 configuration mode of the BRIDGE interface (that
is, bridging mode).

e <mode> is one of the modes: automatic or static.

Mode Description
automatic*  The |Pv6 configuration mode is set to automatic.

static The IPv6 configuration mode is set to static IP address.

*You can configure the SRC to either "Manual" or "Automatic" IPv6 settings. In manual mode, you must
specify the device's IP address, the default router, the DNS server etc. But when Automatic mode is
selected, the behavior of the SRC depends on the configuration of the Router Advertisement (RA) in the
network's router. If the RA contains a Prefix Information that has the "Autonomous address-
configuration flag" set, the SRC will use SLAAC and use an IPv6 address based on that Prefix and its own
MAC address. If the RA has the "otherconf" flag set, the SRC will also use Stateless DHCP to retrieve
information like a DNS server. If the "managed" flag is set in the RA, Stateful Address Auto configuration
is used via DHCPv6. Both modes (SLAAC and DHCPv6) can be used at the same time.

Setting the IPv6 Preferred Host Name

After selecting DHCP as the IPv6 configuration mode, you can specify the preferred host name, which is
optional. The following is the command:

config:# network ipvé interface <ETH> preferredHostName <name>

Variables:

e <ETH> is one of the network interfaces: ETH1/ETH2, WIRELESS, or BRIDGE. Note that you must
choose/configure the bridge interface if your SRC is set to the bridging mode.

Note: In the bridging mode, only the IP parameters of the BRIDGE interface function. The IP
parameters of ETH1/ETH2 and WIRELESS interfaces do NOT function.
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Interface Description

ethl Determine the IPv6 preferred host name of the ETH1 interface (wired
networking).

eth2 Determine the IPv6 preferred host name of the ETH2 interface (wired
networking).

wireless  Determine the IPv6 preferred host name of the WIRELESS interface
(that is, wireless networking).

bridge Determine the IPv6 preferred host name of the BRIDGE interface (that
is, bridging mode).
e <name> is a host name which:
e Consists of alphanumeric characters and/or hyphens
e Cannot begin or end with a hyphen
e Cannot contain more than 63 characters

e Cannot contain punctuation marks, spaces, and other symbols

Setting the IPv6 Address

After selecting the static IP configuration mode, you can use this command to assign a permanent IP
address to the SRC.

config:# network ipvé interface <ETH> address <ip
address>

Variables:

e <ETH>is one of the network interfaces: ETH1/ETH2, WIRELESS, or BRIDGE. Note that you must
choose/configure the bridge interface if your SRC is set to the bridging mode.

Note: In the bridging mode, only the IP parameters of the BRIDGE interface function. The IP
parameters of ETH1/ETH2 and WIRELESS interfaces do NOT function.

Interface Description
ethl Determine the IPv6 address of the ETH1 interface (wired networking).
eth2 Determine the IPv6 address of the ETH2 interface (wired networking).

wireless  Determine the IPv6 address of the WIRELESS interface (that is,
wireless networking).
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Interface Description

bridge Determine the IPv6 address of the BRIDGE interface (that is, the
bridging mode).

e <ip address> is the IP address being assigned to your SRC. This value uses the IPv6 address format.
Note that you must add /xx, which indicates a prefix length of bits such as /64, to the end of this
IPv6 address.

Setting the IPv6 Gateway

After selecting the static IP configuration mode, you can use this command to specify the gateway.

config:# network ipvé interface gateway ethl <ip
address>

Variables:

e <ip address> is the IP address of the gateway. This value uses the IPv6 address format.

Interface Description

ethl Determine the IPv6 address of the ETH1 interface (that is, wired
networking).

eth2 Determine the IPv6 address of the ETH2 interface (that is, wired
networking).

wireless  Determine the IPv6 address of the WIRELESS interface (that is,
wireless networking).

bridge Determine the IPv6 address of the BRIDGE interface (that is, the
bridging mode).

Setting IPv6 Static Routes

If the IPv6 network mode is set to static IP and your local network contains two subnets, you can
configure static routes to enable or disable communications between the SRC and devices in the other
subnet.

These commands are prefixed with network ipv6 staticRoutes.

Depending on whether the other network is directly reachable or not, there are two methods for
adding a static route. For further information, see Static Route Examples.

» Method 1: add a static route when the other network is NOT directly reachable:

config:# network ipvé6 staticRoutes add <dest-1> nextHop <hop>
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» Method 2: add a static route when the other network is directly reachable:

config:# network ipv6 staticRoutes add <dest-1> interface <ETH>

» Delete an existing static route:

config:# network ipvé6 staticRoutes delete <route ID>

» Modify an existing static route:

config:# network ipvé staticRoutes modify <route ID> dest <dest-2>
nextHop <hop>

—-OR--

config:# network ipv6 staticRoutes modify <route ID> dest <dest-2>
interface <ETH>

Variables:

e <dest-1> is the IP address and prefix length of the subnet where the SRC belongs. The format is /P
address/prefix length.

e <hop>is the IP address of the next hop router.

e <ETH>is one of the interfaces: ETH1/ETH2, WIRELESS and BRIDGE. Type "bridge" only when your
SRCis in the bridging mode.

e <route_ID> is the ID number of the route setting which you want to delete or modify.

e <dest-2> is a modified route setting that will replace the original route setting. Its format is /P
address/prefix length. You can modify either the IP address or the prefix length or both.

Configuring DNS Parameters

Use the following commands to configure static DNS-related settings.

» Specify the primary DNS server:

config:# network dns firstServer <ip address>

» Specify the secondary DNS server:

config:# network dns secondServer <ip address>
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» Specify the third DNS server:

config:# network dns thirdServer <ip address>

» Specify one or multiple optional DNS search suffixes:
config:# network dns searchSuffixes <suffixl>
—-OR--

config:# network dns searchSuffixes
<suffixl>,<suffix2>,<suffix3>,...,<suffixo6>

» Determine which IP address is used when the DNS server returns both IPv4 and IPv6 addresses:
config:# network dns resolverPreference <resolver>

Variables:

e <ip address> is the IP address of the DNS server.

e <suffix1>, <suffix2>, and the like are the DNS suffixes that automatically apply when searching for
any device via SRC. For example, <suffix1> can be raritan.com, and <suffix2> can be legrand.com.
You can specify up to 6 suffixes by separating them with commas.

e <resolver>is one of the options: preferV4 or preferVe6.

Option Description
prefervV4 Use the IPv4 addresses returned by the DNS server.

preferVé Use the IPv6 addresses returned by the DNS server.

Setting LAN Interface Parameters

A LAN interface configuration command begins with network ethernet.

Enabling or Disabling the LAN Interface

This command enables or disables the LAN interface.

config:# network ethernet <ETH> enabled <option>
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Variables:

e <ETH>is one of the options -- eth1 or eth2.

Option Description
ethl ETH1 port
eth2 ETH2 port

e <option> is one of the options: true or false.

Option Description
true The specified network interface is enabled.
false The specified network interface is disabled.

Changing the LAN Interface Speed

This command determines the LAN interface speed.
config:# network ethernet <ETH> speed <option>

Variables:

e <ETH>is one of the options -- eth1 or eth2.

Option Description
ethl ETH1 port
eth2 ETH2 port

e <option>is one of the options: auto, 10Mbps, 100Mbps or 1000Mbps.

Option Description

auto System determines the optimum LAN speed through auto-negotiation.
10Mbps The LAN speed is always 10 Mbps.

100Mbps  The LAN speed is always 100 Mbps.

1000Mbps ' The LAN speed is always 1000 Mbps.

Changing the LAN Duplex Mode

This command determines the LAN interface duplex mode.
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config:# network ethernet <ETH> duplexMode <mode>

Variables:

e <ETH>is one of the options -- eth1 or eth2.

Option Description
ethl ETH1 port
eth2 ETH2 port

e <mode> is one of the modes: auto, half or full.

Option Description

auto The SRC selects the optimum transmission mode through auto-
negotiation.

half Half duplex:

Data is transmitted in one direction (to or from the SRC) at a time.

full Full duplex:

Data is transmitted in both directions simultaneously.

Setting the LAN MTU

This command sets the MTU for the ethernet interface.
config:# network ethernet <ETH> mtu <mtu>

Variables:

e <ETH>is one of the options -- eth1 or eth2.
e <mtu> is the Maximum Transfer Unit. Enter a value from 1280-1500.

Setting the Ethernet Authentication Method

SRC supports 802.1X (EAP) Network Authentication. Enable the ethernet interface, and then set the
authentication method.

config:# network ethernet <interface> [enabled
<enabled>]

The following command sets the authentication method for the selected Ethernet interface to either
none or Extensible Authentication Protocol (EAP).
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config:# network ethernet <ETH> authMethod <method>

Variables:

e <ETH>is one of the options -- eth1 or eth2.

Option Description
ethl ETH1 port
eth2 ETH2 port

e <method> is one of the authentication methods: NONE or EAP.

Method Description
NONE The authentication method is set to NONE.
EAP The authentication method is set to EAP.

Setting Ethernet EAP Parameters

When the selected Ethernet interface's authentication method is set to EAP, you must configure EAP
authentication parameters, including outer authentication, inner authentication, EAP identity, client
certificate, client private key, password, CA certificate, and RADIUS authentication server. For more
information, see Ethernet Interface Settings.

» Determine the outer authentication protocol:

config:# network ethernet <ETH> eapOuterAuthentication <outer auth>

» Determine the inner authentication protocol for authentication set to "EAP + PEAP":

config:# network ethernet <ETH> eapInnerAuthentication <inner auth>

» Set the EAP identity:

config:# network ethernet <ETH> eapldentity <identity>

» Set the EAP password:

config:# network ethernet <ETH> eapPassword
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After performing the above command, the SRC prompts you to enter the password. Then type the
password and press Enter.

Provide a client certificate for authentication set to "EAP + TLS" or "EAP + PEAP + TLS":

config:# network ethernet <ETH> eapClientCertificate

After performing any certificate or private key commands, including commands for the client certificate,
client private key, and CA certificate, the system prompts you to enter the contents of the wanted
certificate or key. For an example with detailed procedure, see EAP CA Certificate Example (on page
326).

Provide a client private key for authentication set to "EAP + TLS" or "EAP + PEAP + TLS":

config:# network ethernet <ETH> eapClientPrivateKey

Provide a CA TLS certificate for EAP:

config:# network ethernet <ETH> eapCACertificate

Eable or disable verification of the TLS certificate chain:

config:# network ethernet <ETH> enableCertVerification <optionl>

Allow expired and not yet valid TLS certificates:

config:# network ethernet <ETH> allowOffTimeRangeCerts <option2>

Allow network connection with incorrect system time:

config:# network ethernet <ETH> allowConnectionWithIncorrectClock
<option3>

Set the RADIUS authentication server for EAP:
config:# network ethernet <ETH> eapAuthServerName <FQDN>

Variables:
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e <ETH>is one of the options -- eth1 or eth2.

Option Description
ethl ETH1 port
eth2 ETH2 port

e <outer_auth>is one of the options: PEAP or TLS.

Option Description

PEAP Outer authentication is set to Protected Extensible Authentication
Protocol (PEAP).

TLS Outer authentication is set to TLS.

e <inner_auth> is one of the options: MS-CHAPv2 or TLS.

Option Description

MSCHAPV2 Inner authentication is set to Microsoft's Challenge Authentication
Protocol Version 2 (MS-CHAPv2).

TLS Inner authentication is set to TLS.

e <identity> is your user name for the EAP authentication.

e <optionl>is one of the options: true or false.

Option Description
true Enables the verification of the TLS certificate chain.

false Disables the verification of the TLS certificate chain.

e <option2>is one of the options: true or false.

Option Description

true Always make the network connection successful even though the TLS
certificate chain contains any certificate which is outdated or not valid yet.

false The network connection is NOT successfully established when the TLS
certificate chain contains any certificate which is outdated or not valid yet.

e <option3>is one of the options: true or false.

Option Description

true Make the network connection successful when the SRC system time is
earlier than the firmware build before synchronizing with the NTP server,
causing the TLS certificate to become invalid.
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Option Description

false The network connection is NOT successfully established when the SRC
finds that the TLS certificate is not valid due to incorrect system time.

e <FQDN> is the name of the RADIUS server if it is present in the TLS certificate. The name must
match the fully qualified domain name (FQDN) of the host shown in the certificate.

EAP CA Certificate Example

This section provides a CA certificate example for the Ethernet interface "ETH1". Your CA certificate
contents should be different from the contents displayed in this example.

In addition, the procedure of uploading the client certificate and client private key in CLI is similar to the
following example, except for the CLI command.

» To provide a CA certificate:

326

1. Make sure you have entered the configuration mode.

2. Type the following command for ETH1 and press Enter.

config:# network ethernet ethl eapCACertificate

3. The system prompts you to enter the contents of the CA certificate.
4. Open a CA certificate using a text editor. You should see certificate contents similar to the following.

--- BEGIN CERTIFICATE ---

MIICTCCAfigAwWIBAgIEMaY gRzALBgkqhkiGew0BAQQwWRTELMAKGAIUEBhMCWVVMX
NjADBgNVBAOTLUShdGIvbmFsIEFlem9uyY XV0aWNzIGFUZCBTcGFJZSBBZG1pbmiz
dHIhdGhvbjAmFXESN]A1M]gxMzQ5MDUrMDgwMBCROTgWNTI4MTMOOTAIKZA4MD Aw
ZzELMAKGA1IUEBhMCWVVMxN]ADBgNVBA0TLUShdGIvbmFsIEFlcmauy XV 0aWNzIGFu
ZCBTcGFjZSBBZG1pbmlzdHIhdGlvbjEgMAKGATIUEBRMCMTY wEwWYDWVQQDEWxTAGW2
ZSBTY 2hwyY2gwWDALBgkghkiGOwOBAQEDSQAWRgIBALrAwyY dgxmzMNP/ tsOUyfeBp
miJYktU/ wa4NGE7ULaN4B5CnEz7k575903Y Y 3LecETgQEIQHmMkw YD TL2fTgVfwiC
AQOjgaswgagw ZAYDVROZAQH/BFowWDBWMFQxCzAIBgNVBAY TANTMTYwNAYDVQQK
Ey10YXRpb25hbCBEZXIvbmF 1dGljcyBhbmQgU3BhY2UgQWRtaWSpc3Ry Y XRpb24x
DTALBgNVBAMTBENSTDEwWFwWYDVROBAQH,/BAOWC4AIODMyOTcwODEWMBgGA1UdAQQR
MABECTgzMjk3MDgyM4ACBSAWDQYDVROKBAYWBAMCBKAWCWY JKoZIhvcNAQEEA4GE
AHZY1VCEw/A4zaXzSYZITTUi3uawbbFiS2yxHvgf28+81s00HXk1H1w2dogOHH21
XB2tZXd/0ItG0g1T9usFFEDVYKEBO0ebgz/PSELINBLZ+atObEUly 1ZZ0pBDWINR3
WkDNLCGITKCKpOFSEWINVDwhE4NNevkCQRZita+z4IBO

--- END CERTIFICATE ---

5. Select and copy the contents as illustrated below, including the starting line containing "BEGIN
CERTIFICATE" and the ending line containing "END CERTIFICATE."

Paste the contents in the terminal.
Press Enter.

Verify whether the system shows the following command prompt, indicating the provided CA
certificate is valid.

config:#
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Removing the Uploaded Certificate or Private Key

The procedures of removing an existing client certificate, client private key or CA certificate in CLl are
similar.

This section illustrates such a procedure for the Ethernet interface "ETH1."

» To remove a certificate or private key for ETH1:

1. Make sure you have entered the configuration mode.
2. Type the appropriate command, depending on which file you want to remove, and press Enter.
e (Client certificate:

config:# network ethernet ethl eapClientCertificate

e (Client private key:

config:# network ethernet ethl eapClientPrivateKey

e CA certificate:

config:# network ethernet ethl eapCACertificate

3. The system prompts you to enter the contents of the chosen certificate or private key.
4. Press Enter without typing any data.

5. Verify whether the system shows the following command prompt, indicating the existing certificate
or private key has been removed.

config:#
Setting Wireless Parameters

You must configure wireless parameters, including Service Set Identifier (SSID), authentication method,
Pre-Shared Key (PSK), and Basic Service Set Identifier (BSSID) after the wireless networking mode is
enabled.

A wireless configuration command begins with network wireless.

Note: If wireless networking mode is not enabled, the SSID, PSK and BSSID values are not applied until
the wireless networking mode is enabled. In addition, a message appears, indicating that the active
network interface is not wireless.

Setting the SSID

This command specifies the SSID string.
config:# network wireless SSID <ssid>

Variables:

e <ssid> is the name of the wireless access point, which consists of:
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- Up to 32 ASCII characters
- No spaces
- ASCII codes 0x20 ~ Ox7E

Enabling or Disabling 802.11n High Throughput
This command enables or disables the 802.11n high throughput protocol.

config:# network wireless enableHT <option>

Variables:

e <option> is one of the options: true or false.

Option Description
true 802.11n is enabled.
false 802.11n is disabled.

Setting the Wireless Authentication Method

This command sets the wireless authentication method to None, PSK, or Extensible Authentication
Protocol (EAP).

config:# network wireless authMethod <method>

Variables:

e <method> is one of the authentication methods: PSK or EAP.

Method Description

PSK The authentication method is set to PSK.
EAP The authentication method is set to EAP.
None The authentication method is set to None.

Setting the PSK

If the Pre-Shared Key (PSK) authentication method is selected, you must assign a PSK passphrase by
using this command.

config:# network wireless PSK <psk>
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Variables:

e <psk>is a string or passphrase that consists of:
- 8 to 63 characters
- No spaces
- ASCII codes 0x20 ~ Ox7E

Setting Wireless EAP Parameters

When the wireless authentication method is set to EAP, you must configure EAP authentication
parameters, including outer authentication, inner authentication, EAP identity, client certificate, client
private key, password, CA certificate, and RADIUS authentication server. For more information, see
Wireless Network Settings.

» Determine the outer authentication protocol:

config:# network wireless eapOuterAuthentication <outer auth>

» Determine the inner authentication protocol for authentication set to "EAP + PEAP":

config:# network wireless eapInnerAuthentication <inner auth>

» Set the EAP identity:

config:# network wireless eapldentity <identity>

» Set the EAP password:

config:# network wireless eapPassword

After performing the above command, the SRC prompts you to enter the password. Then type the
password and press Enter.

» Provide a Client Certificate for authentication set to "EAP + TLS" or "EAP + PEAP + TLS":

config:# network wireless eapClientCertificate

After performing any certificate or private key commands, including commands for the client certificate,
client private key, and CA certificate, the system prompts you to enter the contents of the wanted
certificate or key. For an example with detailed procedure, see EAP CA Certificate Example (on page
326).
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Provide a Client Private Key for authentication set to "EAP + TLS" or "EAP + PEAP + TLS":

config:# network wireless eapClientPrivateKey

Provide a CA TLS certificate for EAP:

config:# network wireless eapCACertificate

Eable or disable verification of the TLS certificate chain:

config:# network wireless enableCertVerification <optionl>

Allow expired and not yet valid TLS certificates:

config:# network wireless allowOffTimeRangeCerts <option2>

Allow wireless network connection with incorrect system time:

config:# network wireless allowConnectionWithIncorrectClock <option3>

Set the RADIUS authentication server for EAP:
config:# network wireless eapAuthServerName <FQDN>

Variables:

e <outer_auth>is one of the options: PEAP or TLS.

Option Description

PEAP Outer authentication is set to Protected Extensible Authentication
Protocol (PEAP)

TLS Outer authentication is set to TLS.

e <inner_auth> is one of the options: MS-CHAPv2 or TLS.
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Option Description

MSCHAPV2 Inner authentication is set to Microsoft's Challenge Authentication
Protocol Version 2 (MS-CHAPv2).

TLS Inner authentication is set to TLS.

e <jdentity> is your user name for the EAP authentication.

e <optionl>is one of the options: true or false.

Option Description
true Enables the verification of the TLS certificate chain.

false Disables the verification of the TLS certificate chain.

e <option2>is one of the options: true or false.

Option Description

true Always make the network connection successful even though the TLS
certificate chain contains any certificate which is outdated or not valid yet.

false The network connection is NOT successfully established when the TLS
certificate chain contains any certificate which is outdated or not valid yet.

e <option3>is one of the options: true or false.

Option Description

true Make the network connection successful when the SRC system time is
earlier than the firmware build before synchronizing with the NTP server,
causing the TLS certificate to become invalid.

false The network connection is NOT successfully established when the SRC
finds that the TLS certificate is not valid due to incorrect system time.

e <FQDN> is the name of the RADIUS server if it is present in the TLS certificate. The name must
match the fully qualified domain name (FQDN) of the host shown in the certificate.

Setting the BSSID

This command specifies the BSSID.

config:# network wireless BSSID <bssid>
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Variables:

e <bssid> is either the MAC address of the wireless access point or none for automatic selection.

Setting the Wireless MTU

This command sets the MTU for the wireless interface.
config:# network wireless mtu<mtu>

Variables:
e <mtu> is the Maximum Transfer Unit. Enter a value from 1280-1500.

Configuring the Cascading Mode

This command determines the cascading mode.
config:# network <mode> enabled <optionl>

Variables:

e <mode> is one of the following cascading modes.
Mode Description

bridge The Bridging mode, where each cascaded device is assigned a
unique IP address.

portForwarding The Port Forwarding mode, where every cascaded device in the
chain shares the same IP address, with diverse port numbers
assigned.

Important: When enabling either cascading mode, you must make sure the other
cascading mode is disabled, or the preferred cascading mode may not be enabled
successfully.

e <optionl> is one of the following options:

Option Description
true The selected cascading mode is enabled.
false The selected cascading mode is disabled.

» If Port Forwarding mode is enabled, you must configure two more settings to finish the
configuration:

On ALL cascaded devices, you must configure the 'role' setting one by one.
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config:# network portForwarding role <option2>

On the primary device, you must configure the 'downstream interface' setting.

config:# network portForwarding
primaryUnitDownstreamInterface <option3>

Variables:

e <option2> is one of the following cascading roles:

Role Description
primary The device is a primary device.
expansion The device is an expansion device.

e <option3>is one of the following options:
Option Description

ETH1/ETH2 ETH1/ETH2 port is the port where the 1st expansion device is
connected.

Usb USB port is the port where the 1st expansion device is connected.

Setting Network Service Parameters

A network service command begins with network services.

Setting the HTTP Port

The commands used to configure the HTTP port settings begin with network services http.

» Change the HTTP port:

config:# network services http port <n>

» Enable or disable the HTTP port:

config:# network services http enabled <option>

» Enforce redirection from HTTP to HTTPS:

config:# network services http enforceHttps <option>
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Variables:

e <n>isa TCP port number between 1 and 65535. The default HTTP port is 80.

e <option> is one of the options: true or false.

Option Description
true e The HTTP port is enabled.
-OR-

e HTTP redirection to HTTPS is enabled.

false e The HTTP port is disabled.
-OR-
e HTTP redirection to HTTPS is disabled.

Setting the HTTPS Port

The commands used to configure the HTTPS port settings begin with network services https.

Change the HTTPS port:

config:# network services https port <n>

Enable or disable the HTTPS access:
config:# network services https enabled <option>

Variables:

e <n>isa TCP port number between 1 and 65535. The default HTTPS port is 443.
e <option>is one of the options: true or false.

Option Description
true Forces any access to the SRC via HTTP to be redirected to HTTPS.

false No HTTP access is redirected to HTTPS.

Changing the Telnet Configuration

You can enable or disable the Telnet service, or change its TCP port using the CLI commands.

A Telnet command begins with network services telnet.
Enabling or Disabling Telnet

This command enables or disables the Telnet service.
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config:# network services telnet enabled <option>

Variables:

e <option> is one of the options: true or false.

Option Description
true The Telnet service is enabled.
false The Telnet service is disabled.

» Changing the Telnet Port

This command changes the Telnet port.
config:# network services telnet port <n>

Variables:

e <n>isa TCP port number between 1 and 65535. The default Telnet port is 23.

Changing the SSH Configuration

You can enable or disable the SSH service, or change its TCP port using the CLI commands.
An SSH command begins with network services ssh.
» Enabling or Disabling SSH

This command enables or disables the SSH service.
config:# network services sshenabled <option>

Variables:

e <option> is one of the options: true or false.

Option Description

true The SSH service is enabled.
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Option Description

false The SSH service is disabled.

» Changing the SSH Port

336

This command changes the SSH port.

config:# network services ssh port <n>

Variables:

e <n>isa TCP port number between 1 and 65535. The default SSH port is 22.

Determining the SSH Authentication Method

This command syntax determines the SSH authentication method.

config:# network services ssh authentication <auth method>

Variables:

e <option> is one of the options: passwordOnly, publicKeyOnly or passwordOrPublicKey.

Option Description
passwordOnly Enables the password-based login only.
publicKeyOnly Enables the public key-based login only.

passwordOrPublickey Enables both the password- and public key-based login.
This is the default.

If the public key authentication is selected, you must enter a valid SSH public key for each user profile to
log in over the SSH connection.

Setting the SNMP Configuration

You can enable or disable the SNMP v1/v2c or v3 agent, configure the read and write community
strings, or set the MIB-Il parameters, such as sysContact, using the CLI commands.

An SNMP command begins with network services snmp.

Enabling or Disabling SNMP v1/v2c

This command enables or disables the SNMP v1/v2c protocol.
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config:# network services snmp vl1/v2c <option>

Variables:

e <option> is one of the options: enable or disable.

Option Description
enable The SNMP v1/v2c protocol is enabled.
disable The SNMP v1/v2c protocol is disabled.

» Enabling or Disabling SNMP v3

This command enables or disables the SNMP v3 protocol.

config:# network services snmp v3 <option>

Variables:

e <option>is one of the options: enable or disable.

Option Description
enable The SNMP v3 protocol is enabled.
disable The SNMP v3 protocol is disabled.

» Setting the SNMP Read Community

This command sets the SNMP read-only community string.
config:# network services snmp readCommunity <string>

Variables:

e <string> is a string comprising 4 to 64 ASCII printable characters.

e The string CANNOT include spaces.

» Setting the SNMP Write Community

This command sets the SNMP read/write community string.

config:# network services snmp writeCommunity <string>
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Variables:

e <string> is a string comprising 4 to 64 ASCII printable characters.
e The string CANNOT include spaces.

Setting the sysContact Value

This command sets the SNMP MIB-II sysContact value.

config:# network services snmp sysContact <value>
Variables:

e <value> is a string comprising 0 to 255 alphanumeric characters.
Setting the sysName Value
This command sets the SNMP MIB-Il sysName value.

config:# network services snmp sysName <value>
Variables:

e <value>is a string comprising 0 to 255 alphanumeric characters.
Setting the sysLocation Value

This command sets the SNMP MIB-II sysLocation value.

config:# network services snmp sysLocation <value>
Variables:

<value> is a string comprising 0 to 255 alphanumeric characters.

Changing the Modbus Configuration

You can enable or disable the Modbus agent, configure its read-only capability, or change its TCP port.

A Modbus command begins with network services modbus.

Enabling or Disabling Modbus

This command enables or disables the Modbus protocol.
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config:# network services modbus enabled <option>

Variables:

e <option> is one of the options: true or false.

Option Description
true The Modbus agent is enabled.
false The Modbus agent is disabled.

» Enabling or Disabling the Read-Only Mode

This command enables or disables the read-only mode for the Modbus agent.

config:# network services modbus readonly <option>

Variables:

e <option>is one of the options: true or false.

Option Description
true The read-only mode is enabled.
false The read-only mode is disabled.

» Changing the Modbus Port

This command changes the Modbus port.

config:# network services modbus port <n>

Variables:

e <n>isa TCP port number between 1 and 65535. The default Modbus port is 502.

Setting Redfish Service

You can enable or disable the redfish service.

» Enabling or Disabling Redfish service:

config:# network services redfish enabled <option>
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Variables:

e <option>is one of the options: true or false.

Option Description
true The redfish service is enabled.
false The redfish service is disabled.

Enabling or Disabling Service Advertising

This command enables or disables the zero configuration protocol, which enables advertising or auto
discovery of network services. See Enabling Service Advertising for details.

config:# network services zeroconfig <method> <option>

Variables:

e <method> is one of the options: mdns or limnr.

Option  Description
mdns Service advertisement via MDNS is enabled or disabled.

lImnr Service advertisement via LLMNR is enabled or disabled.

e <option>is one of the options: enable or disable.

Option Description

enable | Service advertisement via the selected method (MDNS or LLMNR) is
enabled.

disable | Service advertisement via the selected method (MDNS or LLMNR) is
disabled.

Time Configuration Commands

A time configuration command begins with time.

» Determining the Time Setup Method

This command determines the method to configure the system date and time.

config:# time method <method>
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Variables:

e <method> is one of the time setup options: manual or ntp.

Mode Description
manual The date and time settings are customized.

ntp The date and time settings synchronize with a specified NTP server.

» Setting NTP Parameters

A time configuration command for NTP-related parameters begins with time ntp.

» Specify the primary time server:

config:# time ntp firstServer <first server>

» Specify the secondary time server:

config:# time ntp secondServer <second server>

» To delete the primary time server:

config:# time ntp firstServer ""

» To delete the secondary time server:

config:# time ntp secondServer ""

Variables:

e The <first_server> is the IP address or host name of the primary NTP server.

e The <second_server> is the IP address or host name of the secondary NTP server.
» Customizing the Date and Time

To manually configure the date and time, use the following CLI commands to specify them.

Note: You shall set the time configuration method to "manual" prior to customizing the date and time.
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» Assign the date:

config:# time set date <yyyy-mm-dd>

» Assign the time:

config:# time set time <hh:mm:ss>
Variables:
Variable Description

<yyyy-mm-dd> Type the date in the format of yyyy-mm-dd.
For example, type 2015-11-30 for November 30, 2015.

<hh:mm:ss> Type the time in the format of hh:mm:ss in the 24-hour format.

For example, type 13:50:20 for 1:50:20 pm.

Setting the Time Zone

The CLI has a list of time zones to configure the date and time for SRC.
config:# time zone

After a list of time zones is displayed, type the index number of the time zone or press Enter to cancel.

» To set the time zone:

1. Type the time zone command as shown below and press Enter.

config:# time zone

2. The system shows a list of time zones. Type the index number of the desired time zone and press
Enter.
3. Type apply forthe selected time zone to take effect.

Setting the Automatic Daylight Savings Time

This command determines whether the daylight saving time is applied to the time settings.
config:# time autoDST <option>

Variables:

e <option> is one of the options: enable or disable.
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Mode Description
enable Daylight savings time is enabled.
disable Daylight savings time is disabled.

Checking the Accessibility of NTP Servers

This command verifies the accessibility of NTP servers specified manually and then shows the result.
To perform this command successfully, you must:

e Own the "Change Date/Time Settings" permission.

e Customize NTP servers.

This command is available either in the administrator/user mode or in the configuration mode.

» In the administrator/user mode:

# check ntp

» In the configuration mode:

config# check ntp

Example -Time Configuration

This section illustrates several time configuration examples.

» Example 1 - Time Setup Method

The following command sets the date and time settings by using the NTP servers.

config:# time method ntp

» Example 2 - Primary NTP Server

The following command sets the primary time server to 192.168.80.66.

config:# time ntp firstServer 192.168.80.66
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Security Configuration Commands

A security configuration command begins with security.

Firewall Control

You can manage firewall control features through the CLI. The firewall control lets you set up rules that
permit or disallow access to the SRC from a specific or a range of IP addresses.

e An IPv4 firewall configuration command begins with security ipAccessControl ipv4.

® An IPv6 firewall configuration command begins with security ipAccessControl ipv6.
Modifying Firewall Control Parameters

There are different commands for modifying firewall control parameters.

e |Pv4 commands

» Enable or disable the IPv4 firewall control feature:

config:# security ipAccessControl ipv4 enabled <option>

» Determine the default IPv4 firewall control policy for inbound traffic:

config:# security ipAccessControl ipv4 defaultPolicyIn <policy>

» Determine the default IPv4 firewall control policy for outbound traffic:
config:# security ipAccessControl ipv4 defaultPolicyOut <policy>

e |Pv6 commands

» Enable or disable the IPv6 firewall control feature:

config:# security ipAccessControl ipv6 enabled <option>

» Determine the default IPv6 firewall control policy for inbound traffic:

config:# security ipAccessControl ipv6 defaultPolicyIn <policy>
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» Determine the default IPv6 firewall control policy for outbound traffic:
config:# security ipAccessControl ipv6 defaultPolicyOut <policy>

Variables:

e <option> is one of the options: true or false.

Option Description
true Enables the IP access control feature.
false Disables the IP access control feature.

e <policy>is one of the options: accept, drop or reject.

Option Description
accept | Accepts traffic from all IP addresses.

drop Discards traffic from all IP addresses, without sending any failure
notification to the source host.

reject  Discards traffic from all IP addresses, and an ICMP message is sent to
the source host for failure notification.

Managing Firewall Rules

You can add, delete or modify firewall rules using the CLI commands.

e An IPv4 firewall control rule command begins with security ipAccessControl ipv4 rule.

® An IPv6 firewall control rule command begins with security ipAccessControl ipvé rule.

Adding a Firewall Rule

Depending on where you want to add a new firewall rule in the list, the command for adding a rule
varies.

e |Pv4 commands

» Add a new rule to the bottom of the IPv4 rules list:

config:# security ipAccessControl ipvé4 rule add <direction> <ip mask>
<policy>
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» Add a new IPv4 rule by inserting it above or below a specific rule:

config:# security ipAccessControl ipvé4 rule add <direction> <ip mask>
<policy> <insert> <rule number>

—-OR -

config:# security ipAccessControl ipv4 rule add <direction> <insert>
<rule number> <ip mask> <policy>

e |Pv6 commands

» Add a new rule to the bottom of the IPv6 rules list:

config:# security ipAccessControl ipv6 rule add <direction> <ip mask>
<policy>

» Add a new IPvé6 rule by inserting it above or below a specific rule:

config:# security ipAccessControl ipv6 rule add <direction> <ip mask>
<policy> <insert> <rule number>

—-OR --

config:# security ipAccessControl ipv6 rule add <direction> <insert>
<rule number> <ip mask> <policy>

Variables:

e <direction>is one of the options: in or out.

Direction Description
in Inbound traffic.
out Outbound traffic.

e <ip_mask> is the combination of the IP address and subnet mask values (or prefix length), which are
separated with a slash. For example, an IPv4 combination looks like this: 192.168.94.222/24.

e <policy>is one of the options: accept, drop or reject.
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Policy Description
accept Accepts traffic from/to the specified IP address(es).

drop  Discards traffic from/to the specified IP address(es), without sending any
failure notification to the source or destination host.

reject Discards traffic from/to the specified IP address(es), and an ICMP
message is sent to the source or destination host for failure notification.

e <insert> is one of the options: insertAbove or insertBelow.

Option Description

insertAbove | Inserts the new rule above the specified rule number. Then:

new rule's number = the specified rule number

insertBelow | Inserts the new rule below the specified rule number. Then:

new rule's number = the specified rule number + 1

e <rule_number> is the number of the existing rule which you want to insert the new rule above or
below.

Modifying a Firewall Rule

Depending on what to modify in an existing rule, the command varies.

® |Pv4 commands

» Modify an IPv4 rule's IP address and/or subnet mask:

config:# security ipAccessControl ipv4 rule modify <direction>
<rule number> ipMask <ip mask>

» Modify an IPv4 rule's policy:

config:# security ipAccessControl ipv4 rule modify <direction>
<rule number> policy <policy>
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Modify all contents of an existing IPv4 rule:

config:# security ipAccessControl ipv4 rule modify <direction>
<rule number> ipMask <ip mask> policy <policy>

e |Pv6 commands

Modify an IPv6 rule's IP address and/or prefix length:

config:# security ipAccessControl ipv6 rule modify <direction>
<rule number> ipMask <ip mask>

Modify an IPv6 rule's policy:

config:# security ipAccessControl ipv6 rule modify <direction>
<rule number> policy <policy>

Modify all contents of an IPv6 existing rule:

config:# security ipAccessControl ipvé rule modify <direction>
<rule number> ipMask <ip mask> policy <policy>

Variables:

e <direction>is one of the options: in or out.

Direction Description
in Inbound traffic.
out Outbound traffic.

e <rule_number> is the number of the existing rule that you want to modify.

e <ip_mask> is the combination of the IP address and subnet mask values (or prefix length), which are
separated with a slash. For example, an IPv4 combination looks like this: 192.168.94.222/24.

e <policy>is one of the options: accept, drop or reject.

Option Description
accept | Accepts traffic from/to the specified IP address(es).

drop Discards traffic from/to the specified IP address(es), without sending
any failure notification to the source or destination host.
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Option Description

reject  Discards traffic from/to the specified IP address(es), and an ICMP
message is sent to the source or destination host for failure notification.

Deleting a Firewall Rule

The following commands remove a specific IPv4 or IPv6 rule from the list.

» |Pv4 commands

config:# security ipAccessControl ipv4 rule delete <direction>
<rule number>

» |Pv6 commands

config:# security ipAccessControl ipv6 rule delete <direction>
<rule number>

Variables:

e <direction> is one of the options: in or out.

Direction Description
in Inbound traffic.
out Outbound traffic.

e <rule_number> is the number of the existing rule that you want to remove.

Restricted Service Agreement

The CLI command used to set the Restricted Service Agreement feature begins with security
restrictedServiceAgreement,

Enabling or Disabling the Restricted Service Agreement

This command activates or deactivates the Restricted Service Agreement.
config:# security restrictedServiceAgreement enabled <option>

Variables:

e <option>is one of the options: true or false.
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Option Description
true Enables the Restricted Service Agreement feature.

false Disables the Restricted Service Agreement feature.

After the Restricted Service Agreement feature is enabled, the agreement's content is displayed on the
login screen.

rohibited; all ac and
authorized by management ane
risd. All activities ane monitonsd and logged.
There is no [PIVRRCY D thi team. Uinauthorized
access and sclivitie criménal activity will ba
reporied to appropriate authorities

H 1 understand and accept the restricled senvice

agreament

Do either of the following, or the login fails:

e Inthe web interface, select the checkbox labeled "l understand and accept the restricted service
agreement."

Tip: To select the agreement checkbox using the keyboard, first press Tab to go to the checkbox and
then Enter.

e |nthe CLI, type y when the confirmation message "l understand and accept the restricted service
agreement" is displayed.

Specifying the Agreement Contents

This command allows you to create or modify contents of the Restricted Service Agreement.

config:# security restrictedServiceAgreement bannerContent

After performing the above command, do the following:

1. Type the text comprising up to 10,000 ASCII characters when the CLI prompts you to enter the
content.
2. Toend the content:
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a. Press Enter.
b. Type —--END-- to indicate the end of the content.

C. Press Enter again.

If the content is successfully entered, the CLI displays this message "Successfully entered Restricted
Service Agreement" followed by the total number of entered characters in parentheses.

Note: The new content of Restricted Service Agreement is saved only after typing the apply
command.

Login Limitation

The login limitation feature controls login-related limitations, such as password aging, simultaneous
logins using the same user name, and the idle time permitted before forcing a user to log out.

A login limitation command begins with security loginLimits.

Single Login Limitation

This command enables or disables the single login feature, which controls whether multiple logins using
the same login name simultaneously is permitted.

config:# security loginLimits singleLogin <option>

Variables:

e <option> is one of the options: enable or disable.

Option Description
enable Enables the single login feature.
disable Disables the single login feature.

Password Aging

This command enables or disables the password aging feature, which controls whether the password
should be changed at a regular interval:

config:# security loginLimits passwordAging <option>

Variables:

e <option>is one of the options: enable or disable.

Option Description

enable Enables the password aging feature.
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Option Description

disable Disables the password aging feature.

Password Aging Interval

This command determines how often the password should be changed.
config:# security loginLimits passwordAgingInterval <value>

Variables:

e <value> is a numeric value in days set for the password aging interval. The interval ranges from 7 to
365 days.

Idle Timeout

This command determines how long a user can remain idle before that user is forced to log out of the
SRC web interface or CLI.

config:# security loginLimits idleTimeout <value>

Variables:

e <value> is a numeric value in minutes set for the idle timeout. The timeout ranges from 1 to 1440
minutes (24 hours).

User Blocking

There are different commands for changing different user blocking parameters. These commands begin
with security userBlocking.

» Determine the maximum number of failed logins before blocking a user:

config:# security userBlocking maximumNumberOfFailedLogins <valuel>

» Determine how long a user is blocked:

config:# security userBlocking blockTime <value2>
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Variables:

e <valuel>is an integer between 3 and 10, or unlimited, which sets no limit on the maximum number
of failed logins and thus disables the user blocking function.

e <value2>is a numeric value ranging from 1 to 1440 minutes (one day), or infinite, which blocks the
user all the time until the user is unblocked manually.

Strong Passwords

The strong password commands determine whether a strong password is required for login, and what a
strong password should contain at least.

A strong password command begins with security strongPasswords.

Enabling or Disabling Strong Passwords

This command enables or disables the strong password feature.
config:# security strongPasswords enabled <option>

Variables:

e <option> is one of the options: true or false.

Option Description
true Enables the strong password feature.
false Disables the strong password feature.

Minimum Password Length

This command determines the minimum length of the password.
config:# security strongPasswords minimumLength <value>

Variables:

e <value> is an integer between 8 and 32.

Maximum Password Length

This command determines the maximum length of the password.

config:# security strongPasswords maximumLength <value>
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Variables:

e <value> is an integer between 16 and 64.

Lowercase Character Requirement

This command determines whether a strong password includes at least a lowercase character.

config:# security strongPasswords enforceAtLeastOnelowerCaseCharacter
<option>

Variables:

e <option> is one of the options: enable or disable.

Option Description
enable At least one lowercase character is required.
disable No lowercase character is required.

Uppercase Character Requirement

This command determines whether a strong password includes at least a uppercase character.

config:# security strongPasswords enforceAtLeastOneUpperCaseCharacter
<option>

Variables:

e <option> is one of the options: enable or disable.

Option Description
enable At least one uppercase character is required.
disable No uppercase character is required.

Numeric Character Requirement

This command determines whether a strong password includes at least a numeric character.

config:# security strongPasswords enforceAtLeastOneNumericCharacter
<option>

Variables:

e <option> is one of the options: enable or disable.

Raritan.

Abrand of [1legrand



Option Description
enable At least one numeric character is required.

disable No numeric character is required.

Special Character Requirement

This command determines whether a strong password includes at least a special character.

config:# security strongPasswords enforceAtLeastOneSpecialCharacter
<option>

Variables:

e <option> is one of the options: enable or disable.

Option Description
enable At least one special character is required.
disable No special character is required.

Maximum Password History

This command determines the number of previous passwords that CANNOT be repeated when
changing the password.

config:# security strongPasswords passwordHistoryDepth <value>
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Variables:
e <value>is an integer between 1 and 12.

Role-Based Access Control

In addition to firewall access control based on IP addresses, you can configure other access control rules
that are based on both IP addresses and users' roles.

® An IPv4 role-based access control command begins with security roleBasedAccessControl ipv4.

® An IPv6 role-based access control command begins with security roleBasedAccessControl ipv6.
Modifying Role-Based Access Control Parameters

There are different commands for modifying role-based access control parameters.

e |Pv4 commands

» Enable or disable the IPv4 role-based access control feature:

config:# security roleBasedAccessControl ipv4 enabled <option>

» Determine the IPv4 role-based access control policy:
config:# security roleBasedAccessControl ipv4 defaultPolicy <policy>

e |Pv6 commands

» Enable or disable the IPv6 role-based access control feature:

config:# security roleBasedAccessControl ipvé6 enabled <option>

» Determine the IPv6 role-based access control policy:
config:# security roleBasedAccessControl ipvé6 defaultPolicy <policy>

Variables:

e <option> is one of the options: true or false.

Option Description

true Enables the role-based access control feature.
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Option Description
false Disables the role-based access control feature.

e <policy>is one of the options: allow or deny.

Policy Description
allow | Accepts traffic from all IP addresses regardless of the user's role.

deny Drops traffic from all IP addresses regardless of the user's role.

Tip: You can combine both commands to modify all role-based access control parameters at a time.

Managing Role-Based Access Control Rules

You can add, delete or modify role-based access control rules.

® An IPv4 role-based access control command for managing rules begins with security
roleBasedAccessControl ipv4 rule.

® An IPv6 role-based access control command for managing rules begins with security
roleBasedAccessControl ipvé rule.

Adding a Role-Based Access Control Rule

Depending on where you want to add a new rule in the list, the command syntax for adding a rule
varies.

e |Pv4 commands

» Add a new rule to the bottom of the IPv4 rules list:

config:# security roleBasedAccessControl ipv4 rule add <start ip> <end ip>
<role> <policy>
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» Add a new IPv4 rule by inserting it above or below a specific rule:

config:# security roleBasedAccessControl ipv4 rule add <start ip> <end ip>
<role>
<policy> <insert> <rule number>

e |Pv6 commands

» Add a new rule to the bottom of the IPv6 rules list:

config:# security roleBasedAccessControl ipv6 rule add <start ip> <end ip>
<role> <policy>

» Add a new IPv6 rule by inserting it above or below a specific rule:

config:# security roleBasedAccessControl ipvé rule add <start ip> <end ip>
<role>
<policy> <insert> <rule number>

Variables:

e <start_ip>is the starting IP address.
e <end_ip> is the ending IP address.
e <role> is the role for which you want to create an access control rule.

e <policy>is one of the options: allow or deny.

Policy Description

allow  Accepts traffic from the specified IP address range when the user is a
member of the specified role

deny  Drops traffic from the specified IP address range when the user is a
member of the specified role

e <insert> is one of the options: insertAbove or insertBelow.
Option Description
insertAbove | Inserts the new rule above the specified rule number. Then:
new rule's number = the specified rule number

insertBelow | Inserts the new rule below the specified rule number. Then:

new rule's number = the specified rule number + 1

e <rule_number> is the number of the existing rule which you want to insert the new rule above or
below.
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Modifying a Role-Based Access Control Rule

Depending on what to modify in an existing rule, the command syntax varies.

e |Pv4 commands

» Modify a rule's IPv4 address range:

config:# security roleBasedAccessControl ipv4 rule modify <rule number>
startIpAddress <start ip> endIpAddress <end ip>

» Modify an IPv4 rule's role:

config:# security roleBasedAccessControl ipv4 rule modify <rule number>
role <role>

» Modify an IPv4 rule's policy:

config:# security roleBasedAccessControl ipv4 rule modify <rule number>
policy <policy>

» Modify all contents of an existing IPv4 rule:

config:# security roleBasedAccessControl ipv4 rule modify <rule number>
startIpAddress <start ip> endIpAddress <end ip> role <role>
policy <policy>

e |Pv6 commands

» Modify a rule's IPv6 address range:

config:# security roleBasedAccessControl ipvé rule modify <rule number>
startIpAddress <start ip> endIpAddress <end ip>

» Modify an IPv6 rule's role:

config:# security roleBasedAccessControl ipvé rule modify <rule number>
role <role>
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» Modify an IPv6 rule's policy:

config:# security roleBasedAccessControl ipv6 rule modify <rule number>
policy <policy>

» Modify all contents of an existing IPv6 rule:

config:# security roleBasedAccessControl ipv6 rule modify <rule number>
startIpAddress <start ip> endIpAddress <end ip> role <role>
policy <policy>

Variables:

e <rule_number> is the number of the existing rule that you want to modify.
e <start_ip>is the starting IP address.

e <end_ip>is the ending IP address.

e <role>is one of the existing roles.

e <policy> is one of the options: allow or deny.

Policy Description

allow  Accepts traffic from the specified IP address range when the user is a
member of the specified role

deny  Drops traffic from the specified IP address range when the user is a
member of the specified role

Deleting a Role-Based Access Control Rule

These commands remove a specific rule from the list.

» |Pv4 commands

config:# security roleBasedAccessControl ipv4 rule delete <rule number>

» IPv6 commands

config:# security roleBasedAccessControl ipvé rule delete <rule number>
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Variables:
e <rule_number> is the number of the existing rule that you want to remove.

Enabling or Disabling Front Panel Outlet Switching

This section applies to outlet-switching capable models only.

The following CLI commands control whether you can turn on or off an outlet by operating the front
panel display.

» To enable the front panel outlet control feature:

config:# security frontPanelPermissions add switchOutlet

» To disable the front panel outlet control feature:

config:# security frontPanelPermissions remove switchOutlet

Tip: If your SRC supports multiple front panel permissions, you can combine them into one command by
adding a semicolon (;) between different permissions. For example, the following CLI command enables
both front panel actuator control and outlet switching functions simultaneously.

security frontPanelPermissions add switchActuator;switchOutlet

Enabling or Disabling Front Panel Actuator Control

The following CLI commands control whether you can turn on or off connected actuator(s) by operating
the front panel LCD display.

» To enable the front panel actuator control feature:

config:# security frontPanelPermissions add switchActuator

» To disable the front panel actuator control feature:

config:# security frontPanelPermissions remove switchActuator

Tip: If your SRC supports multiple front panel permissions, you can combine them into one command by
adding a semicolon (;) between different permissions. For example, the following CLI command enables
both front panel actuator control and the internal beeper-muting functions simultaneously.

security frontPanelPermissions add switchActuator;muteBeeper
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Enabling or Disabling Front Panel Beeper-Sound Control

The following CLI commands control whether you can mute the internal beeper by operating the front
panel LCD display when the beeper sounds.

To enable the front panel beeper sound control feature:

config:# security frontPanelPermissions add muteBeeper

To disable the front panel actuator control feature:

config:# security frontPanelPermissions remove muteBeeper

Tip: If your SRC supports multiple front panel permissions, you can combine them into one command by
adding a semicolon (;) between different permissions. For example, the following CLI command enables
both front panel actuator control and the the internal beeper-muting functions simultaneously.
security frontPanelPermissions add switchActuator;muteBeeper

User Configuration Commands

Most user configuration commands begin with user except for the password change command.

Creating a User Profile

This command creates a new user profile.
config:# user create <name> <option> <roles>

After performing the user creation command, the SRC prompts you to assign a password to the
newly-created user. Then:

1. Type the password and press Enter.
2. Re-type the same password for confirmation and press Enter.

Variables:

e <name> is a string comprising up to 32 ASCII printable characters. The <name> variable CANNOT
contain spaces.

e <option> is one of the options: enable or disable.

Option Description

enable Enables the newly-created user profile.
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Option Description
disable Disables the newly-created user profile.

e <roles>is arole or a list of comma-separated roles assigned to the specified user profile.

Modifying a User Profile

A user profile contains various parameters that you can modify.

Tip: You can combine all commands to modify the parameters of a specific user profile at a time.

Changing a User's Password

This command allows you to change an existing user's password if you have the Administrator
Privileges.

config:# user modify <name> password

After performing the above command, you are prompted to enter a new password. Then:

1. Type a new password and press Enter.

2. Re-type the new password for confirmation and press Enter.

Variables:

e <name> is the name of the user whose settings you want to change.

» Example
The following procedure illustrates how to change the password of the user "May."

1. Verify that you have entered the configuration mode.

2. Type the following command to change the password for the user profile "May.'
config:# user modify May password
3. Type a new password when prompted, and press Enter.

4. Type the same new password and press Enter.
5. If the password change is completed successfully, the config:# prompt appears.

Modifying a User's Personal Data

You can change a user's personal data, including the user's full name, telephone number, and email
address.

Various commands can be combined to modify the parameters of a specific user profile at a time.
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» Change a user's full name:

config:# user modify <name> fullName "<full name>"

» Change a user's telephone number:

config:# user modify <name> telephoneNumber "<phone number>"

» Change a user's email address:

config:# user modify <name> eMailAddress <email address>

Variables:

e <name> is the name of the user whose settings you want to change.

e <full_name> is a string comprising up to 64 ASCII printable characters. The <full_name> variable
must be enclosed in quotes when it contains spaces.

e <phone_number> is the phone number that can reach the specified user. The <phone_number>
variable must be enclosed in quotes when it contains spaces.

e <email_address> is the email address of the specified user.
Enabling or Disabling a User Profile

This command enables or disables a user profile. A user can log in to the SRC only after that user's user
profile is enabled.

config:# user modify <name> enabled <option>

Variables:

e <name> is the name of the user whose settings you want to change.

e <option> is one of the options: true or false.

Option Description
true Enables the specified user profile.
false Disables the specified user profile.

Forcing a Password Change

This command determines whether the password change is forced when a user logs in to the specified
user profile next time.
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config:# user modify <name> forcePasswordChangeOnNextLogin <option>

Variables:

e <name> is the name of the user whose settings you want to change.

e <option>is one of the options: true or false

Option | Description

true A password change is forced on the user's next login.
false No password change is forced on the user's next login.
Modifying SNMPv3 Settings

There are different commands to modify the SNMPv3 parameters of a specific user profile. You can
combine all of the following commands to modify the SNMPv3 parameters at a time.

» Enable or disable the SNMP v3 access to SRC for the specified user:

config:# user modify <name> snmpV3Access <optionl>

» Determine the security level:

config:# user modify <name> securitylLevel <option2>

» Determine whether the authentication passphrase is identical to the password:

config:# user modify <name> userPasswordAsAuthenticationPassphrase
<option3>

» Determine the authentication passphrase:
config:# user modify <name> authenticationPassPhrase

After performing the above command, the system prompts you to enter the authentication passphrase.

» Determine whether the privacy passphrase is identical to the authentication passphrase:

config:# user modify <name> useAuthenticationPassPhraseAsPrivacyPassPhrase
<optionéd>
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» Determine the privacy passphrase:

config:# user modify <name> privacyPassPhrase

After performing the above command, the system prompts you to enter the privacy passphrase.

» Determine the authentication protocol:

config:# user modify <name> authenticationProtocol <optionb5>

» Determine the privacy protocol:

config:# user modify <name> privacyProtocol <optioné6>

Variables:

e <name> is the name of the user whose settings you want to change.

e <optionl> is one of the options: enable or disable.

Option Description
enable Enables the SNMP v3 access permission for the specified user.

disable  Disables the SNMP v3 access permission for the specified user.

e <option2> is one of the options: noAuthNoPriv, authNoPriv or authPriv.

Option Description

noAuthNoPriv No authentication and no privacy.
authNoPriv Authentication and no privacy.
authPriv Authentication and privacy.

e <option3>is one of the options: true or false.

Option  Description
true Authentication passphrase is identical to the password.

false Authentication passphrase is different from the password.

e <option4> is one of the options: true or false.
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Option Description
true Privacy passphrase is identical to the authentication passphrase.

false Privacy passphrase is different from the authentication passphrase.

e <option5> is one of the following options:

Option Description

MD5 MDS5 authentication protocol is applied.
SHA-1 SHA-1 authentication protocol is applied.
SHA-224 SHA-224 authentication protocol is applied.
SHA-256 SHA-256 authentication protocol is applied.
SHA-384 SHA-384 authentication protocol is applied.
SHA-512 SHA-512 authentication protocol is applied.

e <option6> is one of the following options:

Option Description

DES DES privacy protocol is applied.
AES-128 AES-128 privacy protocol is applied.
AES-192 AES-192 privacy protocol is applied.
AES-256 AES-256 privacy protocol is applied.
AES-192 (3DES key extension) AES-192 privacy protocol is applied.
AES-256 (3DES key extension) AES-256 privacy protocol is applied.

e An authentication or privacy passphrase is a string comprising 8 to 32 ASCII printable characters.
Changing the Role(s)

This command changes the role(s) of a specific user.

config:# user modify <name> roles <roles>
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Variables:

e <name> is the name of the user whose settings you want to change.

e <roles>is arole or a list of comma-separated roles assigned to the specified user profile.

Changing Measurement Units

You can change the measurement units displayed for temperatures, length, and pressure for a specific
user profile. Different measurement unit commands can be combined so that you can set all
measurement units at a time.

Note: The measurement unit change only applies to the web interface and command line interface.

» Set the preferred temperature unit:

config:# wuser modify <name> preferredTemperatureUnit <optionl>

» Set the preferred length unit:

config:# user modify <name> preferredLengthUnit <option2>

» Set the preferred pressure unit:
config:# user modify <name> preferredPressureUnit <option3>

Variables:

e <name> is the name of the user whose settings you want to change.

e <optionl>is one of the options: C or F.

Option Description
C This option displays the temperature in Celsius

F This option displays the temperature in Fahrenheit.

e <option2> is one of the options: meter or feet.

Option Description
meter This option displays the length or height in meters.

feet This option displays the length or height in feet.

e <option3>is one of the options: pascal or psi.
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Option Description

pascal This option displays the pressure value in Pascals (Pa).

psi

This option displays the pressure value in psi.

Specifying the SSH Public Key

If the SSH key-based authentication is enabled, specify the SSH public key for each user profile using the
following procedure.

» To specify or change the SSH public key for a specific user:

1. Type the SSH public key command as shown below and press Enter.

config:# user modify <name> sshPublicKey

2. The system prompts you to enter the contents of the SSH public key. Do the following to input the
contents:

a.

Open your SSH public key with a text editor.

b. Copy all contents in the text editor.
C.
d

. Press Enter.

Paste the contents into the terminal.

» To remove an existing SSH public key:

1. Type the same command as shown above.

2. When the system prompts you to input the contents, press Enter without typing or pasting anything.

» Example

The following procedure illustrates how to change the SSH public key for the user "assistant."

1. Verify that you have entered the configuration mode.

2. Type the following command and press Enter.

config:# user modify assistant sshPublicKey

3. You are prompted to enter a new SSH public key.

4. Type the new key and press Enter.

Deleting a User Profile

This command deletes an existing user profile.

config:# user delete <name>
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Changing Your Own Password

Every user can change their own password via this command if they have the Change Own Password
privilege. Note that this command does not begin with user.

config:# password

After performing this command, the system prompts you to enter both current and new passwords
respectively.

Important: After the password is changed successfully, the new password is
effective immediately whether or not you type the command "apply" to save the
changes.

» Example
This procedure changes your own password:

1. Verify that you have entered the configuration mode.
2. Type the following command and press Enter.

config:# password

3. Type the existing password and press Enter when the following prompt appears.

Current password:

4. Type the new password and press Enter when the following prompt appears.

Enter new password:

5. Re-type the new password for confirmation and press Enter when the following prompt appears.

Re-type new password:

Setting Default Measurement Units

Default measurement units, including temperature, length, and pressure units, apply to the user
interfaces across all users except for those whose preferred measurement units are set differently by
themselves or the administrator. Diverse measurement unit commands can be combined so that you
can set all default measurement units at a time.

Note: The measurement unit change only applies to the web interface and command line interface.

» Set the default temperature unit:

config:# user defaultpreferences preferredTemperatureUnit <optionl>
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» Set the default length unit:

config:# user defaultpreferences preferredLengthUnit <option2>

» Set the default pressure unit:

config:# wuser defaultpreferences preferredPressureUnit <option3>

Variables:

e <optionl>is one of the options: C or F.

Option Description
C This option displays the temperature in Celsius.

F This option displays the temperature in Fahrenheit.

e <option2> is one of the options: meter or feet.

Option Description
meter This option displays the length or height in meters.

feet This option displays the length or height in feet.

e <option3>is one of the options: pascal or psi.

Option Description
pascal This option displays the pressure value in Pascals (Pa).

psi This option displays the pressure value in psi.

Role Configuration Commands

A role configuration command begins with role.

Creating a Role

This command creates a new role, with a list of semicolon-separated privileges assigned to the role.

config:# role create <name> <privilegel>;<privilege2>;<privilege3>...

If a specific privilege contains any arguments, that privilege should be followed by a colon and the
argument(s).
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config:#

Variables:

role create <name> <privilegel>:<argumentl>,<argument2>...;

<privilege2>:<argumentl>, <argument2>...;
<privilege3>:<argumentl>, <argument2>...;

e <name> is a string comprising up to 32 ASCII printable characters.

e <privilegel>, <privilege2>, <privilege3> and the like are names of the privileges assigned to the role.
Separate each privilege with a semi-colon.

e <argumentl>, <argument2> and the like are arguments set for a particular privilege. Separate a
privilege and its argument(s) with a colon, and separate arguments with a comma if there are more
than one argument for a privilege.

All Privileges

This table lists all privileges. Note that available privileges vary according to the model you purchased.
For example, a PDU without the outlet switching function does not have the privilege "switchOutlet."

Privilege

Description

acknowledgeAlarms Acknowledge Alarms

adminPrivilege

Administrator Privileges

changeAssetStripConfiguration Change Asset Strip Configuration
changeAuthSettings Change Authentication Settings
changeDataTimeSettings Change Date/Time Settings

changeExternalSensorsConfiguration Change Peripheral Device Configuration

changeModemConfiguration Change Modem Configuration
changeNetworkSettings Change Network Settings
changePassword Change Own Password
changePduConfiguration Change Pdu, Inlet, Outlet & Overcurrent

Protector Configuration

changeSecuritySettings Change Security Settings
changeSnmpSettings Change SNMP Settings
changeUserSettings Change Local User Management
changeWebcamSettings Change Webcam Configuration
clearLog Clear Local Event Log

firmwareUpdate Firmware Update
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Privilege

performReset
switchActuator*
switchOutlet**
switchOutletGroup***
viewAuthSettings
viewEventSetup
viewEverything
viewlLog
viewSecuritySettings

viewSnmpSettings

viewUserSettings

viewWebcamSettings

Description

Reset (Warm Start)

Switch Actuator

Switch Outlet

Switch Outlet Group

View Authentication Settings
View Event Settings
Unrestricted View Privileges
View Local Event Log

View Security Settings

View SNMP Settings

View Local User Management

View Webcam Snapshots and Configuration

* The "switchActuator" privilege requires an argument that is separated with a colon. The argument
could be:

e All actuators, that is,
switchActuator:all
e Anactuator's ID number. For example:
switchActuator:1
switchActuator:2
switchActuator:3
e Alist of comma-separated ID numbers of different actuators. For example:
switchActuator:1,3,6

Note: The ID number of each actuator is shown in the SRC web interface. It is an integer.

** The "switchOutlet" privilege requires an argument that is separated with a colon. The argument
could be:

e All outlets, that is,
switchOutlet:all

e An outlet number. For example:
switchOutlet:1
switchOutlet:2
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switchOutlet:3
e Alist of comma-separated outlets. For example:

switchOutlet:1,3,5,7,8,9

*** The "switchOutletGroup" privilege requires an argument that is separated with a colon. The
argument could be:

e All outlet groups, that is,
switchOutletGroup:all

e An outlet group number. For example:
switchOutletGroup:1
switchOutletGroup:2
switchOutletGroup:3

e Alist of comma-separated outlet groups. For example:
switchOutletGroup:1,3,5,7,8,9

Modifying a Role

You can modify diverse parameters of an existing role, including its privileges.

» Modify a role's description:

config:# role modify <name> description "<description>"

» Add more privileges to a specific role:

config:# role modify <name> addPrivileges
<privilegel>;<privilege2>;<privilege3>...

If a specific privilege contains any arguments, add a colon and the argument(s) after that
privilege.

config:# role modify <name> addPrivileges
<privilegel>:<argumentl>, <argument2>...;
<privilege2>:<argumentl>,<argument2>...;
<privilege3>:<argumentl>, <argument2>...;

» Remove specific privileges from a role:

config:# role modify <name> removePrivileges
<privilegel>;<privilege2>;<privilege3>...
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If a specific privilege contains any arguments, add a colon and the argument(s) after that
privilege.

config:# role modify <name> removePrivileges
<privilegel>:<argumentl>, <argument2>...;
<privilege2>:<argumentl>, <argument2>...;
<privilege3>:<argumentl>, <argument2>...;

Note: When removing privileges from a role, make sure the specified privileges and arguments (if any)
exactly match those assigned to the role. Otherwise, the command fails to remove specified privileges
that are not available.

Variables:

e <name> is a string comprising up to 32 ASCII printable characters.

e <description> is a description comprising alphanumeric characters. The <description> variable must
be enclosed in quotes when it contains spaces.

e <privilegel>, <privilege2>, <privilege3> and the like are names of the privileges assigned to the role.
Separate each privilege with a semi-colon. See All Privileges (on page ).

e <argumentl>, <argument2> and the like are arguments set for a particular privilege. Separate a
privilege and its argument(s) with a colon, and separate arguments with a comma if there are more
than one argument for a privilege. For arguments syntax, see All Privileges (on page ).

Deleting a Role

This command deletes an existing role.

config:# role delete <name>

Example - Creating a Role

The following command creates a new role and assigns privileges to the role.
config:# role create tester firmwareUpdate;viewEventSetup

Results:

e Anew role "tester" is created.

e Two privileges are assigned to the role: firmwareUpdate (Firmware Update) and viewEventSetup
(View Event Settings).

Authentication Commands

An authentication configuration command begins with authentication.
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Determining the Authentication Method

You can choose to set the authentication type only, or both set the authentication type and determine
whether to switch to local authentication in case the remote authentication is not available.

» Determine the authentication type only:

config:# authentication type <optionl>

» Determine the authentication type and enable/disable the option of switching to local
authentication:

376

config:# authentication type <optionl> uselLocallfRemoteUnavailable
<option2>

Note: You cannot enable or disable the option of switching to local authentication without determining
the authentication type in the CLI. Therefore, always type "authentication type <option1>" when setting
up "uselocallfRemoteUnavailable".

Variables:

e <optionl>is one of the options: local , Idap or radius.

Option Description

local Enable Local authentication only.
Idap Enable LDAP authentication.
radius Enable Radius authentication.

e <option2>is one of the options: true or false.

Option Description

true Remote authentication is the first priority. The device will switch to local
authentication when the remote authentication is not available.

false Always stick to remote authentication regardless of the availability of
remote authentication.

LDAP Settings

All LDAP-related commands begin with authentication Idap.

If you enable LDAP authentication, you must add at least one LDAP server. Later you can modify or
delete any existing LDAP server as needed.
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Adding an LDAP Server

Adding an LDAP server requires the entry of quite a lot of parameters, such as the server's IP address,
TCP port number, Base DN and so on.

You can repeat the following CLI command to add more than one LDAP server.

» Add a new LDAP server:

config:# authentication ldap add <host> <port> <ldap type> <security>
<bind type> <base DN> <login name att> <user entry class> "Optional
Parameters"

Note: "Optional Parameters" refer to one or multiple parameters listed in the section Optional
Parameters. They are required only when your server settings need to specify these parameters. For
example, if setting the <bind_type> to "authenticatedBind", then you must add the parameter
"bindDN" to this command.

When the above command is successfully performed, a list of all LDAP servers, including the newly-
added one, will be displayed, which is similar to the following diagram.

Variables:

e <host>is the IP address or host name of the LDAP server.
e <port>is the port number assigned for communication with the LDAP server.

e <|dap_type>is one of the LDAP server types: openldap or activeDirectory.

Type Description
openldap OpenlLDAP server
activeDirectory Microsoft Active Directory

e <security> is one of the security options: none, startTls or tls.

Type Description
none No security
startTls StartTLS
tls TLS

e <bind_type> is one of the bind options: anonymouseBind, or authenticatedBind.
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Type Description

anonymousBind Enable the anonymous Bind.

Bind DN and password are NOT required.

authenticatedBind Enable the Bind with authentication.

Bind DN and password are required.

e <base_DN> is the base DN for search.
e <login_name_att> is the login name attribute.
e <user_entry_class> is the User Entry Object Class.

Optional Parameters

You can add one or multiple "optional parameters", such as specifying the Bind DN or certificate upload,
to an LDAP-server-adding command as illustrated below. If adding multiple optional parameters, you
must add them to the END of the command and separate them with a space.

e Example 1 -- Specify an Active Directory Domain's name:

config:# authentication ldap add <host> <port> <ldap type> <security>
<bind type> <base DN> <login name att> <user entry class>
adDomain <AD_domain>

e Example 2 -- Set up the bind DN:

config:# authentication ldap add <host> <port> <ldap type> <security>
<bind type> <base DN> <login name att> <user entry class> bindDN
<bind_DN>

"Optional Parameters" table:

Parameters To configure
userSearchSubfilter <filter> User search subfilter
bindDN <bind DN> bind DN

e The system will prompt you to enter and re-confirm the bind
password after adding this parameter to the command.

adDomain <AD domain> Active Directory Domain name

verifyServerCertificate Certificate verification setting

<verify cert> e After setting to true, the system will prompt you to upload a

certificate.

allowExpiredCertificate Whether to accept expired or not valid yet certificate
<allow_exp cert>

Raritan.

Abrand of [1legrand



Variables:

e <filter> is the user search subfilter you specify.
e <bind_DN> is bind DN.
e <AD_domain> is the Active Directory Domain.

e <verify_cert> is one of the options: true or false.

Option Description
true Enable the verification of the LDAP server certificate.

false Disable the verification of the LDAP server certificate.

e <allow_exp_cert> is one of the options: true or false.

Option Description
true Certificates that are either expired or not valid yet are all accepted.

false | Only valid certificates are accepted.

[llustrations of Adding LDAP Servers

This section shows several LDAP command examples. Those words highlighted in bold are required for
their respective examples.

» An OpenlLDAP server:

config:# authentication ldap add op-ldap.raritan.com 389 openldap none
anonymousBind dc=raritan,dc=com uid inetOrgPerson

» A Microsoft Active Directory server:

config:# authentication ldap add ac-ldap.raritan.com 389 activeDirectory none
anonymousBind dc=raritan,dc=com sAMAccountName user adDomain
raritan.com

» An LDAP server with a TLS certificate uploaded:
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a. Enter the CLI command with the following two TLS-related options set and/or added:
= <security> is set to tls or startTls.
= The "verifyServerCertificate" parameter is added to the command and set to "true."

config:# authentication ldap add ldap.raritan.com 389 openldap startTls . ..
inetOrgPerson verifyServerCertificate true

b. The system now prompts you to enter the certificate's content.

C. Type or copy the certificate's content in the CLI and press Enter.

Note: Select and copy the content including the starting line containing "BEGIN CERTIFICATE" and the
ending line containing "END CERTIFICATE."

» An LDAP server with the bind DN and bind password configured:
a. Enter the CLI command with the "bindDN" parameter and its data added.

config:# authentication ldap add op-ldap.raritan.com 389 openldap none
authenticatedBind cn=Manager,dc=raritan,dc=com uid inetOrgPerson bindDN
user@raritan.com

b. The system prompts you to specify the bind DN password.
C. Type the password and press Enter.
d. Re-type the same password.

Copying an Existing Authentication Server's Settings

If the server that you will add completely shares the same settings with any server that has been
configured, use the following command.

» Add an LDAP server by copying an existing server's settings:
config:# authentication ldap addClone <server num> <host>

Variables:

e <host>is the IP address or host name of the LDAP server.

e <server_num> is the sequential number of the specified server shown on the server list.

Modifying an Existing LDAP Server

You can modify one or multiple parameters of an existing LDAP server, such as its IP address, TCP port
number, Base DN and so on. Besides, you can also change the priority or sequence of existing LDAP
servers in the server list.

» Command syntax:

A command to modify an existing LDAP server's settings looks like the following:
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config:# authentication ldap modify <server num> "parameters"

Variables:

e <server_num> is the sequential number of the specified server in the LDAP server list.

e Replace "parameters" with one or multiple commands in the following table, depending on which

parameter(s) you want to modify.

» Parameters:

Parameters

host <host>
port <port>

serverType <ldap_type>
securityType <security>

bindType <bind_type>

searchBaseDN <base_DN>

loginNameAttribute
<login_name_att>

userEntryObjectClass
<user_entry_class>

userSearchSubfilter
<user_search_filter>
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Description

Change the IP address or host name.

e <host>is the new IP address or host name.
Change the TCP port number.

e <port>is the new TCP port number.
Change the server type.

e <|dap_type>is the new type of the LDAP server.

e <|dap_type> valuesinclude: openldap and activeDirectory.

Change the security type.

e <security> is the new security type.

e <security>values include: none, startTls, and ssl
Change the bind type.

e <bind_type> is the new bind type.

e <hind_type> values include: anonymousBind and
authenticatedBind.

Change the base DN for search.

e <base_DN> is the new base DN for search.
Change the login name attribute.

e <login_name_att> is the new login name attribute.
Change the user entry object class.

e <user_entry_class>is the new user entry class.

Change the user search subfilter.

e <user_search_filter> is the new user search subfilter.
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Parameters Description

adDomain <AD_domain>  Change the Active Directory Domain name.

e <AD_domain> is the new domain name of the Active Directory.

verifyServerCertificate Enable or disable the certificate verification.

<verify_cert> e <verify_cert> enables or disables the certificate verification feature.

e Available values include: true, false

certificate Re-upload a different certificate.
a. First add the "certificate" parameter to the command, and press Enter.
b. The system prompts you for the input of the certificate.
C. Type or copy the content of the certificate in the CLI and press Enter.

allowExpiredCertificate Determine whether to accept a certificate which is expired or not valid yet.

<allow_exp_cert> e <allow_exp_cert> determines whether to accept an expired or not valid yet

certificate

e <allow_exp_cert>values include: true, and false

bindDN <bind_DN> Change the bind DN.

e <bind_DN> is the new bind DN.

bindPassword Change the bind DN password.

a. First add the "bindPassword" parameter to the command, and press
Enter.

b. The system prompts you for the input of the password.

C. Type the password and press Enter.

sortPosition <position> Change the priority of the server (that is, resorting).

e <position> is the new sequential number of the server in the LDAP server list.

» Examples:

e Change the IP address of the 1st LDAP server

config:# authentication ldap modify 1 host 192.168.3.3

e Change both the IP address and TCP port of the 1st LDAP server

config:# authentication ldap modify 1 host 192.168.3.3 port 633

e Change the IP address, TCP port and the type of the L1st DAP server

config:# authentication ldap modify 1 host 192.168.3.3 port 633
serverType activeDirectory
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Removing an Existing LDAP Server

This command removes an existing LDAP server from the server list.
config:# authentication ldap delete <server num>

Variables:
e <server_num> is the sequential number of the specified server in the LDAP server list.

Radius Settings

All Radius-related commands begin with authentication radius.

If you enable Radius authentication, you must add at least one Radius server. Later you can modify or
delete any existing Radius server as needed.

Adding a Radius Server

You can repeat the following commands to add Radius servers one by one.

» Command syntax:

config:# authentication radius add <host> <rds type> <auth port>
<acct port> <timeout> <retries>

Variables:

e <host>is the IP address or host name of the Radius server.

e <rds_type> is one of the Radius authentication types: pap, chap, msChapV2.

Type Description
chap CHAP

pap PAP
msChapVv2 MSCHAP v2

e <auth_port> is the authentication port number.
e <acct_port>is the accounting port number.
e <timeout> is the timeout value in seconds. It ranges between 1 to 10 seconds.

e <retries> is the number of retries. It ranges between 0 to 5.
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» To enter the shared secret:

1. After executing the above Radius command, the system automatically prompts you to enter the
shared secret.

Type the secret and press Enter.

Re-type the same secret and press Enter.

» Example:

config:# authentication radius add 192.168.7.99 chap 1812 1813 10 3

Modifying an Existing Radius Server

You can modify one or multiple parameters of an existing Radius server, or change the priority or
sequence of existing servers in the server list.

» Change the IP address or host name:

config:# authentication radius modify <server num> host <host>

» Change the Radius authentication type:

config:# authentication radius modify <server num> authType <rds type>

» Change the authentication port:

config:# authentication radius modify <server num> authPort <auth port>

» Change the accounting port:

config:# authentication radius modify <server num> accountPort <acct port>

» Change the timeout value:

config:# authentication radius modify <server num> timeout <timeout>
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» Change the number of retries:

config:# authentication radius modify <server num> retries <retries>

» Change the shared secret:

config:# authentication radius modify <server num> secret

» Change the priority of the specified server:

config:# authentication radius modify <server num> sortPositon <position>

Tip: You can add more than one parameters to the command. For example, "authentication
radius modify <server num> host<host> authType <rds_ type> authPort

<auth_port> accountPort <acct port> ..".

Variables:

e <server_num> is the sequential number of the specified server in the Radius server list.
e <host>is the new IP address or host name of the Radius server.

e <rds_type> is one of the Radius authentication types: pap, chap, msChapV2.

e <auth_port> is the new authentication port number.

e <acct_port> is the new accounting port number.

e <timeout> is the new timeout value in seconds. It ranges between 1 to 10 seconds.

e <retries> is the new number of retries. It ranges between 0 to 5.

» To enter the shared secret:

1. After executing the above Radius command, the system automatically prompts you to enter the
shared secret.

Type the secret and press Enter.
Re-type the same secret and press Enter.

» Example:

config:# authentication radius add 192.168.7.99 chap 1812 1813 10 3

Removing an Existing Radius Server

This command removes an existing Radius server from the server list.
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config:# authentication radius delete <server num>

Variables:

e <server_num> is the sequential number of the specified server in the Radius server list.

Environmental Sensor Configuration Commands

An environmental sensor configuration command begins with externalsensor. You can configure the
name and location parameters of an individual environmental sensor. Actuators are configured with
their own commands.

Changing the Sensor Name

This command names an environmental sensor.
config:# externalsensor <n> name "<name>"

Variables:

e <n>is the ID number of the environmental sensor that you want to configure. The ID number is
available in the web interface or using the command "show externalsensors <n>"inthe
CLI. It is an integer starting at 1.

e <name> is a string comprising up to 64 ASCII printable characters. The <name> variable must be
enclosed in quotes when it contains spaces.

Specifying the CC Sensor Type

Raritan's contact closure sensor supports the connection of diverse third-party. You must specify the
type of connected detector/switch for proper operation. Use this command when you need to specify
the sensor type.

config:# externalsensor <n> sensorSubType <sensor type>

Variables:

e <n>is the ID number of the environmental sensor that you want to configure. The ID number is
available in the SRC web interface or using the command "show externalsensors <n>"in
the CLI. It is an integer starting at 1.

e <sensor_type> is one of these types: contact, smokeDetection, waterDetection or vibration.

Type Description

contact The connected detector/switch is for detection of door lock or
door closed/open status.

smokeDetection The connected detector/switch is for detection of the smoke
presence.
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Type Description

waterDetection The connected detector/switch is for detection of the water
presence.

vibration The connected detector/switch is for detection of the vibration.

Setting the X Coordinate

This command specifies the X coordinate of an environmental sensor.
config:# externalsensor <n> xlabel "<coordinate>"

Variables:

e <n>is the ID number of the environmental sensor that you want to configure. The ID number is
available in the SRC web interface or using the command "show externalsensors <n>"in
the CLI. It is an integer starting at 1.

e <coordinate> is a string comprising up to 24 ASCII printable characters, and it must be enclosed in
quotes.

Setting the Y Coordinate

This command specifies the Y coordinate of an environmental sensor.
config:# externalsensor <n> ylabel "<coordinate>"

Variables:

e <n>is the ID number of the environmental sensor that you want to configure. The ID number is
available in the SRC web interface or using the command "show externalsensors <n>"in
the CLL. It is an integer starting at 1.

e <coordinate> is a string comprising up to 24 ASCII printable characters, and it must be enclosed in
quotes.

Setting the Z Coordinate

This command specifies the Z coordinate of an environmental sensor.

config:# externalsensor <n> zlabel "<coordinate>"
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Variables:

e <n>is the ID number of the environmental sensor that you want to configure. The ID number is
available in the web interface or using the command "show externalsensors <n>"inthe
CLI. It is an integer starting at 1.

e Depending on the Z coordinate format you set, there are two types of values for the <coordinate>
variable:

Type Description

Free form <coordinate> is a string comprising up to 24 ASCII printable
characters, and it must be enclosed in quotes.

Rack units ' <coordinate> is an integer number in rack units.

Changing the Sensor Description

This command provides a description for a specific environmental sensor.
config:# externalsensor <n> description "<description>"

Variables:

e <n>is the ID number of the environmental sensor that you want to configure. The ID number is
available in the web interface or using the command "show externalsensors <n>"inthe
CLL. It is an integer starting at 1.

e <description> is a string comprising up to 64 ASCII printable characters, and it must be enclosed in
qguotes when it contains spaces.

Using Default Thresholds

This command determines whether default thresholds, including the deassertion hysteresis and
assertion timeout, are applied to a specific environmental sensor.

config:# externalsensor <n> useDefaultThresholds <option>

Variables:

e <n>is the ID number of the environmental sensor that you want to configure. The ID number is
available in the SRC web interface or using the command "show externalsensors <n>"in
the CLL. It is an integer starting at 1.

e <option>is one of the options: true or false.

Option Description

true Default thresholds are selected as the threshold option for the specified
sensor.
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Option Description

false Sensor-specific thresholds are selected as the threshold option for the
specified sensor.

Setting the Alarmed to Normal Delay for DX2-passive infrared sensor

This command determines the value of the Alarmed to Normal Delay setting for a Legrand presence
detector.

config:# externalsensor <n> alarmedToNormalDelay <time>

Variables:
e <n>is the ID number of the environmental sensor that you want to configure. The ID number is

available in the SRC web interface or using the command "show externalsensors <n>"in
the CLL. It is an integer starting at 1.

e <time>is an integer number in seconds, ranging between 0 and 300.

Configuring Environmental Sensors' Default Thresholds

You can set the default values of upper and lower thresholds, deassertion hysteresis and assertion
timeout on a sensor type basis, including temperature, humidity, air pressure and air flow sensors. The
default thresholds automatically apply to all environmental sensors that are newly detected or added.

A default threshold configuration command begins with defaultThresholds.

You can configure various default threshold settings for the same sensor type at a time by combining
multiple commands.

» Set the Default Upper Critical Threshold for a specific sensor type:

config:# defaultThresholds <sensor type> upperCritical <value>

» Set the Default Upper Warning Threshold for a specific sensor type:

config:# defaultThresholds <sensor type> upperWarning <value>

» Set the Default Lower Critical Threshold for a specific sensor type:

config:# defaultThresholds <sensor type> lowerCritical <value>
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» Set the Default Lower Warning Threshold for a specific sensor type:

config:# defaultThresholds <sensor type> lowerWarning <value>

» Set the Default Deassertion Hysteresis for a specific sensor type:

config:# defaultThresholds <sensor type> hysteresis <hy value>

» Set the Default Assertion Timeout for a specific sensor type:

config:# defaultThresholds <sensor type> assertionTimeout <as_ value>

Variables:

e <sensor type> is one of the following numeric sensor types:

Sensor types Description
absoluteHumidity Absolute humidity sensors
relativeHumidity Relative humidity sensors
temperature Temperature sensors
airPressure Air pressure sensors
airFlow Air flow sensors

vibration Vibration sensors

e <value> is the value for the specified threshold of the specified sensor type. Note that diverse
sensor types use different measurement units.

Sensor types Measurement units
absoluteHumidity  g/m~3 (that is, g/m?3)
relativeHumidity %

temperature Degrees Celsius (°C) or Fahrenheit (°F), depending on your
measurement unit settings.

airPressure Pascal (Pa) or psi, depending on your measurement unit settings.

airFlow m/s
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Sensor types Measurement units

vibration g

e <hy_value>is the deassertion hysteresis value applied to the specified sensor type.

e <as_value> is the assertion timeout value applied to the specified sensor type. It ranges from 0 to
100 (samples).

Example - Default Upper Thresholds for Temperature

It is assumed that your preferred measurement unit for temperature is set to degrees Celsius. Then the

C

a
following command sets the default Upper Warning threshold to 20 and Upper Critical threshold to

o
24 c for all temperature sensors.

config:# defaultThresholds temperature upperWarning 20
upperCritical 24

Commands for Environmental Sensors

A sensor threshold configuration command for environmental sensors begins with sensor
externalsensor.

You can configure various environmental sensor threshold settings at a time by combining multiple
commands.

» Set the Upper Critical threshold for an environmental sensor:

config:# sensor externalsensor <n> <sensor type> upperCritical <option>

» Set the Upper Warning threshold for an environmental sensor:

config:# sensor externalsensor <n> <sensor type> upperWarning <option>

» Set the Lower Critical threshold for an environmental sensor:

config:# sensor externalsensor <n> <sensor type> lowerCritical <option>

» Set the Lower Warning threshold for an environmental sensor:

config:# sensor externalsensor <n> <sensor type> lowerWarning <option>
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» Set the deassertion hysteresis for an environmental sensor:

config:# sensor externalsensor <n> <sensor type> hysteresis <hy value>

» Set the assertion timeout for an environmental sensor:

config:# sensor externalsensor <n> <sensor type> assertionTimeout
<as_value>

Variables:

e <n>is the ID number of the environmental sensor that you want to configure. The ID number is
available in the web interface or using the command "show externalsensors <n>"inthe
CLI. It is an integer starting at 1.

e <sensor type> is one of the following numeric sensor types:

Sensor types Description
absoluteHumidity Absolute humidity sensors
relativeHumidity Relative humidity sensors
temperature Temperature sensors
airPressure Air pressure sensors
airFlow Air flow sensors

vibration Vibration sensors

Note: If the specified sensor type does not match the type of the specified environmental sensor, this
error message appears: "Specified sensor type 'XXX' does not match the sensor's type (<sensortype>),
where XXX is the specified sensor type, and <sensortype> is the correct sensor type.

"

e <option>is one of the options: enable, disable or a numeric value.

Option Description

enable Enables the specified threshold for a specific environmental
sensor.

disable Disables the specified threshold for a specific environmental
sensor.
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Option Description

A numeric Sets a value for the specified threshold of a specific
value environmental sensor and enables this threshold at the same
time.

e <hy_value>is a numeric value that is assigned to the hysteresis for the specified environmental
sensor.

e <as_value>is a number in samples that is assigned to the assertion timeout for the specified
environmental sensor. It ranges between 1 and 100.

Actuator Configuration Commands

An actuator configuration command begins with actuator. You can configure the name and location
parameters of an individual actuator.

You can configure various parameters for one actuator at a time.

» Change the name:

config:# actuator <n> name "<name>"

» Set the X coordinate:

config:# actuator <n> xlabel "<coordinate>"

» Set the Y coordinate:

config:# actuator <n> ylabel "<coordinate>"

» Set the Z coordinate:

config:# actuator <n> zlabel "<z label>"

» Modify the actuator's description:
config:# actuator <n> description "<description>"

Variables:
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e <n>is the ID number assigned to the actuator. The ID number can be found using the web interface
or CLL. It is an integer starting at 1.

e <name> is a string comprising up to 64 ASCII printable characters. The <name> variable must be
enclosed in quotes when it contains spaces.

e <coordinate> is a string comprising up to 24 ASCII printable characters, and it must be enclosed in
quotes.

e There are two types of values for the <z_label> variable, depending on the Z coordinate format you
set:

Type Description

Free form <coordinate> is a string comprising up to 24 ASCI| printable
characters, and it must be enclosed in quotes.

Rack units ' <coordinate> is an integer number in rack units.

e <description> is a string comprising up to 64 ASCII printable characters, and it must be enclosed in
quotes when it contains spaces.

Example - Actuator Naming

The following command assigns the name "Door lock of cabinet 3" to the actuator whose ID number is
9.

config:# actuator 9 name "Door lock of cabinet 3"

Server Reachability Configuration Commands

You can use the CLI to add or delete an IT device, such as a server, from the server reachability list, or
modify the settings for a monitored IT device. A server reachability configuration command begins with
serverReachability.

Adding a Monitored Device

This command adds a new IT device to the server reachability list.

config:# serverReachability add <IP host> <enable> <succ ping>
<fail ping> <succ wait> <fail wait> <resume> <disable count>

Variables:

e <IP_host>is the IP address or host name of the IT device that you want to add.

e <enable> is one of the options: true or false.

Option Description

true Enables the ping monitoring feature for the newly added device.
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Option Description
false Disables the ping monitoring feature for the newly added device.

e <succ_ping> is the number of successful pings for declaring the monitored device "Reachable." Valid
range is 0 to 200.

e <fail_ping> is the number of consecutive unsuccessful pings for declaring the monitored device
"Unreachable." Valid range is 1 to 100.

e <succ_wait> is the wait time to send the next ping after a successful ping. Valid range is 5 to 600
(seconds).

e <fail_wait> is the wait time to send the next ping after an unsuccessful ping. Valid range is 3 to 600
(seconds).

e <resume> is the wait time before the SRC resumes pinging after declaring the monitored device
"Unreachable." Valid range is 5 to 120 (seconds).

e <disable_count> is the number of consecutive "Unreachable" declarations before the SRC disables
the ping monitoring feature for the monitored device and returns to the "Waiting for reliable
connection" state. Valid range is 1 to 100 or unlimited.

Deleting a Monitored Device
This command removes a monitored IT device from the server reachability list.

config:# serverReachability delete <n>

Variables:

e <n>is a number representing the sequence of the IT device in the monitored server list.

You can find each IT device's sequence number using the CLI command of show
serverReachability as illustrated below.

i IP address Enabled Status
192.168.846.126  VYes Haiting for reliable connection
www . raritan, com Yes Haiting for reliable connection

Modifying a Monitored Device's Settings

The command to modify a monitored IT device's settings begins with serverReachability modify.

You can modify various settings for a monitored device at a time.

» Modify a device's IP address or host name:

config:# serverReachability modify <n> ipAddress <IP host>
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» Enable or disable the ping monitoring feature for the device:

config:# serverReachability modify <n> pingMonitoringEnabled <option>

» Modify the number of successful pings for declaring "Reachable":

config:# serverReachability modify <n> numberOfSuccessfulPingsToEnable
<succ_number>

» Modify the number of unsuccessful pings for declaring "Unreachable":

config:# serverReachability modify <n> numberOfUnsuccessfulPingsForFailure
<fail number>

» Modify the wait time after a successful ping:

config:# serverReachability modify <n> waitTimeAfterSuccessfulPing
<succ_wait>

» Modify the wait time after an unsuccessful ping:

config:# serverReachability modify <n> waitTimeAfterUnsuccessfulPing
<fail wait>

» Modify the wait time before resuming pinging after declaring "Unreachable":

config:# serverReachability modify <n> waitTimeBeforeResumingPinging
<resume>

» Modify the number of consecutive "Unreachable" declarations before disabling the ping
monitoring feature:

config:# serverReachability modify <n> numberOfFailuresToDisable
<disable count>

Variables:
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e <n>is anumber representing the sequence of the IT device in the server monitoring list.
e <|IP_host> is the IP address or host name of the IT device whose settings you want to modify.

e <option>is one of the options: true or false.

Option Description
true Enables the ping monitoring feature for the monitored device.

false Disables the ping monitoring feature for the monitored device.

e <succ_number> is the number of successful pings for declaring the monitored device "Reachable."
Valid range is 0 to 200.

e <fail_number>is the number of consecutive unsuccessful pings for declaring the monitored device
"Unreachable." Valid range is 1 to 100.

e <succ_wait> is the wait time to send the next ping after a successful ping. Valid range is 5 to 600
(seconds).

e <fail_wait> is the wait time to send the next ping after an unsuccessful ping. Valid range is 3 to 600
(seconds).

e <resume> is the wait time before the system resumes pinging after declaring the monitored device
"Unreachable." Valid range is 5 to 120 (seconds).

e <disable_count> is the number of consecutive "Unreachable" declarations before disabling the ping
monitoring feature for the monitored device and returns to the "Waiting for reliable connection"
state. Valid range is 1 to 100 or unlimited.

Example - Server Settings Changed

The following command modifies several ping monitoring settings for the second server in the server
reachability list.

config:# serverReachability modify 2 numberOfSuccessfulPingsToEnable 10
numberOfUnsuccessfulPingsForFailure 8
wailtTimeAfterSuccessfulPing 30

Peripheral Devices Configuration Commands

You can use the CLI to set the Z Coordinate format for external sensors, set the device altitude, enable/
disable device auto management, set the active powered dry contact limit, and enable/disable the
"mute other door handle" setting.

Peripheral device configuration commands begin with:

config:# peripheralDevicesSetup

Field Description More Information

externalSensorsZCoordinateFormat | Keyword Z coordinate refers to the height of sensors.
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number2 Enter an integer An "active" actuator is turned ON, or, if with a
number from 0 - 24. door handle connected, is OPENED.
muteOtherDoorHandle Keyword
enable / disable Enter one of these
values
» Examples:

rackUnits / freeForm

Enter one of these
values

rackUnits: The height of the Z coordinate is measured
in standard rack units. Type a numeric value in the
rack unit to describe the Z coordinate.

freeForm: Any alphanumeric string can be used for
specifying the Z coordinate.

deviceAltitude

Keyword

Specifies the altitude of your PDU above sea
level (in meters). Must be set if a differential air
pressure sensor is attached because the device's
altitude is associated with the altitude
correction factor.

numberl

Enter an integer
number from -425 up
to 3000 when using
Meters.

Negative numbers indicate altitude below sea
level.

peripheralDeviceAutoManagement

Keyword

Enable or disable the automatic management
feature for sensors.

enable / disable

Enter one of these
values

activePoweredDryContactLimit

Keyword

You need either 'Change Peripheral Device
Configuration' privilege or 'Administrator
Privileges'.

config:# peripheralDevicesSetup

externalSensorsZCoordinateFormat freeForm
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deviceAltitude 3
peripheralDeviceAutoManagement enable
activePoweredDryContactLimit 2
muteOtherDoorHandle disable

Asset Management Commands

You can use the CLI commands to change the settings of the connected asset strip (if any) or the settings
of LEDs on the asset strip.

Asset Strip Management

An asset strip management configuration command begins with assetStrip.

Rack Unit Configuration (Tag Ports)

A rack unit refers to a tag port on the asset strips. A rack unit configuration command begins with
rackUnit.

Example - Asset Management

This section illustrates several asset management examples.

» Example 1 - Asset Strip LED Colors for Disconnected Tags

This command syntax sets the LED color for all rack units on the asset sensor #1 to BLACK (that is,
000000) to indicate the absence of a connected asset tag.

config:# assetStrip 1 LEDColorForDisconnectedTags #000000

Note: Black color causes the LEDs to stay off.

» Example 2 - Rack Unit Naming

The following command assigns the name "Linux server" to the rack unit whose index number is 25 on
the asset sensor#1.

config:# rackUnit 1 25 name "Linux server"

Serial Port Configuration Commands

A serial port configuration command begins with serial.
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Setting the Baud Rates

The following commands set the baud rate (bps) of the serial port labeled CONSOLE / MODEM on the
SRC device. Change the baud rate before connecting it to the desired device, such as a computer, a
Raritan's P2CIM-SER, or a modem, through the serial port, or there are communications errors. If you
change the baud rate dynamically after the connection has been made, you must reset the SRC or
power cycle the connected device for proper communications.

Determine the CONSOLE baud rate:

config:# serial consoleBaudRate <baud rate>

Note: The serial port bit-rate change is required when the SRC works in conjunction with Raritan's
Dominion LX KVM switch. Dominion LX only supports 19200 bps for communications over the serial
interface.

Determine the MODEM baud rate:
config:# serial modemBaudRate <baud rate>

Variables:

e <baud_rate> is one of the baud rate options: 1200, 2400, 4800, 9600, 19200, 38400, 57600,
115200.

Forcing the Device Detection Mode

This command forces the serial port on the SRC to enter a specific device detection mode.
config:# serial deviceDetectionType <mode>

Variables:

e <mode> is one of the detection modes: automatic, forceConsole, forceAnalogModem, or
forceGsmModem.

Option Description

automatic The SRC automatically detects the type of the device
connected to the serial port.

Select this option unless your SRC cannot correctly detect
the device type.

forceConsole The SRC attempts to recognize that the connected device is
set for the console mode.
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Option Description

forceAnalogModem The SRC attempts to recognize that the connected device is
an analog modem.

forceGsmModem  The SRC attempts to recognize that the connected device is
a GSM modem.

Example - Baud Rate

The following command sets the CONSOLE baud rate of the SRC device's serial port to 9600 bps.

config:# serial consoleBaudRate 9600

Actuator Control Operations

An actuator, which is connected to a dry contact signal channel of a sensor package, can control a
mechanism or system. You can switch on or off that mechanism or system through the actuator control
command in the CLI.

Perform these commands in the administrator or user mode.

Switching On an Actuator

This command syntax turns on one actuator.
# control actuator <n> on

To quicken the operation, you can add the parameter "/y" to the end of the command, which confirms
the operation.

# control actuator <n> on/y

Variables:

e <n>isan actuator's ID number.

The ID number is available in the SRC web interface or using the show command in the
CLI. It is an integer starting at 1.

If you entered the command without "/y", a message appears, prompting you to confirm the operation.
Then:

e Type y to confirm the operation, OR

e Type n to abort the operation

Switching Off an Actuator

This command syntax turns off one actuator.
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# control actuator <n> off

To quicken the operation, you can add the parameter "/y" to the end of the command, which confirms
the operation.

# control actuator <n> off/y

Variables:

e <n>isan actuator's ID number.

The ID number is available in the SRC web interface or using the show command in the
CLI. It is an integer starting at 1.

If you entered the command without "/y", a message appears, prompting you to confirm the operation.
Then:

e Type y to confirm the operation, OR

e Type n to abort the operation

Example - Turning On a Specific Actuator

The following command turns on the actuator whose ID number is 8.
# control actuator 8 on

Unblocking a User

If any user is blocked from accessing, you can unblock them at the local console.
» To unblock a user:

Access the CLI interface using any terminal program via a local connection.
When the Username prompt appears, type unblock and press Enter.

Username: unblock

3. When the "Username to unblock" prompt appears, type the name of the blocked user and press
Enter.

Username to unblock:

4. A message appears, indicating that the specified user was unblocked successfully.
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Resetting the SRC

You can reset the SRC to factory defaults or simply restart it using the CLI commands.

Restarting the SRC

This command restarts the SRC. It is not a factory default reset.

» To restart the SRC:
1. Ensure you have entered administrator mode and the # prompt is displayed.
2. Type either of the following commands to restart the SRC.
# reset unit
--OR --
# reset unit/y

3. If you entered the command without "/ y" in Step 2, a message appears prompting you to confirm
the operation. Type y to confirm the reset.
4. Wait until the reset is complete.

Note: Device reset will cause CLI communications over an "USB" connection to be lost. Therefore, re-
connect the USB cable after the reset is complete.

Resetting to Factory Defaults

The following commands restore all settings of the SRC to factory defaults.
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» To reset SRC settings after login, use either command:

# reset factorydefaults
- OR--

# reset factorydefaults /y

» To reset SRC settings before login:

404

Username: factorydefaults

See Using the CLI Command for details.

Note: Device reset will cause CLI communications over an "USB" connection to be lost. Therefore, re-
connect the USB cable after the reset is complete.

Network Troubleshooting in Diagnostic Mode

The SRC provides 4 diagnostic commands for troubleshooting network problems: nslookup, netstat,
ping, and traceroute. The diagnostic commands function as corresponding Linux commands and can get
corresponding Linux outputs.

The diagnostic command syntax varies from command to command.

Diagnostic commands function in the diagnostic mode only.
To enter the diagnostic mode:

1. Enter either of the following modes:
e Administrator mode: The # prompt is displayed.
e User mode: The > prompt is displayed.
2. Type diag and press Enter. The diag# or diag> prompt appears, indicating that you have entered
the diagnostic mode.
3. Now you can type any diagnostic commands for troubleshooting.

To quit the diagnostic mode:
diag> exit

The # or > prompt appears after pressing Enter, indicating that you have entered the administrator or
user mode.

Querying DNS Servers

This command syntax queries Internet domain name server (DNS) information of a network host.
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diag> nslookup <host>

Variables:

e <host>is the name or IP address of the host whose DNS information you want to query.

Showing Network Connections

This command syntax displays network connections and/or status of ports.
diag> netstat <option>

Variables:

e <option>is one of the options: ports or connections.

Option Description
ports Shows TCP/UDP ports.
connections Shows network connections.

Testing the Network Connectivity

This ping command sends the ICMP ECHO_REQUEST message to a network host for checking its
network connectivity. If the output shows the host is responding properly, the network connectivity is
good. If not, either the host is shut down or it is not being properly connected to the network.

diag> ping <host>

Variables:

e <host>is the host name or IP address whose networking connectivity you want to check.
Options:
e You can include any or all of additional options listed below in the ping command.

Options Description

count <numberl> Determines the number of messages to be sent. <number1>
is an integer number between 1 and 100.

size <number2> Determines the packet size. <number2> is an integer number
in bytes between 1 and 65468.
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Options Description

timeout Determines the waiting period before timeout. <number3> is
<number3> an integer number in seconds ranging from 1 to 600.

The command looks like the following when it includes all options:

diag> ping <host> count <numberl> size <number2> timeout <number3>

Tracing the Route

This command syntax traces the network route between your SRC and a network host.
diag> traceroute <host> <useICMP> <timeout>

Variables:

e <host>is the name or IP address of the host you want to trace.

e <uselCMP> is optional. It has only one value -- use ICMP. Type useICMP in the end of this
command only when you want to use ICMP packets rather than UDP packets.

e <timeout> is the maximum amount of time (in seconds) until traceroute will be terminated (1..900).

Example - Ping Command

The following command checks the network connectivity of the host 192.168.84.222 by sending the
ICMP ECHO_REQUEST message to the host for 5 times. You can also use ipv6 address to check the
connectivity.

diag> ping 192.168.84.222 count 5

ping £d07:a47c:0000:823e:3b02:0000:982b:0463
count 5
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Specifications

In This Chapter

SRC Specifications. . .. ..o it e 408

SRC Specifications

» Max Ambient Operating Temperature:

e 60 degrees Celsius
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» Serial Port Pinouts

RJ-45 Pin/signal definition

Pin No. Signal
1 RTS

2 DTR

3 ™D

4 GND
5 DCD

6 RxD

7 DSR

8 CTS

» Sensor Port Pinouts

Direction

Output

Output

Output

Input

Input
Input

Input

RJ-45 Pin/signal definition

Pin No. Signal Direction

1 +12V —

2 +12V -

3 GND —

4 RS485_DP bi-directional
5 RS485_DN bi-directional
6 GND -

7 1-wire -

8 GND -

Description

Request to send

Data terminal ready

Transmit data

Signal ground

Data carrier detect

Receive data (data in)
Data set ready

Clear to send

Description

Power (fuse protected)

Power (fuse protected)

Signal Ground

Data Positive of the RS-485 bus
Data Negative of the RS-485 bus

Signal Ground

1-wire signal for Legrand
environmental sensor packages

Signal Ground

Note: A maximum of 500mA power is permitted for both pin 1 and pin 2 altogether.
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» Feature Port Pinouts

» Expansion Port Pinouts

410

RJ-45 Pin/signal definition

Pin No. Signal Direction Description

1 DTR  Output
2 GND —

3 +5v. —

4 TxD Output
5 RxD  Input
6 +12V. —

7 GND —

8 DCD Input

Reserved

Signal Ground

Power for CIM
(200mA, fuse protected)

Warning: Pin 3 is only intended for use with
Raritan devices.

Transmit Data (Data out)

Receive Data (Data in)

Warning: Pin 6 is only intended for use with
Legrand devices. Do NOT connect.

Signal Ground

Reserved

RJ-45 Pin/signal definition

Pin No. Signal Direction Description

1 +12V — Power (fuse protected)

2 +12V — Power (fuse protected)

3 GND - Signal Ground

4 RS485_DP  bi-directional  Data Positive of the RS-485 bus
5 RS485_DN  bi-directional  Data Negative of the RS-485 bus
6 GND - Signal Ground

7 NC — No Connection
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RJ-45 Pin/signal definition

8 GND - Signal Ground
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Special Configuration and Upgrade Methods

In This Chapter

Configuration or Firmware Upgrade witha USBDrive...................... 412
Bulk Configuration or Firmware Upgrade via DHCP (TFTP/HTTPS). ........... 424
Raw Configuration Upload and Download. . ............. ... ... .. ....... 441
Bulk Configuration, Firmware Upgrade, or Backup/Restore viaSCP. .......... 446

Configuration or Firmware Upgrade with a USB Drive

You can accomplish the following tasks simultaneously by plugging a USB flash drive which contains
special configuration files into the device.

e Configuration changes
e Firmware upgrade

e Diagnostic data download

Device Configuration/Upgrade Procedure

Firmware downgrade is NOT supported by default. Contact Technical Support.

You can use one USB drive to configure or upgrade multiple devices one by one as long as it contains
valid configuration files.

» To use a USB drive to configure or upgrade firmware:

1. Check requirements. System and USB Requirements (on page 413).
2. Prepare required configuration files. See Configuration Files (on page 413).
3. Copy required configuration files to the root directory of the USB drive.

® For firmware upgrade, an appropriate firmware binary file is also required.
4. Plug the USB drive into the USB-A port of the device.
5. The initial message shown on the front panel display depends on the first task performed.

e |f the USB contains a firmware upgrade, that task happens first. The front panel display shows an
upgrade message. When the firmware upgrade completes successfully, then a happy smiley
appears.

¢ If no firmware upgrade task will be performed, a happy smiley is displayed after around 30
seconds.
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6. If nothing is shown on the display and no task is performed after plugging the USB drive, check the
log file in the USB drive.

7. After the happy smiley appears, press one of the control buttons next to the display for one second
until the smiley disappears. Wait for several seconds until the device resumes normal operation,
indicated by the normal message of the display.

Tip: Once the happy smiley displays, you can safely remove the USB drive and move it to the next device
you are working on.

System and USB Requirements

You must satisfy ALL of the following requirements prior to using a USB flash drive to perform device
configuration and/or firmware upgrade.

» System requirements:

e There is at least one USB-A port available on your Xerus device.

e Your Xerus device must run firmware version 2.2.13 or later.
» USB drive requirements:

e The drive contains either a single partition formatted as a Windows FAT32 filesystem, or NO
partition tables (that is, a superfloppy-formatted drive).

Configuration Files

There are three types of configuration files. To generate these files, use the Mass Deployment Utility.
See Creating Configuration Files via Mass Deployment Utility (on page 421).

e fwupdate.cfg:

This file MUST always be present for performing configuration or firmware upgrade tasks.
See fwupdate.cfg (on page 413).

e config.txt:

This file is used for configuring device settings. See config.txt (on page 417).
e devices.csv:

This file is required only when there are device-specific settings to configure for multiple
devices. See devices.csv (on page 419).

fwupdate.cfg

The configuration file, fwupdate.cfg, is an ASCII text file containing key-value pairs, one per line.
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Each value in the file must be separated by an equal sign (=), without any surrounding spaces. Keys are
not case sensitive.

lllustration:

user=admin

password=admn
set_password=newpassword
logfile=log.txt
config=config.txt

device_list=devices.csv

This section explains common options in the file.
» user

e Arequired option.

e Specify the name of a user account with Administrator Privileges.
» password

e Arequired option.

e Specify the password of the specified admin user.

Tip: You can add multiple user credentials to fwupdate.cfg. Each 'user' line must be
immediately followed by its '‘password’ line. Each user will be authenticated until
one of them succeeds, or until all user credentials fail.

» set password

® You are required to change the default password for all units. Access to units with factory default
password settings will be denied unless this option is used.

e Changes the password of the given user before executing any commands.
» logfile

e Specify the name of a text file where the where log messages will be saved when interpreting the
USB drive contents.

e |If the specified file does not exist in the USB drive, it will be automatically created.

e If this option is not set, no log messages are recorded, and there will be no feedback if there is a
problem with the USB drive contents.
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» firmware

e Specify the name of a firmware file.
® The specified firmware file must be compatible with your device.

e The default is to NOT permit any firmware downgrade . To do this, the parameter
"allow_downgrade" must be present and properly set in the fwupdate.cfqg file.

» config

e Specify the name of the configuration file containing device settings.

e The default filename is config.txt.
» device_list

e Specify the name of the configuration file listing all devices to configure and their device-specific
settings.

e This file is required if any macros are used in the device configuration file "config.txt."

e The default filename is devices.csv.

» match

e Specify a match condition for identifying a device in the device configuration file "devices.csv."
The option's value comprises one word and one number as explained below:

e The word prior to the colon is an identification property, which is either serial for serial
number or mac for MAC address.

¢ The number following the colon indicates a column in the devices.csv file.

For example, mac: 7 will search for the MAC address in the 7th column of the "devices.csv'
file.

e The default value is serial: 1, to search for its serial number in the first column.

e This option is used only if the "device_list" option has been set.

» factory_reset

e |f this option is set to true, the device will be reset to factory defaults.

e If the device configuration will be updated at the same time, the factory reset will be executed
before updating the device configuration.

» bulk _config_restore

e Specify the name of the bulk configuration file used to configure or restore.
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Note: See Bulk Configuration or Firmware Upgrade via DHCP (TFTP/HTTPS) (on page 424) for
instructions on generating a bulk configuration file.

e Additional configuration keys set via the config.txt file will be applied after performing the bulk
restore operation.

e This option CANNOT be used with the option "full_config_restore."

e If a firmware upgrade will be performed at the same time, you must generate the bulk configuration
file based on the NEW firmware version instead of the current firmware version.

» full config restore

e Specify the name of the full configuration backup file used to restore the device.

e Additional configuration keys set via the config.txt file will be applied after performing the
configuration restore operation.

e This option CANNOT be used with the option "bulk_config_restore."

e |f a firmware upgrade will be performed at the same time, you must generate the full configuration
backup file based on the NEW firmware version instead of the current firmware version.

» collect_diag

e |[f this option is set to true, the diagnostic data is transmitted to the USB drive.

e The filename of the diagnostic data written into the USB drive is:
diag_<unit-serial>.zjp

e The device beeps after it finishes writing the diagnostic data to the USB drive.

» switch outlets

e This feature works on outlet-switching capable models only.
e Switch on or off specific outlets.
e The option's value comprises outlet numbers and the setting "on" or "off" as explained below:

e Each "on" or "off" setting consists of three parts: outlet numbers, a colon, and the word "on" or
"Oﬁ”,

e Each "on" or "off" setting is separated with a semicolon.

e If all outlets will share the same "on" or "off" setting, replace the outlet numbers with the word
|Ia||ll.

e Examples:
e Turn on outlets 1 to 3, and 10, and turn off outlets 4 to 9.
switch outlets=1,2,3:0n;4-9:0ff;10:0n

e Turn on all outlets.
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switch outlets=all:on

» tls_cert file

e Specify the filename of the wanted TLS server certificate. The filename can contain a single
placeholder S{SERIAL} that is replaced with the serial number of the device.

e This option should be used with tls_key_file listed below.
e This option is NOT supported by bulk configuration or backup/restore via DHCP/TFTP.

» tls_key file

¢ Specify the filename of the wanted TLS server key. The filename can contain a single placeholder $
{SERIAL} that is replaced with the serial number of the device.

e This option should be used with tls_cert_file listed above.
e This option is NOT supported by bulk configuration or backup/restore via DHCP/TFTP.

» execute lua_script

e Specify a Lua script file. For example:
execute lua script=my script.lua

e Script output will be recorded to a log file -- <BASENAME_OF_SCRIPT>.<SERIAL_NUMBER>.log. Note
this log file's size is limited on DHCP/TFTP.

e A DHCP/TFTP-located script has a timeout of 60 seconds. After that duration the script will be
removed.

e This feature can be used to manage LuaService, such as upload, start, get output, and so on.

e [f you unplug the USB drive while the Lua script is still running, the script will be removed.

e An exit handler can be used but the execution time is limited to three seconds. Note that this is not
implemented on DHCP/TFTP yet.

config.txt

To perform device configuration using a USB drive, you must:

e Copy the device configuration file "config.txt" to the root directory of the USB drive.
e Reference the "config.txt" file in the config option of the "fwupdate.cfg" file.
The file, config.txt, is a text file containing a number of configuration keys and values to configure or

update.

This section only introduces the device configuration file in brief, and does not document all
configuration keys, which vary according to the firmware version and your model.

You can use the Mass Deployment Utility to create this file by yourself, or contact Technical Support to
get a device configuration file specific to your model and firmware version.

Tip: You can choose to encrypt important data in the "config.txt" file so that people cannot easily
recognize it, such as the SNMP write community string. See Data Encryption in 'config.txt' (on page
422) .
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If you are using a password as auth/priv passphrases, you must set the password in the config file to
ensure it generates the SNMPv3 hash.

» Regular configuration key syntax:

e Each configuration key and value pair is in a single line as shown below:

key=value

Note: Each value in the file must be separated by an equal sign (=), without any surrounding spaces.

e Multi-line values are supported by using the Here Document Syntax with a user-chosen delimiter.
The following illustration declares a value in two lines. You can replace the delimiter EOF
with other delimiter strings.
key<<EOF
value line 1
value line 2
EOF

Note: The line break before the closing EOF is not part of the value. If a line break is required in the
value, insert an additional empty line before the closing EOF.

» Special configuration keys:
There are 3 special configuration keys that are prefixed withmagic:.

e A special key that sets a user account's password without knowing the firmware's internal
encryption/hashing algorithms is implemented.

Example:
magic:users[l].cleartext password=joshua

e Two special keys that set the SNMPv3 passphrases without knowing the firmware's internal
encryption/hashing algorithms are implemented.

Examples:
magic:users[l].snmp v3.auth phrase=swordfish

magic:users[l].snmp v3.priv_phrase=opensesame
» To configure device-specific settings:

1. Make sure the device list configuration file "devices.csv" is available in the USB drive.

2. Inthe "config.txt" file, refer each device-specific configuration key to a specific column in the
"devices.csv" file. The syntaxis: $ {column}, where "column" is a column number.

Examples:
net.interfaces[ethO].ipv4.static.addr cidr.addr=${4}
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pdu.name=${16}

» To rename the admin user:
You can rename the admin user by adding the following configuration key:

users[0] .name=new admin name

Example:

users[0] .name=May

» To restore a specific setting to factory default:

Add "delete:" to the beginning of the key whose setting you want to remove. The custom setting will be
removed and then reset to factory default.

Example:

delete:net.port forwarding
devices.csv

If there are device-specific settings to configure, you must create a device list configuration file -
devices.csv, to store unique data of each device.

This file must be:

e A CSV (comma-separated values) format file exported from a spreadsheet application like Excel.
e (Copied to the root directory of USB drive.
e Referenced in the device_list option of the "fwupdate.cfg" file. See fwupdate.cfg (on page 413).

Every device identifies its entry in the "devices.csv" file by comparing its serial number or MAC address
to one of the columns in the file.

» Determine the column to identify devices:

e By default, each device searches for its serial number in the 1st column of "devices.csv".

e To override the default, set the match option in the "fwupdate.cfg" file to a different column.

» Syntax:

e Values containing commas, line breaks or double quotes are all supported.

e The commas and line breaks to be included in the values must be enclosed in double quotes.

e Every double quote to be included in the value must be escaped with another double quote.
For example:
Value-1,"Value-2,with, three, commas", Value-3
Value-1,"Value-2,""with""three""double-quotes",Value-3

Value-1l,"Value-2
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with a line break", Value-3
Configuration Files for Linking

When Linking is enabled, the mass deployment tool will create the usual files, and multiple versions of
config.txt:

e config_link_unit.txt containing the configuration for all link units

e config_<serial>.txt for each primary unit containing its specific settings, including a list of link units.

» Commands for device Linking:
The following commands are used in the fwupdate.cfg file to configure Linking.
» add_link_unit
Add a new link unit. The option can be specified more than once to add multiple link units.

add link unit=<id>,<host>,<login>:<password>

e Parameters are: <id>: new link unit id (2..8), <host>: hostname or IP address, <login>:<password>:
credentials for admin user

» add _link_unit_new_password:

Change the password when adding a new link unit. Required in case the link unit still uses the factory
default password.

add link unit new password=<id>,<new_password>

» add cascade_link_units

Add port-forwarding expansion units as link units. The option can be specified more than once to link
multiple port-forwarding nodes with different parameters.

add cascade_ link units=<link ids>:<nodes>:<position
dependent>:<login>:<password>

Parameters are:
<link ids>: comma-separated list of new link unit ids (2..8)

<nodes>: comma-separated list of port-forwarding node indices (1..31, needs to be same length as <link
ids>), or the special word "all", which will link all port-forwarding nodes until an error occurs.

<position dependent>: "true" or "false": if true, use position-dependent host-names (i.e. expansion-
<n>.pf-cascade) or, if false, use link-local IPv6 addresses.
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<login>:<password>: credentials for admin user on the port-forwarding node

® Example: add cascade link units=2,3:1,2:false:admin:<password>

Creating Configuration Files via Mass Deployment Utility
The Mass Deployment Utility is an Excel file that lets you fill in basic information required for the three

configuration files, such as the admin account and password.

After entering required information, you can generate all configuration files with only one click,
including fwupdate.cfg, config.txt and devices.csv.

Note: The firmware version of your device must match the version of the Mass Deployment Utility
spreadsheet. Do not mix versions.

New commands that have been introduced in later versions of the spreadsheet will not be effective on
devices with older firmware.

» To use the Mass Deployment Utility:

1. Download the Mass Deployment Utility from the support page.
e The utility is named mass_deployment-xxx (where xxx is the firmware version number).

2. Launch Excel to open this utility.

Note: Other programs, such as OpenOffice and LibreOffice, are not supported.

3. Read the instructions in the 1st worksheet of the utility, and make sure Microsoft Excel's security
level has been set to Medium or the equivalent for executing unsigned macros of this utility.

4. Enter information in the 2nd and 3rd worksheets.
e The 2nd worksheet contains information required for fwupdate.cfg and config.txt.
¢ The 3rd worksheet contains device-specific information for devices.csv.

5. Return to the 2nd worksheet to execute the export macro.

a. In the Target Directory field, specify the folder where to generate the configuration files. For
example, you can specify the root directory of a connected USB drive.

b. Click Export Lists to generate configuration files.

Raritan.

A brand of Ellegrand



Target Directory:

C:itemp Browse... |

Export Lists %

Verify that at least 3 configuration files are created - fwupdate.cfg, config.txt and devices.csv. You are
ready to configure or upgrade with these files.

Data Encryption in 'config.txt'

When intending to prevent people from identifying the values of any settings, you can encrypt them.
Encrypted data still can be properly interpreted and performed by any device running Xerus firmware
version 3.2.20 or later.

Data encryption procedure:

1. Open the "config.txt" file to determine which setting(s) to encrypt.

e If an appropriate "config.txt" is not created yet, see Creating Configuration Files via Mass
Deployment Utility (on page 421).

2. Launch a terminal to log in to the CLI of the device.
3. Type the encryption command and the value of the setting you want to encrypt.
¢ The value cannot contain any double quotes (") or backslashes (\).

¢ If the value contains spaces, it must be enclosed in double quotes.

# config encrypt <value>

-— OR —-

# config encrypt "<value with spaces>"

4. Press Enter. The CLI generates and displays the encrypted form of the typed value.

5. Go to the "config.txt" file and replace the chosen value with the encrypted one by typing or copying
the encrypted value from the CLI.

Add the text "encrypted:" to the beginning of the encrypted setting.
Repeat steps for additional settings you intend to encrypt.
Save the changes made to the "config.txt" file. Now you can use this file to configure other devices.

» llustration:

In this example, we will encrypt the word "private", which is the value of the SNMP write community in
the "config.txt" file.
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snmp.write_community=private

1. Inthe CLI, type the following command to encrypt "private."

3. Inthe "config.txt" file, make the following changes to the SNMP write community setting.

a. Replace the word "private" with the encrypted value that CLI shows.

snmp.write_community=Z2TtnYcvQUw==

b. Add "encrypted:" to the beginning of that setting.

encrypted:Bnmp.write_community =ZTtnYcvQUw==

Firmware Upgrade via USB

Firmware files are available on the product support page.

Note that if the firmware file used for firmware upgrade is the same as the firmware version running on
the SRC, no firmware upgrade will be performed unless you have set the force_update option to true in
the "fwupdate.cfg" file.

» To use a USB drive to upgrade the SRC:

1. Copy the configuration file "fwupdate.cfg" and an appropriate firmware file to the root directory of
the USB drive.
Reference the firmware file in the firmware option of the "fwupdate.cfg" file.
Plug the USB drive into the USB-A port on the SRC.
The front panel display shows the firmware upgrade progress.
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Tip: You can remove the USB drive and plug it into another unit for firmware upgrade when the firmware
upgrade message displays.

5. It may take one to five minutes to complete the firmware upgrade, depending on your product.
6. When the firmware upgrade finishes, the front panel display indicates the firmware upgrade result.

* Happy smiley: Successful.

e Sad smiley: Failed. Check the log file in the USB drive or contact Technical Support to look into the
failure cause.

Bulk Configuration or Firmware Upgrade via DHCP (TFTP/HTTPS)

If a TFTP or HTTPS server is available, you can use it and appropriate configuration files to perform any
or all of the following tasks for a large number of devices in the same network.

e |nitial deployment
e Configuration changes
e Firmware upgrade

e Downloading diagnostic data

This feature is useful if you have hundreds or even thousands of devices to configure or upgrade.

Warning: The feature of bulk configuration or firmware upgrade via DHCP (TFTP/HTTPS)only works on
standalone devices directly connected to the network. This feature does NOT work for expansion units
in a cascading configuration.

Bulk Configuration/Upgrade Procedure

Firmware downgrade is NOT supported by default. Contact Technical Support.
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» Steps of using DHCP (TFTP/HTTPS) for bulk configuration/upgrade:

1. Create configuration files specific to your SRC models and firmware versions. Create your own or
contact Technical Support to properly prepare some or all of the following files:

e fwupdate.cfg (always required)
e config.txt

e devices.csv

Note: Supported syntax of "fwupdate.cfg" and "config.txt" may vary based on different firmware
versions. If you have existing configuration files, it is suggested to double check with Technical
Support for the correctness of these files prior to using this feature.

Configure your TFTP or HTTPS server properly.

Copy ALL required configuration files into the TFTP or HTTPS root directory. If the tasks you will
perform include firmware upgrade, an appropriate firmware binary file is also required.

4. Properly configure your DHCP server so that it refers to the file "fwupdate.cfg" on the TFTP/HTTPS
server.

5. Make sure all of the desired devices use DHCP as the IP configuration method and have been
directly connected to the network.

6. Reboot these devices. The DHCP server will execute the commands in the "fwupdate.cfg" file on the
TFTP server to configure or upgrade those devices supporting DHCP in the same network.

DHCP will execute the "fwupdate.cfg" commands once for IPv4 and once for IPv6 respectively if
both IPv4 and IPv6 settings are configured properly in DHCP.

Note: If both TFTP and HTTP server options are specified, HTTP takes precedence. For HTTP, both 'http’
and 'https' schemes are supported, but when using https, the certificate is not checked.

TFTP/HTTPS Requirements

To perform bulk configuration or firmware upgrade successfully, your TFTP/HTTPS server must meet the
following requirements:

e The server is able to work with both IPv4 and IPv6.
In Linux, remove any IPv4 or IPv6 flags from /etc/xinetd.d/tfip.

Note: DHCP will execute the "fwupdate.cfg" commands once for IPv4 and once for IPv6 respectively
if both IPv4 and IPv6 settings are configured properly in DHCP.

e All required configuration files are available in the TFTP/HTTPS root directory. See Bulk
Configuration/Upgrade Procedure (on page ).

If you are going to upload any SRC diagnostic file or create a log file in the TFTP server, the first of the
following requirements is also required.

Note: The HTTPS server does not support file writes(diag data, log files etc.).
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» TFTP Server:

e The TFTP server supports the write operation, including file creation and upload.
In Linux, provide the option "-c" for write support.

e Required for uploading the diagnostic file only - the timeout for file upload is set to one minute or
longer.

DHCP IPv4 Configuration in Windows

For those SRC devices using IPv4 addresses, follow this procedure to configure your DHCP server. The
following illustration is based on Microsoft” Windows Server 2012 system.

» Required Windows IPv4 settings in DHCP:

1. Add a new vendor class for SRC under IPv4.
a. Right-click the IPv4 node in DHCP to select Define Vendor Classes.
b. Click Add to add a new vendor class.

DHCP Vendor Classes [ > |

Augilable classes:

Name | Description | Add...
Microsoft Windows 20...  Micmsoft vendorspecific option... -
Microsoft Windows 58 ... Microsoft vendor-spectfic option... Edi

Microsoft Options Microsoft vendorspecific option...
Hemove |
e

(Clos |

C. Specify a unique name for this vendor class and type the binary codes of "Raritan PDU 1.0" in
the New Class dialog.

The vendor class is named "Raritan PDU" in this illustration.
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MNew Class m

Dizplay name:
]Har’rtan PDU

Description:
]Haman PDU

I0: Binary: ASCII:
poon 52 61 72 69 74 61 BE 20 Raritan
| |0008 50 44 55 20 31 ZE 30 FDU 1.0

QK [_: | Cancel

2. Define one DHCP standard option - Vendor Class Identifier.
a. Right-click the IPv4 node in DHCP to select Set Predefined Options.

b. Select DHCP Standard Options in the "Option class" field, and Vendor Class Identifier in the
"Option name" field. Leave the String field blank.
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Predefined Options and Values _

Ciption class: IDHCF‘ Standard Options .ll
Ciption name: (60 Vendor Class Identifier _v_l
046 WINS/NBT Mode Type ~

(47 NetBIOS Scope 1D
048 X Window System Fort
(045 ¥ Window System Displs

Description: - £
{64 N5+ Domain Mame k -
—Walue ———— 65 N15= Servers bt
String:

oK | Cann:.e]l_

3. Add three options to the new vendor class "Raritan PDU" in the same dialog.
a. Select Raritan PDU in the "Option class" field.
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b. Click Add to add the first option. Type "pdu-tftp-server" or "pdu-https-server" in the Name field,
select IP Address as the data type, and type 1 in the Code field for tftp server and type 7 in the

Predefined Options and Values _

Ciption class:

Ciption name:

Description:

Raritan PDLJ ~|

DHCP Standard Options
Microsoft Windows 2000 Options
Microsoft Windows 58 Options
Microzoft Options

—Walue
String:

ok | Cancel |

Code field for https server.

C. Click Add to add the second option. Type "pdu-update-control-file" in the Name field, select

Option Type m

Class:
MName:
Data type:
Code:

Description:

Raritan POU

]pdu-tﬁp-ser‘uer

|IP Address | T Amay

] 1
f
’W Cancel

String as the data type, and type 2 in the Code field.
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Option Type [ > [

Clazs: Raritan FOU
Name: Ipdu-upu:late-cu:untml-f"lle
Data type: | string ~| T Amay
| Code: ] 2
| Description: ]
’T%-I Cancel

d. Click Add to add the third one. Type "pdu-update-magic" in the Name field, select String as the
data type, and type 3 in the Code field.

Option Type \L-

Class: Raritan POU
Mame: Ip-:lu-upu:late-n'lagiu:
Data type: | string ~| T Amay
| Code: ] 3
| Description: J
’W Cancel

4. Create a new policy associated with the "Raritan PDU" vendor class.
a. Right-click the Policies node under IPv4 to select New Policy.
b. Specify a policy name, and click Next.
The policy is named "PDU" in this illustration.
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DHCP Policy Configuration Wizard
Prlicy based [P Address and Opticn Assigrment

Thes fantuen alows yeu bo detribute confiquimble sesings (1P sddress. DHCP aptisra)io
chents based on catain condiions e g, wendor class, user clags, MAC address. slc)

T wizaed will metting new pobcy. Provide a name fo.g. YolF Phone
Conhiguration P-Elg;mdm'bbm iB.g. NTF Sanver oplion for Wl Phones) for your
by

Boby Mama:  [FOU
Doscrption: |

]CM|M>E|MI

C. Click Add to add a new condition.
d. Select the vendor class "Raritan PDU" in the Value field, click Add and then Ok.

Add/Edit Condition [

Lonciy a condiion for the policy being configured, Selact a crtena, cperalor
condition.

and vahses for the
Ctens:  |Vender Class |
Opsrater: [Equnts =
r Viskssia)
Vilw: |Rartan POU | Agd I
™ Brede: wildeand()
I Append widcand()

ST feoe

e. Click Next.

f. Select DHCP Standard Options in the "Vendor class" field, select "060 Vendor Class Identifier"
from the Available Options list, and type "Raritan PDU 1.0" in the "String value" field.
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DHCP Palicy Canfiguration Wizard

Configure ssttings for the policy

¥ the conditions: specified in the policy match & dient request, the seifings will be

Vendor class: [OHCP Sanderd Opticra =]
| Aoralabls OpSons | Descrighon tad
[ 045 X Wirsdenw Symtom Disploy vy of X Wirawen Diaplaey M

r nﬂﬂ lr-"-u-_:

String walue:

[Rarten PO D

[<tack J[ Wea> || Concal |

g. Select the "Raritan PDU" in the "Vendor class" field, select "001 pdu-tftp-server" or "007 pdu-
https-server" from the Available Options list, and type your TFTP/https server's IPv4 address in

the "IP address" field.

DHCP Policy Configuration Wizard

sottings for the policy
Bppbad.

Configurm
| ¥ the conditions specified in the polioy malch & dient requesst, the sattings will be

Vimndor class: Iw FOU

Foreiabie |_Descipon

=
O 002 pouupdste-controHis
[ 003 pourupdate-magic

Dinkn ertry

1P neddrnea: |192.IBT:I. ]

[[<Bock || Mee> ][ Concil |

h. Select "002 pdu-update-control-file" from the Available Options list, and type the filename

"fwupdate.cfg" in the "String value" field.
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i. Select "003 pdu-update-magic" from the Available Options list, and type any string in the "String
value" field. This third option/code is the magic cookie to prevent the fwupdate.cfg commands
from being executed repeatedly. It does NOT matter whether the IPv4 magic cookie is identical

BHCP Policy Configuration Wirard

Cornfigurs settings for the: policy
¥ the conditions specified in the policy maich o dient request, the seifings will be
appbed

oy clant: |Fastan POU =

Description
B 00 pouthp-ssrver

o e

[ 003 poumdate-magic

~Dinkn ety
Sifireg wahus:

[prrpdate cig

<Bock || Wet> || Cwcd |

to or different from the IPv6 magic cookie.

The magic cookie is a string comprising numerical and/or alphabetical digits in any
format. In the following illustration diagram, it is a combination of a date and a serial
number.

Important: The magic cookie is transmitted to and stored in SRC at the time of executing the
"fwupdate.cfg" commands. The DHCP(TFTP/HTTPS) operation is triggered only when there is a
mismatch between the magic cookie in DHCP and the one stored in SRC. Therefore, you must
modify the magic cookie's value in DHCP when intending to execute the "fwupdate.cfg"

commands next time.
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DHCP Policy Configuration Wizard

Configurs settings for the policy
¥ the conditions: specified in the policy match & dient request, the settings will be

ancior ciast: |Fastan: PO =

E [ENESVS VT ot (e e e

Dty entry
Sty wakue:
| FRETR

[ bk [ met> | [ cooce |

DHCP IPv6 Configuration in Windows

For those SRC devices using IPv6 addresses, follow this procedure to configure your DHCP server. The
following illustration is based on Microsoft” Windows Server 2012 system.

» Required Windows IPv6 settings in DHCP:

1. Add anew vendor class for Raritan's SRC under IPv6.
a. Right-click the IPv6 node in DHCP to select Define Vendor Classes.

b. Click Add to add a new vendor class.

DHCP Vendor Classes [ I

C. Specify a unique name for the vendor class, type "13742" in the "Vendor ID (IANA)" field, and
type the binary codes of "Raritan PDU 1.0" in the New Class dialog.

The vendor class is named "Raritan PDU 1.0" in this illustration.
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New Class. [

Deaplay noee
[F‘.:'t.m PO 10D

Dgsorption:
|E'.mn PO

Vondor I3 fLAMA)
[13?42

I Biruary: ASCI:
oD 52 61 2 69 74 Bl EE 20 Raritan
loboa S0 44 55 20 31 ZE 30 FDU 1.0

2. Add three options to the "Raritan PDU 1.0" vendor class.
a. Right-click the IPv6 node in DHCP to select Set Predefined Options.
b. Select Raritan PDU 1.0 in the "Option class" field.

Predefined Options and Values for vé |2 I |
Dption class: |Farttan POU 1.0 =] :
— TIFCF Standad Cptons |
~Value
| g
[ 1
I
|
|

[Tox | cowa |

C. Click Add to add the first option. Type "pdu-tftp-server" or "pdu-https-server" in the Name field,
select IP Address as the data type, and type 1 in the Code field and type 7 in the Code field for
https server.
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Option Type \L-

Class: Raritan POU 1.0
Name: Ipdu-tﬁp-sen.rer
Data type: iIF‘ Pddress _:] I~ Aray
Code: I 1
Description: i
oK i | Cancel

Option Type m

Class: Raritan POU 1.0
Name: ]pduupdate-cnntml-ﬂle
Data type: | string | T Amy
Code: 1 2
Description: ]
’W Cancel

d. Click Add to add the second option. Type "pdu-update-control-file" in the Name field, select
String as the data type, and type 2 in the Code field.

€. Click Add to add the third one. Type "pdu-update-magic" in the Name field, select String as the
data type, and type 3 in the Code field.
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Option Type m
Class: Raritan POU 1.0
Name: Ipdu-updatemagiu:
Data type: | string | T Amay
Code: | 3
Description: ]
oK Cancel
M

Configure server options associated with the "Raritan PDU 1.0" vendor class.

a.
b.
C.

Right-click the Server Options node under IPv6 to select Configure Options.

Click the Advanced tab.

Select "Raritan PDU 1.0" in the "Vendor class" field, select "00001 pdu-tftp-server" or "00007
pdu-https-server" from the Available Options list, and type your TFTP/HTPPS server's IPv6

address in the "IPv6 address" field.

Server Options [ I
[ Ganerd | Advanced
Wendor diass: [RegenPoU 10 =]
User class: [Detmt Uiser Cames =]
Bvaishia _Descriphion Ead
o e e Y =
| [ 00002 pebrupdate-cortrldie —
[ 11, L R Y
4 m >
= Datn endry
| 1P acdress:
[ | [l dactcl {200
[ ok |[ coca |[ Moo |

"fwupdate.cfg" in the "String value" field.
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Senver Options !l-
| Generad | Advanced
Mok oo [Faten POU 10 =]
L cioir: [t Uiser nes =]
Deseription o~
B DMK pdft o B
oz
|:|.!|.'|n'|'\|4. I = a
= [hatn andry
String ol
[ramdate iy
[_ok || cwesl [ rest |

e. Select "00003 pdu-update-magic" from the Available Options list, and type any string in the
"String value" field. This third option/code is the magic cookie to prevent the fwupdate.cfg
commands from being executed repeatedly. It does NOT matter whether the IPv6 magic cookie
is identical to or different from the IPv4 magic cookie.

The magic cookie is a string comprising numerical and/or alphabetical digits in any
format. In the following illustration diagram, it is a combination of a date and a serial

number.

Important: The magic cookie is transmitted to and stored in SRC at the time of executing the
"fwupdate.cfg" commands. The DHCP(TFTP/HTTPS) operation is triggered only when there is a
mismatch between the magic cookie in DHCP and the one stored in SRC. Therefore, you must
modify the magic cookie's value in DHCP when intending to execute the "fwupdate.cfg"

commands next time.
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Server Options Il-
| G i Achrarced
Mk oo |Rtan POU 1.0 =]
U clesier [Detomt User Caea =]
Fovaiable _Diescription ~
B D002 pdrupsdnti-contreidin &
| Ml]-]-;-:hu:dd.e—nunr: =
£ L] >
= [atn sndry
String s
[0 506276001
ok | [ Coea |[ Aot |

DHCP IPv4 Configuration in Linux

Modify the "dhcpd.conf" file for IPv4 settings when your DHCP server is running Linux.
» Required Linux IPv4 settings in DHCP:

1. Locate and open the "dhcpd.conf" file of the DHCP server.
2. The SRC will provide the following value of the vendor-class-identifier option (option 60).
¢ vendor-class-identifier = "Raritan PDU 1.0"

Configure the same option in DHCP accordingly. The SRC accepts the configuration or firmware
upgrade only when this value in DHCP matches.

3. Set the following three sub-options in the "vendor-encapsulated-options" (option 43).
e code 1 (pdu-tftp-server) = the TFTP server's IPv4 address or
e code 7 (pdu-https-server) = the HTTPS server's IPv4 address
e code 2 (pdu-update-control-file) = the name of the control file "fwupdate.cfg"
e code 3 (pdu-update-magic) = any string

This third option/code is the magic cookie to prevent the fwupdate.cfg commands from
being executed repeatedly. It does NOT matter whether the IPv4 magic cookie is identical
to or different from the IPv6 magic cookie.

The magic cookie is a string comprising numerical and/or alphabetical digits in any format.
In the following illustration diagram, it is a combination of a date and a serial humber.

Important: The magic cookie is transmitted to and stored in SRC at the time of executing the
"fwupdate.cfg" commands. The DHCP(TFTP/HTTPS) operation is triggered only when there is a
mismatch between the magic cookie in DHCP and the one stored in SRC. Therefore, you must
modify the magic cookie's value in DHCP when intending to execute the "fwupdate.cfg" commands
next time.
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» IPv4 jllustration example in dhcpd.conf:

set vendor-string = option vendor-class-identifier;

option space RARITAN code width 1 length width 1 hash size 3
aption RARITAM.pdu-tftp-server code 1 = ip-address;

i1 option RARITAM.pdu-update-control-#ile code 2 = text; -
option RARITAN.pau-wpapte-Sagic code 3 = £éxt; i
' option RERITAN.pdu-moce]l code 4 = mext; !
E option RARITAM.pou-serdal code 5 = Text; |
| opriom RARITAN.pdu-cescasing-info code & = mewt: !

i eption RARITAN.pdu-mttp-uri-case code 7 = text;
1 option local-encepsulation code &3 = encapsulate RARITAN; H

clazs “raritan® {

H mateh If option vender-class-identifier = “Rariven PDU 1.8%; i

H vander-aption-cpace RARTTAN;
aption RARITAM.pdu-tftp-server 191.168.1.7;
E option RARITAN. pdu-Attp-wri-base "hikps://152.166.1.188 spdate"™:

gticn ASRITAN. pdu-updateupdate-contral-flle "fwupdate.CFg™;

(- -

ption RARITAN. pdu-wpdate-magic 20158123 -0081%;

| option vendor-class-identifier "Raritan FOU 1.87;

i g pptional logging of the parameters sent by the FDU -
logl{infa, concat{"POU socel: =, optlen RARITAN.pou-model));: :
' logl(infa, concat{"PDU s&risl: =, aption RARITAM.pou-serisl}); !
H leglinfo, concat{"PDU coscaging dmfo: =, opticn RARITAN.pdu-cascading-info)l; |

DHCP IPv6 Configuration in Linux

Modify the "dhcpd6.conf" file for IPv6 settings when your DHCP server is running Linux.
» Required Linux IPv6 settings in DHCP:

1. Locate and open the "dhcpd6.conf" file of the DHCP server.

2. The SRC will provide the following values to the "vendor-class" option (option 16). Configure related
settings in DHCP accordingly.

e 13742 (Raritan's IANA number)
e Raritan PDU 1.0
e 15 (the length of the above string "Raritan PDU 1.0")
3. Set the following three sub-options in the "vendor-opts" (option 17).
e code 1 (pdu-tftp-server) = the TFTP server's IPv6 address or
e code 7 (pdu-https-server) = the HTTPs server's IPv6 address
e code 2 (pdu-update-control-file) = the name of the control file "fwupdate.cfg"

e code 3 (pdu-update-magic) = any string
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This third option/code is the magic cookie to prevent the fwupdate.cfg commands from
being executed repeatedly. It does NOT matter whether the IPv6 magic cookie is identical
to or different from the IPv4 magic cookie.

The magic cookie is a string comprising numerical and/or alphabetical digits in any format.

In the following illustration diagram, it is a combination of a date and a serial humber.

Important: The magic cookie is transmitted to and stored in SRC at the time of executing the
"fwupdate.cfg" commands. The DHCP(TFTP/HTTPS) operation is triggered only when there is a
mismatch between the magic cookie in DHCP and the one stored in SRC. Therefore, you must
modify the magic cookie's value in DHCP when intending to execute the "fwupdate.cfg" commands
next time.

» IPv6 illustration example in dhcpd6.conf:

. option space RARITAN code wideh I leagth width 2 hask size 3;
E option RARITAM.pdu-TFip-server Code 1 = 1pG-address;
i option RARITAM.pdu-uposte-control-Flle code 2 = Text;
H option RARITAMN.pdu-updete-sagic code 3 = text;
| pptiom RARITAN.pou-mogel code 4 = Text:
E option RARITAM.pdu-serisl code § = text;
option RARITAM.pdu-casceding-info code & = text;
. option RARITAM.pdu-ftip-uri-baie cods vt
wsio, RARITAN cooe 13782 = encapsulate RARITANM;

| s

1 & optional loggimg of the paraseters sent by the PDU
! log{info, concakt(“FDU model: =, ootion RARITAM.pdu-model});
E log{infa, concat(~PDU serial: *, opticn RARITAN.pdu-serial));

t laglinfe, cancat("PDU eascaaing Snfa: =, oprisn RARITAN.p&u-csseading-fnfa)):

| subnetd {
i

[FRaiy
i N, pdu=tftp-server 1::1;
du-hitp-uri-bese “https 192 . 168.1. 180/ undate” |
. pdu-update-control-file “Fwupdate.cfg";
AN.pdu-update-magic “20150123-00a1;
Volaaald

Raw Configuration Upload and Download

You can modify any existing "config.txt", and then upload it to a specific device for modifying part or all

of its settings. Both configuration download and upload operations require the Administrator Privileges.
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There are two ways to get one "config.txt":

* You create this file by yourself, which can be facilitated using the Mass Deployment Utility. See
Configuration Files (on page 413).

* You download the raw configuration data from the device.

The downloaded raw configuration contains almost all of current settings on your device.

Warning: When you download the raw configuration data, some configuration keys are commented out
and must remain that way. See Keys that Cannot Be Uploaded (on page 454).

Download via Web Browsers

There are two scenarios by using web browsers.

» URL containing login credentials:

To log in immediately while issuing the download request, type an URL containing the login credentials
in the web browser.

http(s) ://<user>:<password>E<device IP>/cgi-bin/raw config download.cgi

Parameter Description
<user> Any user name that has the Administrator Privileges.
<password> | The password of the specified user name.

<device IP> Hostname or IP address of the device whose raw configuration
you want to download.

e For example:

https://admin:admn@192.168.84.114/cgi-bin/raw_config download.cgi

» URL without login credentials contained:

If you would like to log in after issuing the download request, type an URL without login credentials
contained in the web browser. The system will then prompt you to enter the login credentials.

http(s) ://<device IP>/cgi-bin/raw _config download.cgi

* For example:

https://192.168.84.114/cgi-bin/raw config download.cgi
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Download via Curl

If you have installed curl on your computer, you can download the raw configuration from your device
by performing the curl command.

» To download raw configuration via curl:

1. Type the following curl command in the command line interface.

curl -k https://<user>:<password>@<device IP>/cgi-bin/
raw_config download.cgi > config.txt

Parameter Description
<user> Any user name that has the Administrator Privileges.
<password> | The password of the specified user name.

<device IP> Hostname or IP address of the device whose raw configuration
you want to download.

2. When the download is complete, a line indicates 100 in the first % column.

x# Total # Recedved  Kferd fAverage Speed Timen Tine Time Current
Dload Upload Total Spent Left Speed

188 28184 B 28184 L] L 7511 B —i——zi—— H:BB:E2 -—z-—:z-— 9584

3. Go to the directory where you perform the curl command to find the "config.txt" file.

Tip: In the above curl command, you can replace the filename "config.txt" with any filename you prefer.

» Example:

curl -k https://admin:admn@192.168.84.114/cgi-bin/raw config download.cgi
> config.txt

Uploading Raw Configuration

There are two upload methods:

e SCP or PSCP command: SeeRaw Configuration Upload and Download (on page 441).

e CURL command: See Upload via Curl (on page 444).

The uploaded raw configuration file can contain only partial configuration keys that you want to modify.
Other settings that are not contained in the uploaded file will remain unchanged.
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Authentication-related data or HTTP(S) port may be no longer the same after uploading raw
configuration. Therefore, it is suggested to double check what configuration keys will be changed in the
raw configuration file that you will upload.

Upload via Curl

If curl is available on your computer, you can upload the raw configuration to SRC with the curl
command.

There are two scenarios with the curl upload methods.

e When there are NO device-specific settings involved, you upload the configuration file only,
regardless of the number of SRC devices to update.

e When there are device-specific settings involved for updating more than one SRC devices, you must
upload two files. including one configuration file and one device list file.

» To upload one configuration file only:

1. Type the following curl command in the command line interface.

curl -k -F "config file=@<config file>" https://<user>:<password>@<device
IP>/cgi-bin/raw config update.cgi

Parameter Description
<user> Any user name that has the Administrator Privileges.
<password> The password of the specified user name.

<device IP> Hostname or IP address of the SRC whose raw configuration
you want to upload.

<config file> Filename of the configuration file.

e For the syntax, see config.txt (on page ).

2. When the upload is completed successfully, the curl returns the code 0 (zero).

Note: If the upload fails and curl returns other codes, see Curl Upload Return Codes (on page ).

3. After several seconds, SRC reboots automatically. Changed settings take effect after the reboot
process finishes.

» To upload both configuration and device list files:

1. Type the following curl command in the command line interface.

curl -k -F "config file=@<config file>" -F "device list file=@<dev_list
file>" https://<user>:<password>@<device IP>/cgi-bin/raw config update.cgi?
match=<dev_col>
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Parameter Description

<user>, Refer to the above table for explanation.

<password>, e For device-specific settings in the <config file>,
refer each device-specific configuration key to a specific

<device IP>, - ) ; ‘
columninthe <dev_1list file>. See config.txt (on

<§onf1g page ).

file>

<dev_list Filename of the device list file in CSV format.
file>

e For the content format, see devices.csv (on page ).

<dev_col> <dev_col> comprises "serial:" or "mac:" and the number
of the column where the serial number or MAC address of
each SRC is in the uploaded CSV file. This is the data based
on which each device finds its device-specific settings.

For example:

e |f the second column contains each device's serial
number, the parameter is then serial: 2.

e |f the seventh column contains each device's MAC
address, the parameter is then mac: 7.

2. SRC will reboot after Curl shows the return code 0. For details, refer to above steps 2 to 3.

» Examples:

e Upload of the configuration file only:

curl -k -F "config file=@config.txt" https://admin:admn@192.168.84.114/
cgi-bin/raw _config download.cgi

e Upload of both configuration and device list files:

curl -k -F "config file=Qconfig.txt" -F "device list file=@devices.csv"
https://admin:admn@192.168.84.114/cgi-bin/raw_config download.cgi

Curl Upload Return Codes

After performing raw configuration Upload via Curl (on page ), curl will return a code to indicate the
result of the file upload.

Code  Description

0 Operation was successful.
1 An internal error occurred.
2 A parameter error occurred.
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Code  Description

3 A raw configuration update operation is already running.
4 The file is too large.

5 Invalid raw configuration file provided.

6 Invalid device list file or match provided.

7 Device list file required but missing.

8 No matching entry in device list found.

9 Macro substitution error.

10 Decrypting value failed.

11 Unknown magic line.

12 Processing magic line failed.

Bulk Configuration, Firmware Upgrade, or Backup/Restore via
SCP

You can perform a SSH File Transfer Protocol (SFTP) or Secure Copy (SCP) command to update the
firmware, do bulk configuration, or back up and restore the configuration.

Note: Because of security issues the SFTP (SSH File Transfer Protocol) should be used. SCP client in
newer OpenSSH versions uses SFTP protocol by default. SCP is still supported and needs to be enabled.

Firmware Update via SCP

Same as any firmware update, all user management operations are suspended and all login attempts
fail during the SCP firmware update.

Warning: Do NOT perform the firmware upgrade over a wireless network connection.

» To update the firmware via SCP:

1. Type the following SCP command and press Enter.

scp <firmware file> <user name>@<device ip>:/fwupdate
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e <firmware file> is the firmware's filename. If the firmware file is not in the current directory, you
must include the path in the filename.

e <user name> is the "admin" or any user profile with the Firmware Update permission.
e <device ip> is the IP address or hostname where you want to upload the specified file.
Type the password when prompted, and press Enter.

The system transmits the specified firmware file to the device, and shows the transmission speed
and percentage.

4. When the transmission is complete, it shows the following message, indicating that the SRC starts to
update its firmware now. Wait until the upgrade completes.

Starting firmware update. The connection will be closed now.
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SCP example:
scp pdu-px2-030410-44599.bin admin@192.168.87.50:/fwupdate

Windows PSCP command:
PSCP in Windows works in a similar way to the SCP.

e pscp <firmware file> <user name>@<device ip>:/fwupdate

Bulk Configuration via SCP

Like performing bulk configuration via the web interface, there are two steps with the bulk
configuration using the SCP commands:

a. Save a configuration from a source device.
b. Copy the configuration file to one or multiple destination device.
Note: You can configure device-specific settings with the upload of raw configuration but not with the

bulk configuration file.

To save the configuration via SCP:

1. Type the following SCP command and press Enter.

scp <user name>@<device ip>:/bulk config.txt <filename>
e <user name> is any user profile with Administrator Privileges.
e <device ip> is the IP address or hostname of the device whose configuration you want to save.
e <filename> is the custom filename you assign to the "bulk_config.txt" of the source device.

2. Type the user password when prompted.
3. The system saves the configuration to a file named "bulk_config.txt."

To copy the configuration via SCP:

1. Type the following SCP command and press Enter.
scp bulk config.txt <user name>@<device ip>:/bulk restore
e <user name> any user profile with Administrator Privileges
e <device ip>is the IP address of the device whose configuration you want to copy.

2. Type the user password when prompted.

3. The system copies the configuration included in the file "bulk_config.txt" to another device, and
displays the following message.
Starting restore operation. The connection will be closed now.

SCP examples:

e Save operation:
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scp admin@192.168.87.50:/bulk config.txt today config.txt

e Copy operation:

scp today config.txt admin@192.168.87.47:/bulk restore

» Windows PSCP commands:
PSCP in Windows works in a similar way to the SCP.

e Save operation:

pscp <user name>@<device ip>:/bulk config.txt today config.txt

e Copy operation:

pscp today config.txt <user name>@<device ip>:/bulk restore

Backup and Restore via SCP

To back up ALL settings of a SRC, including device-specific settings, you should perform the backup
operation instead of the bulk configuration.

You can restore all settings to previous ones after a backup file is available.

» To back up the settings via SCP:

1. Type the following SCP command and press Enter.
scp <user name>@<device ip>:/backup settings.txt
e <user name> is the "admin" or any user profile with Administrator Privileges
e <device ip>is the IP address or hostname of the SRC whose settings you want to back up.
2. Type the user password when prompted.
3. The system saves the settings from the SRC to a file named "backup_settings.txt."

» To restore the settings via SCP:

1. Type the following SCP command and press Enter.

scp backup settings.txt <user name>@<device ip>:/settings restore
e <user name> is the "admin" or any user profile with Administrator Privileges
e <device ip>is the IP address or hostname of the SRC whose settings you want to restore.

2. Type the user password when prompted.

3. The system copies the configuration included in the file "backup_settings.txt" to the SRC, and

displays the following message.
Starting restore operation. The connection will be closed now.

» SCP examples:

e Backup operation:
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scp admin@192.168.87.50:/backup settings.txt
e Restoration operation:
scp backup settings.txt admin@192.168.87.50:/settings restore

» Windows PSCP commands:
PSCP in Windows works in a similar way to the SCP.

e Backup operation:
pscp <user name>@<device ip>:/backup settings.txt
e Restoration operation:

pscp backup settings.txt <user name>@<device ip>:/settings restore

Downloading Diagnostic Data via SCP

You can download the diagnostic data via SCP.
» To download the diagnostic data via SCP:

1. Type one of the following SCP commands and press Enter.

e <user name> is the "admin" or any user profile with Administrator Privileges or "Unrestricted View
Privileges" privileges.

e <device ip>is the IP address or hostname of the SRC whose data you want to download.

e <port> is the current SSH/SCP port number, or the port number of a specific expansion device in
the Port-Forwarding chain.

e <filename> is the new filename of the downloaded file.
Scenario 1: Use the default SCP port and default filename

e SSH/SCP port is the default (22), and the accessed SRC is a standalone device.

e The diagnostic file's default filename "diag-data.zip" is wanted. Then add a dot (.) in the end of the SCP
command as shown below.

scp <user name>@<device ip>:/diag-data.zip

Scenario 2: Specify a different SCP port but use the default filename
e SSH/SCP port is NOT the default (22), or the accessed SRC is a Port-Forwarding expansion device.

¢ The diagnostic file's default filename "diag-data.zip" is wanted. Then add a dot in the end of the SCP
command as shown below.

scp -P <port> <user name>@<device ip>:/diag-data.zip

Scenario 3: Specify a new filename but use the default SCP port
e SSH/SCP port is the default (22), and the accessed SRC is a standalone device.

e Renaming the diagnostic file is wanted.

scp <user name>@<device ip>:/diag-data.zip <filename>
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Scenario 4: Specify a different SCP port and a new filename
e SSH/SCP port is NOT the default (22), or the accessed SRC is a Port-Forwarding expansion device.

e Renaming the diagnostic file is wanted.

scp -P <port> <user name>@<device ip>:/diag-data.zip <filename>

2. Type the password when prompted.
3. The system downloads the specified data from the SRC onto your computer.

¢ If you do NOT specify a new filename in the command, such as Scenarios 1 or 2, the downloaded
file's default name is "diag-data.zip."

¢ If you specify a new filename in the command, such as Scenarios 3 or 4, the downloaded file is
renamed accordingly.
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» SCPexample:
scp admin@l192.168.87.50:/diag-data.zip

» Windows PSCP command:
PSCP in Windows works in a similar way to the SCP.
e pscp -P <port> <user name>@<device ip>:/diag-data.zip <filename>

Uploading or Downloading Raw Configuration Data

You can download the raw configuration data of a specific device for review, backup or modification.

After modifying or creating any raw configuration data, you can upload it to a specific device for
changing its configuration. The uploaded raw configuration file can contain only partial configuration
keys that you want to modify. Other settings that are not contained in the uploaded file will remain
unchanged.

Syntax of the raw configuration data is completely the same as the syntax in the config.txt file. See
config.txt.

Warning: Some configuration keys in the downloaded raw configuration are
commented out, and those must NOT be part of the configuration that will be
uploaded to any device. See Keys that Cannot Be Uploaded (on page 454).

» To download raw configuration data:

1. Type one of the following SCP commands and press Enter.

Scenario 1: Use the default SCP port and default filename
e SSH/SCP port is the default (22), and the accessed device is a standalone device.
e The raw configuration file's default filename "raw_config.txt" is wanted. Then add a dot (.) in the end
of the SCP command as shown below.

scp <user name>@<device ip>:/raw_config.txt .

Scenario 2: Specify a different SCP port but use the default filename
® SSH/SCP port is NOT the default (22), or the accessed device is a Port-Forwarding expansion device.

e The raw configuration file's default filename "raw_config.txt" is wanted. Then add a dot in the end of
the SCP command as shown below.

scp -P <port> <user name>@<device ip>:/raw_config.txt .

Scenario 3: Specify a new filename but use the default SCP port
® SSH/SCP port is the default (22), and the accessed device is a standalone device.

e Renaming the raw configuration file is wanted.

scp <user name>@<device ip>:/raw config.txt <filename>
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Scenario 4: Specify a different SCP port and a new filename
e SSH/SCP port is NOT the default (22), or the accessed device is a Port-Forwarding expansion device.

e Renaming the raw configuration file is wanted.

scp -P <port> <user name>@<device ip>:/raw config.txt <filename>

e <user name> is the "admin" or any user profile with Administrator Privileges.
e <device ip>is the IP address or hostname of the device whose data you want to download.

e <port> is the current SSH/SCP port number, or the port number of a specific link unit device in the
Port-Forwarding chain.

e <filename> is the new filename of the downloaded file.
2. Type the password when prompted.
3. The system downloads the specified data from the device onto your computer.

¢ If you do NOT specify a new filename in the command, such as Scenarios 1 or 2, the downloaded
file's default name is "raw_config.txt."

e [f you specify a new filename in the command, such as Scenarios 3 or 4, the downloaded file is
renamed accordingly.

» To upload raw configuration data:

1. Type one of the following SCP commands and press Enter.

Scenario 1: Only one device to configure, with the default SCP port
e SSH/SCP port is the default (22), and the accessed device is a standalone device.

e There is only one device to configure so a CSV file for device-specific settings is NOT needed.
scp <config file> <user name>@<device ip>:/raw config update

Scenario 2: Only one device to configure, with a non-default SCP port
e SSH/SCP port is NOT the default (22), or the accessed device is a Port-Forwarding expansion device.

e There is only one device to configure so a CSV file for device-specific settings is NOT needed.
scp -P <port> <config file> <user name>@<device ip>:/raw config update

Scenario 3: Multiple device to configure, with the default SCP port
e SSH/SCP port is the default (22), and the accessed device is a standalone device.
e There are multiple devices to configure so a CSV file for device-specific settings is needed during the
upload.

scp <dev_list file> <config file> <user name>@<device ip>:/
raw_config update/match=<col>

Scenario 4: Multiple device to configure, with a non-default SCP port
e SSH/SCP port is NOT the default (22), or the accessed device is a Port-Forwarding expansion device.
e There are multiple devices to configure so a CSV file for device-specific settings is needed during the
upload.

scp -P <port> <dev list file> <config file> <user name>@<device ip>:/
raw_config update/match=<dev_col>
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e <config file>isthe filename of the custom raw configuration that you want to upload.

e <user name> is the "admin" or any user profile with Administrator Privileges.

e <device ip> is the IP address or hostname of the device where you want to upload the specified
file.

e <port> is the current SSH/SCP port number, or the port number of a specific expansion device in
the Port-Forwarding chain.

e <dev_list file>isthe name of the CSV file for configuring multiple device with device-
specific settings. For this file's format, see devices.csv.

= For device-specific settings in the <config file>, refer each device-specific configuration
key to a specific column in the <dev_1ist file>. See config.txt.

¢ <dev_col> comprises "serial:" or "mac:" and the number of the column where the serial number
or MAC address of each device is in the uploaded CSV file. This is the data based on which each
device finds its device-specific settings.

For example:
= If the second column contains each device's serial number, the parameter is then serial: 2.

= If the seventh column contains each device's MAC address, the parameter is then mac: 7.

» SCP examples:

e Raw configuration download example --

scp admin@192.168.87.50:/raw_config.txt config.txt
e Raw configuration upload example with the configuration file only --

scp config.txt admin@192.168.87.50:/raw_config update
e Raw configuration upload example with both configuration and device list files --

scp devices.csv config.txt admin@192.168.87.50:/raw config update/
match=serial:2

» Windows PSCP commands:

454

PSCP in Windows works in a similar way to the SCP.

® pscp -P <port> <user name>@<device ip>:/raw config.txt <filename>

e pscp -P <port> <CSV file> <config file> <user name>@<device ip>:/
raw_config update/match=<col>

Alternative of bulk configuration via SCP:

Both methods of uploading 'bulk configuration' file or 'raw configuration' file via SCP can serve the
purpose of bulk configuration. The only difference is that you can configure device-specific settings with
the upload of raw configuration but not with the 'bulk configuration' file.

Keys that Cannot Be Uploaded

The raw configuration downloaded from any SRC contains a few configuration keys that are commented
out with either syntax below.
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These configuration keys cannot be part of the configuration that you will upload to any SRC. That is,
they should be either not available or remain commented out in the configuration file you will upload.

Comment syntax Description
HINTERNAL# Internal use only. They are NOT user configurable settings.

#OLD/INVALID# These keys are old or invalid ones.
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Resetting to Factory Defaults

Important: Exercise caution before resetting the SRC to its factory defaults.

This erases existing information and customized settings, such as user profiles,
threshold values, and so on. Only energy data and firmware upgrade history are
retained.

In This Chapter

Factory Default Settings. . ... ..ot 456
Usingthe CLICommand. . ......... i i et 457
Usingthe Reset Button. . ... ... . i e i 457

Factory Default Settings

Only secure access--physical or by secure network protocols--is enabled by default in Xerus.

During the first login, before any service can be used, you are forced to change the default password.

» Default configuration:
The factory default configuration disables these services:

e SNMP Agent (remains disabled even after default password is changed)
e SCPinterface (disabled until default password is changed)

The factory default configuration enables these services:

e Both Ethernet ports are IPv4 enabled for DHCP with access to APIPA link local address
e HTTPS Server

e SSH Server

e Console (not applicable to PX4/PRO4X models)

» Default password change requirement:

The default password must be changed upon first use, before any other configuration changes or device
access are allowed. In factory default configuration, the following protocols and tools, with the
following restrictions, allow you to first update the default password:

HTTPS Server Web User Interface: Restricted to a password change page/form only.
HTTPS Server (JSON API Web Service): API limited to a password change for the default account.

SSH Server: Prompts for a password change.

e Console: Prompts for a password change.
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Note: Once the default password is changed, the restrictions are removed and the device resumes
normal operations for the protocols and tools listed above. Upon any reset to factory defaults, the
restrictions will again be enforced and a change to the default password will again be required.

Using the CLI Command

The Command Line Interface (CLI) provides a reset command for resetting to factory defaults.

» To reset to factory defaults after logging in to the CLI:

1. Login to the CLI by typing the user name "admin" and its password.
2. After the # system prompt appears, type either of the following commands and press Enter.

# reset factorydefaults
—-OR -
# reset factorydefaults /y

3. If you entered the command without "/y" , a message appears prompting you to confirm the
operation. Type y to confirm the reset.

4. Wait until the reset is complete.

» To reset to factory defaults without logging in to the CLI:

You can also reset the product to factory defaults in the CLI prior to login. This option requires physical
access to the unit, either at the console (for older models) or using a USB configuration method.

1. Connect to the SRC and launch a terminal emulation program.
2. Atthe Username prompt in the CLI, type "factorydefaults" and press Enter.

Username: factorydefaults

3. Type y on a confirmation message to perform the reset.

Using the Reset Button

An RS-232 serial connection to a computer is required for using the reset button.

» To reset to factory defaults using the reset button:

Connect a computer to the device.
Launch a terminal emulation program such as Kermit or PuTTY, and open a window.

Press and release the Reset button while pressing the Esc key of the keyboard several times in rapid
succession. A prompt (=>) should appear after about one second.

4. Type defaults to reset to the factory defaults.
5. Wait until the reset is complete.
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iX7 Controller Reset Button

This is an example of the reset button location on a sample controller. Port locations may differ on your
models.

T l- @ o®
.l L J=a. N ©O®
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Remote Authentication Examples

In This Chapter

LDAP Configuration Illustration. . ......... ...t 459
RADIUS Configuration lllustration. .. .......... . i 464
Cisco ISE Xerus TACACS+ Authentication. .......... ..o, 478

LDAP Configuration lllustration

This section provides an LDAP example for illustrating the configuration procedure using Microsoft
Active Directory® (AD). To configure LDAP authentication, four main steps are required:

Determine user accounts and roles (groups) intended for the device
Create user groups for the device on the AD server
Configure LDAP authentication on the device

an oo

Configure roles on the device

Important: TLS is used due to published security vulnerabilities in SSL 3.0. Make
sure your network infrastructure, such as LDAP and mail services, uses TLS rather
than SSL 3.0.

Step A. Determine User Accounts and Roles

Determine the user accounts and roles (groups) that are authenticated for accessing the device. In this
example, we will create two user roles with different permissions. Each role (group) will consist of two
user accounts available on the AD server.

User roles User accounts (members)
PX_User usera

pxuser2
PX_Admin userb

pxuser

Group permissions:
e The PX_User role will have neither system permissions nor outlet permissions.
e The PX_Admin role will have full system and outlet permissions.

Step B. Configure User Groups on the AD Server

You must create the groups (roles) for the SRC on the AD server, and then make appropriate users
members of these groups.
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In this illustration, we assume:

e The groups (roles) for the SRC are named PX_Admin and PX_User.

e User accounts pxuser, pxuser2, usera and userb already exist on the AD server.

» To configure user groups on the AD server:

1. Onthe AD server, create new groups -- PX_Admin and PX_User.

Note: Refer to the documentation or online help accompanying Microsoft AD for detailed instructions.

Add the pxuser2 and usera accounts to the PX_User group.
Add the pxuser and userb accounts to the PX_Admin group.
Verify whether each group comprises correct users.
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Step C. Configure LDAP Authentication on the SRC
You must enable and set up LDAP authentication properly on the SRC to use external authentication.

In the illustration, we assume:

The DNS server settings have been configured properly. See Wired Network Settings and Role of a
DNS Server.

The AD server's domain name is techadssl.com, and its IP address is 192.168.56.3.

The AD protocol is NOT encrypted over TLS.
The AD server uses the default TCP port 389.

e Anonymous bind is used.

» To configure LDAP authentication:

460

1. Choose Device Settings > Security > Authentication.
2. Inthe LDAP Servers section, click New to add an LDAP/LDAPS server.
3. Provide the SRC with the information about the AD server.
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Field/setting

IP address / hostname

Copy settings from
existing LDAP server
Type of LDAP server
Security

Port (None/StartTLS)

Port (TLS),
CA certificate

Anonymous bind

Bind DN,
Bind password,

Confirm bind password

Base DN for search

Login Name Attribute

User entry object class

User search subfilter

Active Directory domain
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Do this...

Type the domain name techadssl.comor IP address 192.168.56.3.

e Without the encryption enabled, you can type either the domain name or IP
address in this field, but you must type the fully qualified domain name if the
encryption is enabled.

Leave the checkbox deselected unless the new LDAP server's settings are similar to

any existing LDAP settings.

Select "Microsoft Active Directory."

Select "None" since the TLS encryption is not applied in this example.

Ensure the field is set to 389.

Skip the two fields since the TLS encryption is not enabled.

Select this checkbox because anonymous bind is used.

Skip the three fields because of anonymous bind.

Type dc=techadssl, dc=com as the starting point where your search begins on
the AD server.

Ensure the field is set to sAMAccountName because the LDAP server is Microsoft
Active Directory.

Ensure the field is set to user because the LDAP server is Microsoft Active Directory.

The field is optional. The subfilter information is also useful for filtering out additional
objects in a large directory structure. In this example, we leave it blank.

Type techadssl.com.
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Add LDAP Server

IP addreaa/hostnams 192168 52 55

Copy settings from existing LDAP ssner

Sehict LDAP Server v
Type of LDAP gerver Microsaft Active Direstony v
Security W ¥
Part (Mone/ 51artTLS) 9
Part (TLS) 536
- f = L
CA certificate not set

Certificate file

¥ Anorymous bind
Bind DN
Bind password
Confirm bind paasword
Bape DN for scarch techadasl go-gom
Lagin Name Atribute sdbAecaurtName
User enfry object class user
User search subfilter
Active Directory domain techadsal.com

Tieat Connsction

Hote: LDAP authenticated usess will see units froem Default
Preferences

M Cancel v Add Server

1. Click Add Server.The LDAP server is saved.
2. Inthe Authentication Type field, select LDAP.
3. Click Save. The LDAP authentication is activated.

Note: If the SRC clock and the LDAP server clock are out of sync, the installed TLS certificates, if any, may
be considered expired. To ensure proper synchronization, administrators should configure the SRC and
the LDAP server to use the same NTP server(s).
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Step D. Configure Roles on the SRC

A role on the SRC determines the system and outlet permissions. You must create the roles whose
names are identical to the user groups created for the SRC on the AD server or authorization will fail.
Therefore, we will create the roles named PX_User and PX_Admin on the PDU.

In this illustration, we assume:

e Users assigned to the PX_User role can view settings only, but they can neither configure SRC nor
access the outlets.

e Users assigned to the PX_Admin role have the Administrator Privileges so they can both configure
SRC and access the outlets.

» To create the PX_User role with appropriate permissions assigned:

1. Choose User Management > Roles.

2. Click 1+

a. Type PX User in the Role Name field.

to add a new role.

b. Type a description for the PX_User role in the Description field. In this example, we type "View
PX settings" to describe the role.

C. Inthe Privileges list, select Unrestricted View Privileges, which includes all View permissions. The
Unrestricted View Privileges permission lets users view all settings without the capability to
configure or change them.

« | Unrestricted View Privileges
View Authentication Settinga
View Event Sattings
View Local Event Log
View Local User Managemant
Wiew Security Seftings
View SHNMP Settings

View Webcam Snapshots and Configuration

d. Click Save.
3. The PX_User role is created.
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Role Mame & Description
Admin Systemn defined administrator roke including all privileges

Operator Predefined operator nole

View PX seftings

4. Keep the Roles page open to create the PX_Admin role.

» To create the PX_Admin role with full permissions assigned:

1. Click 1 + to add another role.
a

. Type PX_ Admin in the Role Name field.

b. Type a description for the PX_Admin role in the Description field. In this example, we type
"Includes all PX privileges" to describe the role.

C. Inthe Privileges list, select Administrator Privileges. The Administrator Privileges allows users to
configure or change all SRC settings.

Privileges e

Select privilege to add to role. Be aware some privileges
may require additional arguments.

Acknowledge Alarms

¥ Administrator Privileges

d. Click Save.
2. The PX_Admin role is created.

Role Hame & Description
Al System deflined administrator role including all privileges
Operator Predefined operator role.
Includes all PX privileges
PX_Uszar Wiew PX settings

RADIUS Configuration Illustration

This section provides illustrations for configuring RADIUS authentication. One illustration is based on the
Microsoft” Network Policy Server (NPS), and the other is based on a FreeRADIUS server.

The following steps are required for any RADIUS authentication:
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1. Configure RADIUS authentication on the SRC. See Adding Radius Servers.
2. Configure roles on the SRC. See Creating Roles.
3. Configure SRC user credentials and roles on your RADIUS server.

¢ To configure using standard attributes, see Standard Attributes (on page ).

¢ To configure using vendor-specific attributes, see Vendor-Specific Attributes (on page ).

Note that we assume that the NPS is running on a Windows 2008 system in the NPS illustrations.

Standard Attributes
The RADIUS standard attribute "Filter-ID" is used to convey the group membership, that is, roles.
e If a user has multiple roles, configure multiple standard attributes for this user.

e The syntax of a standard attribute is:

Raritan:G{role—-name}

FreeRADIUS Standard Attribute Illustration

With standard attributes, NO dictionary files are required. You simply add all user data, including user
names, passwords, and roles, in the following FreeRADIUS path.

/etc/raddb/users
» Presumptions in the illustration:

e Username=steve
e Steve's password = test123

e Steve'sroles =Admin and SystemTester

» To create a user profile for "steve" in FreeRADIUS:

1. Gotothislocation: /etc/raddb/users.

2. Add the data of the user "steve" by typing the following. Note that the values after the equal sign (=)
must be enclosed in double quotes (").

steve Cleartext-Password := "testl23"
Filter-ID = "Raritan:G{Admin}",
Filter-ID = "Raritan:G{SystemTester}"

Vendor-Specific Attributes

You must specify the following properties when using a RADIUS vendor-specific attribute (VSA).

e \Vendorcode=13742
e \endor-assigned attribute number = 26

e Attribute format=String

The syntax of the vendor-specific attribute for specifying one or multiple roles is:

Raritan.

A brand of Ellegrand

465



Raritan:G{role-namel role-name2 role-name3}
For configuration on NPS, see NPS VSA lllustration (on page ).

For configuration on FreeRADIUS, see FreeRADIUS VSA Illustration (on page ).

NPS VSA Illustration

To configure Windows 2008 NPS with the vendor-specific attribute, you must:

a. Add your SRC to NPS. See Step A: Add Your SRC as a RADIUS Client (on page ).

b. On the NPS, configure connection request policies and the vendor-specific attribute. See Step B:
Configure Connection Policies and Vendor-Specific Attributes (on page ).

Some configuration associated with Microsoft Active Directory (AD) is also required for RADIUS
authentication. See AD-Related Configuration (on page ).
Step A: Add Your SRC as a RADIUS Client

The RADIUS implementation on the SRC follows the standard RADIUS Internet Engineering Task Force
(IETF) specification so you must select "RADIUS Standard" as its vendor name when configuring the NPS
server.

» Presumptions in the illustration:

e |Paddress of your SRC=192.168.56.29
e RADIUS authentication port specified for SRC: 1812
e RADIUS accounting port specified for SRC: 1813

» To add your SRC to the RADIUS NPS:

1. Choose Start > Administrative Tools > Network Policy Server. The Network Policy Server console
window opens.

€
Flde Action View Help
o= (m Bm
[ @ NP5 (Local)
|« [ RADIUS Clients and Servers| e
H RADIUS Cliente
3] Remote RADIUS Server
4 1] Palicies
| Connection Request Po
. Hetwark Policies
Heslth Policies Stondard Confrguration -
B ‘ Metwork Access Protection
B Accounting Sabpct B corfquration soanand from the ket and then chok: thi nk Esiow o open the sconans wizsrd

- Bl Templstes Management

[RADIUS serverfor Dia-Up o VPN Connections v

RADIUS server for Dial-Up or VPN Connections

When you configure NP5 as a RADIUS serverfor DiaUp or VPN connections. you creste netwod polcees that

MMS;'SEII':‘M o and puthorize connections from Dial-Up or VPN nstvend: pocess senvens ialse called
5}

2. Right-click NPS (Local), and select Properties.
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S | T —

a0 F Import Configuration
Export Configuration

i Start NPS Service
b 5§

b Stop MPS Service

-‘ﬁl f Register server in Active Directory
bW |Proper‘tie5
‘;"iew 3
Help

Verify the authentication and accounting port numbers shown in the properties dialog are the
same as those specified on your SRC. In this example, they are 1812 and 1813. Then close this

dialog.
Erter the HADIUS suthentication and accounting pod numbers

Authertcatan a1z 1545
hﬂ-mm wu p-mﬂﬂlit&l.'}
Aetouring [1e131648 i ‘

Acoounting defaull ports 18131645

H you do net upe the FADRUS delaull port romibers, yow mast
configune exceptions on the firewall for the local computer to
aliow FRADRIS vaffic on the new poris. Leam moas

You can configare HFS o monitor [P RADILES traffic, IPvE
RADIUS rafhic, or both on spacific network adapbars Lesrn
1w L8

T | ===

3. Under "RADIUS Clients and Servers," right-click RADIUS Client and select New RADIUS Client. The
New RADIUS Client dialog appears.
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@ NPS (Local)

4 | RADIUS Clients and Servers I—
- "u. L

3 RADIUSCI N
iﬂ Femote RE i
b =] Policies Export List
[ b Metwork Acce View R

‘ﬁ Accounting
t Wl Ternplates Ma Refresh

Help

4. Do the following to add your SRC to NPS:

a. Verify the "Enable this RADIUS client" checkbox is selected.
b. Type a name for identifying your SRC in the "Friendly name" field.
C. Type 192.168.56.29 in the "Address (IP or DNS)" field.
d. Select RADIUS Standard in the "Vendor name" field.
e. Select the Manual radio button.
f. Type the shared secret in the "Shared secret" and "Confirm shared secret" fields. The shared
secret must be the same as the one specified on your SRC.
Setteigh | Advanced |
[ Eraisle s FLADILIS chert
et B gt
Flame and Address
mm
Address (P or DNS) -
15216256 29 1 vy |
Shaved Secret
Salect an iting Shaved Secrets Demplste

Mone |

TDMW!’WM choi: Manual. To sutomatically gensmle o shaned
secret, chok Generate. You must configure the RADILS dhent with the same shaned
gaciel erdered here. Shamd secrets e cass senstive.

= Waral () Ganarste
L L L]

Confre shared sacrl
snsasn

5. Click OK.
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Step B: Configure Connection Policies and Vendor-Specific Attributes

You need to configure the following for connection request policies:

e |P address or host name of the SRC

e Connection request forwarding method
e Authentication method(s)

e Standard RADIUS attributes

» Presumptions in the illustration:

e |Paddress of your SRC=192.168.56.29
e [ocal NPS server is used
e RADIUS protocol selected on your SRC = CHAP

e Existing roles of your SRC = Admin, User and SystemTester

» llustration:

1. Open the NPS console, and expand the Policies folder.

€ NPS (Local)
4 | RADIUS Clients and Servers

= RADIUS Clients
ij Remote RADIUS Server Groups
4 = Policies
_| Connection Request Policies
| Metwork Policies
| Health Policies
Metwork Access Protection
B Accounting
i Ml Ternplates Management

2. Right-click Connection Request Policies and select New. The New Connection Request Policy dialog
appears.
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File Action View Help

o= #E H
€8 NPS (Local)

B[] RADIUS Clients and Servers
4 I__%I' Policies C

Poli

E, Conpecticn Deouerct Do

1 Heall Refresh

[+ 5 Metwaork
% A Help
L ccount

3. Type a descriptive name for identifying this policy in the "Policy name" field.

® You can leave the "Type of network access server" field to the default -- Unspecified.

 Spedfy Connedtion Request Policy Name and Connection Type
i Em BgeRofy B o e coanachiae reGuRE] patcy aed B Erpeof oosnackicny ho whach B polior i appieds

Pialhap e

= _—

hwork. Dorrwcion metod

St Fw typpe o e oo e Fa L1 WL Yoo i T TR BCOBIE Y
mﬂ“ i [l o pad Bpn Feetrhy e e e DO L et e et o mephrin e e

4. Click Next to show the "Specify Conditions" screen. Click Add.
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Specily Condilions

Spely T COAIMM TR DRSS R Thel COBMCTA PESENT DORCY I By Faitnd Fod B DORSEIEOR FRGwea &
ey BT =4 DSl & Felecod

5. The "Select condition" dialog appears. Click Add.

Select a condition, and then chck Add.
MHAS |denbifs

The MAS Identier condibion speches & chascter tiring that i the name of the fetvork. sccess server [MAS] Vou
can e patiein malching denlas 10 ipecy NAS names,

- HAS IPvd Addiess
-t Tha MAS OF

HAS IPvEAddiess

The NAS IPvE Addenss cordiaon specifies & chisacied ting thal & the IPVE sddee of the MAS, You can e
partten malchirg syntax bo specily IPvE networks
HAS Parl Type

Th MAS Port Type condition specihes th tupe of meda uted by the scoers chenl, such &2 snalog phone: nes,
ISDH, unnels o virhaal private networkes, [EEE 80211 winsless, and Ethemrmet swatches.

6. The NAS IPv4 Address dialog appears. Type the SRC IP address -- 192.168.56.29, and click OK.
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472

7.

Specify the |Pv4 address of the networl access server sending the access

request message. You can use pattem matching syrta.

| 192.168.56.29

Click Next in the New Connection Request Policy dialog.

* Speily Conditions
Sty i

o fwihalted Fof i dehn DS rideaal. i)

wemmm oF gy [OAAE8 8 MR,
Corsiiliorn
(Coraimn ‘i
| NAT WPy AT A L
1
Corsilion descriglion.

8. Select "Authenticate requests on this server" because a local NPS server is used in this example.

Then click Next.

Note: Connection Request Forwarding options must match your environment.
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Specily Connection Request Forwarnding
Thup SRR Pkl L85 b dalBAL el e Bk LLE G B o Bk emeieill 18 RADAS il &
reache RADIS v w groeg.
1 ol sesde'y el Ll ramE Fure e Y Eed
[{IT;L.KI.I“ " =2 -.
_ FRAEFS vy o W e, o e e aliaind il e
WG Aecemurtrg et e e
Furmrt ey 1 Pon Sl e E01.1 merrm grmn bor et sl
ran cankapana I L.
sfod -
Gl il Coe]

9. When the system prompts you to select the authentication method, select the following two
options:
e Qverride network policy authentication settings
® CHAP -- the SRC uses "CHAP" in this example

Note: If your SRC uses PAP, then select "PAP."

Configure Settings
P M el | TR 3 Tl ILAASIT A PGt F 0 of Thg = ] dicasa. har oo o
ey o panergn L Pl SR asehl QUATY
F ol i o by i oe SeSrGy e syl
ffirgp
- o
| D R 1| o e s amebuien b AU dherts, sebpdl & FACKLT i etnide. wd
| [ Ambass S chck By o rof confgure i St € B rot sect 5o AL clorts See
| AL Arvdu | e it -
| 0 Wl Taaohe ek
Mo Wb
] a P
[ N

10. Select Vendor Specific to the left of the dialog, and click Add. The Add Vendor Specific Attribute
dialog appears.
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11. Select Custom in the Vendor field, and click Add. The Attribute Information dialog appears.

12. Click Add, and the Vendor-Specific Attribute Information dialog appears.
13. Click "Enter Vendor Code" and type 13742.

14. Select "Yes, it conforms" to indicate that the custom attribute conforms to the RADIUS Request For

Comment (RFC).

15. Click Configure Attribute, and then:
a. Type 26 in the "Vendor-assigned attribute number" field.
b. Select String in the "Attribute format" field.

C. Type Raritan:G{Admin User SystemTester} in the "Attribute value" field. In this example, three

roles 'Admin,' 'User' and 'SystemTester' are specified inside the curved brackets {}.
Note that multiple roles are separated with a space.

Farm e e Brvpan ] P L

1 swdlapmer S P e
L] i e s LAd ===
P [ e— [l

o [
i
¥
]
i
!
|

16. Click OK.
FreeRADIUS VSA lllustration

A vendor-specific dictionary file is required for the vendor-specific-attribute configuration on

FreeRADIUS. Therefore, there are two major configuration steps.

a. Use a dictionary to define the Raritan vendor-specific attribute

b. Add all user data, including user names, passwords, and roles
» Presumptions in the illustration:

e Raritan attribute = Raritan-User—-Roles
e Username=steve
e Steve's password = test123

e Steve'sroles=Admin, User and SystemTester
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Raritan.

Abrand of [1legrand



» Step A -- define the vendor-specific attribute in FreeRADIUS:

1. Goto thislocation: /etc/raddb/dictionary.
2. Type the following in the Raritan dictionary file.

VENDOR Raritan 13742

BEGIN-VENDOR Raritan

ATTRIBUTE Raritan-User-Roles 26 string
END-VENDOR Raritan

» Step B -- create a user profile for "steve" in FreeRADIUS:

1. Goto thislocation: /etc/raddb/users.

2. Add the data of the user "steve" by typing the following. Note that the values after the equal sign (=)
must be enclosed in double quotes (").

steve Cleartext-Password := "testl23"

Raritan-PDU-User-Roles = "Raritan:G{Admin User SystemTester}"

AD-Related Configuration

When RADIUS authentication is intended, make sure you also configure the following settings related to
Microsoft Active Directory (AD):

e Register the NPS server in AD

e Configure remote access permission for users in AD

The NPS server is registered in AD only when NPS is configured for the FIRST time and user accounts are
created in AD.

If CHAP authentication is used, you must enable the following feature for user accounts created in AD:

e Store password using reversible encryption

Important: Reset the user password if the password is set before you enable the
"Store password using reversible encryption” feature.

» To register NPS:

1. Open the NPS console.
2. Right-click NPS (Local) and select "Register server in Active Directory."
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%k Network Policy Server

Fie Action View Help
&=|m

w:rmt Configuration

Expart Configuration

Start PSS Senyice

= 5 PO Stop NPS Service

3. Click OK, and then OK again.

Hetwork Policy Server E

To enable NP5 to authenbcate users in B Active Directory, the computers
rurring MRS must be suthorized to read users’ dial-n properties from the
doman,

Do you wish to authorize this computer bo read users’ dalsn properties from
the dold.com domain?

[

Hetwork Policy Server E

This computer & now suthorized o read users” dial-n properties from doman
ol com,

Te authonze this computer to read users dala properbes from other
domaines, you must register this computer to be a member of the RAS2PS

Servers Group in that domain,

» To grant SRC users remote access permission:

1. Open Active Directory Users and Computers.

2. Open the properties dialog of the user whom you want to grant the access permission.
3. Click the Dial-in tab and select the "Allow access" checkbox.
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(Mo acoess
" Doy pocess

" Control sooess through NPS Metwodc Policy

[ ety CallerdD: |
~Calback Optiona

0+ Mo Calback

€ Set by Caller (Routing and Remcte Access Senvice only)
™ Hwargs Callback: ta: [

1 Assign Satic [P Addresses
Diefinee IF oddreases lo enable for this

Dhalan connection. Clatio 1P Sddmsnes
T Aoply Static Foutes

Diefine routes fo enable for this Dialn Slabe Foutes

conrbction

oK | cweed | ey | e |

» To enable reversible encryption for CHAP authentication:

1. Open Active Directory Users and Computers.
2. Open the properties dialog of the user that you want to configure.

3. Click the Account tab and select the "Store password using reversible encryption" checkbox.
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Cisco ISE Xerus TACACS+ Authentication

» Configuring Cisco ISE 2.1.x for authenticating TACACS users on the Xerus Platform

Xerus performs authorization through the user’s membership in local roles. You must create a local role
on Xerus and matching role (case sensitive) on Cisco ISE.

» Configure TACACS+ on Xerus:

Log in to SRC with an administrative account.

2. Select Access Device Settings > Security > TACACS+ and add the Cisco ISE running the TACACS+
server. Select the Type of TACACS+ authentication types (ASCIl/PAP/CHAP/MS-CHAP) as appropriate
and match the TACACS+ server.
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3. Create Roles with appropriate permissions by accessing User Management > Roles > and clicking on

2+

Add Role

Mew Role

Fole name

Descriptann

» Configure Cisco ISE:

| Change Raset Strip Conbgisation

Add the Xerus device to Cisco ISE server:
1. Access Cisco ISE Web URL https://x.x.x.x/admin and log in with administrative credentials.
2. Select Access Work Centers tab > Network Access > Network Resources. On Network Devices click

<k Add

Raritan.

A brand of Lllegrand’

mma-uu! D4 wware ome privikeges may requise sdditisnal srguments.

Iz
§

479



ik Wity Se

= Wvark Ceniens

= helwii Actess b OusER Affess 0 TRAISS  # BYOD o Profed s Poiise » Devioe ASTeirsWEDROS Wtk ACCEES

b Ovlvsw b I0EAR0EE 10 Ofegs  Exl g SouRted - NeteDrk Resources  Devies Osoups o F
—_—
L]
ot Dt Network Devioes
Defaul Devics
4 Jo 2l y s vt

Extomar RADNUS Servars T Geimeot B o it

= P Frafie Name ——
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3. Configure Name, Description, IP Address/Range, enable the TACACS Authentication Settings option,
set Shared secret, and click Submit to save changes. Be sure to enable Enable Single Connect Mode
option and select the TACACS Draft Compliance Single Connect Support radio button.

Fetwork Dovices
HieTa | tann B0 m
Dastrgten |
" P A 183 1A0 4 ) I
T Mighia Can

Toteors Drvice Gy
Devicn Tres [ D Typas. 0 ||| 50 T Dl
Lece [ah Lacmen || [ et Ta Dnlnt
b FADFUT AUFaCanon Senagl
- TACALT AoPwricaton Selirgn

Starad Secel [

Erasim Sangia Conrect Wose ]

+ SHIAP Seneg

¥ Ateurcid Tiatte: Safirgn

= =

Create/Edit Users:

Note: If your environment already has user accounts or configured with external identity source (AD/
LDAP), you may skip this step.

Add
1. Access Work Centers > Device Administration > Identities > and click to add a user.
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Create TACACS Profile Policy Element:
1. On Access Work Centers tab>select Device Administration > Policy Elements > Results >TACACS

+ Add
Profiles and click to add a profile.
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+ Add

2. Enter Policy Name and click under Custom Attributes section. Then, from the Type drop-
down, select option Mandatory, Attribute Name as Xerus:roles and value PDU_Admin where

«

PDU_Admin is the role name created locally on Xerus. (Case sensitive) then Click on
attribute then click Submit to save changes.

TACACS Profie

Ta Alrituts View
Common Tagas
Cusiom Aftributen
+ an L L]
= )
- =

Configure/Create Device Admin Policy Set

1. Onthe Work Centers tab, click Device Administration > Device Admin Policy Sets. Click
create a new policy set in left pane. New Policy Set 1 will be created
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2. Click Edit, enter the Name, Description, and Condition (optional), and click Done. Authentication
Policy is optional unless it is explicitly required for security guidelines.

e u

TR s sl

e T e

= — —- -
e e—
- —

3. Create the required Authorization Policy. Next, click Edit, specify a drop-down / under Command
Sets, select the profile created earlier, and then click Done to save changes.
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4. Click or to save changes.
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» Troubleshooting Tips

Logs, and ISE reports are great references to troubleshoot the issues with configuration.

1. Verify from Live Logs under Operations> TACACS that the correct Authorization Policy is applied.

Q

Click the Details icon to see more information. Alternatively Choose Work Centers > Device
Administration > Reports > ISE Reports.
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2. User authorization may fail on Xerus if an incorrect policy is applied, considering the following
options.

® Moving policy higher up in the order (in case of multiple policy sets).

¢ More appropriate conditions in policy coupled with device type and location when adding Xerus as
a network device in Cisco ISE.
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Updating the LDAP Schema

In This Chapter

Returning User Group Information. ......... ... .. ... ... 486
Setting the Registry to Permit Write Operations to the Schema. ............. 486
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Adding Attributestothe Class. . ... i 488
Updating the Schema Cache. ... ... .. .. i 490
Editing rciusergroup Attributes for User Members. . ...................... 490

Returning User Group Information

Use the information in this section to return User Group information (and assist with authorization)
once authentication is successful.

From LDAP/LDAPS

When an LDAP/LDAPS authentication is successful, the SRC determines the permissions for a given user
based on the permissions of the user's . Your remote LDAP server can provide these user names by
returning an attribute named as follows:

rciusergroup attribute type: string

This may require a schema extension on your LDAP/LDAPS server. Consult your authentication server
administrator to enable this attribute.

In addition, for Microsoft® Active Directory®, the standard LDAP memberOf is used.

From Microsoft Active Directory

Note: This should be attempted only by an experienced Active Directory® administrator.

Returning user information from Microsoft's® Active Directory for Windows 2000® operating system
server requires updating the LDAP/LDAPS schema. See your Microsoft documentation for details.

1. Install the schema plug-in for Active Directory. See Microsoft Active Directory documentation for
instructions.

2. Run Active Directory Console and select Active Directory Schema.

Setting the Registry to Permit Write Operations to the Schema

To allow a domain controller to write to the schema, you must set a registry entry that permits schema
updates.
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» To permit write operations to the schema:

1. Right-click the Active Directory® Schema root node in the left pane of the window and then click
Operations Master. The Change Schema Master dialog appears.

Change Schema Master d |

The zchema master manages modifications to the zchema. Only one
zemver in the enterprize performs this role.

Current gchema maszter [online]:

rei-gofdi2nzmzt. mypc. mydarmain. com

To transfer the schema master rale to the targeted
domain contraller below, click Change.

rei-gofdi2nzmat. mypc. rmydarnain. com

Claze

2. Select the "Schema can be modified on this Domain Controller" checkbox. Optional
3. Click OK.

Creating a New Attribute

» To create new attributes for the rciusergroup class:

Click the + symbol before Active Directory® Schema in the left pane of the window.
Right-click Attributes in the left pane.

Click New and then choose Attribute. When the warning message appears, click Continue and the
Create New Attribute dialog appears.
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Create New Attribute d |

. Create a Mew Altribute Object
s Id! “i.i: !']II:F -
Common Name: |TW“§°L¢'

LDAP Display Name:  [rchusesgioup
Uriique %500 Object D: |1.3.E.1.4.1.13?42.5!]

Description: | LDAP attribute
~ Syntax and Range
Syntax [ Case Insensitive Stiing =|
Miramum: |1
Maarmun: |H

™ MubiValed ok | Cancel

Type rciusergroup in the Common Name field.

Type rciusergroup in the LDAP Display Name field.

Type 1.3.6.1.4.1.13742.50 in the Unique x5000 Object ID field.
Type a meaningful description in the Description field.

Click the Syntax drop-down arrow and choose Case Insensitive String from the list.

w e N o u e

Type 1 in the Minimum field.
10. Type 24 in the Maximum field.
11. Click OK to create the new attribute.

Adding Attributes to the Class

» To add attributes to the class:

1. Click Classes in the left pane of the window.

2. Scroll to the user class in the right pane and right-click it.
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Choose Properties from the menu.
Click the Attributes tab to open it.
Click Add.

Choose rciusergroup from the Select Schema Object list.
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Select Schema Object '

Sedect o schema obyect:

The user Properties dialog appears.

Ilx
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7. Click OK in the Select Schema Object dialog.
8. Click OKin the User Properties dialog.
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Updating the Schema Cache

» To update the schema cache:

1. Right-click Active Directory® Schema in the left pane of the window and select Reload the Schema.
2. Minimize the Active Directory Schema MMC (Microsoft® Management Console) console.

Editing rciusergroup Attributes for User Members

To run the Active Directory® script on a Windows 2003® server, use the script provided by Microsoft®
(available on the Windows 2003 server installation CD). These scripts are loaded onto your system with
a Microsoft® Windows 2003 installation. ADSI (Active Directory Service Interface) acts as a low-level
editor for Active Directory, allowing you to perform common administrative tasks such as adding,
deleting, and moving objects with a directory service.

» To edit the individual user attributes within the group rciusergroup:

From the installation CD, choose Support > Tools.
Double-click SUPTOOLS.MSI to install the support tools.

Go to the directory where the support tools were installed. Run adsiedit.msc. The ADSI Edit window
opens.

(T — il
e vy ey mimi=i
o [FIER| @
léhr.:ln_'

| & H e figres

-
= T} o - g Crmct
Sehrme |t T e

4. Open the Domain.

5. Inthe left pane of the window, select the CN=Users folder.
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6. Locate the user name whose properties you want to adjust in the right pane. Right-click the user
name and select Properties.

7. Click the Attribute Editor tab if it is not already open. Choose rciusergroup from the Attributes list.
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8. Click Edit. The String Attribute Editor dialog appears.
9. Type the user (created in the SRC) in the Edit Attribute field. Click OK.

String Attribute Editor
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Additional Xerus Information - Assorted Products
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Reserving IP Addresses in DHCP Servers

Xerus uses the product serial number as the client identifier in the DHCP request. To successfully
reserve an IP address in a DHCP server, use the device's serial number as the unique ID instead of the
MAC address.

Since all network interfaces can be simultaneously enabled and configured with diverse static IP
addresses, the client identifier of each network interface is different. The main difference is the
absence/presence of a suffix, which is the interface name added to the end of the serial number. The
table below lists the client identifiers of all network interfaces.

Interface Client identifier

ETH1 serial number

ETH2 serial number plus the uppercase suffix "-ETH2"
WIRELESS serial number plus the uppercase suffix "-WIRELESS"
BRIDGE serial number

You can reserve the IP addresses of more than one interfaces in the DHCP server if preferred. Note that
you must choose/configure the bridge interface if your device is set to the bridging mode.

Important: In the bridging mode, only the IP parameters of the BRIDGE interface
function. The IP parameters of ETH1/ETH2 and WIRELESS interfaces do NOT
function.

Reserving IP in Windows

To reserve the IP address of any network interface in the Windows DHCP server, you must convert that
interface's client identifier into hexadecimal ASCII codes.

In the following illustration, it is assumed that the serial number is PEG1A00003.
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» Windows IP address reservation illustration:

1. Convert the client identifier of the desired network interface into ASCII codes (hexadecimal).
Interface Client identifier conversion
ETH1 PEG1A00003=50454731413030303033

ETH2 PEG1A00003-ETH2 =50 45 47 3141 3030303033 2D 4554 48 32
e The suffix comprising the dash symbol and the word "ETH2" is also
converted.
WIRELESS | PEG1A00003-WIRELESS =504547314130303030332D574952454C45
5353
e The suffix comprising the dash symbol and the word "WIRELESS" is also

converted.

BRIDGE PEG1A00003 =50454731413030303033

2. Inyour DHCP server, go to the New Reservation dialog, and enter the converted ASCII codes without
spaces.

For example, to reserve the ETH1 interface's IP address, enter the following data in the dialog.

Field Data entered

IP address The IP address you want to reserve.

MAC address The following ASCII codes.
50454731413030303033

Other fields Configure as needed.

Reserving IP in Linux

There are two methods to reserve the IP address of any network interface in the standard Linux DHCP
server (ISC DHCP server):

e Convert an interface's client identifier into hexadecimal ASCII codes.

e Use an interface's original client identifier without converting it into ASCII codes.

In the following illustrations, it is assumed that the SRC serial number is PEG1A00003, and the IP
address you want to reserve is 192.168.20.1.

» [llustration with ASCII code conversion:

1. Convert the client identifier of the desired network interface into ASCII codes (hexadecimal).
Interface Client identifier conversion
ETH1 PEG1A00003 =50454731413030303033

ETH2 PEG1A00003-ETH2 =5045 47 3141 30303030332D 45544832

e The suffix comprising the dash symbol and the word "ETH2" is also
converted.
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Interface Client identifier conversion
WIRELESS ' PEG1A00003-WIRELESS =504547 314130303030332D574952454C45
5353
e The suffix comprising the dash symbol and the word "WIRELESS" is also

converted.

BRIDGE PEG1A00003 =50454731413030303033

2. Separate the converted ASCII codes with a colon, and a prefix "00:" must be added to the beginning
of the converted codes.

For example, the converted client identifier of the ETH1 interface looks like the following:

00:50:45:47:31:41:30:30:30:30:33

3. Now enter the converted client identifier with the following syntax.

host mypx {

option dhcp-client-identifier = 00:50:45:47:31:41:30:30:30:30:33;
fixed-address 192.168.20.1;

}

» [llustration without ASCII code conversion:

1. Use the original client identifier of the desired network interface. DO NOT convert them into ASCII
codes.

2. A prefix "\000" must be added to the beginning of the client identifier.

For example, the client identifier of the ETH1 interface looks like the following:

\000PEG1A00003

3. Now enter the original client identifier with the following syntax. The client identifier is enclosed in
quotation marks.

host mypx {
option dhcp-client-identifier = "\OOOPEG1A00003";
fixed-address 192.168.20.1;

}

Sensor Threshold Settings

This section explains the thresholds settings for a numeric sensor.
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Thresholds and Sensor States

Lower aritical

Lower warning

Upper warning

Uppaer critical

Deassertion hysteresis

Assertion timeout

=

20

30

40

Samples

o Save

A numeric sensor has four thresholds: Lower Critical, Lower Warning, Upper Warning and Upper

Critical.

The threshold settings determine how many sensor states are available for a certain sensor and the
range of each sensor state. The diagram below shows how each threshold relates to each state.

above upper critical

Upper Critical

above upper warning

Upper Warning

normal
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Lower Warning

below lower warning

Lower Critical

below lower critical

» Available sensor states:

The more thresholds are enabled for a sensor, the more sensor states are available for it. The "normal’
state is always available regardless of whether any threshold is enabled.

For example:

e When a sensor only has the Upper Critical threshold enabled, it has two sensor states: normal and
above upper critical.

e When a sensor has both the Upper Critical and Upper Warning thresholds enabled, it has three
sensor states: normal, above upper warning, and above upper critical.

States of "above upper warning" and "below lower warning" are warning states to call for your
attention.

States of "above upper critical" and "below lower critical" are critical states that require you to
immediately handle.

Range of each available sensor state:
The value of each enabled threshold determines the reading range of each available sensor state.

"To Assert" and Assertion Timeout

If multiple sensor states are available for a specific sensor, the SRC asserts a state for it whenever a bad
state change occurs.

To assert a state:

To assert a state is to announce a new, "worse" state.
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Below are bad state changes that cause the SRC to assert.

above upper critical
‘r 1y
+O

above upper warning

below lower warning

L@

WS

below lower critical

» Assertion Timeout:

In the threshold settings, the Assertion Timeout field postpones the "assertion" action. It determines
how long a sensor must remain in the "worse" new state before the SRC triggers the "assertion" action.
If that sensor changes its state again within the specified wait time, the SRC does NOT assert the worse

state.

1. above upper warning --> above upper critical

2. normal --> above upper warning

3. normal --> below lower warning

4. below lower warning --> below lower critical

Lower Critical

Lower Waming

Upper Warning

Upper Critlcal

Deasseriion Hysteresis

Assertion Timeout

(=]

=

X Cancel

Samples

" Save

To disable the assertion timeout, set it to O (zero).
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Note: For most sensors, the measurement unit in the "Assertion Timeout" field is sample. Sensors are
measured every second, so the timing of a sample is equal to a second. Raritan's BCM2 is an exception
to this, with a sample of 3 seconds.

» How "Assertion Timeout" is helpful:

If you have created an event rule that instructs the SRC to send notifications for assertion events, setting
the "Assertion Timeout" is helpful for eliminating a number of notifications that you may receive in case
the sensor's readings fluctuate around a certain threshold.

Assertion Timeout Example for Temperature Sensors

Assumption:

Upper Warning threshold is enabled.
Upper Warning = 25 (degrees Celsius)

Assertion Timeout = 5 samples (that is, 5 seconds)

When a temperature sensor's reading exceeds 25 degrees Celsius, moving from the "normal" range to
the "above upper warning" range, the SRC does NOT immediately announce this warning state. Instead
it waits for 5 seconds, and then does either of the following:

e |f the temperature remains above 25 degrees Celsius in the "above upper warning" range for 5
seconds, the SRC performs the "assertion" action to announce the "above upper warning" state.

e |f the temperature drops below 25 degrees Celsius within 5 seconds, the SRC does NOT perform the
"assertion" action.

"To De-assert" and Deassertion Hysteresis

After the SRC asserts a worse state for a sensor, it may de-assert that state later on if the readings
improve.

» To de-assert a state:

To de-assert a state is to announce the end of the previously-asserted worse state.

Below are good state changes that cause the SRC to de-assert the previous state.
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above upper critical

LD
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above upper warning

+@
normal

13

=y

below lower warning

A

@

below lower critical

» Deassertion Hysteresis:

In the threshold settings, the Deassertion Hysteresis field determines a new level to trigger the

1. above upper critical --> above upper warning

2. above upper warning --> normal

3. below lower warning --> normal

4. below lower critical --> below lower warning

Lower Critical

Lower Waming

Upper Warning

Upper Critlcal

Deasseriion Hysteresis

Assertion Timeout

(=]

=

X Cancel

Samples

" Save

"deassertion" action.

This function is similar to a thermostat, which instructs the air conditioner to turn on the cooling system
when the temperature exceeds a pre-determined level. "Deassertion Hysteresis" instructs the SRC to
de-assert the worse state for a sensor only when that sensor's reading reaches the pre-determined

"deassertion" level.
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For upper thresholds, this "deassertion" level is a decrease against each threshold. For lower

thresholds, this level is an increase to each threshold. The absolute value of the decrease/increase is
exactly the hysteresis value.

For example, if Deassertion Hysteresis = 2, then the deassertion level of each threshold is either "+2" or
"-2" as illustrated below.

Threshold value

Upper Critical = 33

Upper Warning = 25

Lower Critical = 10

Lower Warning = 18

Deassertion value

Deassertion level = 31

e 33-2=31

Deassertion level = 23

e 25-2=23

Deassertion level = 12

e 10+2=12

Deassertion level = 20

e 18+2=20

To use each threshold as the "deassertion" level instead of determining a new level, set the Deassertion
Hysteresis to 0 (zero).

Note: The difference between Upper Warning and Lower Warning must be at least "two times" of the
deassertion value.

» How "Deassertion Hysteresis" is helpful:

If you have created an event rule that instructs the SRC to send notifications for deassertion events,
setting the "Deassertion Hysteresis" is helpful for eliminating a number of notifications that you may
receive in case a sensor's readings fluctuate around a certain threshold.

Deassertion Hysteresis Example for Temperature Sensors
Assumption:

Upper Warning threshold is enabled.
Upper Warning = 20 (degrees Celsius)
Deassertion Hysteresis = 3 (degrees Celsius)

"Deassertion"”" level = 20-3 = 17 (degrees Celsius)
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When the SRC detects that a temperature sensor's reading drops below 20 degrees Celsius, moving
from the "above upper warning" range to the "normal" range, either of the following may occur:

e If the temperature falls between 20 and 17 degrees Celsius, the SRC does NOT perform the
"deassertion" action.

e |f the temperature drops to 17 degrees Celsius or lower, the SRC performs the "deassertion" action
to announce the end of the "above upper warning" state.

Default Voltage and Current Thresholds

The following are factory-default voltage and current thresholds. There are no default values set for
lower current thresholds because lower thresholds are not useful.

Availability of diverse thresholds depends on the capability of the model you purchased.
» Single-phase inlets or outlets:

e RMS voltage:

Threshold Default value

Lower critical -6% of minimum rating
Lower warning -3% of minimum rating
Upper warning +3% of maximum rating
Upper critical +6% of maximum rating
Hysteresis 2V

e RMS current:

Threshold Default value
Upper warning 65% of rating
Upper critical 80% of rating
Hysteresis 1A

» Multi-phase inlets or outlets:

e Line-Line RMS voltage:

Threshold Default value

Lower critical -6% of minimum rating

Lower warning -3% of minimum rating

Upper warning +3% of maximum rating
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Threshold Default value

Upper critical +6% of maximum rating

Hysteresis 2V

e Line RMS current:

Threshold Default value
Upper warning 65% of rating
Upper critical 80% of rating
Hysteresis 1A

e Unbalanced current:

Threshold Default value

Upper critical 10% -- disabled by default
Upper warning 5% -- disabled by default
Hysteresis 2%

» Overcurrent protectors which aims to protect the PDU's outlets:

e OCP RMS current:

Threshold Default value
Upper critical 80% of OCP rating
Upper warning 65% of OCP rating
Hysteresis 1A

» Total residual current:

Threshold Default value
Upper critical 30mA
Hysteresis 15mA

Altitude Correction Factors

If a Raritan differential air pressure sensor is attached to your device, the altitude you enter for the
device can serve as an altitude correction factor. That is, the reading of the differential air pressure
sensor will be multiplied by the correction factor to get a correct reading.
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This table shows the relationship between different altitudes and correction factors.

Altitude (meters) Altitude (feet) Correction factor
0 0 0.95
250 820 0.98
425 1394 1.00
500 1640 1.01
740 2428 1.04
1500 4921 1.15
2250 7382 1.26
3000 9842 1.38

Unbalanced Current Calculation

Unbalanced current information is available on 3-phase models only. This section explains how SRC
calculates the unbalanced current percentage.

» Calculation:

1. Calculate the average current of all 3 lines.
Average current = (L1+L2+L3) / 3

2. Calculate each line's current unbalance by having each line current subtracted and divided with the
average current.

L1 current unbalance = (L1 - average current) / average current
L2 current unbalance = (L2 - average current) / average current
L3 current unbalance = (L3 - average current) / average current

3. Determine the maximum absolute value among three lines' current unbalance values.

Maximum (|L1 current unbalance|, |L2 current unbalancel|, |L3 current
unbalance]|)

4. Convert the maximum value to a percentage.

Unbalanced load percent = 100 * maximum current unbalance

» Example:

e Each line's current:
L1 = 5.5 amps
L2 = 5.2 amps
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L3 = 4.0 amps
e Average current: (5.5+5.2+4.0) / 3 =4.9 amps
e L1 current unbalance: (5.5-4.9)/4.9=0.1224
e L2 current unbalance: (5.2-4.9) /4.9 =0.0612
e |3 current unbalance: (4.0-4.9) /4.9 =-0.1837
e Maximum current unbalance:
Maximum (]0.1224]|, |0.0612|, |-0.1837|) = 0.1837
e Current unbalance converted to a percentage:

100 * (0.1837) = 18%

Ways to Probe Existing User Profiles

This section indicates available ways to query existing user accounts on the SRC.

e With SNMP v3 activated, you get the "user unknown" error when the user name used to
authenticate does not exist.

* Any user with the permission to view event rules can query all local existing users via JSON RPC.

e Any user with the permission to view the event log may get information about existing users from
the log entries.

e Any authenticated users can query currently-existing connection sessions, including Webcam-Live-
Preview sessions, which show a list of associated user names.

Role of a DNS Server

As Internet communications are carried out on the basis of IP addresses, appropriate DNS server
settings are required for mapping domain names (host names) to corresponding IP addresses, or the
SRC may fail to connect to the given host.

Therefore, DNS server settings are important for external authentication. With appropriate DNS
settings, the SRC can resolve the external authentication server's name to an IP address for establishing
a connection. If the SSL/TLS encryption is enabled, the DNS server settings become critical since only
fully qualified domain name can be used for specifying the LDAP server.

For information on external authentication, see Setting Up External Authentication.

Installing the USB-to-Serial Driver (Optional)

The SRC can emulate a USB-to-serial converter over a USB connection. A USB-to-serial driver named
"Dominion PX2 Serial Console" is required for Microsoft” Windows” operating systems.

Download the Windows driver for USB serial console from the Raritan website's Support page
(www.raritan.com/support). The downloaded driver's name is dominion-serial-setup-<n>.exe, where
<n>represents the file's version number.

There are two ways to install this driver: automatic and manual installation. Automatic driver
installation is highly recommended.
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» Automatic driver installation in Windows”:

1. Make sure the SRCis NOT connected to the computer via a USB cable.

2. Run dominion-serial-setup-<n>.exe on the computer and follow online instructions to install the
driver.

Note: If any Windows security warning appears, accept it to continue the installation.

3. Connect the SRC to the computer via a USB cable. The driver is automatically installed.

» Manual driver installation in Windows":

1. Make sure the SRC has been connected to the computer via a USB cable.
2. The computer detects the new device and the "Found New Hardware Wizard" dialog appears.

¢ If this dialog does not appear, choose Control Panel > System > Hardware > Device Manager, right-
click the Dominion PX2 Serial Console, and choose Update Driver.
3. Select the option of driver installation from a specific location, and then specify the location where
both dominion-serial.inf and dominion-serial.cat are stored.

Note: If any Windows security warning appears, accept it to continue the installation.

4. Wait until the installation is complete.

Note: If the SRC enters the disaster recovery mode when the USB serial driver is not installed yet, it may
be shown as a 'GPS camera' in the Device Manager on the computer connected to it.

» In Linux:
No additional drivers are required, but you must provide the name of the tty device, which can be found
in the output of the "dmesg" after connecting the SRC to the computer. Usually the tty device is "/dev/
ttyACM#" or "/dev/ttyUSB#," where # is an integer number.

For example, if you are using the kermit terminal program, and the tty device is "/dev/ttyACMO,"
perform the following commands:

> set line /dev/ttyACMO

> Connect

Device-Specific Settings

A bulk configuration file will NOT contain any device-specific information like the following list.

For further information, simply open the built-in bulk profile for a detailed list of 'excluded' settings.
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e Device name

e SNMP system name, contact and location

e Part of network settings (IP address, gateway, netmask and so on)
e Device logs

e Names, states and values of environmental sensors and actuators
e TLS certificate

e Server monitoring entries

e Asset strip names and rack unit names

e Qutlet names and states

TLS Certificate Chain

A TLS server sends out a certificate to any client attempting to connect to it. The receiver determines
whether a TLS server can be trusted by verifying that server's certificate, using the certificate (chain)
stored on the receiver.

Therefore, to successfully connect to a TLS server, you must upload a valid certificate or (partial)
certificate chain to the receiver.

The uploaded certificate (chain) must contain all missing certificates "related to" that TLS server's
certificate in some way. Otherwise, the connection made to that TLS server will fail.

e Forinformation on how the uploaded certificate (chain) is related to a TLS server's certificate, see
What is a Certificate Chain (on page ).

® For an example of creating and uploading a TLS certificate to SRC, see lllustration - GMAIL SMTP
Certificate Chain (on page ).

What is a Certificate Chain

If you are familiar with a certificate chain, you can ignore this topic and refer to /llustration - GMAIL
SMTP Certificate Chain (on page ).

A certificate or a chain of certificates is used for trusting a TLS server that you want to connect.

The receiver, such as SRC, can trust a TLS server only after an appropriate certificate (chain) which is
"related to" that TLS server's certificate is uploaded to the receiver.

» How a certificate chain is generated:

To explain how a TLS server's certificate is "related to" the certificate (chain) that is uploaded to the
receiver, we assume that there are three "related" certificates.

e (Certificate C. The certificate issued to the TLS server you want to connect.
'Certificate C' is issued by the certificate authority (CA) entity called 'Issuer B'.
e Certificate B. The certificate issued to 'Issuer B'.
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'Certificate B' is issued by a CA entity called 'Issuer A', and it is an intermediate certificate.
e Certificate A. The self-signed certificate issued by Issuer A. Issuer A is a root CA.

The above three certificates form a certificate path, which is called the "certificate chain".

ROOT SERVER

A |—| B |—| C

Each certificate in the chain is the issuer certificate of the certificate that follows it. That is, A is the
issuer certificate of B, and B is the issuer certificate of C.

Note: In fact many certificate chains may comprise only the root certificate and a TLS server's certificate
and do not have any intermediate certificate(s) like 'Certificate B' involved. Or some chains may contain
more than one intermediate certificates.

» Certificate (chain) that you must upload to the receiver, such as SRC:

Because the TLS server provides only 'Certificate C', you need to upload a file containing the missing
certificates of the chain (that is, 'Certificate A' and 'Certificate B') to the receiver.

C

: o A == B \/
= | R =
SERVER

In reality some servers may provide a partial (or even a full) certificate chain instead of a single server
certificate. If your server provides a partial certificate chain containing 'Certificate B' and 'Certificate C',
then you only need to upload 'Certificate A" to the receiver. If the server has a full certificate chain
containing Certificates 'A', 'B', and 'C', then you also need to upload the root certificate 'A".

C
B

+ v

|
> @O

SERVER
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Warning: The certificate (chain) uploaded to the receiver must always contain the ROOT certificate even
though the TLS server provides the root certificate. When uploading a (partial) chain onto the SRC, it
means you trust each certificate in the chain to certify the authenticity of certificates a server sends to
SRC. Therefore, at least the root certificate must be authentic, issued by a CA you trust, and
downloaded from that CA over a secure channel. Never implicitly trust a root certificate that is sent by
the server which you want to connect to. It could have been created by an attacker.

If either certificate 'A’ or 'B' is missing in the certificate file uploaded to the receiver, the connection to
the wanted TLS server will fail.

C

—= C

— * a =220

L | %3 "
SERVER

For SRC, if any required certificate is missing, a certificate error message similar to the following is
shown on the SRC web interface.

Select new certificate

¥ Certificate 'C = US, 0 = GeoTrust Inc., CN = GeoTrust
Global CA" unable to get issuer certificate

Ok

It is NOT recommended to upload the server certificate to the receiver except when it is a self-signed
certificate. Using self-signed server certificates is also not recommended and may not even work in all

cases.

» Order of the chain in the certificate file:

The order of a certificate chain's content in the certificate file uploaded to the receiver must look like
the following.
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e The top is the final intermediate certificate of the chain "B" if you have to upload a partial chain.
e The bottom is always the root certificate "A".

e When copying multiple certificates to a single file, make sure you also copy the lines of BEGIN
CERTIFICATE and END CERTIFICATE from each certificate.

[llustration - GMAIL SMTP Certificate Chain

If you will apply your company's SMTP service to SRC, ignore this GMAIL illustration topic. Simply
contact your IT department to retrieve the appropriate certificate (chain) file and upload it to the SRC.

This section illustrates the upload of a TLS "root" certificate for using the "gmail.com" SMTP service.

Unlike normal TLS websites, where you can easily find its server certificate by using a Web browser, the
method to find an SMTP server's certificate is more difficult, which requires appropriate tools and
sufficient technical knowledge. For example, you may have to use the openssl command as illustrated
below to retrieve the certificate of the GMAIL SMTP server.

» Step 1 -- Find the certificate(s) the SMTP server has:

1. Issue the following command in the appropriate command line application.

¢ In the following example command, we assume the server "smtp.gmail.com" provides the SMTP
service. You can change the server name, port number, command or even the tool as needed.

openssl s client -showcerts -connect smtp.gmail.com:465

Alternative: To view the certificate chain instead of all certificates, you can remove the "-showcerts"
option from the above command.

1. Information that shows the certificates the SMTP server has is displayed.

Certificate chain

0 s:/C=US/ST=California/L=Mountain View/O=Google Inc/CN=smtp.gmail.com
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i:/C=US/0=Google Inc/CN=Google Internet Authority G2

MITEdjCCAl6gAWIBAgIIbzO9vIL20XcwDQYJKoZIhveNAQELBQAWSTELMAKGALUE

YHKKJH96sSNC+6dLpOOoRritL5z+jn2WEFLcQkL2mRoWQi6pYTzPyXB4D

1 s:/C=US/0=Google Inc/CN=Google Internet Authority G2
i:/C=US/0=GeoTrust Inc./CN=GeoTrust Global CA

MITEKDCCAXCgAwWIBAgIQAQAhJYiw+1lmnd+8Fe2Yn3zANBgkghkiGOwOBAQsFADBC

MgO5tzHpCvX2HzLc

2 s:/C=US/0=GeoTrust Inc./CN=GeoTrust Global CA
i:/C=US/0O=Equifax/0OU=Equifax Secure Certificate Authority

MIIDfTCCAuagAwIBAgIDErvmMAOGCSgGSIb3DQEBBQUAME4xCzAJBgNVBAYTALVT

b8ravHNjkOR/ez4iyz0H7V84dJzjA1BOoa+Y7mHyhD8S

Server certificate
subject=/C=US/ST=California/L=Mountain View/0O=Google Inc/CN=smtp.gmail.com
issuer=/C=US/0=Google Inc/CN=Google Internet Authority G2

2. Onscreen information under the title 'Certificate chain' indicates that there are three issuers and
three certificates on this server.

e Each line beginning with the letter "i" indicates an issuer. They are:
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= Google Internet Authority G2
= GeoTrust Global CA
= Equifax Secure Certificate Authority

e Each certificate begins with the line "BEGIN CERTIFICATE" and ends with the line "END
CERTIFICATE".

¢ The topmost certificate is the server certificate.

3. The section titled "Server certificate" indicates that the issuer (CA) Google Internet Authority G2
issues the server certificate.

4. Asthe server has the server certificate and two intermediate certificates, we conclude that this
server sends a partial certificate chain to the receiver.

5. Check whether the issuer "Equifax Secure Certificate Authority" is the root CA.

¢ If yes, you only need to upload the root certificate self-signed by Equifax Secure Certificate
Authority to SRC.

¢ If not, you need to find all missing issuer certificates, including the root certificate, and upload
them to SRC.

» Step 2 -- Find and download the content of missing issuer certificate(s):

1. View the name of the issuer (CA) at the bottom. In this example, this issuer is 'Equifax Secure
Certificate Authority'.

2. Use theissuer's name 'Equifax Secure Certificate Authority' to search for its certificate on the
Internet, and then download or copy the content from an authentic source, which is usually its
official website.

Important: To prevent the downloaded certificate from being modified or manipulated, you must secure
the download with TLS via a trusted certificate.

3. Asitis found the Equifax Secure Certificate Authority's certificate is self signed by 'Equifax Secure
Certificate Authority', which indicates it is the root CA, there are no more missing certificates to
search for.

» Step 3 -- Upload the missing certificate(s) to SRC:

1. Paste the root certificate's content into a plain text file that will be uploaded to SRC.

e Content copying must include the lines of "BEGIN CERTIFICATE" and "END CERTIFICATE".
2. Save that file as a.pem, .crt or .cer file. In this example, it is named as "my-root.pem."
3. Upload the file "my-root.pem" to SRC for using the GMAIL SMTP service.

Note: If your SMTP server requires the upload of a certificate file comprising multiple certificates, make
sure the order of these certificates is correct in the file. See What is a Certificate Chain (on page ).
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» IMPORTANT NOTE:

If your SMTP server provides a full certificate chain, you should be suspicious whether any attacker
fakes the certificate chain and doubt whether the root certificate on that server is authentic. It is
STRONGLY recommended to download the root certificate from an authentic source, which is usually
the root CA's website, rather than from the server you want to connect.

Xerus Product Integration

This section contains information about possible integrations of Xerus products with other Legrand,
Raritan, Server Technology, or third-party products to provide diverse power solutions. Not all Xerus
products support all integrations.

Connecting a PDU to a Dominion KVM or Serial Device

Some Xerus- firmware PDUs can be integrated with Raritan KVM or Serial devices.
» PDU connection via Feature port (only for PX2, PX3 or PX3TS devices)

Raritan PX series rack PDUs can be connected to the Dominion device using the D2CIM-PWR CIM.
» To connect the rack PDU:

1. Connect a Raritan KX3 KVM switch to the "FEATURE" port of the rack PDU using a D2CIM-PWR CIM
and CATS5 cable. For example, set up as KX3 <-> CAT5 cable <-> D2CIM-PWR CIM <-> "FEATURE" port
of the PX4 PDU. or set up as KX3 <-> CAT5 cable <-> D2CIM-PWR CIM <-> "FEATURE" port of the
PRO4X PDU.

Note: PX2, PX3 or PX3TS series has RJ-45 "FEATURE" port.

1. Attach an AC power cord to the target server and an available rack PDU outlet.
2. Connect the rack PDU to an AC power source.
3. Power on the device.

e E Ifﬁ

Diagram key
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Rack PDU

D2CIM-PWR

KX 1

D2CIM-PWR to rack PDU connection

D2CIM-PWR to KX Il target device port via Cat5 cable

© 0 00 0

» PDU connection via USB port (only for PRO4X and PX4 devices)

PRO3X, PRO4X and PX4 devices do not have a feature port, so the connection to a Power CIM peer can
be achieved through an USB dongle (DSER-PWR-USB-G4, DKX3-PWR-USB-G4 and DSER-CLI-USB-G4) and
a USB-A port. You can use SNMP protocol to communicate to the Raritan KVM or serial devices.

Note: Power CIM peer stands for either a Raritan KVM switch (KX2, KX3 via D2CIM-PWR) or a Raritan
serial switch (SX2, KSX2).

» To connect PX4 or PRO4X

1. You can connect a Raritan KX3 KVM Switch via Power CIM DKX3-PWR-USB-G4 or via Power CIM
DSER-CLI-USB-G4 for a CLI connection or Power CIM DSER-PWR-USB for a serial device. Listed here
are the several ways devices can be connected via power CIMs.

¢ To connect a Raritan KX3 KVM Switch to one of the PDU's USB-A ports use a CAT5 cable and a
Power CIM (DKX3-PWR-USB-G4 USB dongle). For example, set up as KX3 <-> CAT5 cable <-> DKX3-
PWR-USB-G4 <-> PX4 PDU USB-A or set up as KX3 <-> CAT5 cable <-> DKX3-PWR-USB-G4 <-> PRO4X
PDU USB-A.

e To connect a Raritan KX3 KVM Switch and DSAM module to one of the PDU's USB-A ports use a
CATS5 cable and a Power CIM (DSER-CLI-USB-G4 dongle) For example, set up as KX3 <-> DSAM <->
CATS5 <-> DSER-CLI-USB-G4 <-> PX4 PDU USB-A or set up as KX3 <-> DSAM <-> CAT5 <-> DSER-CLI-
USB-G4 <-> PRO4X PDU USB-A.

e To connect a PC using a USB port requires a DSER-CLI-USB-G4 dongle, a USB-to-Serial adapter, and
a Cisco cable. For example, set up as PC <-> USB-to-serial adapter <-> Cisco cable <-> DSER-CLI-USB-
G4 <-> PX4 PDU USB-A or set up as PC <-> USB-to-serial adapter <-> Cisco cable <-> DSER-CLI-USB-
G4 <-> PRO4X PDU USB-A.
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» Only for PX4

® To connect a PC with a Serial port requires a DSER-CLI-USB-G4 dongle and a Cisco cable. For
example, set up as PC serial port <-> Cisco cable <-> DSER-CLI-USB-G4 <-> PX4 PDU USB-A.

¢ To connect a Serial Console Server, such as the Raritan SX2 to one of the PX4’s USB-A ports use a
CATS cable and a DSER-PWR-USB-G4 USB dongle. For example, set up as Serial Console Server (such
as the SX2) <-> CAT5 cable <-> DSER-PWR-USB-G4 <-> PX4 PDU USB-A.

» Only for PRO4X

514

e To access a serial device you can connect a Raritan DSAM Serial Access Module (DSAM) directly to
the PRO4X PDU's USB-A port, and the serial device would then connect directly to an available RJ45
port on the DSAM module. NOTE: This functionality requires Xerus Firmware 4.0.20 or later.

Attach an AC power cord to the target server and an available the PDU outlet.
Connect the PDU to an AC power source.
Power on the device.

Power IQ Configuration

Sunbird's Power 1Q is a software application that collects and manages the data from different PDUs
installed in your server room or data center. With this software, you can:

e Do bulk configuration for multiple PDUs
e Name outlets on different PDUs

e Switch on/off outlets on outlet-switching capable PDUs

For more information on Power IQ, refer to the Power IQ online help on the Sunbird website: http://
support.sunbirddcim.com.

dcTrack

Sunbird's dcTrack” is a product that allows you to manage the data center. The SRC is categorized as a
power item in dcTrack.

You can use dcTrack to:

e Record and manage the data center infrastructure and assets
e Monitor the electrical consumption of the data center
e Track environmental factors in the data center, such as temperature and humidity

e Optimize the data center growth

For more information on dcTrack, refer to the online help accessible from the dcTrack application, or
user documentation available on the Sunbird's website: http.//support.sunbirddcim.com.

Asset Management Strips and dcTrack

If any asset strips are connected to the SRC, the SRC can transmit their information to Sunbird's dcTrack.
Add the SRC to dcTrack, and also add each IT item where an asset tag is attached to dcTrack.
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If SNMP is enabled, event information can be transmitted to dcTrack. Specifically, Sunbird's Power 1Q
detects when an asset tag is connected or disconnected from an asset strip. Power IQ then generates a
connection or disconnection event. When dcTrack polls Power 1Q, the connection/disconnection events
are pulled into dcTrack, and displayed in the dcTrack Web Client.

» To poll and display asset management events in dcTrack

e The SRC that the asset strip is connected to must exist in dcTrack.
e Each IT item connected to the asset strip via an asset tag must exist in dcTrack.

You do not need to manually enter the asset tag IDs for IT items that already exist in
dcTrack as long as these items are in the Installed status.

Plug the item's asset tag into an asset strip that is connected to the SRC that exists in
dcTrack. dcTrack automatically assigns the asset tag ID to the existing IT item.
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Third Party Licenses

This appendix contains third party licenses for software used by Xerus that require including the license

in documentation.

For information on open source software, see raritan.com/about-us/legal/open-source-software-

statement
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Licenses - Angular
@angular-devkit/build-angular

MIT
The MIT License

Copyright (c) 2017 Google, Inc.

Permission is hereby granted, free of charge, to any person obtaining a copy of this software and

associated documentation files (the "Software"), to deal in the Software without restriction, including
without limitation the rights to use, copy, modify, merge, publish, distribute, sublicense, and/or sell
copies of the Software, and to permit persons to whom the Software is furnished to do so, subject to
the following conditions: The above copyright notice and this permission notice shall be included in all

copies or substantial portions of the Software.
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THE SOFTWARE IS PROVIDED "AS IS", WITHOUT WARRANTY OF ANY KIND, EXPRESS OR IMPLIED,
INCLUDING BUT NOT LIMITED TO THE WARRANTIES OF MERCHANTABILITY, FITNESS FOR A PARTICULAR
PURPOSE AND NONINFRINGEMENT. IN NO EVENT SHALL THE AUTHORS OR COPYRIGHT HOLDERS BE
LIABLE FOR ANY CLAIM, DAMAGES OR OTHER LIABILITY, WHETHER IN AN ACTION OF CONTRACT, TORT
OR OTHERWISE, ARISING FROM, OUT OF OR IN CONNECTION WITH THE SOFTWARE OR THE USE OR
OTHER DEALINGS IN THE SOFTWARE.

@angular-devkit/core

MIT

The MIT License

Copyright (c) 2017 Google, Inc.

Permission is hereby granted, free of charge, to any person obtaining a copy of this software and
associated documentation files (the "Software"), to deal in the Software without restriction, including
without limitation the rights to use, copy, modify, merge, publish, distribute, sublicense, and/or sell
copies of the Software, and to permit persons to whom the Software is furnished to do so, subject to
the following conditions: The above copyright notice and this permission notice shall be included in all
copies or substantial portions of the Software.

THE SOFTWARE IS PROVIDED "AS IS", WITHOUT WARRANTY OF ANY KIND, EXPRESS OR IMPLIED,
INCLUDING BUT NOT LIMITED TO THE WARRANTIES OF MERCHANTABILITY, FITNESS FOR A PARTICULAR
PURPOSE AND NONINFRINGEMENT. IN NO EVENT SHALL THE AUTHORS OR COPYRIGHT HOLDERS BE
LIABLE FOR ANY CLAIM, DAMAGES OR OTHER LIABILITY, WHETHER IN AN ACTION OF CONTRACT, TORT
OR OTHERWISE, ARISING FROM, OUT OF OR IN CONNECTION WITH THE SOFTWARE OR THE USE OR
OTHER DEALINGS IN THE SOFTWARE.

@angular/animations

MIT

@angular/cdk

MIT

The MIT License

Copyright (c) 2021 Google LLC.

Permission is hereby granted, free of charge, to any person obtaining a copy of this software and
associated documentation files (the "Software"), to deal in the Software without restriction, including
without limitation the rights to use, copy, modify, merge, publish, distribute, sublicense, and/or sell
copies of the Software, and to permit persons to whom the Software is furnished to do so, subject to

the following conditions: The above copyright notice and this permission notice shall be included in all
copies or substantial portions of the Software.
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THE SOFTWARE IS PROVIDED "AS IS", WITHOUT WARRANTY OF ANY KIND, EXPRESS OR IMPLIED,
INCLUDING BUT NOT LIMITED TO THE WARRANTIES OF MERCHANTABILITY, FITNESS FOR A PARTICULAR
PURPOSE AND NONINFRINGEMENT. IN NO EVENT SHALL THE AUTHORS OR COPYRIGHT HOLDERS BE
LIABLE FOR ANY CLAIM, DAMAGES OR OTHER LIABILITY, WHETHER IN AN ACTION OF CONTRACT, TORT
OR OTHERWISE, ARISING FROM, OUT OF OR IN CONNECTION WITH THE SOFTWARE OR THE USE OR
OTHER DEALINGS IN THE SOFTWARE.

@angular/common

MIT

@angular/core

MIT

@angular/forms

MIT

@angular/material

MIT

The MIT License

Copyright (c) 2021 Google LLC.

Permission is hereby granted, free of charge, to any person obtaining a copy of this software and
associated documentation files (the "Software"), to deal in the Software without restriction, including
without limitation the rights to use, copy, modify, merge, publish, distribute, sublicense, and/or sell
copies of the Software, and to permit persons to whom the Software is furnished to do so, subject to

the following conditions:

The above copyright notice and this permission notice shall be included in all copies or substantial
portions of the Software.

THE SOFTWARE IS PROVIDED "AS IS", WITHOUT WARRANTY OF ANY KIND, EXPRESS OR IMPLIED,
INCLUDING BUT NOT LIMITED TO THE WARRANTIES OF MERCHANTABILITY, FITNESS FOR A PARTICULAR
PURPOSE AND NONINFRINGEMENT. IN NO EVENT SHALL THE AUTHORS OR COPYRIGHT HOLDERS BE
LIABLE FOR ANY CLAIM, DAMAGES OR OTHER LIABILITY, WHETHER IN AN ACTION OF CONTRACT, TORT
OR OTHERWISE, ARISING FROM, OUT OF OR IN CONNECTION WITH THE SOFTWARE OR THE USE OR
OTHER DEALINGS IN THE SOFTWARE.

@angular/platform-browser
MIT
@angular/router

MIT
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@babel/runtime
MIT
MIT License

Copyright (c) 2014-present Sebastian McKenzie and other contributors Permission is hereby granted,
free of charge, to any person obtaining a copy of this software and associated documentation files (the
"Software"), to deal in the Software without restriction, including without limitation the rights to use,
copy, modify, merge, publish, distribute, sublicense, and/or sell copies of the Software, and to permit
persons to whom the Software is furnished to do so, subject to the following conditions:

The above copyright notice and this permission notice shall be included in all copies or substantial
portions of the Software.

THE SOFTWARE IS PROVIDED "AS IS", WITHOUT WARRANTY OF ANY KIND, EXPRESS OR IMPLIED,
INCLUDING BUT NOT LIMITED TO THE WARRANTIES OF MERCHANTABILITY, FITNESS FOR A PARTICULAR
PURPOSE AND NONINFRINGEMENT. IN NO EVENT SHALL THE AUTHORS OR COPYRIGHT HOLDERS BE
LIABLE FOR ANY CLAIM, DAMAGES OR OTHER LIABILITY, WHETHER IN AN ACTION OF CONTRACT, TORT
OR OTHERWISE, ARISING FROM, OUT OF OR IN CONNECTION WITH THE SOFTWARE OR THE USE OR
OTHER DEALINGS IN THE SOFTWARE.

@ctrl/ngx-chartjs

MIT

MIT License

Copyright (c) Scott Cooper <scttcper@gmail.com>

Permission is hereby granted, free of charge, to any person obtaining a copy of this software and
associated documentation files (the "Software"), to deal in the Software without restriction, including
without limitation the rights to use, copy, modify, merge, publish, distribute, sublicense, and/or sell
copies of the Software, and to permit persons to whom the Software is furnished to do so, subject to
the following conditions:

The above copyright notice and this permission notice shall be included in all copies or substantial
portions of the Software.

THE SOFTWARE IS PROVIDED "AS IS", WITHOUT WARRANTY OF ANY KIND, EXPRESS OR IMPLIED,
INCLUDING BUT NOT LIMITED TO THE WARRANTIES OF MERCHANTABILITY, FITNESS FOR A PARTICULAR
PURPOSE AND NONINFRINGEMENT. IN NO EVENT SHALL THE AUTHORS OR COPYRIGHT HOLDERS BE
LIABLE FOR ANY CLAIM, DAMAGES OR OTHER LIABILITY, WHETHER IN AN ACTION OF CONTRACT, TORT
OR OTHERWISE, ARISING FROM, OUT OF OR IN CONNECTION WITH THE SOFTWARE OR THE USE OR
OTHER DEALINGS IN THE SOFTWARE.

@ngx-translate/core
MIT

chart.js
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MIT
The MIT License (MIT)
Copyright (c) 2018 Chart.js Contributors

Permission is hereby granted, free of charge, to any person obtaining a copy of this software and
associated documentation files (the "Software"), to deal in the Software without restriction, including
without limitation the rights to use, copy, modify, merge, publish, distribute, sublicense, and/or sell
copies of the Software, and to permit persons to whom the Software is furnished to do so, subject to
the following conditions:

The above copyright notice and this permission notice shall be included in all copies or substantial
portions of the Software.

THE SOFTWARE IS PROVIDED "AS IS", WITHOUT WARRANTY OF ANY KIND, EXPRESS OR IMPLIED,
INCLUDING BUT NOT LIMITED TO THE WARRANTIES OF MERCHANTABILITY, FITNESS FOR A PARTICULAR
PURPOSE AND NONINFRINGEMENT. IN NO EVENT SHALL THE AUTHORS OR COPYRIGHT HOLDERS BE
LIABLE FOR ANY CLAIM, DAMAGES OR OTHER LIABILITY, WHETHER IN AN ACTION OF CONTRACT, TORT
OR OTHERWISE, ARISING FROM, OUT OF OR IN CONNECTION WITH THE SOFTWARE OR THE USE OR
OTHER DEALINGS IN THE SOFTWARE.

core-js
MIT
Copyright (c) 2014-2021 Denis Pushkarev

Permission is hereby granted, free of charge, to any person obtaining a copy of this software and
associated documentation files (the "Software"), to deal in the Software without restriction, including
without limitation the rights to use, copy, modify, merge, publish, distribute, sublicense, and/or sell
copies of the Software, and to permit persons to whom the Software is furnished to do so, subject to
the following conditions:

The above copyright notice and this permission notice shall be included in all copies or substantial
portions of the Software.

THE SOFTWARE IS PROVIDED "AS IS", WITHOUT WARRANTY OF ANY KIND, EXPRESS OR IMPLIED,
INCLUDING BUT NOT LIMITED TO THE WARRANTIES OF MERCHANTABILITY, FITNESS FOR A PARTICULAR
PURPOSE AND NONINFRINGEMENT. IN NO EVENT SHALL THE AUTHORS OR COPYRIGHT HOLDERS BE
LIABLE FOR ANY CLAIM, DAMAGES OR OTHER LIABILITY, WHETHER IN AN ACTION OF CONTRACT, TORT
OR OTHERWISE, ARISING FROM, OUT OF OR IN CONNECTION WITH THE SOFTWARE OR THE USE OR
OTHER DEALINGS IN THE SOFTWARE.

regenerator-runtime
MIT
MIT License

Copyright (c) 2014-present, Facebook, Inc.

Raritan.

Abrand of [1legrand



Permission is hereby granted, free of charge, to any person obtaining a copy of this software and
associated documentation files (the "Software"), to deal in the Software without restriction, including
without limitation the rights to use, copy, modify, merge, publish, distribute, sublicense, and/or sell
copies of the Software, and to permit persons to whom the Software is furnished to do so, subject to
the following conditions:

The above copyright notice and this permission notice shall be included in all copies or substantial
portions of the Software.

THE SOFTWARE IS PROVIDED "AS IS", WITHOUT WARRANTY OF ANY KIND, EXPRESS OR IMPLIED,
INCLUDING BUT NOT LIMITED TO THE WARRANTIES OF MERCHANTABILITY, FITNESS FOR A PARTICULAR
PURPOSE AND NONINFRINGEMENT. IN NO EVENT SHALL THE AUTHORS OR COPYRIGHT HOLDERS BE
LIABLE FOR ANY CLAIM, DAMAGES OR OTHER LIABILITY, WHETHER IN AN ACTION OF CONTRACT, TORT
OR OTHERWISE, ARISING FROM, OUT OF OR IN CONNECTION WITH THE SOFTWARE OR THE USE OR
OTHER DEALINGS IN THE SOFTWARE.

rxjs

Apache-2.0

Apache License

Version 2.0, January 2004

http://www.apache.org/licenses/

TERMS AND CONDITIONS FOR USE, REPRODUCTION, AND DISTRIBUTION
1. Definitions.

"License" shall mean the terms and conditions for use, reproduction, and distribution as defined by
Sections 1 through 9 of this document.

"Licensor" shall mean the copyright owner or entity authorized by the copyright owner that is granting
the License.

"Legal Entity" shall mean the union of the acting entity and all other entities that control, are controlled
by, or are under common control with that entity. For the purposes of this definition, "control" means (i)
the power, direct or indirect, to cause the direction or management of such entity, whether by contract

or otherwise, or (ii) ownership of fifty percent (50%) or more of the outstanding shares, or (iii) beneficial
ownership of such entity.

"You" (or "Your") shall mean an individual or Legal Entity exercising permissions granted by this License.

"Source" form shall mean the preferred form for making modifications, including but not limited to
software source code, documentation source, and configuration files.

"Object" form shall mean any form resulting from mechanical transformation or translation of a Source
form, including but not limited to compiled object code, generated documentation, and conversions to
other media types.
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"Work" shall mean the work of authorship, whether in Source or Object form, made available under the
License, as indicated by a copyright notice that is included in or attached to the work (an example is
provided in the Appendix below).

"Derivative Works" shall mean any work, whether in Source or Object form, that is based on (or derived
from) the Work and for which the editorial revisions, annotations, elaborations, or other modifications
represent, as a whole, an original work of authorship. For the purposes of this License, Derivative Works
shall not include works that remain separable from, or merely link (or bind by name) to the interfaces
of, the Work and Derivative Works thereof.

"Contribution" shall mean any work of authorship, including the original version of the Work and any
modifications or additions to that Work or Derivative Works thereof, that is intentionally submitted to
Licensor for inclusion in the Work by the copyright owner or by an individual or Legal Entity authorized
to submit on behalf of the copyright owner. For the purposes of this definition, "submitted" means any
form of electronic, verbal, or written communication sent to the Licensor or its representatives,
including but not limited to communication on electronic mailing lists, source code control systems, and
issue tracking systems that are managed by, or on behalf of, the Licensor for the purpose of discussing
and improving the Work, but excluding communication that is conspicuously marked or otherwise
designated in writing by the copyright owner as "Not a Contribution."

"Contributor" shall mean Licensor and any individual or Legal Entity on behalf of whom a Contribution
has been received by Licensor and subsequently incorporated within the Work.

2. Grant of Copyright License. Subject to the terms and conditions of this License, each Contributor
hereby grants to You a perpetual, worldwide, non-exclusive, no-charge, royalty-free, irrevocable
copyright license to reproduce, prepare Derivative Works of, publicly display, publicly perform,
sublicense, and distribute the Work and such Derivative Works in Source or Object form.

3. Grant of Patent License. Subject to the terms and conditions of this License, each Contributor hereby
grants to You a perpetual,

worldwide, non-exclusive, no-charge, royalty-free, irrevocable (except as stated in this section) patent
license to make, have made,

use, offer to sell, sell, import, and otherwise transfer the Work, where such license applies only to those
patent claims licensable

by such Contributor that are necessarily infringed by their Contribution(s) alone or by combination of
their Contribution(s) with the Work to which such Contribution(s) was submitted. If You institute patent
litigation against any entity (including a cross-claim or counterclaim in a lawsuit) alleging that the Work
or a Contribution incorporated within the Work constitutes direct or contributory patent infringement,
then any patent licenses granted to You under this License for that Work shall terminate as of the date
such litigation is filed.

4. Redistribution. You may reproduce and distribute copies of the Work or Derivative Works thereof in
any medium, with or without modifications, and in Source or Object form, provided that You meet the
following conditions:

(a) You must give any other recipients of the Work or Derivative Works a copy of this License; and

(b) You must cause any modified files to carry prominent notices stating that You changed the files; and
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(c) You must retain, in the Source form of any Derivative Works that You distribute, all copyright, patent,
trademark, and attribution notices from the Source form of the Work, excluding those notices that do
not pertain to any part of the Derivative Works; and

(d) If the Work includes a "NOTICE" text file as part of its distribution, then any Derivative Works that
You distribute must include a readable copy of the attribution notices contained within such NOTICE file,
excluding those notices that do not pertain to any part of the Derivative Works, in at least one of the
following places: within a NOTICE text file distributed as part of the Derivative Works; within the Source
form or documentation, if provided along with the Derivative Works; or, within a display generated by
the Derivative Works, if and wherever such third-party notices normally appear. The contents of the
NOTICE file are for informational purposes only and

do not modify the License. You may add Your own attribution notices within Derivative Works that You
distribute, alongside or as an addendum to the NOTICE text from the Work, provided that such
additional attribution notices cannot be construed as modifying the License.

You may add Your own copyright statement to Your modifications and may provide additional or
different license terms and conditions for use, reproduction, or distribution of Your modifications, or for
any such Derivative Works as a whole, provided Your use, reproduction, and distribution of the Work
otherwise complies with the conditions stated in this License.

5. Submission of Contributions. Unless You explicitly state otherwise, any Contribution intentionally
submitted for inclusion in the Work by You to the Licensor shall be under the terms and conditions of
this License, without any additional terms or conditions.

Notwithstanding the above, nothing herein shall supersede or modify the terms of any separate license
agreement you may have executed with Licensor regarding such Contributions.

6. Trademarks. This License does not grant permission to use the trade names, trademarks, service
marks, or product names of the Licensor, except as required for reasonable and customary use in
describing the origin of the Work and reproducing the content of the NOTICE file.

7. Disclaimer of Warranty. Unless required by applicable law or agreed to in writing, Licensor provides
the Work (and each Contributor provides its Contributions) on an "AS IS" BASIS, WITHOUT WARRANTIES
OR CONDITIONS OF ANY KIND, either express or implied, including, without limitation, any warranties
or conditions of TITLE, NON-INFRINGEMENT, MERCHANTABILITY, or FITNESS FOR A PARTICULAR
PURPOSE. You are solely responsible for determining the appropriateness of using or redistributing the
Work and assume any risks associated with Your exercise of permissions under this License.

8. Limitation of Liability. In no event and under no legal theory, whether in tort (including negligence),
contract, or otherwise, unless required by applicable law (such as deliberate and grossly negligent acts)
or agreed to in writing, shall any Contributor be liable to You for damages, including any direct, indirect,
special, incidental, or consequential damages of any character arising as a result of this License or out of
the use or inability to use the Work (including but not limited to damages for loss of goodwill, work
stoppage, computer failure or malfunction, or any and all other commercial damages or losses), even if
such Contributor has been advised of the possibility of such damages.

9. Accepting Warranty or Additional Liability. While redistributing the Work or Derivative Works thereof,
You may choose to offer, and charge a fee for, acceptance of support, warranty, indemnity, or other
liability obligations and/or rights consistent with this License. However, in accepting such obligations,
You may act only on Your own behalf and on Your sole responsibility, not on behalf of any other
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Contributor, and only if You agree to indemnify, defend, and hold each Contributor harmless for any
liability incurred by, or claims asserted against, such Contributor by reason of your accepting any such
warranty or additional liability.

END OF TERMS AND CONDITIONS

APPENDIX: How to apply the Apache License to your work.

To apply the Apache License to your work, attach the following boilerplate notice, with the fields
enclosed by brackets "[]" replaced with your own identifying information. (Don't include the brackets!)
The text should be enclosed in the appropriate comment syntax for the file format. We also recommend
that a file or class name and description of purpose be included on the same "printed page" as the
copyright notice for easier identification within third-party archives.

Copyright (c) 2015-2018 Google, Inc., Netflix, Inc., Microsoft Corp. and contributors

Licensed under the Apache License, Version 2.0 (the "License"); you may not use this file except in
compliance with the License.

You may obtain a copy of the License at http://www.apache.org/licenses/LICENSE-2.0

Unless required by applicable law or agreed to in writing, software distributed under the License is
distributed on an "AS IS" BASIS, WITHOUT WARRANTIES OR CONDITIONS OF ANY KIND, either express
or implied.

See the License for the specific language governing permissions and limitations under the License.
tslib

0BSD

Copyright (c) Microsoft Corporation.

Permission to use, copy, modify, and/or distribute this software for any purpose with or without fee is
hereby granted.

THE SOFTWARE IS PROVIDED "AS IS" AND THE AUTHOR DISCLAIMS ALL WARRANTIES WITH REGARD TO
THIS SOFTWARE INCLUDING ALL IMPLIED WARRANTIES OF MERCHANTABILITY AND FITNESS. IN NO
EVENT SHALL THE AUTHOR BE LIABLE FOR ANY SPECIAL, DIRECT, INDIRECT, OR CONSEQUENTIAL
DAMAGES OR ANY DAMAGES WHATSOEVER RESULTING FROM LOSS OF USE, DATA OR PROFITS,
WHETHER IN AN ACTION OF CONTRACT, NEGLIGENCE OR OTHER TORTIOUS ACTION, ARISING OUT OF
OR IN CONNECTION WITH THE USE OR PERFORMANCE OF THIS SOFTWARE.

zone.js
MIT
The MIT License

Copyright (c) 2010-2020 Google LLC. https://angular.io/license
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Permission is hereby granted, free of charge, to any person obtaining a copy of this software and
associated documentation files (the "Software"), to deal in the Software without restriction, including
without limitation the rights to use, copy, modify, merge, publish, distribute, sublicense, and/or sell
copies of the Software, and to permit persons to whom the Software is furnished to do so, subject to
the following conditions:

The above copyright notice and this permission notice shall be included in all copies or substantial
portions of the Software.

THE SOFTWARE IS PROVIDED "AS IS", WITHOUT WARRANTY OF ANY KIND, EXPRESS OR IMPLIED,
INCLUDING BUT NOT LIMITED TO THE WARRANTIES OF MERCHANTABILITY, FITNESS FOR A PARTICULAR
PURPOSE AND NONINFRINGEMENT. IN NO EVENT SHALL THE AUTHORS OR COPYRIGHT HOLDERS BE
LIABLE FOR ANY CLAIM, DAMAGES OR OTHER LIABILITY, WHETHER IN AN ACTION OF CONTRACT, TORT
OR OTHERWISE, ARISING FROM, OUT OF OR IN CONNECTION WITH THE SOFTWARE OR THE USE OR
OTHER DEALINGS IN THE SOFTWARE.

Licenses - Bind9

Copyright (C) 2004-2016 Internet Systems Consortium, Inc. ("ISC")
Copyright (C) 1996-2003 Internet Software Consortium.

Permission to use, copy, modify, and/or distribute this software for any purpose with or without fee is hereby
granted, provided that the above copyright notice and this permission notice appear in all copies.

THE SOFTWARE IS PROVIDED "AS IS" AND ISC DISCLAIMS ALL WARRANTIES WITH REGARD TO THIS SOFTWARE
INCLUDING ALL IMPLIED WARRANTIES OF MERCHANTABILITY AND FITNESS. IN NO EVENT SHALL ISC BE LIABLE FOR
ANY SPECIAL, DIRECT, INDIRECT, OR CONSEQUENTIAL DAMAGES OR ANY DAMAGES WHATSOEVER RESULTING
FROM LOSS OF USE, DATA OR PROFITS, WHETHER IN AN ACTION OF CONTRACT, NEGLIGENCE OR OTHER TORTIOUS
ACTION, ARISING OUT OF OR IN CONNECTION WITH THE USE OR PERFORMANCE OF THIS SOFTWARE.

Portions of this code release fall under one or more of the following Copyright notices. Please see individual source
files for details.

For binary releases also see: OpenSSL-LICENSE.
Copyright (C) 1996-2001 Nominum, Inc.

Permission to use, copy, modify, and distribute this software for any purpose with or without fee is hereby granted,
provided that the above copyright notice and this permission notice appear in all copies.

THE SOFTWARE IS PROVIDED "AS IS" AND NOMINUM DISCLAIMS ALL WARRANTIES WITH REGARD TO THIS
SOFTWARE INCLUDING ALL IMPLIED WARRANTIES OF MERCHANTABILITY AND FITNESS. IN NO EVENT SHALL
NOMINUM BE LIABLE FOR ANY SPECIAL, DIRECT, INDIRECT, OR CONSEQUENTIAL DAMAGES OR ANY DAMAGES
WHATSOEVER RESULTING FROM LOSS OF USE, DATA OR PROFITS, WHETHER IN AN ACTION OF CONTRACT,
NEGLIGENCE OR OTHER TORTIOUS ACTION, ARISING OUT OF OR IN CONNECTION WITH THE USE OR
PERFORMANCE OF THIS SOFTWARE.

Copyright (C) 1995-2000 by Network Associates, Inc.

Permission to use, copy, modify, and/or distribute this software for any purpose with or without fee is hereby
granted, provided that the above copyright notice and this permission notice appear in all copies.

THE SOFTWARE IS PROVIDED "AS IS" AND ISC AND NETWORK ASSOCIATES DISCLAIMS ALL WARRANTIES WITH
REGARD TO THIS SOFTWARE INCLUDING ALL IMPLIED WARRANTIES OF MERCHANTABILITY AND FITNESS. IN NO
EVENT SHALL ISC BE LIABLE FOR ANY SPECIAL, DIRECT, INDIRECT, OR CONSEQUENTIAL DAMAGES OR ANY DAMAGES
WHATSOEVER RESULTING FROM LOSS OF USE, DATA OR PROFITS, WHETHER IN AN ACTION OF CONTRACT,
NEGLIGENCE OR OTHER TORTIOUS ACTION, ARISING OUT OF OR IN CONNECTION WITH THE USE OR
PERFORMANCE OF THIS SOFTWARE.
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Copyright (C) 2002 Stichting NLnet, Netherlands, stichting@nlnet.nl.

Permission to use, copy, modify, and distribute this software for any purpose with or without fee is hereby granted,
provided that the above copyright notice and this permission notice appear in all copies.

THE SOFTWARE IS PROVIDED "AS IS" AND STICHTING NLNET DISCLAIMS ALL WARRANTIES WITH REGARD TO THIS
SOFTWARE INCLUDING ALL IMPLIED WARRANTIES OF MERCHANTABILITY AND FITNESS. IN NO EVENT SHALL
STICHTING NLNET BE LIABLE FOR ANY SPECIAL, DIRECT, INDIRECT, OR CONSEQUENTIAL DAMAGES OR ANY
DAMAGES WHATSOEVER RESULTING FROM LOSS OF USE, DATA OR PROFITS, WHETHER IN AN ACTION OF
CONTRACT, NEGLIGENCE OR OTHER TORTIOUS ACTION, ARISING OUT OF OR IN CONNECTION WITH THE USE OR
PERFORMANCE OF THIS SOFTWARE.

The development of Dynamically Loadable Zones (DLZ) for Bind 9 was conceived and contributed by Rob Butler.

Permission to use, copy, modify, and distribute this software for any purpose with or without fee is hereby granted,
provided that the above copyright notice and this permission notice appear in all copies.

THE SOFTWARE IS PROVIDED "AS IS" AND ROB BUTLER DISCLAIMS ALL WARRANTIES WITH REGARD TO THIS
SOFTWARE INCLUDING ALL IMPLIED WARRANTIES OF MERCHANTABILITY AND FITNESS. IN NO EVENT SHALL ROB
BUTLER BE LIABLE FOR ANY SPECIAL, DIRECT, INDIRECT, OR CONSEQUENTIAL DAMAGES OR ANY DAMAGES
WHATSOEVER RESULTING FROM LOSS OF USE, DATA OR PROFITS, WHETHER IN AN ACTION OF CONTRACT,
NEGLIGENCE OR OTHER TORTIOUS ACTION, ARISING OUT OF OR IN CONNECTION WITH THE USE OR
PERFORMANCE OF THIS SOFTWARE.

Copyright (c) 1987, 1990, 1993, 1994
The Regents of the University of California. All rights reserved.

Redistribution and use in source and binary forms, with or without modification, are permitted provided that the
following conditions are met:

1. Redistributions of source code must retain the above copyright notice, this list of conditions and the following
disclaimer.

2. Redistributions in binary form must reproduce the above copyright notice, this list of conditions and the
following disclaimer in the documentation and/or other materials provided with the distribution.

3. Neither the name of the University nor the names of its contributors may be used to endorse or promote
products derived from this software without specific prior written permission.

THIS SOFTWARE IS PROVIDED BY THE REGENTS AND CONTRIBUTORS “AS IS" AND ANY EXPRESS OR IMPLIED
WARRANTIES, INCLUDING, BUT NOT LIMITED TO, THE IMPLIED WARRANTIES OF MERCHANTABILITY AND FITNESS
FOR A PARTICULAR PURPOSE ARE DISCLAIMED. IN NO EVENT SHALL THE REGENTS OR CONTRIBUTORS BE LIABLE
FOR ANY DIRECT, INDIRECT, INCIDENTAL, SPECIAL, EXEMPLARY, OR CONSEQUENTIAL DAMAGES (INCLUDING, BUT
NOT LIMITED TO, PROCUREMENT OF SUBSTITUTE GOODS OR SERVICES; LOSS OF USE, DATA, OR PROFITS; OR
BUSINESS INTERRUPTION) HOWEVER CAUSED AND ON ANY THEORY OF LIABILITY, WHETHER IN CONTRACT, STRICT
LIABILITY, OR TORT (INCLUDING NEGLIGENCE OR OTHERWISE) ARISING IN ANY WAY OUT OF THE USE OF THIS
SOFTWARE, EVEN IF ADVISED OF THE POSSIBILITY OF SUCH DAMAGE.

Copyright (C) The Internet Society 2005. This version of this module is part of RFC 4178; see the RFC itself for full
legal notices.

(The above copyright notice is per RFC 3978 5.6 (a), q.v.)

Copyright (c) 2004 Masarykova universita
(Masaryk University, Brno, Czech Republic)
All rights reserved.

Redistribution and use in source and binary forms, with or without modification, are permitted provided that the
following conditions are met:

1. Redistributions of source code must retain the above copyright notice, this list of conditions and the following
disclaimer.
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2. Redistributions in binary form must reproduce the above copyright notice, this list of conditions and the
following disclaimer in the documentation and/or other materials provided with the distribution.

3. Neither the name of the University nor the names of its contributors may be used to endorse or promote
products derived from this software without specific prior written permission.

THIS SOFTWARE IS PROVIDED BY THE COPYRIGHT HOLDERS AND CONTRIBUTORS "AS IS" AND ANY EXPRESS OR
IMPLIED WARRANTIES, INCLUDING, BUT NOT LIMITED TO, THE IMPLIED WARRANTIES OF MERCHANTABILITY AND
FITNESS FOR A PARTICULAR PURPOSE ARE DISCLAIMED. IN NO EVENT SHALL THE COPYRIGHT OWNER OR
CONTRIBUTORS BE LIABLE FOR ANY DIRECT, INDIRECT, INCIDENTAL, SPECIAL, EXEMPLARY, OR CONSEQUENTIAL
DAMAGES (INCLUDING, BUT NOT LIMITED TO, PROCUREMENT OF SUBSTITUTE GOODS OR SERVICES; LOSS OF USE,
DATA, OR PROFITS; OR BUSINESS INTERRUPTION) HOWEVER CAUSED AND ON ANY THEORY OF LIABILITY, WHETHER
IN CONTRACT, STRICT LIABILITY, OR TORT (INCLUDING NEGLIGENCE OR OTHERWISE) ARISING IN ANY WAY OUT OF
THE USE OF THIS SOFTWARE, EVEN IF ADVISED OF THE POSSIBILITY OF SUCH DAMAGE.

Copyright (c) 1997 - 2003 Kungliga Tekniska Hogskolan
(Royal Institute of Technology, Stockholm, Sweden).
All rights reserved.

Redistribution and use in source and binary forms, with or without modification, are permitted provided that the
following conditions are met:

1. Redistributions of source code must retain the above copyright notice, this list of conditions and the following
disclaimer.

2. Redistributions in binary form must reproduce the above copyright notice, this list of conditions and the
following disclaimer in the documentation and/or other materials provided with the distribution.

3. Neither the name of the Institute nor the names of its contributors may be used to endorse or promote products
derived from this software without specific prior written permission.

THIS SOFTWARE IS PROVIDED BY THE INSTITUTE AND CONTRIBUTORS "AS IS" AND ANY EXPRESS OR IMPLIED
WARRANTIES, INCLUDING, BUT NOT LIMITED TO, THE IMPLIED WARRANTIES OF MERCHANTABILITY AND FITNESS
FOR A PARTICULAR PURPOSE ARE DISCLAIMED. IN NO EVENT SHALL THE INSTITUTE OR CONTRIBUTORS BE LIABLE
FOR ANY DIRECT, INDIRECT, INCIDENTAL, SPECIAL, EXEMPLARY, OR CONSEQUENTIAL DAMAGES (INCLUDING, BUT
NOT LIMITED TO, PROCUREMENT OF SUBSTITUTE GOODS OR SERVICES; LOSS OF USE, DATA, OR PROFITS; OR
BUSINESS INTERRUPTION) HOWEVER CAUSED AND ON ANY THEORY OF LIABILITY, WHETHER IN CONTRACT, STRICT
LIABILITY, OR TORT (INCLUDING NEGLIGENCE OR OTHERWISE) ARISING IN ANY WAY OUT OF THE USE OF THIS
SOFTWARE, EVEN IF ADVISED OF THE POSSIBILITY OF SUCH DAMAGE.

Copyright (c) 1998 Doug Rabson
All rights reserved.

Redistribution and use in source and binary forms, with or without modification, are permitted provided that the
following conditions are met:

1. Redistributions of source code must retain the above copyright notice, this list of conditions and the following
disclaimer.

2. Redistributions in binary form must reproduce the above copyright notice, this list of conditions and the
following disclaimer in the documentation and/or other materials provided with the distribution.

THIS SOFTWARE IS PROVIDED BY THE AUTHOR AND CONTRIBUTORS “AS IS" AND ANY EXPRESS OR IMPLIED
WARRANTIES, INCLUDING, BUT NOT LIMITED TO, THE IMPLIED WARRANTIES OF MERCHANTABILITY AND FITNESS
FOR A PARTICULAR PURPOSE ARE DISCLAIMED. IN NO EVENT SHALL THE AUTHOR OR CONTRIBUTORS BE LIABLE
FOR ANY DIRECT, INDIRECT, INCIDENTAL, SPECIAL, EXEMPLARY, OR CONSEQUENTIAL DAMAGES (INCLUDING, BUT
NOT LIMITED TO, PROCUREMENT OF SUBSTITUTE GOODS OR SERVICES; LOSS OF USE, DATA, OR PROFITS; OR
BUSINESS INTERRUPTION) HOWEVER CAUSED AND ON ANY THEORY OF LIABILITY, WHETHER IN CONTRACT, STRICT
LIABILITY, OR TORT (INCLUDING NEGLIGENCE OR OTHERWISE) ARISING IN ANY WAY OUT OF THE USE OF THIS
SOFTWARE, EVEN IF ADVISED OF THE POSSIBILITY OF SUCH DAMAGE.
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Copyright ((c)) 2002, Rice University
All rights reserved.

Redistribution and use in source and binary forms, with or without modification, are permitted provided that the
following conditions are met:

* Redistributions of source code must retain the above copyright notice, this list of conditions and the following
disclaimer.

* Redistributions in binary form must reproduce the above copyright notice, this list of conditions and the following
disclaimer in the documentation and/or other materials provided with the distribution.

* Neither the name of Rice University (RICE) nor the names of its contributors may be used to endorse or promote
products derived from this software without specific prior written permission.

This software is provided by RICE and the contributors on an "as is" basis, without any representations or
warranties of any kind, express or implied including, but not limited to, representations or warranties of non-
infringement, merchantability or fitness for a particular purpose. In no event shall RICE or contributors be liable for
any direct, indirect, incidental, special, exemplary, or consequential damages (including, but not limited to,
procurement of substitute goods or services; loss of use, data, or profits; or business interruption) however caused
and on any theory of liability, whether in contract, strict liability, or tort (including negligence or otherwise) arising
in any way out of the use of this software, even if advised of the possibility of such damage.

Copyright (c) 1993 by Digital Equipment Corporation.

Permission to use, copy, modify, and distribute this software for any purpose with or without fee is hereby granted,
provided that the above copyright notice and this permission notice appear in all copies, and that the name of
Digital Equipment Corporation not be used in advertising or publicity pertaining to distribution of the document or
software without specific, written prior permission.

THE SOFTWARE IS PROVIDED "AS IS" AND DIGITAL EQUIPMENT CORP. DISCLAIMS ALL WARRANTIES WITH REGARD
TO THIS SOFTWARE, INCLUDING ALL IMPLIED WARRANTIES OF MERCHANTABILITY AND FITNESS. IN NO EVENT
SHALL DIGITAL EQUIPMENT CORPORATION BE LIABLE FOR ANY SPECIAL, DIRECT, INDIRECT, OR CONSEQUENTIAL
DAMAGES OR ANY DAMAGES WHATSOEVER RESULTING FROM LOSS OF USE, DATA OR PROFITS, WHETHER IN AN
ACTION OF CONTRACT, NEGLIGENCE OR OTHER TORTIOUS ACTION, ARISING OUT OF OR IN CONNECTION WITH THE
USE OR PERFORMANCE OF THIS SOFTWARE.

Copyright 2000 Aaron D. Gifford. All rights reserved.

Redistribution and use in source and binary forms, with or without modification, are permitted provided that the
following conditions are met:

1. Redistributions of source code must retain the above copyright notice, this list of conditions and the following
disclaimer.

2. Redistributions in binary form must reproduce the above copyright notice, this list of conditions and the
following disclaimer in the documentation and/or other materials provided with the distribution.

3. Neither the name of the copyright holder nor the names of contributors may be used to endorse or promote
products derived from this software without specific prior written permission.

THIS SOFTWARE IS PROVIDED BY THE AUTHOR(S) AND CONTRIBUTOR(S) “"AS IS" AND ANY EXPRESS OR IMPLIED
WARRANTIES, INCLUDING, BUT NOT LIMITED TO, THE IMPLIED WARRANTIES OF MERCHANTABILITY AND FITNESS
FOR A PARTICULAR PURPOSE ARE DISCLAIMED. IN NO EVENT SHALL THE AUTHOR(S) OR CONTRIBUTOR(S) BE
LIABLE FOR ANY DIRECT, INDIRECT, INCIDENTAL, SPECIAL, EXEMPLARY, OR CONSEQUENTIAL DAMAGES (INCLUDING,
BUT NOT LIMITED TO, PROCUREMENT OF SUBSTITUTE GOODS OR SERVICES; LOSS OF USE, DATA, OR PROFITS; OR
BUSINESS INTERRUPTION) HOWEVER CAUSED AND ON ANY THEORY OF LIABILITY, WHETHER IN CONTRACT, STRICT
LIABILITY, OR TORT (INCLUDING NEGLIGENCE OR OTHERWISE) ARISING IN ANY WAY OUT OF THE USE OF THIS
SOFTWARE, EVEN IF ADVISED OF THE POSSIBILITY OF SUCH DAMAGE.

Copyright (c) 1998 Doug Rabson.
Copyright (c) 2001 Jake Burkholder.
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All rights reserved.

Redistribution and use in source and binary forms, with or without modification, are permitted provided that the
following conditions are met:

1. Redistributions of source code must retain the above copyright notice, this list of conditions and the following
disclaimer.

2. Redistributions in binary form must reproduce the above copyright notice, this list of conditions and the
following disclaimer in the documentation and/or other materials provided with the distribution.

THIS SOFTWARE IS PROVIDED BY THE AUTHOR AND CONTRIBUTORS “AS IS AND ANY EXPRESS OR IMPLIED
WARRANTIES, INCLUDING, BUT NOT LIMITED TO, THE IMPLIED WARRANTIES OF MERCHANTABILITY AND FITNESS
FOR A PARTICULAR PURPOSE ARE DISCLAIMED. IN NO EVENT SHALL THE AUTHOR OR CONTRIBUTORS BE LIABLE
FOR ANY DIRECT, INDIRECT, INCIDENTAL, SPECIAL, EXEMPLARY, OR CONSEQUENTIAL DAMAGES (INCLUDING, BUT
NOT LIMITED TO, PROCUREMENT OF SUBSTITUTE GOODS OR SERVICES; LOSS OF USE, DATA, OR PROFITS; OR
BUSINESS INTERRUPTION) HOWEVER CAUSED AND ON ANY THEORY OF LIABILITY, WHETHER IN CONTRACT, STRICT
LIABILITY, OR TORT (INCLUDING NEGLIGENCE OR OTHERWISE) ARISING IN ANY WAY OUT OF THE USE OF THIS
SOFTWARE, EVEN IF ADVISED OF THE POSSIBILITY OF SUCH DAMAGE.

Copyright (C) 1995, 1996, 1997, and 1998 WIDE Project.
All rights reserved.

Redistribution and use in source and binary forms, with or without modification, are permitted provided that the
following conditions are met:

1. Redistributions of source code must retain the above copyright notice, this list of conditions and the following
disclaimer.

2. Redistributions in binary form must reproduce the above copyright notice, this list of conditions and the
following disclaimer in the documentation and/or other materials provided with the distribution.

3. Neither the name of the project nor the names of its contributors may be used to endorse or promote products
derived from this software without specific prior written permission.

THIS SOFTWARE IS PROVIDED BY THE PROJECT AND CONTRIBUTORS “AS IS AND ANY EXPRESS OR IMPLIED
WARRANTIES, INCLUDING, BUT NOT LIMITED TO, THE IMPLIED WARRANTIES OF MERCHANTABILITY AND FITNESS
FOR A PARTICULAR PURPOSE ARE DISCLAIMED. IN NO EVENT SHALL THE PROJECT OR CONTRIBUTORS BE LIABLE
FOR ANY DIRECT, INDIRECT, INCIDENTAL, SPECIAL, EXEMPLARY, OR CONSEQUENTIAL DAMAGES (INCLUDING, BUT
NOT LIMITED TO, PROCUREMENT OF SUBSTITUTE GOODS OR SERVICES; LOSS OF USE, DATA, OR PROFITS; OR
BUSINESS INTERRUPTION) HOWEVER CAUSED AND ON ANY THEORY OF LIABILITY, WHETHER IN CONTRACT, STRICT
LIABILITY, OR TORT (INCLUDING NEGLIGENCE OR OTHERWISE) ARISING IN ANY WAY OUT OF THE USE OF THIS
SOFTWARE, EVEN IF ADVISED OF THE POSSIBILITY OF SUCH DAMAGE.

Copyright (c) 1999-2000 by Nortel Networks Corporation

Permission to use, copy, modify, and distribute this software for any purpose with or without fee is hereby granted,
provided that the above copyright notice and this permission notice appear in all copies.

THE SOFTWARE IS PROVIDED "AS IS" AND NORTEL NETWORKS DISCLAIMS ALL WARRANTIES WITH REGARD TO THIS
SOFTWARE INCLUDING ALL IMPLIED WARRANTIES OF MERCHANTABILITY AND FITNESS. IN NO EVENT SHALL
NORTEL NETWORKS BE LIABLE FOR ANY SPECIAL, DIRECT, INDIRECT, OR CONSEQUENTIAL DAMAGES OR ANY
DAMAGES WHATSOEVER RESULTING FROM LOSS OF USE, DATA OR PROFITS, WHETHER IN AN ACTION OF
CONTRACT, NEGLIGENCE OR OTHER TORTIOUS ACTION, ARISING OUT OF OR IN CONNECTION WITH THE USE OR
PERFORMANCE OF THIS SOFTWARE.

Copyright (c) 2000-2002 Japan Network Information Center. All rights reserved.
By using this file, you agree to the terms and conditions set forth bellow.
LICENSE TERMS AND CONDITIONS

Raritan.

A brand of Ellegrand 529



530

The following License Terms and Conditions apply, unless a different license is obtained from Japan Network
Information Center ("JPNIC"), a Japanese association, Kokusai-Kougyou-Kanda Bldg 6F, 2-3-4 Uchi-Kanda, Chiyoda-
ku, Tokyo 101-0047, Japan.

1. Use, Modification and Redistribution (including distribution of any modified or derived work) in source and/or
binary forms is permitted under this License Terms and Conditions.

2. Redistribution of source code must retain the copyright notices as they appear in each source code file, this
License Terms and Conditions.

3. Redistribution in binary form must reproduce the Copyright Notice, this License Terms and Conditions, in the
documentation and/or other materials provided with the distribution. For the purposes of binary distribution the
"Copyright Notice" refers to the following language:

"Copyright (c) 2000-2002 Japan Network Information Center. All rights reserved."

4. The name of JPNIC may not be used to endorse or promote products derived from this Software without specific
prior written approval of JPNIC.

5. Disclaimer/Limitation of Liability: THIS SOFTWARE IS PROVIDED BY JPNIC "AS IS" AND ANY EXPRESS OR IMPLIED
WARRANTIES, INCLUDING, BUT NOT LIMITED TO, THE IMPLIED WARRANTIES OF MERCHANTABILITY AND FITNESS
FOR A PARTICULAR PURPOSE ARE DISCLAIMED. IN NO EVENT SHALL JPNIC BE LIABLE FOR ANY DIRECT, INDIRECT,
INCIDENTAL, SPECIAL, EXEMPLARY, OR CONSEQUENTIAL DAMAGES (INCLUDING, BUT NOT LIMITED TO,
PROCUREMENT OF SUBSTITUTE GOODS OR SERVICES; LOSS OF USE, DATA, OR PROFITS; OR BUSINESS
INTERRUPTION) HOWEVER CAUSED AND ON ANY THEORY OF LIABILITY, WHETHER IN CONTRACT, STRICT LIABILITY,
OR TORT (INCLUDING NEGLIGENCE OR OTHERWISE) ARISING IN ANY WAY OUT OF THE USE OF THIS SOFTWARE,
EVEN IF ADVISED OF THE POSSIBILITY OF SUCH DAMAGES.

Copyright (C) 2004 Nominet, Ltd.

Permission to use, copy, modify, and distribute this software for any purpose with or without fee is hereby granted,
provided that the above copyright notice and this permission notice appear in all copies.

THE SOFTWARE IS PROVIDED "AS IS" AND NOMINET DISCLAIMS ALL WARRANTIES WITH REGARD TO THIS
SOFTWARE INCLUDING ALL IMPLIED WARRANTIES OF MERCHANTABILITY AND FITNESS. IN NO EVENT SHALL ISC BE
LIABLE FOR ANY SPECIAL, DIRECT, INDIRECT, OR CONSEQUENTIAL DAMAGES OR ANY DAMAGES WHATSOEVER
RESULTING FROM LOSS OF USE, DATA OR PROFITS, WHETHER IN AN ACTION OF CONTRACT, NEGLIGENCE OR OTHER
TORTIOUS ACTION, ARISING OUT OF OR IN CONNECTION WITH THE USE OR PERFORMANCE OF THIS SOFTWARE.

Portions Copyright RSA Security Inc.

License to copy and use this software is granted provided that it is identified as "RSA Security Inc. PKCS #11
Cryptographic Token Interface (Cryptoki)" in all material mentioning or referencing this software.

License is also granted to make and use derivative works provided that such works are identified as "derived from
the RSA Security Inc. PKCS #11 Cryptographic Token Interface (Cryptoki)" in all material mentioning or referencing
the derived work.

RSA Security Inc. makes no representations concerning either the merchantability of this software or the suitability
of this software for any particular purpose. It is provided "as is" without express or implied warranty of any kind.

Copyright (c) 1996, David Mazieres <dm@uun.org>
Copyright (c) 2008, Damien Miller <djm@openbsd.org>

Permission to use, copy, modify, and distribute this software for any purpose with or without fee is hereby granted,
provided that the above copyright notice and this permission notice appear in all copies.

THE SOFTWARE IS PROVIDED "AS IS" AND THE AUTHOR DISCLAIMS ALL WARRANTIES WITH REGARD TO THIS
SOFTWARE INCLUDING ALL IMPLIED WARRANTIES OF MERCHANTABILITY AND FITNESS. IN NO EVENT SHALL THE
AUTHOR BE LIABLE FOR ANY SPECIAL, DIRECT, INDIRECT, OR CONSEQUENTIAL DAMAGES OR ANY DAMAGES
WHATSOEVER RESULTING FROM LOSS OF USE, DATA OR PROFITS, WHETHER IN AN ACTION OF CONTRACT,
NEGLIGENCE OR OTHER TORTIOUS ACTION, ARISING OUT OF OR IN CONNECTION WITH THE USE OR
PERFORMANCE OF THIS SOFTWARE.
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Copyright (c) 2000-2001 The OpenSSL Project. All rights reserved.

Redistribution and use in source and binary forms, with or without modification, are permitted provided that the
following conditions are met:

1. Redistributions of source code must retain the above copyright notice, this list of conditions and the following
disclaimer.

2. Redistributions in binary form must reproduce the above copyright notice, this list of conditions and the
following disclaimer in the documentation and/or other materials provided with the distribution.

3. All advertising materials mentioning features or use of this software must display the following acknowledgment:

"This product includes software developed by the OpenSSL Project for use in the OpenSSL Toolkit. (http://
www.OpenSSL.org/)"

4. The names "OpenSSL Toolkit" and "OpenSSL Project" must not be used to endorse or promote products derived
from this software without prior written permission. For written permission, please contact
licensing@OpenSSL.org.

5. Products derived from this software may not be called "OpenSSL" nor may "OpenSSL" appear in their names
without prior written permission of the OpenSSL Project.

6. Redistributions of any form whatsoever must retain the following acknowledgment:

"This product includes software developed by the OpenSSL Project for use in the OpenSSL Toolkit (http://
www.OpenSSL.org/)"

THIS SOFTWARE IS PROVIDED BY THE OpenSSL PROJECT “AS IS AND ANY EXPRESSED OR IMPLIED WARRANTIES,
INCLUDING, BUT NOT LIMITED TO, THE IMPLIED WARRANTIES OF MERCHANTABILITY AND FITNESS FOR A
PARTICULAR PURPOSE ARE DISCLAIMED. IN NO EVENT SHALL THE OpenSSL PROJECT OR ITS CONTRIBUTORS BE
LIABLE FOR ANY DIRECT, INDIRECT, INCIDENTAL, SPECIAL, EXEMPLARY, OR CONSEQUENTIAL DAMAGES (INCLUDING,
BUT NOT LIMITED TO, PROCUREMENT OF SUBSTITUTE GOODS OR SERVICES; LOSS OF USE, DATA, OR PROFITS; OR
BUSINESS INTERRUPTION) HOWEVER CAUSED AND ON ANY THEORY OF LIABILITY, WHETHER IN CONTRACT, STRICT
LIABILITY, OR TORT (INCLUDING NEGLIGENCE OR OTHERWISE) ARISING IN ANY WAY OUT OF THE USE OF THIS
SOFTWARE, EVEN IF ADVISED OF THE POSSIBILITY OF SUCH DAMAGE.

Copyright (c) 1995, 1997, 1998 The NetBSD Foundation, Inc.
All rights reserved.

Redistribution and use in source and binary forms, with or without modification, are permitted provided that the
following conditions are met:

1. Redistributions of source code must retain the above copyright notice, this list of conditions and the following
disclaimer.

2. Redistributions in binary form must reproduce the above copyright notice, this list of conditions and the
following disclaimer in the documentation and/or other materials provided with the distribution.

THIS SOFTWARE IS PROVIDED BY THE NETBSD FOUNDATION, INC. AND CONTRIBUTORS “AS IS" AND ANY EXPRESS
OR IMPLIED WARRANTIES, INCLUDING, BUT NOT LIMITED TO, THE IMPLIED WARRANTIES OF MERCHANTABILITY
AND FITNESS FOR A PARTICULAR PURPOSE ARE DISCLAIMED. IN NO EVENT SHALL THE FOUNDATION OR
CONTRIBUTORS BE LIABLE FOR ANY DIRECT, INDIRECT, INCIDENTAL, SPECIAL, EXEMPLARY, OR CONSEQUENTIAL
DAMAGES (INCLUDING, BUT NOT LIMITED TO, PROCUREMENT OF SUBSTITUTE GOODS OR SERVICES; LOSS OF USE,
DATA, OR PROFITS; OR BUSINESS INTERRUPTION) HOWEVER CAUSED AND ON ANY THEORY OF LIABILITY, WHETHER
IN CONTRACT, STRICT LIABILITY, OR TORT (INCLUDING NEGLIGENCE OR OTHERWISE) ARISING IN ANY WAY OUT OF
THE USE OF THIS SOFTWARE, EVEN IF ADVISED OF THE POSSIBILITY OF SUCH DAMAGE.

Licenses - Clish

This package contains code which is copyrighted to multiple sources. The initial public release of this software was
developed by Graeme McKerrell whilst in the employment of 3Com Europe Ltd.

Copyright (c) 2005, 3Com Corporation
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All rights reserved.

Redistribution and use in source and binary forms, with or without modification, are permitted provided that the
following conditions are met:

* Redistributions of source code must retain the above copyright notice, this list of conditions and the following
disclaimer.

* Redistributions in binary form must reproduce the above copyright notice, this list of conditions and the following
disclaimer in the documentation and/or other materials provided with the distribution.

* Neither the name of 3Com Corporation nor the names of its contributors may be used to endorse or promote
products derived from this software without specific prior written permission.

THIS SOFTWARE IS PROVIDED BY THE COPYRIGHT HOLDERS AND CONTRIBUTORS "AS IS" AND ANY EXPRESS OR
IMPLIED WARRANTIES, INCLUDING, BUT NOT LIMITED TO, THE IMPLIED WARRANTIES OF MERCHANTABILITY AND
FITNESS FOR A PARTICULAR PURPOSE ARE DISCLAIMED. IN NO EVENT SHALL THE COPYRIGHT OWNER OR
CONTRIBUTORS BE LIABLE FOR ANY DIRECT, INDIRECT, INCIDENTAL, SPECIAL, EXEMPLARY, OR CONSEQUENTIAL
DAMAGES (INCLUDING, BUT NOT LIMITED TO, PROCUREMENT OF SUBSTITUTE GOODS OR SERVICES; LOSS OF USE,
DATA, OR PROFITS; OR BUSINESS INTERRUPTION) HOWEVER CAUSED AND ON ANY THEORY OF LIABILITY, WHETHER
IN CONTRACT, STRICT LIABILITY, OR TORT (INCLUDING NEGLIGENCE OR OTHERWISE) ARISING IN ANY WAY OUT OF
THE USE OF THIS SOFTWARE, EVEN IF ADVISED OF THE POSSIBILITY OF SUCH DAMAGE.

Newport Networks Ltd.

The 0.6-0.7 releases of this software was developed by Graeme McKerrell whilst in the employment of Newport
Networks Ltd.

As well as enhancing the existing code the following new modules were developed.
Copyright (c) 2005,2006, Newport Networks Ltd
All rights reserved.

Redistribution and use in source and binary forms, with or without modification, are permitted provided that the
following conditions are met:

* Redistributions of source code must retain the above copyright notice, this list of conditions and the following
disclaimer.

* Redistributions in binary form must reproduce the above copyright notice, this list of conditions and the following
disclaimer in the documentation and/or other materials provided with the distribution.

* Neither the name of Newport Networks Ltd nor the names of its contributors may be used to endorse or promote
products derived from this software without specific prior written permission.

THIS SOFTWARE IS PROVIDED BY THE COPYRIGHT HOLDERS AND CONTRIBUTORS "AS IS" AND ANY EXPRESS OR
IMPLIED WARRANTIES, INCLUDING, BUT NOT LIMITED TO, THE IMPLIED WARRANTIES OF MERCHANTABILITY AND
FITNESS FOR A PARTICULAR PURPOSE ARE DISCLAIMED. IN NO EVENT SHALL THE COPYRIGHT OWNER OR
CONTRIBUTORS BE LIABLE FOR ANY DIRECT, INDIRECT, INCIDENTAL, SPECIAL, EXEMPLARY, OR CONSEQUENTIAL
DAMAGES (INCLUDING, BUT NOT LIMITED TO, PROCUREMENT OF SUBSTITUTE GOODS OR SERVICES; LOSS OF USE,
DATA, OR PROFITS; OR BUSINESS INTERRUPTION) HOWEVER CAUSED AND ON ANY THEORY OF LIABILITY, WHETHER
IN CONTRACT, STRICT LIABILITY, OR TORT (INCLUDING NEGLIGENCE OR OTHERWISE) ARISING IN ANY WAY OUT OF
THE USE OF THIS SOFTWARE, EVEN IF ADVISED OF THE POSSIBILITY OF SUCH DAMAGE.

tinyxml

Yves Berquin

As of release 0.6 the tinyxml library is included (unchanged) as part of the distribution.
tinyxml (v2.5.1)

http://www.sourceforge.net/projects/tinyxml

Original file by Yves Berquin.

This software is provided 'as-is', without any express or implied warranty. In no event will the authors be held liable
for any damages arising from the use of this software.

Permission is granted to anyone to use this software for any purpose, including commercial applications, and to
alter it and redistribute it freely, subject to the following restrictions:
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1. The origin of this software must not be misrepresented; you must not claim that you wrote the original software.
If you use this software in a product, an acknowledgment in the product documentation would be appreciated but
is not required.

2. Altered source versions must be plainly marked as such, and must not be misrepresented as being the original
software.

3. This notice may not be removed or altered from any source distribution.
GNU binutils

As of release 0.7.1 libbfd can be used to resolve symbols forstacktraces. This feature can be turned off if linking with
GPL code is problematic, using "configure --without-gpl".

The Binary File Descriptor library is part of GNU binutils
http://www.gnu.org/software/binutils/

The following file is licensed under the GPLv2.

This file is part of the CLISH project http://clish.sourceforge.net/

The code in this file is free software; you can redistribute it and/or modify it under the terms of the GNU General
Public License as published by the Free Software Foundation; version 2

This code is distributed in the hope that it will be useful, but WITHOUT ANY WARRANTY; without even the implied
warranty of MERCHANTABILITY or FITNESS FOR A PARTICULAR PURPOSE. See the GNU General Public License for
more details.

You should have received a copy of the GNU General Public License along with this program; if not, write to the
Free Software Foundation, 59 Temple Place - Suite 330, Boston, MA 02111-1307, USA.

Derived from addr2line.c in the GNU binutils package by Ulrich.Lauther@mchp.siemens.de
GNU GENERAL PUBLIC LICENSE

Version 2, June 1991

Copyright (C) 1989, 1991 Free Software Foundation, Inc.

51 Franklin Street, Fifth Floor, Boston, MA 02110-1301 USA

Everyone is permitted to copy and distribute verbatim copies of this license document, but changing it is not
allowed.

Preamble

The licenses for most software are designed to take away your freedom to share and change it. By contrast, the
GNU General Public License is intended to guarantee your freedom to share and change free software--to make
sure the software is free for all its users. This General Public License applies to most of the Free Software
Foundation's software and to any other program whose authors commit to using it. (Some other Free Software
Foundation software is covered by the GNU Lesser General Public License instead.) You can apply it to your
programs, too.

When we speak of free software, we are referring to freedom, not price. Our General Public Licenses are designed
to make sure that you have the freedom to distribute copies of free software (and charge for this service if you
wish), that you receive source code or can get it if you want it, that you can change the software or use pieces of it
in new free programs; and that you know you can do these things.

To protect your rights, we need to make restrictions that forbid anyone to deny you these rights or to ask you to
surrender the rights. These restrictions translate to certain responsibilities for you if you distribute copies of the
software, or if you modify it.

For example, if you distribute copies of such a program, whether gratis or for a fee, you must give the recipients all
the rights that you have. You must make sure that they, too, receive or can get the source code. And you must show
them these terms so they know their rights.

We protect your rights with two steps: (1) copyright the software, and (2) offer you this license which gives you
legal permission to copy, distribute and/or modify the software.
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Also, for each author's protection and ours, we want to make certain that everyone understands that there is no
warranty for this free software. If the software is modified by someone else and passed on, we want its recipients
to know that what they have is not the original, so that any problems introduced by others will not reflect on the
original authors' reputations.

Finally, any free program is threatened constantly by software patents. We wish to avoid the danger that
redistributors of a free program will individually obtain patent licenses, in effect making the program proprietary. To
prevent this, we have made it clear that any patent must be licensed for everyone's free use or not licensed at all.

The precise terms and conditions for copying, distribution and modification follow.
GNU GENERAL PUBLIC LICENSE
TERMS AND CONDITIONS FOR COPYING, DISTRIBUTION AND MODIFICATION

0. This License applies to any program or other work which contains a notice placed by the copyright holder saying
it may be distributed under the terms of this General Public License. The "Program", below, refers to any such
program or work, and a "work based on the Program" means either the Program or any derivative work under
copyright law: that is to say, a work containing the Program or a portion of it, either verbatim or with modifications
and/or translated into another language. (Hereinafter, translation is included without limitation in the term
"modification".) Each licensee is addressed as "you".

Activities other than copying, distribution and modification are not covered by this License; they are outside its
scope. The act of running the Program is not restricted, and the output from the Program is covered only if its
contents constitute a work based on the Program (independent of having been made by running the Program).
Whether that is true depends on what the Program does.

1. You may copy and distribute verbatim copies of the Program's source code as you receive it, in any medium,
provided that you conspicuously and appropriately publish on each copy an appropriate copyright notice and
disclaimer of warranty; keep intact all the notices that refer to this License and to the absence of any warranty; and
give any other recipients of the Program a copy of this License along with the Program.

You may charge a fee for the physical act of transferring a copy, and you may at your option offer warranty
protection in exchange for a fee.

2. You may modify your copy or copies of the Program or any portion of it, thus forming a work based on the
Program, and copy and distribute such modifications or work under the terms of Section 1 above, provided that
you also meet all of these conditions:

a) You must cause the modified files to carry prominent notices stating that you changed the files and the date of
any change.

b) You must cause any work that you distribute or publish, that in whole or in part contains or is derived from the
Program or any part thereof, to be licensed as a whole at no charge to all third parties under the terms of this
License.

c) If the modified program normally reads commands interactively when run, you must cause it, when started
running for such interactive use in the most ordinary way, to print or display an announcement including an
appropriate copyright notice and a notice that there is no warranty (or else, saying that you provide a warranty)
and that users may redistribute the program under these conditions, and telling the user how to view a copy of this
License. (Exception: if the Program itself is interactive but does not normally print such an announcement, your
work based on the Program is not required to print an announcement.)

These requirements apply to the modified work as a whole. If identifiable sections of that work are not derived
from the Program, and can be reasonably considered independent and separate works in themselves, then this
License, and its terms, do not apply to those sections when you distribute them as separate works. But when you
distribute the same sections as part of a whole which is a work based on the Program, the distribution of the whole
must be on the terms of this License, whose permissions for other licensees extend to the entire whole, and thus to
each and every part regardless of who wrote it.

Thus, it is not the intent of this section to claim rights or contest your rights to work written entirely by you; rather,
the intent is to exercise the right to control the distribution of derivative or collective works based on the Program.

In addition, mere aggregation of another work not based on the Program with the Program (or with a work based
on the Program) on a volume of a storage or distribution medium does not bring the other work under the scope of
this License.
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3. You may copy and distribute the Program (or a work based on it, under Section 2) in object code or executable
form under the terms of Sections 1 and 2 above provided that you also do one of the following:

a) Accompany it with the complete corresponding machine-readable source code, which must be distributed under
the terms of Sections 1 and 2 above on a medium customarily used for software interchange; or, b) Accompany it
with a written offer, valid for at least three years, to give any third party, for a charge no more than your cost of
physically performing source distribution, a complete machine-readable copy of the corresponding source code, to
be distributed under the terms of Sections 1 and 2 above on a medium customarily used for software interchange;
or, ¢) Accompany it with the information you received as to the offer to distribute corresponding source code. (This
alternative is allowed only for noncommercial distribution and only if you received the program in object code or
executable form with such an offer, in accord with Subsection b above.)

The source code for a work means the preferred form of the work for making modifications to it. For an executable
work, complete source code means all the source code for all modules it contains, plus any associated interface
definition files, plus the scripts used to control compilation and installation of the executable. However, as a special
exception, the source code distributed need not include anything that is normally distributed (in either source or
binary form) with the major components (compiler, kernel, and so on) of the operating system on which the
executable runs, unless that component itself accompanies the executable.

If distribution of executable or object code is made by offering access to copy from a designated place, then
offering equivalent access to copy the source code from the same place counts as distribution of the source code,
even though third parties are not compelled to copy the source along with the object code.

4. You may not copy, modify, sublicense, or distribute the Program except as expressly provided under this License.
Any attempt otherwise to copy, modify, sublicense or distribute the Program is void, and will automatically
terminate your rights under this License. However, parties who have received copies, or rights, from you under this
License will not have their licenses terminated so long as such parties remain in full compliance.

5. You are not required to accept this License, since you have not signed it. However, nothing else grants you
permission to modify or distribute the Program or its derivative works. These actions are prohibited by law if you
do not accept this License. Therefore, by modifying or distributing the Program (or any work based on the
Program), you indicate your acceptance of this License to do so, and all its terms and conditions for copying,
distributing or modifying the Program or works based on it.

6. Each time you redistribute the Program (or any work based on the Program), the recipient automatically receives
a license from the original licensor to copy, distribute or modify the Program subject to these terms and conditions.
You may not impose any further restrictions on the recipients' exercise of the rights granted herein. You are not
responsible for enforcing compliance by third parties to this License.

7. 1f, as a consequence of a court judgment or allegation of patent infringement or for any other reason (not limited
to patent issues), conditions are imposed on you (whether by court order, agreement or otherwise) that contradict
the conditions of this License, they do not excuse you from the conditions of this License. If you cannot distribute
so as to satisfy simultaneously your obligations under this License and any other pertinent obligations, then as a
consequence you may not distribute the Program at all. For example, if a patent license would not permit royalty-
free redistribution of the Program by all those who receive copies directly or indirectly through you, then the only
way you could satisfy both it and this License would be to refrain entirely from distribution of the Program.

If any portion of this section is held invalid or unenforceable under any particular circumstance, the balance of the
section is intended to apply and the section as a whole is intended to apply in other circumstances.

It is not the purpose of this section to induce you to infringe any patents or other property right claims or to contest
validity of any such claims; this section has the sole purpose of protecting the integrity of the free software
distribution system, which is implemented by public license practices. Many people have made generous
contributions to the wide range of software distributed through that system in reliance on consistent application of
that system; it is up to the author/donor to decide if he or she is willing to distribute software through any other
system and a licensee cannot impose that choice.

This section is intended to make thoroughly clear what is believed to be a consequence of the rest of this License.

8. If the distribution and/or use of the Program is restricted in certain countries either by patents or by copyrighted
interfaces, the original copyright holder who places the Program under this License may add an explicit
geographical distribution limitation excluding those countries, so that distribution is permitted only in or among
countries not thus excluded. In such case, this License incorporates the limitation as if written in the body of this
License.
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9. The Free Software Foundation may publish revised and/or new versions of the General Public License from time
to time. Such new versions will be similar in spirit to the present version, but may differ in detail to address new
problems or concerns.

Each version is given a distinguishing version number. If the Program specifies a version number of this License
which applies to it and "any later version", you have the option of following the terms and conditions either of that
version or of any later version published by the Free Software Foundation. If the Program does not specify a version
number of this License, you may choose any version ever published by the Free Software Foundation.

10. If you wish to incorporate parts of the Program into other free programs whose distribution conditions are
different, write to the author to ask for permission. For software which is copyrighted by the Free Software
Foundation, write to the Free Software Foundation; we sometimes make exceptions for this. Our decision will be
guided by the two goals of preserving the free status of all derivatives of our free software and of promoting the
sharing and reuse of software generally.

NO WARRANTY

11. BECAUSE THE PROGRAM IS LICENSED FREE OF CHARGE, THERE IS NO WARRANTY FOR THE PROGRAM, TO THE
EXTENT PERMITTED BY APPLICABLE LAW. EXCEPT WHEN OTHERWISE STATED IN WRITING THE COPYRIGHT HOLDERS
AND/OR OTHER PARTIES PROVIDE THE PROGRAM "AS IS" WITHOUT WARRANTY OF ANY KIND, EITHER EXPRESSED
OR IMPLIED, INCLUDING, BUT NOT LIMITED TO, THE IMPLIED WARRANTIES OF MERCHANTABILITY AND FITNESS
FOR A PARTICULAR PURPOSE. THE ENTIRE RISK AS TO THE QUALITY AND PERFORMANCE OF THE PROGRAM IS WITH
YOU. SHOULD THE PROGRAM PROVE DEFECTIVE, YOU ASSUME THE COST OF ALL NECESSARY SERVICING, REPAIR
OR CORRECTION.

12.IN NO EVENT UNLESS REQUIRED BY APPLICABLE LAW OR AGREED TO IN WRITING WILL ANY COPYRIGHT
HOLDER, OR ANY OTHER PARTY WHO MAY MODIFY AND/OR REDISTRIBUTE THE PROGRAM AS PERMITTED ABOVE,
BE LIABLE TO YOU FOR DAMAGES, INCLUDING ANY GENERAL, SPECIAL, INCIDENTAL OR CONSEQUENTIAL DAMAGES
ARISING OUT OF THE USE OR INABILITY TO USE THE PROGRAM (INCLUDING BUT NOT LIMITED TO LOSS OF DATA OR
DATA BEING RENDERED INACCURATE OR LOSSES SUSTAINED BY YOU OR THIRD PARTIES OR A FAILURE OF THE
PROGRAM TO OPERATE WITH ANY OTHER PROGRAMS), EVEN IF SUCH HOLDER OR OTHER PARTY HAS BEEN
ADVISED OF THE POSSIBILITY OF SUCH DAMAGES.

END OF TERMS AND CONDITIONS

Licenses - Dropbear

Dropbear contains a number of components from different sources, hence there are a few licenses and authors
involved. All licenses are fairly non-restrictive.

The majority of code is written by Matt Johnston, under the license below.

Portions of the client-mode work are (c) 2004 Mihnea Stoenescu, under the same license:
Copyright (c) 2002-2015 Matt Johnston

Portions copyright (c) 2004 Mihnea Stoenescu

All rights reserved.

Permission is hereby granted, free of charge, to any person obtaining a copy of this software and associated
documentation files (the "Software"), to deal in the Software without restriction, including without limitation the
rights to use, copy, modify, merge, publish, distribute, sublicense, and/or sell copies of the Software, and to permit
persons to whom the Software is furnished to do so, subject to the following conditions:

The above copyright notice and this permission notice shall be included in all copies or substantial portions of the
Software.

THE SOFTWARE IS PROVIDED "AS IS", WITHOUT WARRANTY OF ANY KIND, EXPRESS OR IMPLIED, INCLUDING BUT
NOT LIMITED TO THE WARRANTIES OF MERCHANTABILITY, FITNESS FOR A PARTICULAR PURPOSE AND
NONINFRINGEMENT. IN NO EVENT SHALL THE AUTHORS OR COPYRIGHT HOLDERS BE LIABLE FOR ANY CLAIM,
DAMAGES OR OTHER LIABILITY, WHETHER IN AN ACTION OF CONTRACT, TORT OR OTHERWISE, ARISING FROM, OUT
OF OR IN CONNECTION WITH THE SOFTWARE OR THE USE OR OTHER DEALINGS IN THE SOFTWARE.

LibTomCrypt and LibTomMath are written by Tom St Denis, and are Public Domain.
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sshpty.c is taken from OpenSSH 3.5p1,
Copyright (c) 1995 Tatu Ylonen <ylo@cs.hut.fi>, Espoo, Finland
All rights reserved

"As far as | am concerned, the code | have written for this software can be used freely for any purpose. Any derived
versions of this software must be clearly marked as such, and if the derived work is incompatible with the protocol
description in the RFC file, it must be called by a name other than "ssh" or "Secure Shell". "

loginrec.c

loginrec.h

atomicio.h

atomicio.c

and stricat() (included in util.c) are from OpenSSH 3.6.1p2, and are licensed under the 2 point BSD license.
loginrec is written primarily by Andre Lucas, atomicio.c by Theo de Raadt.

stricat() is (c) Todd C. Miller

Import code in keyimport.c is modified from PuTTY's import.c, licensed as follows:
PUTTY is copyright 1997-2003 Simon Tatham.

Portions copyright Robert de Bath, Joris van Rantwijk, Delian Delchev, Andreas Schultz, Jeroen Massar, Wez Furlong,
Nicolas Barry, Justin Bradford, and CORE SDI S.A.

Permission is hereby granted, free of charge, to any person obtaining a copy of this software and associated
documentation files (the "Software"), to deal in the Software without restriction, including without limitation the
rights to use, copy, modify, merge, publish, distribute, sublicense, and/or sell copies of the Software, and to permit
persons to whom the Software is furnished to do so, subject to the following conditions:

The above copyright notice and this permission notice shall be included in all copies or substantial portions of the
Software.

THE SOFTWARE IS PROVIDED "AS IS", WITHOUT WARRANTY OF ANY KIND, EXPRESS OR IMPLIED, INCLUDING BUT
NOT LIMITED TO THE WARRANTIES OF MERCHANTABILITY, FITNESS FOR A PARTICULAR PURPOSE AND
NONINFRINGEMENT. IN NO EVENT SHALL THE COPYRIGHT HOLDERS BE LIABLE FOR ANY CLAIM, DAMAGES OR
OTHER LIABILITY, WHETHER IN AN ACTION OF CONTRACT, TORT OR OTHERWISE, ARISING FROM, OUT OF OR IN
CONNECTION WITH THE SOFTWARE OR THE USE OR OTHER DEALINGS IN THE SOFTWARE.

curve25519-donna:
/* Copyright 2008, Google Inc.
* All rights reserved.

*

* Redistribution and use in source and binary forms, with or without modification, are permitted provided that the
following conditions are met:

*

Redistributions of source code must retain the above copyright notice, this list of conditions and the following
disclaimer.

Redistributions in binary form must reproduce the above copyright notice, this list of conditions and the following
disclaimer in the documentation and/or other materials provided with the distribution.

Neither the name of Google Inc. nor the names of its contributors may be used to endorse or promote products
derived from this software without specific prior written permission.

Raritan.

A brand of Ellegrand 537



538

THIS SOFTWARE IS PROVIDED BY THE COPYRIGHT HOLDERS AND CONTRIBUTORS "AS IS" AND ANY EXPRESS OR
IMPLIED WARRANTIES, INCLUDING, BUT NOT LIMITED TO, THE IMPLIED WARRANTIES OF MERCHANTABILITY AND
FITNESS FOR A PARTICULAR PURPOSE ARE DISCLAIMED. IN NO EVENT SHALL THE COPYRIGHT OWNER OR
CONTRIBUTORS BE LIABLE FOR ANY DIRECT, INDIRECT, INCIDENTAL, SPECIAL, EXEMPLARY, OR CONSEQUENTIAL
DAMAGES (INCLUDING, BUT NOT LIMITED TO, PROCUREMENT OF SUBSTITUTE GOODS OR SERVICES; LOSS OF USE,
DATA, OR PROFITS; OR BUSINESS INTERRUPTION) HOWEVER CAUSED AND ON ANY THEORY OF LIABILITY, WHETHER
IN CONTRACT, STRICT LIABILITY, OR TORT (INCLUDING NEGLIGENCE OR OTHERWISE) ARISING IN ANY WAY OUT OF
THE USE OF THIS SOFTWARE, EVEN IF ADVISED OF THE POSSIBILITY OF SUCH DAMAGE.

* curve25519-donna: Curve25519 elliptic curve, public key function

* http://code.google.com/p/curve25519-donna/

* Adam Langley <agl@imperialviolet.org>

* Derived from public domain C code by Daniel J. Bernstein <djb@cr.yp.to>
* More information about curve25519 can be found here

* http://cryp.to/ecdh.html

* djb's sample implementation of curve25519 is written in a special assembly language called ghasm and uses the
floating point registers.

* This is, almost, a clean room reimplementation from the curve25519 paper. It uses many of the tricks described
therein. Only the crecip function is taken from the sample implementation.

Licenses - FreeType

The FreeType Project LICENSE

2006-Jan-27

Copyright 1996-2002, 2006 by

David Turner, Robert Wilhelm, and Werner Lemberg

Introduction

The FreeType Project is distributed in several archive packages; some of them may contain, in addition to the
FreeType font engine, various tools and contributions which rely on, or relate to, the FreeType Project.

This license applies to all files found in such packages, and which do not fall under their own explicit license. The
license affects thus the FreeType font engine, the test programs, documentation and makefiles, at the very least.

This license was inspired by the BSD, Artistic, and 1JG (Independent JPEG Group) licenses, which all encourage
inclusion and use of free software in commercial and freeware products alike. As a consequence, its main points are
that:

o We don't promise that this software works. However, we will be interested in any kind of bug reports. ("as is'
distribution)

o You can use this software for whatever you want, in parts or full form, without having to pay us. (‘royalty-free'
usage)

o You may not pretend that you wrote this software. If you use it, or only parts of it, in a program, you must
acknowledge somewhere in your documentation that you have used the FreeType code. (‘credits')

We specifically permit and encourage the inclusion of this software, with or without modifications, in commercial
products.

We disclaim all warranties covering The FreeType Project and assume no liability related to The FreeType Project.

Finally, many people asked us for a preferred form for a credit/disclaimer to use in compliance with this license. We
thus encourage you to use the following text:

Portions of this software are copyright <year> The FreeType Project (www.freetype.org). All rights reserved.
Please replace <year> with the value from the FreeType version you actually use.

Legal Terms
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Throughout this license, the terms “package’, ‘FreeType Project’, and "FreeType archive' refer to the set of files
originally distributed by the authors (David Turner, Robert Wilhelm, and Werner Lemberg) as the ‘FreeType Project’,
be they named as alpha, beta or final release.

“You' refers to the licensee, or person using the project, where “using' is a generic term including compiling the
project's source code as well as linking it to form a “program’ or “executable’'.

This program is referred to as "a program using the FreeType engine'.

This license applies to all files distributed in the original FreeType Project, including all source code, binaries and
documentation, unless otherwise stated in the file in its original, unmodified form as distributed in the original
archive.

If you are unsure whether or not a particular file is covered by this license, you must contact us to verify this.

The FreeType Project is copyright (C) 1996-2000 by David Turner, Robert Wilhelm, and Werner Lemberg. All rights
reserved except as specified below.

1. No Warranty

THE FREETYPE PROJECT IS PROVIDED "AS IS' WITHOUT WARRANTY OF ANY KIND, EITHER EXPRESS OR IMPLIED,
INCLUDING, BUT NOT LIMITED TO, WARRANTIES OF MERCHANTABILITY AND FITNESS FOR A PARTICULAR PURPOSE.
IN NO EVENT WILL ANY OF THE AUTHORS OR COPYRIGHT HOLDERS BE LIABLE FOR ANY DAMAGES CAUSED BY THE
USE OR THE INABILITY TO USE, OF THE FREETYPE PROJECT.

2. Redistribution

This license grants a worldwide, royalty-free, perpetual and irrevocable right and license to use, execute, perform,
compile, display, copy, create derivative works of, distribute and sublicense the FreeType Project (in both source
and object code forms) and derivative works thereof for any purpose; and to authorize others to exercise some or
all of the rights granted herein, subject to the following conditions:

o Redistribution of source code must retain this license file ("FTL.TXT') unaltered; any additions, deletions or
changes to the original files must be clearly indicated in accompanying documentation. The copyright notices of the
unaltered, original files must be preserved in all copies of source files.

o Redistribution in binary form must provide a disclaimer that states that the software is based in part of the work
of the FreeType Team, in the distribution documentation. We also encourage you to put an URL to the FreeType
web page in your documentation, though this isn't mandatory.

These conditions apply to any software derived from or based on the FreeType Project, not just the unmodified
files. If you use our work, you must acknowledge us. However, no fee need be paid to us.

3. Advertising

Neither the FreeType authors and contributors nor you shall use the name of the other for commercial, advertising,
or promotional purposes without specific prior written permission.

We suggest, but do not require, that you use one or more of the following phrases to refer to this software in your
documentation or advertising materials: "FreeType Project', ‘FreeType Engine', ‘FreeType library', or "FreeType
Distribution'.

As you have not signed this license, you are not required to accept it. However, as the FreeType Project is
copyrighted material, only this license, or another one contracted with the

authors, grants you the right to use, distribute, and modify it. Therefore, by using, distributing, or modifying the
FreeType Project, you indicate that you understand and accept all the terms of this license.

4. Contacts
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There are two mailing lists related to FreeType:
o freetype@nongnu.org

Discusses general use and applications of FreeType, as well as future and wanted additions to the library and
distribution. If you are looking for support, start in this list if you haven't found anything to help you in the
documentation.

o freetype-devel@nongnu.org
Discusses bugs, as well as engine internals, design issues, specific licenses, porting, etc.

Our home page can be found at http://www.freetype.org

Licenses - IW

Copyright (c) 2007, 2008 Johannes Berg
Copyright (c) 2007 Andy Lutomirski
Copyright (c) 2007 Mike Kershaw
Copyright (c) 2008-2009 Luis R. Rodriguez

Permission to use, copy, modify, and/or distribute this software for any purpose with or without fee is hereby
granted, provided that the above copyright notice and this permission notice appear in all copies.

THE SOFTWARE IS PROVIDED "AS IS" AND THE AUTHOR DISCLAIMS ALL WARRANTIES WITH REGARD TO THIS
SOFTWARE INCLUDING ALL IMPLIED WARRANTIES OF MERCHANTABILITY AND FITNESS. IN NO EVENT SHALL THE
AUTHOR BE LIABLE FOR ANY SPECIAL, DIRECT, INDIRECT, OR CONSEQUENTIAL DAMAGES OR ANY DAMAGES
WHATSOEVER RESULTING FROM LOSS OF USE, DATA OR PROFITS, WHETHER IN AN ACTION OF CONTRACT,
NEGLIGENCE OR OTHER TORTIOUS ACTION, ARISING OUT OF OR IN CONNECTION WITH THE USE OR
PERFORMANCE OF THIS SOFTWARE.

Licenses - JSON-C

Copyright (c) 2009-2012 Eric Haszlakiewicz

Permission is hereby granted, free of charge, to any person obtaining a copy of this software and associated
documentation files (the "Software"), to deal in the Software without restriction, including without limitation the
rights to use, copy, modify, merge, publish, distribute, sublicense, and/or sell copies of the Software, and to permit
persons to whom the Software is furnished to do so, subject to the following conditions:

The above copyright notice and this permission notice shall be included in all copies or substantial portions of the
Software.

THE SOFTWARE IS PROVIDED "AS IS", WITHOUT WARRANTY OF ANY KIND, EXPRESS OR IMPLIED, INCLUDING BUT
NOT LIMITED TO THE WARRANTIES OF MERCHANTABILITY, FITNESS FOR A PARTICULAR PURPOSE AND
NONINFRINGEMENT. IN NO EVENT SHALL THE AUTHORS OR COPYRIGHT HOLDERS BE LIABLE FOR ANY CLAIM,
DAMAGES OR OTHER LIABILITY, WHETHER IN AN ACTION OF CONTRACT, TORT OR OTHERWISE, ARISING FROM, OUT
OF OR IN CONNECTION WITH THE SOFTWARE OR THE USE OR OTHER DEALINGS IN THE SOFTWARE.

Copyright (c) 2004, 2005 Metaparadigm Pte Ltd

Permission is hereby granted, free of charge, to any person obtaining a copy of this software and associated
documentation files (the "Software"), to deal in the Software without restriction, including without limitation the
rights to use, copy, modify, merge, publish, distribute, sublicense, and/or sell copies of the Software, and to permit
persons to whom the Software is furnished to do so, subject to the following conditions:

The above copyright notice and this permission notice shall be included in all copies or substantial portions of the
Software.
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THE SOFTWARE IS PROVIDED "AS IS", WITHOUT WARRANTY OF ANY KIND, EXPRESS OR IMPLIED, INCLUDING BUT
NOT LIMITED TO THE WARRANTIES OF MERCHANTABILITY, FITNESS FOR A PARTICULAR PURPOSE AND
NONINFRINGEMENT. IN NO EVENT SHALL THE AUTHORS OR COPYRIGHT HOLDERS BE LIABLE FOR ANY CLAIM,
DAMAGES OR OTHER LIABILITY, WHETHER IN AN ACTION OF CONTRACT, TORT OR OTHERWISE, ARISING FROM, OUT
OF OR IN CONNECTION WITH THE SOFTWARE OR THE USE OR OTHER DEALINGS IN THE SOFTWARE.

Licenses - LIBTIRPC

Copyright (c) Copyright (c) Bull S.A. 2005 All Rights Reserved.

Redistribution and use in source and binary forms, with or without modification, are permitted provided that the
following conditions are met:

1. Redistributions of source code must retain the above copyright notice, this list of conditions and the following
disclaimer.

2. Redistributions in binary form must reproduce the above copyright notice, this list of conditions and the
following disclaimer in the documentation and/or other materials provided with the distribution.

3. The name of the author may not be used to endorse or promote products derived from this software without
specific prior written permission.

THIS SOFTWARE IS PROVIDED BY THE AUTHOR “AS IS" AND ANY EXPRESS OR IMPLIED WARRANTIES, INCLUDING,
BUT NOT LIMITED TO, THE IMPLIED WARRANTIES OF MERCHANTABILITY AND FITNESS FOR A PARTICULAR PURPOSE
ARE DISCLAIMED. IN NO EVENT SHALL THE AUTHOR BE LIABLE FOR ANY DIRECT, INDIRECT, INCIDENTAL, SPECIAL,
EXEMPLARY, OR CONSEQUENTIAL DAMAGES (INCLUDING, BUT NOT LIMITED TO, PROCUREMENT OF SUBSTITUTE
GOODS OR SERVICES; LOSS OF USE, DATA, OR PROFITS; OR BUSINESS INTERRUPTION) HOWEVER CAUSED AND ON
ANY THEORY OF LIABILITY, WHETHER IN CONTRACT, STRICT LIABILITY, OR TORT (INCLUDING NEGLIGENCE OR
OTHERWISE) ARISING IN ANY WAY OUT OF THE USE OF THIS SOFTWARE, EVEN IF ADVISED OF THE POSSIBILITY OF
SUCH DAMAGE.

Licenses - LIBXML2

Except where otherwise noted in the source code (e.g. the files hash.c, list.c and the trio files, which are covered by
a similar licence but with different Copyright notices) all the files are:

Copyright (C) 1998-2012 Daniel Veillard. All Rights Reserved.

Permission is hereby granted, free of charge, to any person obtaining a copy of this software and associated
documentation files (the "Software"), to deal in the Software without restriction, including without limitation the
rights to use, copy, modify, merge, publish, distribute, sublicense, and/or sell copies of the Software, and to permit
persons to whom the Software is furnished to do so, subject to the following conditions:

The above copyright notice and this permission notice shall be included in all copies or substantial portions of the
Software.

THE SOFTWARE IS PROVIDED "AS IS", WITHOUT WARRANTY OF ANY KIND, EXPRESS OR IMPLIED, INCLUDING BUT
NOT LIMITED TO THE WARRANTIES OF MERCHANTABILITY, FITNESS FOR A PARTICULAR PURPOSE AND
NONINFRINGEMENT. IN NO EVENT SHALL THE AUTHORS OR COPYRIGHT HOLDERS BE LIABLE FOR ANY CLAIM,
DAMAGES OR OTHER LIABILITY, WHETHER IN AN ACTION OF CONTRACT, TORT OR OTHERWISE, ARISING FROM, OUT
OF OR IN CONNECTION WITH THE SOFTWARE OR THE USE OR OTHER DEALINGS IN THE SOFTWARE.

Licenses - Mbus

Copyright (c) 2002-2003, 2013-2019 Victor Antonovich (v.antonovich@gmail.com)
Copyright (c) 2011 Andrew Denysenko <nitrO@seti.kr.ua>
All rights reserved.

Redistribution and use in source and binary forms, with or without modification, are permitted provided that the
following conditions are met:

1. Redistributions of source code must retain the above copyright notice, this list of conditions and the following
disclaimer.
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2. Redistributions in binary form must reproduce the above copyright notice, this list of conditions and the
following disclaimer in the documentation and/or other materials provided with the distribution.

3. Neither the name of the copyright holder nor the names of its contributors may be used to endorse or promote
products derived from this software without specific prior written permission.

THIS SOFTWARE IS PROVIDED BY THE COPYRIGHT HOLDERS AND CONTRIBUTORS "AS IS" AND ANY EXPRESS OR
IMPLIED WARRANTIES, INCLUDING, BUT NOT LIMITED TO, THE IMPLIED WARRANTIES OF MERCHANTABILITY AND
FITNESS FOR A PARTICULAR PURPOSE ARE DISCLAIMED. IN NO EVENT SHALL THE COPYRIGHT HOLDER OR
CONTRIBUTORS BE LIABLE FOR ANY DIRECT, INDIRECT, INCIDENTAL, SPECIAL, EXEMPLARY, OR CONSEQUENTIAL
DAMAGES (INCLUDING, BUT NOT LIMITED TO, PROCUREMENT OF SUBSTITUTE GOODS OR SERVICES; LOSS OF USE,
DATA, OR PROFITS; OR BUSINESS INTERRUPTION) HOWEVER CAUSED AND ON ANY THEORY OF LIABILITY, WHETHER
IN CONTRACT, STRICT LIABILITY, OR TORT (INCLUDING NEGLIGENCE OR OTHERWISE) ARISING IN ANY WAY OUT OF
THE USE OF THIS SOFTWARE, EVEN IF ADVISED OF THE POSSIBILITY OF SUCH DAMAGE.

Licenses - Net-SNMP

Various copyrights apply to this package, listed in various separate parts below. Please make sure that you read all
the parts.

Part 1: CMU/UCD copyright notice: (BSD like) -----

Copyright 1989, 1991, 1992 by Carnegie Mellon University

Derivative Work - 1996, 1998-2000

Copyright 1996, 1998-2000 The Regents of the University of California
All Rights Reserved

Permission to use, copy, modify and distribute this software and its documentation for any purpose and without fee
is hereby granted, provided that the above copyright notice appears in all copies and that both that copyright
notice and this permission notice appear in supporting documentation, and that the name of CMU and The Regents
of the University of California not be used in advertising or publicity pertaining to distribution of the software
without specific written permission.

CMU AND THE REGENTS OF THE UNIVERSITY OF CALIFORNIA DISCLAIM ALL WARRANTIES WITH REGARD TO THIS
SOFTWARE, INCLUDING ALL IMPLIED WARRANTIES OF MERCHANTABILITY AND FITNESS. IN NO EVENT SHALL CMU
OR THE REGENTS OF THE UNIVERSITY OF CALIFORNIA BE LIABLE FOR ANY SPECIAL, INDIRECT OR CONSEQUENTIAL
DAMAGES OR ANY DAMAGES WHATSOEVER RESULTING FROM THE LOSS OF USE, DATA OR PROFITS, WHETHER IN
AN ACTION OF CONTRACT, NEGLIGENCE OR OTHER TORTIOUS ACTION, ARISING OUT OF OR IN CONNECTION WITH
THE USE OR PERFORMANCE OF THIS SOFTWARE.

Part 2: Networks Associates Technology, Inc copyright notice (BSD) -----
Copyright (c) 2001-2003, Networks Associates Technology, Inc
All rights reserved.

Redistribution and use in source and binary forms, with or without modification, are permitted provided that the
following conditions are met:

Redistributions of source code must retain the above copyright notice, this list of conditions and the following
disclaimer.

Redistributions in binary form must reproduce the above copyright notice, this list of conditions and the following
disclaimer in the documentation and/or other materials provided with the distribution.

Neither the name of the Networks Associates Technology, Inc nor the names of its contributors may be used to
endorse or promote products derived from this software without specific prior written permission.

THIS SOFTWARE IS PROVIDED BY THE COPYRIGHT HOLDERS AND CONTRIBUTORS "“AS IS" AND ANY EXPRESS OR
IMPLIED WARRANTIES, INCLUDING, BUT NOT LIMITED TO, THE IMPLIED WARRANTIES OF MERCHANTABILITY AND
FITNESS FOR A PARTICULAR PURPOSE ARE DISCLAIMED. IN NO EVENT SHALL THE COPYRIGHT HOLDERS OR
CONTRIBUTORS BE LIABLE FOR ANY DIRECT, INDIRECT, INCIDENTAL, SPECIAL, EXEMPLARY, OR CONSEQUENTIAL
DAMAGES (INCLUDING, BUT NOT LIMITED TO, PROCUREMENT OF SUBSTITUTE GOODS OR SERVICES; LOSS OF USE,

Raritan.

Abrand of [1legrand



DATA, OR PROFITS; OR BUSINESS INTERRUPTION) HOWEVER CAUSED AND ON ANY THEORY OF LIABILITY, WHETHER
IN CONTRACT, STRICT LIABILITY, OR TORT (INCLUDING NEGLIGENCE OR OTHERWISE) ARISING IN ANY WAY OUT OF
THE USE OF THIS SOFTWARE, EVEN IF ADVISED OF THE POSSIBILITY OF SUCH DAMAGE.

Part 3: Cambridge Broadband Ltd. copyright notice (BSD) -----
Portions of this code are copyright (c) 2001-2003, Cambridge Broadband Ltd.
All rights reserved.

Redistribution and use in source and binary forms, with or without modification, are permitted provided that the
following conditions are met:

Redistributions of source code must retain the above copyright notice, this list of conditions and the following
disclaimer.

Redistributions in binary form must reproduce the above copyright notice, this list of conditions and the following
disclaimer in the documentation and/or other materials provided with the distribution.

The name of Cambridge Broadband Ltd. may not be used to endorse or promote products derived from this
software without specific prior written permission.

THIS SOFTWARE IS PROVIDED BY THE COPYRIGHT HOLDER "AS IS" AND ANY EXPRESS OR IMPLIED WARRANTIES,
INCLUDING, BUT NOT LIMITED TO, THE IMPLIED WARRANTIES OF MERCHANTABILITY AND FITNESS FOR A
PARTICULAR PURPOSE ARE DISCLAIMED. IN NO EVENT SHALL THE COPYRIGHT HOLDER BE LIABLE FOR ANY DIRECT,
INDIRECT, INCIDENTAL, SPECIAL, EXEMPLARY, OR CONSEQUENTIAL DAMAGES (INCLUDING, BUT NOT LIMITED TO,
PROCUREMENT OF SUBSTITUTE GOODS OR SERVICES; LOSS OF USE, DATA, OR PROFITS; OR BUSINESS
INTERRUPTION) HOWEVER CAUSED AND ON ANY THEORY OF LIABILITY, WHETHER IN CONTRACT, STRICT LIABILITY,
OR TORT (INCLUDING NEGLIGENCE OR OTHERWISE) ARISING IN ANY WAY OUT OF THE USE OF THIS SOFTWARE,
EVEN IF ADVISED OF THE POSSIBILITY OF SUCH DAMAGE.

Part 4: Sun Microsystems, Inc. copyright notice (BSD) -----

Copyright (c) 2003 Sun Microsystems, Inc., 4150 Network Circle, Santa Clara, California 95054, U.S.A. All rights
reserved.

Use is subject to license terms below.

This distribution may include materials developed by third parties.

Sun, Sun Microsystems, the Sun logo and Solaris are trademarks or registered trademarks of Sun Microsystems, Inc.
in the U.S. and other countries.

Redistribution and use in source and binary forms, with or without modification, are permitted provided that the
following conditions are met:

Redistributions of source code must retain the above copyright notice, this list of conditions and the following
disclaimer.

Redistributions in binary form must reproduce the above copyright notice, this list of conditions and the following
disclaimer in the documentation and/or other materials provided with the distribution.

Neither the name of the Sun Microsystems, Inc. nor the names of its contributors may be used to endorse or
promote products derived from this software without specific prior written permission.

THIS SOFTWARE IS PROVIDED BY THE COPYRIGHT HOLDERS AND CONTRIBUTORS “AS IS" AND ANY EXPRESS OR
IMPLIED WARRANTIES, INCLUDING, BUT NOT LIMITED TO, THE IMPLIED WARRANTIES OF MERCHANTABILITY AND
FITNESS FOR A PARTICULAR PURPOSE ARE DISCLAIMED. IN NO EVENT SHALL THE COPYRIGHT HOLDERS OR
CONTRIBUTORS BE LIABLE FOR ANY DIRECT, INDIRECT, INCIDENTAL, SPECIAL, EXEMPLARY, OR CONSEQUENTIAL
DAMAGES (INCLUDING, BUT NOT LIMITED TO, PROCUREMENT OF SUBSTITUTE GOODS OR SERVICES; LOSS OF USE,
DATA, OR PROFITS; OR BUSINESS INTERRUPTION) HOWEVER CAUSED AND ON ANY THEORY OF LIABILITY, WHETHER
IN CONTRACT, STRICT LIABILITY, OR TORT (INCLUDING NEGLIGENCE OR OTHERWISE) ARISING IN ANY WAY OUT OF
THE USE OF THIS SOFTWARE, EVEN IF ADVISED OF THE POSSIBILITY OF SUCH DAMAGE.

Part 5: Sparta, Inc copyright notice (BSD) -----
Copyright (c) 2003-2013, Sparta, Inc

All rights reserved.
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Redistribution and use in source and binary forms, with or without modification, are permitted provided that the
following conditions are met:

Redistributions of source code must retain the above copyright notice, this list of conditions and the following
disclaimer.

Redistributions in binary form must reproduce the above copyright notice, this list of conditions and the following
disclaimer in the documentation and/or other materials provided with the distribution.

Neither the name of Sparta, Inc nor the names of its contributors may be used to endorse or promote products
derived from this software without specific prior written permission.

THIS SOFTWARE IS PROVIDED BY THE COPYRIGHT HOLDERS AND CONTRIBUTORS AS IS" AND ANY EXPRESS OR
IMPLIED WARRANTIES, INCLUDING, BUT NOT LIMITED TO, THE IMPLIED WARRANTIES OF MERCHANTABILITY AND
FITNESS FOR A PARTICULAR PURPOSE ARE DISCLAIMED. IN NO EVENT SHALL THE COPYRIGHT HOLDERS OR
CONTRIBUTORS BE LIABLE FOR ANY DIRECT, INDIRECT, INCIDENTAL, SPECIAL, EXEMPLARY, OR CONSEQUENTIAL
DAMAGES (INCLUDING, BUT NOT LIMITED TO, PROCUREMENT OF SUBSTITUTE GOODS OR SERVICES; LOSS OF USE,
DATA, OR PROFITS; OR BUSINESS INTERRUPTION) HOWEVER CAUSED AND ON ANY THEORY OF LIABILITY, WHETHER
IN CONTRACT, STRICT LIABILITY, OR TORT (INCLUDING NEGLIGENCE OR OTHERWISE) ARISING IN ANY WAY OUT OF
THE USE OF THIS SOFTWARE, EVEN IF ADVISED OF THE POSSIBILITY OF SUCH DAMAGE.

Part 6: Cisco/BUPTNIC copyright notice (BSD) -----

Copyright (c) 2004, Cisco, Inc and Information Network
Center of Beijing University of Posts and Telecommunications.
All rights reserved.

Redistribution and use in source and binary forms, with or without modification, are permitted provided that the
following conditions are met:

Redistributions of source code must retain the above copyright notice, this list of conditions and the following
disclaimer.

Redistributions in binary form must reproduce the above copyright notice, this list of conditions and the following
disclaimer in the documentation and/or other materials provided with the distribution.

Neither the name of Cisco, Inc, Beijing University of Posts and Telecommunications, nor the names of their
contributors may be used to endorse or promote products derived from this software without specific prior written
permission.

THIS SOFTWARE IS PROVIDED BY THE COPYRIGHT HOLDERS AND CONTRIBUTORS ""AS IS" AND ANY EXPRESS OR
IMPLIED WARRANTIES, INCLUDING, BUT NOT LIMITED TO, THE IMPLIED WARRANTIES OF MERCHANTABILITY AND
FITNESS FOR A PARTICULAR PURPOSE ARE DISCLAIMED. IN NO EVENT SHALL THE COPYRIGHT HOLDERS OR
CONTRIBUTORS BE LIABLE FOR ANY DIRECT, INDIRECT, INCIDENTAL, SPECIAL, EXEMPLARY, OR CONSEQUENTIAL
DAMAGES (INCLUDING, BUT NOT LIMITED TO, PROCUREMENT OF SUBSTITUTE GOODS OR SERVICES; LOSS OF USE,
DATA, OR PROFITS;OR BUSINESS INTERRUPTION) HOWEVER CAUSED AND ON ANY THEORY OF LIABILITY, WHETHER
IN CONTRACT, STRICT LIABILITY, OR TORT (INCLUDING NEGLIGENCE OR OTHERWISE) ARISING IN ANY WAY OUT OF
THE USE OF THIS SOFTWARE, EVEN IF ADVISED OF THE POSSIBILITY OF SUCH DAMAGE.

Part 7: Fabasoft R&D Software GmbH & Co KG copyright notice (BSD) -----
Copyright (c) Fabasoft R&D Software GmbH & Co KG, 2003
oss@fabasoft.com

Author: Bernhard Penz <bernhard.penz@fabasoft.com>

Redistribution and use in source and binary forms, with or without modification, are permitted provided that the
following conditions are met:

Redistributions of source code must retain the above copyright notice, this list of conditions and the following
disclaimer.

Redistributions in binary form must reproduce the above copyright notice, this list of conditions and the following
disclaimer in the documentation and/or other materials provided with the distribution.

The name of Fabasoft R&D Software GmbH & Co KG or any of its subsidiaries, brand or product names may not be
used to endorse or promote products derived from this software without specific prior written permission.
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THIS SOFTWARE IS PROVIDED BY THE COPYRIGHT HOLDER ""AS IS" AND ANY EXPRESS OR IMPLIED WARRANTIES,
INCLUDING, BUT NOT LIMITED TO, THE IMPLIED WARRANTIES OF MERCHANTABILITY AND FITNESS FOR A
PARTICULAR PURPOSE ARE DISCLAIMED. IN NO EVENT SHALL THE COPYRIGHT HOLDER BE LIABLE FOR ANY DIRECT,
INDIRECT, INCIDENTAL, SPECIAL, EXEMPLARY, OR CONSEQUENTIAL DAMAGES (INCLUDING, BUT NOT LIMITED TO,
PROCUREMENT OF SUBSTITUTE GOODS OR SERVICES; LOSS OF USE, DATA, OR PROFITS; OR BUSINESS
INTERRUPTION) HOWEVER CAUSED AND ON ANY THEORY OF LIABILITY, WHETHER IN CONTRACT, STRICT LIABILITY,
OR TORT (INCLUDING NEGLIGENCE OR OTHERWISE) ARISING IN ANY WAY OUT OF THE USE OF THIS SOFTWARE,
EVEN IF ADVISED OF THE POSSIBILITY OF SUCH DAMAGE.

Part 8: Apple Inc. copyright notice (BSD) -----
Copyright (c) 2007 Apple Inc. All rights reserved.

Redistribution and use in source and binary forms, with or without modification, are permitted provided that the
following conditions are met:

1. Redistributions of source code must retain the above copyright notice, this list of conditions and the following
disclaimer.

2. Redistributions in binary form must reproduce the above copyright notice, this list of conditions and the
following disclaimer in the documentation and/or other materials provided with the distribution.

3. Neither the name of Apple Inc. ("Apple") nor the names of its contributors may be used to endorse or promote
products derived from this software without specific prior written permission.

THIS SOFTWARE IS PROVIDED BY APPLE AND ITS CONTRIBUTORS "AS IS" AND ANY EXPRESS OR IMPLIED
WARRANTIES, INCLUDING, BUT NOT LIMITED TO, THE IMPLIED WARRANTIES OF MERCHANTABILITY AND FITNESS
FOR A PARTICULAR PURPOSE ARE DISCLAIMED. IN NO EVENT SHALL APPLE OR ITS CONTRIBUTORS BE LIABLE FOR
ANY DIRECT, INDIRECT, INCIDENTAL, SPECIAL, EXEMPLARY, OR CONSEQUENTIAL DAMAGES (INCLUDING, BUT NOT
LIMITED TO, PROCUREMENT OF SUBSTITUTE GOODS OR SERVICES; LOSS OF USE, DATA, OR PROFITS; OR BUSINESS
INTERRUPTION) HOWEVER CAUSED AND ON ANY THEORY OF LIABILITY, WHETHER IN CONTRACT, STRICT LIABILITY,
OR TORT (INCLUDING NEGLIGENCE OR OTHERWISE) ARISING IN ANY WAY OUT OF THE USE OF THIS SOFTWARE,
EVEN IF ADVISED OF THE POSSIBILITY OF SUCH DAMAGE.

Part 9: SciencelLogic, LLC copyright notice (BSD) -----
Copyright (c) 2009, Sciencelogic, LLC
All rights reserved.

Redistribution and use in source and binary forms, with or without modification, are permitted provided that the
following conditions are met:

Redistributions of source code must retain the above copyright notice, this list of conditions and the following
disclaimer.

Redistributions in binary form must reproduce the above copyright notice, this list of conditions and the following
disclaimer in the documentation and/or other materials provided with the distribution.

Neither the name of Sciencelogic, LLC nor the names of its contributors may be used to endorse or promote
products derived from this software without specific prior written permission.

THIS SOFTWARE IS PROVIDED BY THE COPYRIGHT HOLDERS AND CONTRIBUTORS “AS IS" AND ANY EXPRESS OR
IMPLIED WARRANTIES, INCLUDING, BUT NOT LIMITED TO, THE IMPLIED WARRANTIES OF MERCHANTABILITY AND
FITNESS FOR A PARTICULAR PURPOSE ARE DISCLAIMED. IN NO EVENT SHALL THE COPYRIGHT HOLDERS OR
CONTRIBUTORS BE LIABLE FOR ANY DIRECT, INDIRECT, INCIDENTAL, SPECIAL, EXEMPLARY, OR CONSEQUENTIAL
DAMAGES (INCLUDING, BUT NOT LIMITED TO, PROCUREMENT OF SUBSTITUTE GOODS OR SERVICES; LOSS OF USE,
DATA, OR PROFITS; OR BUSINESS INTERRUPTION) HOWEVER CAUSED AND ON ANY THEORY OF LIABILITY, WHETHER
IN CONTRACT, STRICT LIABILITY, OR TORT (INCLUDING NEGLIGENCE OR OTHERWISE) ARISING IN ANY WAY OUT OF
THE USE OF THIS SOFTWARE, EVEN IF ADVISED OF THE POSSIBILITY OF SUCH DAMAGE.

Part 10: Lennart Poettering copyright notice (BSD-like) -----
Copyright 2010 Lennart Poettering
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Permission is hereby granted, free of charge, to any person obtaining a copy of this software and associated
documentation files (the "Software"), to deal in the Software without restriction, including without limitation the
rights to use, copy, modify, merge, publish, distribute, sublicense, and/or sell copies of the Software, and to permit
persons to whom the Software is furnished to do so, subject to the following conditions:

The above copyright notice and this permission notice shall be included in all copies or substantial portions of the
Software.

THE SOFTWARE IS PROVIDED "AS IS", WITHOUT WARRANTY OF ANY KIND, EXPRESS OR IMPLIED, INCLUDING BUT
NOT LIMITED TO THE WARRANTIES OF MERCHANTABILITY, FITNESS FOR A PARTICULAR PURPOSE AND
NONINFRINGEMENT. IN NO EVENT SHALL THE AUTHORS OR COPYRIGHT HOLDERS BE LIABLE FOR ANY CLAIM,
DAMAGES OR OTHER LIABILITY, WHETHER IN AN ACTION OF CONTRACT, TORT OR OTHERWISE, ARISING FROM, OUT
OF OR IN CONNECTION WITH THE SOFTWARE OR THE USE OR OTHER DEALINGS IN THE SOFTWARE.

Part 11: IETF copyright notice (BSD) -----
Copyright (c) 2013 IETF Trust and the persons identified as authors of the code. All rights reserved.

Redistribution and use in source and binary forms, with or without modification, are permitted provided that the
following conditions are met:

Redistributions of source code must retain the above copyright notice, this list of conditions and the following
disclaimer.

Redistributions in binary form must reproduce the above copyright notice, this list of conditions and the following
disclaimer in the documentation and/or other materials provided with the distribution. Neither the name of
Internet Society, IETF or IETF Trust, nor the names of specific contributors, may be used to endorse or promote
products derived from this software without specific prior written permission.

THIS SOFTWARE IS PROVIDED BY THE COPYRIGHT HOLDERS AND CONTRIBUTORS “AS IS" AND ANY EXPRESS OR
IMPLIED WARRANTIES, INCLUDING, BUT NOT LIMITED TO, THE IMPLIED WARRANTIES OF MERCHANTABILITY AND
FITNESS FOR A PARTICULAR PURPOSE ARE DISCLAIMED. IN NO EVENT SHALL THE COPYRIGHT OWNER OR
CONTRIBUTORS BE LIABLE FOR ANY DIRECT, INDIRECT, INCIDENTAL, SPECIAL, EXEMPLARY, OR CONSEQUENTIAL
DAMAGES (INCLUDING, BUT NOT LIMITED TO, PROCUREMENT OF SUBSTITUTE GOODS OR SERVICES; LOSS OF USE,
DATA, OR PROFITS; OR BUSINESS INTERRUPTION) HOWEVER CAUSED AND ON ANY THEORY OF LIABILITY, WHETHER
IN CONTRACT, STRICT LIABILITY, OR TORT (INCLUDING NEGLIGENCE OR OTHERWISE) ARISING IN ANY WAY OUT OF
THE USE OF THIS SOFTWARE, EVEN IF ADVISED OF THE POSSIBILITY OF SUCH DAMAGE.

Part 12: Arista Networks copyright notice (BSD) ----
Copyright (c) 2013, Arista Networks, Inc.
All rights reserved.

Redistribution and use in source and binary forms, with or without modification, are permitted provided that the
following conditions are met:

Redistributions of source code must retain the above copyright notice, this list of conditions and the following
disclaimer.

Redistributions in binary form must reproduce the above copyright notice, this list of conditions and the following
disclaimer in the documentation and/or other materials provided with the distribution.

Neither the name of Arista Networks, Inc. nor the names of its contributors may be used to endorse or promote
products derived from this software without specific prior written permission.

THIS SOFTWARE IS PROVIDED BY THE COPYRIGHT HOLDERS AND CONTRIBUTORS AS IS" AND ANY EXPRESS OR
IMPLIED WARRANTIES, INCLUDING, BUT NOT LIMITED TO, THE IMPLIED WARRANTIES OF MERCHANTABILITY AND
FITNESS FOR A PARTICULAR PURPOSE ARE DISCLAIMED. IN NO EVENT SHALL THE COPYRIGHT HOLDERS OR
CONTRIBUTORS BE LIABLE FOR ANY DIRECT, INDIRECT, INCIDENTAL, SPECIAL, EXEMPLARY, OR CONSEQUENTIAL
DAMAGES (INCLUDING, BUT NOT LIMITED TO, PROCUREMENT OF SUBSTITUTE GOODS OR SERVICES; LOSS OF USE,
DATA, OR PROFITS; OR BUSINESS INTERRUPTION) HOWEVER CAUSED AND ON ANY THEORY OF LIABILITY, WHETHER
IN CONTRACT, STRICT LIABILITY, OR TORT (INCLUDING NEGLIGENCE OR OTHERWISE) ARISING IN ANY WAY OUT OF
THE USE OF THIS SOFTWARE, EVEN IF ADVISED OF THE POSSIBILITY OF SUCH DAMAGE.

Part 13: VMware, Inc. copyright notice (BSD) -----
Copyright (c) 2016, VMware, Inc.
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All rights reserved.

Redistribution and use in source and binary forms, with or without modification, are permitted provided that the
following conditions are met:

Redistributions of source code must retain the above copyright notice, this list of conditions and the following
disclaimer.

Redistributions in binary form must reproduce the above copyright notice, this list of conditions and the following
disclaimer in the documentation and/or other materials provided with the distribution.

Neither the name of VMware, Inc. nor the names of its contributors may be used to endorse or promote products
derived from this software without specific prior written permission.

THIS SOFTWARE IS PROVIDED BY THE COPYRIGHT HOLDERS AND CONTRIBUTORS AS IS" AND ANY EXPRESS OR
IMPLIED WARRANTIES, INCLUDING, BUT NOT LIMITED TO, THE IMPLIED WARRANTIES OF MERCHANTABILITY AND
FITNESS FOR A PARTICULAR PURPOSE ARE DISCLAIMED. IN NO EVENT SHALL THE COPYRIGHT HOLDERS OR
CONTRIBUTORS BE LIABLE FOR ANY DIRECT, INDIRECT, INCIDENTAL, SPECIAL, EXEMPLARY, OR CONSEQUENTIAL
DAMAGES (INCLUDING, BUT NOT LIMITED TO, PROCUREMENT OF SUBSTITUTE GOODS OR SERVICES; LOSS OF USE,
DATA, OR PROFITS; OR BUSINESS INTERRUPTION) HOWEVER CAUSED AND ON ANY THEORY OF LIABILITY, WHETHER
IN CONTRACT, STRICT LIABILITY, OR TORT (INCLUDING NEGLIGENCE OR

OTHERWISE) ARISING IN ANY WAY OUT OF THE USE OF THIS SOFTWARE, EVEN IF ADVISED OF THE POSSIBILITY OF
SUCH DAMAGE.

Part 14: USC/Information Sciences Institute copyright notice (BSD) -----
Copyright (c) 2017-2018, Information Sciences Institute
All rights reserved.

Redistribution and use in source and binary forms, with or without modification, are permitted provided that the
following conditions are met:

Redistributions of source code must retain the above copyright notice, this list of conditions and the following
disclaimer.

Redistributions in binary form must reproduce the above copyright notice, this list of conditions and the following
disclaimer in the documentation and/or other materials provided with the distribution.

Neither the name of Information Sciences Institue nor the names of its contributors may be used to endorse or
promote products derived from this software without specific prior written permission.

THIS SOFTWARE IS PROVIDED BY THE COPYRIGHT HOLDERS AND CONTRIBUTORS “"AS IS" AND ANY EXPRESS OR
IMPLIED WARRANTIES, INCLUDING, BUT NOT LIMITED TO, THE IMPLIED WARRANTIES OF MERCHANTABILITY AND
FITNESS FOR A PARTICULAR PURPOSE ARE DISCLAIMED. IN NO EVENT SHALL THE COPYRIGHT HOLDERS OR
CONTRIBUTORS BE LIABLE FOR ANY DIRECT, INDIRECT, INCIDENTAL, SPECIAL, EXEMPLARY, OR CONSEQUENTIAL
DAMAGES (INCLUDING, BUT NOT LIMITED TO, PROCUREMENT OF SUBSTITUTE GOODS OR SERVICES; LOSS OF USE,
DATA, OR PROFITS; OR BUSINESS INTERRUPTION) HOWEVER CAUSED AND ON ANY THEORY OF LIABILITY, WHETHER
IN CONTRACT, STRICT LIABILITY, OR TORT (INCLUDING NEGLIGENCE OR OTHERWISE) ARISING IN ANY WAY OUT OF
THE USE OF THIS SOFTWARE, EVEN IF ADVISED OF THE POSSIBILITY OF SUCH DAMAGE.

Licenses - Open LDAP

Copyright 1998-2019 The OpenLDAP Foundation
All rights reserved.

Redistribution and use in source and binary forms, with or without modification, are permitted only as authorized
by the OpenLDAP Public License.

A copy of this license is available in the file LICENSE in the top-level directory of the distribution or, alternatively, at
<http://www.OpenLDAP.org/license.html>.

OpenlLDAP is a registered trademark of the OpenLDAP Foundation.

Individual files and/or contributed packages may be copyright by other parties and/or subject to additional
restrictions.
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This work is derived from the University of Michigan LDAP v3.3 distribution. Information concerning this software is
available at <http://www.umich.edu/~dirsvcs/Idap/Idap.html>.

This work also contains materials derived from public sources. Additional information about OpenLDAP can be
obtained at <http://www.openldap.org/>.

Portions Copyright 1998-2012 Kurt D. Zeilenga.

Portions Copyright 1998-2006 Net Boolean Incorporated.
Portions Copyright 2001-2006 IBM Corporation.

All rights reserved.

Redistribution and use in source and binary forms, with or without
modification, are permitted only as authorized by the OpenLDAP
Public License.

Portions Copyright 1999-2008 Howard Y.H. Chu.

Portions Copyright 1999-2008 Symas Corporation.

Portions Copyright 1998-2003 Hallvard B. Furuseth.

Portions Copyright 2007-2011 Gavin Henry.

Portions Copyright 2007-2011 Suretec Systems Ltd.

All rights reserved.

Redistribution and use in source and binary forms, with or without modification, are permitted provided that this
notice is preserved. The names of the copyright holders may not be used to endorse or promote products derived
from this software without their specific prior written permission. This software is provided "as is" without express
or implied warranty.

Portions Copyright (c) 1992-1996 Regents of the University of Michigan.
All rights reserved.

Redistribution and use in source and binary forms are permitted provided that this notice is preserved and that due
credit is given to the University of Michigan at Ann Arbor. The name of the University may not be used to endorse
or promote products derived from this software without specific prior written permission. This software is provided
“as is" without express or implied warranty.

The OpenLDAP Public License
Version 2.8, 17 August 2003

Redistribution and use of this software and associated documentation ("Software"), with or without modification,
are permitted provided that the following conditions are met:

1. Redistributions in source form must retain copyright statements and notices,

2. Redistributions in binary form must reproduce applicable copyright statements and notices, this list of
conditions, and the following disclaimer in the documentation and/or other materials provided with the
distribution, and

3. Redistributions must contain a verbatim copy of this document.

The OpenLDAP Foundation may revise this license from time to time. Each revision is distinguished by a version
number. You may use this Software under terms of this license revision or under the terms of any subsequent
revision of the license.

THIS SOFTWARE IS PROVIDED BY THE OPENLDAP FOUNDATION AND ITS CONTRIBUTORS “"AS IS" AND ANY
EXPRESSED OR IMPLIED WARRANTIES, INCLUDING, BUT NOT LIMITED TO, THE IMPLIED WARRANTIES OF
MERCHANTABILITY AND FITNESS FOR A PARTICULAR PURPOSE ARE DISCLAIMED. IN NO EVENT SHALL THE
OPENLDAP FOUNDATION, ITS CONTRIBUTORS, OR THE AUTHOR(S) OR OWNER(S) OF THE SOFTWARE BE LIABLE FOR
ANY DIRECT, INDIRECT, INCIDENTAL, SPECIAL, EXEMPLARY, OR CONSEQUENTIAL DAMAGES (INCLUDING, BUT NOT
LIMITED TO, PROCUREMENT OF SUBSTITUTE GOODS OR SERVICES; LOSS OF USE, DATA, OR PROFITS; OR BUSINESS
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INTERRUPTION) HOWEVER CAUSED AND ON ANY THEORY OF LIABILITY, WHETHER IN CONTRACT, STRICT LIABILITY,
OR TORT (INCLUDING NEGLIGENCE OR OTHERWISE) ARISING IN ANY WAY OUT OF THE USE OF THIS SOFTWARE,
EVEN IF ADVISED OF THE POSSIBILITY OF SUCH DAMAGE.

The names of the authors and copyright holders must not be used in advertising or otherwise to promote the sale,
use or other dealing in this Software without specific, written prior permission. Title to copyright in this Software
shall at all times remain with copyright holders.

OpenlLDAP is a registered trademark of the OpenLDAP Foundation.

Copyright 1999-2003 The OpenLDAP Foundation, Redwood City, California, USA. All Rights Reserved. Permission to
copy and distribute verbatim copies of this document is granted.

Licenses - OpenSSL

LICENSE ISSUES

The OpenSSL toolkit stays under a double license, i.e. both the conditions of the OpenSSL License and the original
SSLeay license apply to the toolkit. See below for the actual license texts.

OpenSSL License
Copyright (c) 1998-2019 The OpenSSL Project. All rights reserved.

Redistribution and use in source and binary forms, with or without modification, are permitted provided that the
following conditions are met:

1. Redistributions of source code must retain the above copyright notice, this list of conditions and the following
disclaimer.

2. Redistributions in binary form must reproduce the above copyright notice, this list of conditions and the
following disclaimer in the documentation and/or other materials provided with the distribution.

3. All advertising materials mentioning features or use of this software must display the following acknowledgment:

"This product includes software developed by the OpenSSL Project for use in the OpenSSL Toolkit. (http://
www.openssl.org/)"

4. The names "OpenSSL Toolkit" and "OpenSSL Project" must not be used to endorse or promote products derived
from this software without prior written permission. For written permission, please contact openssl-
core@openssl.org.

5. Products derived from this software may not be called "OpenSSL" nor may "OpenSSL" appear in their names
without prior written permission of the OpenSSL Project.

6. Redistributions of any form whatsoever must retain the following acknowledgment:

"This product includes software developed by the OpenSSL Project for use in the OpenSSL Toolkit (http://
www.openssl.org/)"

THIS SOFTWARE IS PROVIDED BY THE OpenSSL PROJECT ““AS IS" AND ANY EXPRESSED OR IMPLIED WARRANTIES,
INCLUDING, BUT NOT LIMITED TO, THE IMPLIED WARRANTIES OF MERCHANTABILITY AND FITNESS FOR A
PARTICULAR PURPOSE ARE DISCLAIMED. IN NO EVENT SHALL THE OpenSSL PROJECT OR ITS CONTRIBUTORS BE
LIABLE FOR ANY DIRECT, INDIRECT, INCIDENTAL, SPECIAL, EXEMPLARY, OR CONSEQUENTIAL DAMAGES (INCLUDING,
BUT NOT LIMITED TO, PROCUREMENT OF SUBSTITUTE GOODS OR SERVICES; LOSS OF USE, DATA, OR PROFITS; OR
BUSINESS INTERRUPTION) HOWEVER CAUSED AND ON ANY THEORY OF LIABILITY, WHETHER IN CONTRACT, STRICT
LIABILITY, OR TORT (INCLUDING NEGLIGENCE OR OTHERWISE) ARISING IN ANY WAY OUT OF THE USE OF THIS
SOFTWARE, EVEN IF ADVISED OF THE POSSIBILITY OF SUCH DAMAGE.

This product includes cryptographic software written by Eric Young
(eay@cryptsoft.com). This product includes software written by Tim Hudson (tjh@cryptsoft.com).

Original SSLeay License

Copyright (C) 1995-1998 Eric Young (eay@cryptsoft.com)

Raritan.

A brand of Ellegrand 549



550

All rights reserved.
This package is an SSL implementation written by Eric Young (eay@cryptsoft.com).
The implementation was written so as to conform with Netscapes SSL.

This library is free for commercial and non-commercial use as long as the following conditions are aheared to. The
following conditions apply to all code found in this distribution, be it the RC4, RSA, lhash, DES, etc., code; not just
the SSL code. The SSL documentation included with this distribution is covered by the same copyright terms except
that the holder is Tim Hudson (tjh@cryptsoft.com).

Copyright remains Eric Young's, and as such any Copyright notices in the code are not to be removed.

If this package is used in a product, Eric Young should be given attribution as the author of the parts of the library
used.

This can be in the form of a textual message at program startup or in documentation (online or textual) provided
with the package.

Redistribution and use in source and binary forms, with or without modification, are permitted provided that the
following conditions are met:

1. Redistributions of source code must retain the copyright notice, this list of conditions and the following
disclaimer.

2. Redistributions in binary form must reproduce the above copyright notice, this list of conditions and the
following disclaimer in the documentation and/or other materials provided with the distribution.

3. All advertising materials mentioning features or use of this software must display the following
acknowledgement:

"This product includes cryptographic software written by Eric Young (eay@cryptsoft.com)"
The word 'cryptographic' can be left out if the rouines from the library being used are not cryptographic related :-).

4. If you include any Windows specific code (or a derivative thereof) from the apps directory (application code) you
must include an acknowledgement: "This product includes software written by Tim Hudson (tjh@cryptsoft.com)"

THIS SOFTWARE IS PROVIDED BY ERIC YOUNG “AS IS" AND ANY EXPRESS OR IMPLIED WARRANTIES, INCLUDING,
BUT NOT LIMITED TO, THE IMPLIED WARRANTIES OF MERCHANTABILITY AND FITNESS FOR A PARTICULAR PURPOSE
ARE DISCLAIMED. IN NO EVENT SHALL THE AUTHOR OR CONTRIBUTORS BE LIABLE FOR ANY DIRECT, INDIRECT,
INCIDENTAL, SPECIAL, EXEMPLARY, OR CONSEQUENTIAL DAMAGES (INCLUDING, BUT NOT LIMITED TO,
PROCUREMENT OF SUBSTITUTE GOODS OR SERVICES; LOSS OF USE, DATA, OR PROFITS; OR BUSINESS
INTERRUPTION) HOWEVER CAUSED AND ON ANY THEORY OF LIABILITY, WHETHER IN CONTRACT, STRICT LIABILITY,
OR TORT (INCLUDING NEGLIGENCE OR OTHERWISE) ARISING IN ANY WAY OUT OF THE USE OF THIS SOFTWARE,
EVEN IF ADVISED OF THE POSSIBILITY OF SUCH DAMAGE.

The licence and distribution terms for any publically available version or derivative of this code cannot be changed.
i.e. this code cannot simply be copied and put under another distribution licence [including the GNU Public
License.]

Licenses - Wireless-RegDB

Copyright (c) 2008, Luis R. Rodriguez <mcgrof@gmail.com>
Copyright (c) 2008, Johannes Berg <johannes@sipsolutions.net>
Copyright (c) 2008, Michael Green <Michael.Green@Atheros.com>

Permission to use, copy, modify, and/or distribute this software for any purpose with or without fee is hereby
granted, provided that the above copyright notice and this permission notice appear in all copies.

THE SOFTWARE IS PROVIDED "AS IS" AND THE AUTHOR DISCLAIMS ALL WARRANTIES WITH REGARD TO THIS
SOFTWARE INCLUDING ALL IMPLIED WARRANTIES OF MERCHANTABILITY AND FITNESS. IN NO EVENT SHALL THE
AUTHOR BE LIABLE FOR ANY SPECIAL, DIRECT, INDIRECT, OR CONSEQUENTIAL DAMAGES OR ANY DAMAGES
WHATSOEVER RESULTING FROM LOSS OF USE, DATA OR PROFITS, WHETHER IN AN ACTION OF CONTRACT,
NEGLIGENCE OR OTHER TORTIOUS ACTION, ARISING OUT OF OR IN CONNECTION WITH THE USE OR
PERFORMANCE OF THIS SOFTWARE.

Raritan.

Abrand of [1legrand



Licenses - WPA Supplicant and Hostapd

Copyright (c) 2002-2019, Jouni Malinen <j@w1.fi> and contributors

All Rights Reserved.

These programs are licensed under the BSD license (the one with advertisement clause removed).
If you are submitting changes to the project, please see CONTRIBUTIONS file for more instructions.

This package may include either wpa_supplicant, hostapd, or both. See README file respective subdirectories
(wpa_supplicant/README or hostapd/README) for more details.

Source code files were moved around in v0.6.x releases and compared to earlier releases, the programs are now
built by first going to a subdirectory (wpa_supplicant or hostapd) and creating build configuration (.config) and
running 'make' there (for Linux/BSD/cygwin builds).

License
This software may be distributed, used, and modified under the terms of BSD license:

Redistribution and use in source and binary forms, with or without modification, are permitted provided that the
following conditions are met:

1. Redistributions of source code must retain the above copyright notice, this list of conditions and the following
disclaimer.

2. Redistributions in binary form must reproduce the above copyright notice, this list of conditions and the
following disclaimer in the documentation and/or other materials provided with the distribution.

3. Neither the name(s) of the above-listed copyright holder(s) nor the names of its contributors may be used to
endorse or promote products derived from this software without specific prior written permission.

THIS SOFTWARE IS PROVIDED BY THE COPYRIGHT HOLDERS AND CONTRIBUTORS "AS IS" AND ANY EXPRESS OR
IMPLIED WARRANTIES, INCLUDING, BUT NOT LIMITED TO, THE IMPLIED WARRANTIES OF MERCHANTABILITY AND
FITNESS FOR A PARTICULAR PURPOSE ARE DISCLAIMED. IN NO EVENT SHALL THE COPYRIGHT OWNER OR
CONTRIBUTORS BE LIABLE FOR ANY DIRECT, INDIRECT, INCIDENTAL, SPECIAL, EXEMPLARY, OR CONSEQUENTIAL
DAMAGES (INCLUDING, BUT NOT LIMITED TO, PROCUREMENT OF SUBSTITUTE GOODS OR SERVICES; LOSS OF USE,
DATA, OR PROFITS; OR BUSINESS INTERRUPTION) HOWEVER CAUSED AND ON ANY THEORY OF LIABILITY, WHETHER
IN CONTRACT, STRICT LIABILITY, OR TORT (INCLUDING NEGLIGENCE OR OTHERWISE) ARISING IN ANY WAY OUT OF
THE USE OF THIS SOFTWARE, EVEN IF ADVISED OF THE POSSIBILITY OF SUCH DAMAGE.
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